Minutes

April 3, 2001

NAVSEA NMCI Workshop

NUWC Division Newport, Rhode Island
1. Opening Remark by Bob Dofner.

· Our GOAL:  share information, educate PAINLESSLY

· Thank you to NUWC Division Newport for hosting our conference

· Introduction to our ISF partners in attendance

· Recognition of NMCI Participation & Contribution Awards

1. Mary Lee

2. Paul Parnagian

3. Jean SanLuis

4. Sandy Picard

5. Carroll Wheatley

6. Charlie Geddie

7. Lou Barrett

· Introduction to the NAVSEA NMCI Project Office

· Introduction to Deputy CIO – Trish Hagan

· Our Agenda – will not be strictly adhered to, it is to be used as a guide to promote discussion, questions and action items

2. Administrative Remarks by Paul Parnagian

3. NMCI and You – Presented by Bob Dofner

· We are purchasing a SERVICE NOT A PRODUCT!  We are not in the IT business anymore.  We can now focus on our mission and work to Keep America’s Navy number 1 in the World!!

· The Transition Plan is the basic tool that needs to be developed and used to move forward to NMCI.  The Transition Plan will help us not only in determining where we are and where we are headed – it will help us determine specifics such as seat cost and the ordering process.  Jean will discuss these in greater detail later in the workshop.

· We must remember that we are still in the PROCESS therefore things will constantly be changing.  We must accept that and continue to move forward.

· Legacy Applications are in many ways the root of our business.  We must understand and adhere to the accurate definition of a Legacy System. 

· As with any form of standardization there is always an exception, or two, or three!  There is no way to circumvent the enclaves and exceptions, they must be recognized.

· There is a white paper to coincide with this presentation.

4. NMCI Architecture - Presented by James Ervin, ISF

· As the Chief Architect for NMCI, James Ervin intended to provide insight to the prospective of ISF and EDS, what they have and what they are conceptually rolling out

· High Level Design Requirements include:  Interoperability; Enhanced Security; Cost Reduction.  This will be done by creating an IP based network; Enterprise messaging web and portal services; and Multi-boundary Service Architecture.  To accomplish there are 4 levels of Architecture including the Business Process; Information; Applications; and IT Infrastructure.  The goal is NOT to fundamentally change the information instead keep the current applications working while building and infrastructure around it.  Which brings us to the Framework of the NMCI Architecture = Applications, Information Access and System Services, Platform, and Network.

· Architecture Specifics will include an MS windows 2000 environment.  Each user will be given  1gig of space:  200meg for personal, 600meg for shared and 200meg for growth.  The 200meg growth area is so that once a user reaches their max they will be given a bit of leeway and time to condense their files or request more space without being CUTOFF.

· There was a lot of discussion on Public folders including their availability, size, access, support, management, etc . . . Along with that discussion there was a great deal of concern about Moves/Adds and Changes.

· With the discussion frustration was very apparent from the representatives of the early adopter sites.

· Ervin went into great detail discussing Platforms and Networks and the DISN NMCI Connectivity as well as the IP Network Overview.  The overview prompted discussion on Server Farms, NOCs, NIPERNET and SIPERNET activity and the overall IA Architecture and its Policies, Boundaries, Certification, COTs practices and need for flexibility in a constantly changing society.

5. Legacy Applications – Presented by Kevin McNally

· Like everything in NMCI this is an on-going process and new things will continue to come up.  Many things will be determined on a case by case architectural basis.  NAVSEA will find that they have many more legacy applications than originally estimated – NAVAIRs almost doubled from what was originally identified.  ISF will give access to applications needed to perform a job function.  To ease the process start early, cooperate, and prioritize.

· ISF will provide connectivity to all existing Legacy Systems – will provide full functionality of local and network based COTs, GOTs and custom legacy systems/applications at the end users desktop.  If it is to be run on an NMCI desktop it must currently run on a desktop.

· A Legacy System must meet established criteria:  security and firewall policy; every legacy system/application will be certified.  The goal at the DoN level is to implement a high level, consistent standard security practice.  NMCI is a move towards standardization – go the route of the Gold Disk.

· IF A SYSTEM/APPLICATION HAS TO BE RE-ENGINEERED AND CODE HAS TO BE WRITTEN, IT IS NOT AN ISF RESPONSIBILITY.

· There is a Legacy Application Transition Process that must be followed.  It is a resource intensive process.  ISF will show up on site with Legacy Application Survey Tools.  The customer will participate with ISF in the Certification process – they must participate in the functional testing.

6. Legacy Applications Continued – Presented by Brad Sibilski
· Data Collection will eventually be standard practice and web based (not ready YET!).  The web tool will include – collection, definition, application, and process.  There will be training available at the CTR and then the ACTR level.  It is your responsibility to train application owner to use the tools effectively.  There is a list of Data Elements that the NAVSEA NMCI Project Office has gathered that should include all the elements needed for ISF and other data calls.  There will eventually be a Legacy Application Team to help rationalize, then pass through an Executive Council (again this process does not exist today).  Don’t ignore anything – capture it all.

· Certification is crucial.  An application MUST be certified before going onto the new environment.  Pre-cert your equipment early.  2 Certification Labs are in SanDiego.  ISF recognizes that there is a need for rapid certification and plans on working through the process for efficiency.  Need to certify the environment in which an application is being used.  Everyone uses each differently.

· There is a Legacy Applications Working Group designed to identify and answer concerns and questions.  If it has connectivity today it will tomorrow.  There are some systems that will never become part of NMCI.  The need has been identified.  Hence the RDT&E WG!  NMCI is focused to the average user who comes to work and accesses an application to do their job.  Understand the need for Developer Workstations.

· Still concerns over a Legacy Application versus a Legacy System.

7. Open Discussion – Monitored by Bob Dofner
· Concerns about Security – it is always a risk.  All access to NMCI needs a CAC Card.

· DoN is planning on doing a LOT more standardization than you may realize.  There will be a lockdown you will NOT be able to just load any and every COTs application you want.  If it’s certified it will have to be ordered (there will eventually be a catalogue of the applications available.

8. RDT&E – Presented by Bob Dofner and James Ervin
· RDT&E is designed to collaboratively review and endorse service descriptions and detailed designs prior to contract negotiations.

· Discussed the composition of the RDT&E WG.  NMCI is geared to 80% of the population, there will be valid systems/applications etc. . . .  that will remain outside of NMCI.  People will attempt to us RDT&E requirement to bypass NMCI.  Examples of exceptions:  a 10gig hard drive is not enough for a developer. . . telecommuters need a dial-up solution. . . telecommuters need full access. . . Full terminal service seat is being looked into.

· A standard NMCI user gets a lock down desk top.  However:  4 communities proposed options for:  1st Software Development, 2nd Dedicated Engineering Communities, 3rd High Performance Communities (IP based), 4th Dedicated Mission Enclaves Communities – including instruments.

9. Wrap Up! 

