FAQs gathered by the TEAMSUB Legacy Applications Transition Team
Useful Websites…
EDS FAQ page – http://www.eds-gov.com/nmcifaqs/faq_general.asp 
EDS Briefing Room – http://www.eds.com/nmci/briefing_room.htm 
EDS Making the Transition – http://www.eds.com/nmci/transition.htm 
TEAMSUB Intranet – https://teamsub.navsea.navy.mil/nmci/index.htm
HQ/PEO NMCI – http://hqpeonmci.navsea.navy.mil
HQ/PEO NMCI FAQs – http://hqpeonmci.navsea.navy.mil/faqs 
HQ/PEO NMCI Fact or Fiction – http://hqpeonmci.navsea.navy.mil/factorfiction 
HQ/PEO NMCI Issue Tracking – http://hqpeonmci.navsea.navy.mil/files/nmciathqpeo/IssueTracking.doc 
NAVAIR NMCI – https://nmci.navair.navy.mil
SPAWAR NMCI – https://nmci.spawar.navy.mil 
Navy INFOSEC – https://infosec.navy.mil/text/fleet/index.html (to locate firewall policy information)
Questions raised concerning the "NMCI Legacy Applications Status Briefing" presentation:
1. When will the CTR (customer technical representative) from SEA00I be available? Available now…
From the Who’s Who @ HQ/PEO section of http://hqpeonmci.navsea.navy.mil 
DCTR – Gladys Davis
Activity Customer Technical Representative (ACTR) - Each code/directorate at HQ/PEO will have an ACTR assigned to them.
2. How have the above changed the process? Specifically, we need to understand the IA process, as wholesale changes seem to have been made.
Gladys Davis is the Command's DCTR (regional rep) at HQ/PEO. 
Key responsibilities: 

- Leads HQ/PEO NMCI Transition Team 

- Reviews customer requirements for service 

- Ensures that contractor performance meets negotiated service levels 

- Monitors recurring technical problems 

- Resolves HQ/PEO technical issues 

- Determines needed corrective measures 

- Mitigates security compromises 

- Meets all HQ/PEO reporting requirements 
ACTR - Each code/directorate at HQ/PEO will have an ACTR assigned to them. Their ACTR will provide services, e.g., assistance with NMCI orders, to help organizations effectively manage ISF services in the NMCI environment. 

- Monitor contractor Help Desk 

- Monitor customer satisfaction and provide input for incentive payments 

- Understand customer service needs and suggest "best value" CLIN options 

- Validate delivery of services for invoice payments 

- Resolve problems between site users/contractor 

- Monitor contractor performance IAW service level agreement 

- Initiate new NMCI order requirements for Activity and ensure funding 

- Coordinate technology refreshment with Contractor 

- Meets all Activity reporting requirements
3. Who is responsible for developing the Legacy Applications Workbooks mentioned on slides 3 and 16 of the presentation?
4. Slide 3: Workbooks have been developed for several sites (and are under development for several more). Can we get a copy of one or more so we can see what is in them and what data needs to be collected/tracked, so we can start collecting our data? 
5. Slide 5: Please define the difference between Pre-POP testing, POP testing as it relates to legacy apps certification, and both of the above as they relate to certification at the test lab in San Diego. Also, who conducts Pre-POP and POP testing and will ISF resources be available to assist? If so, who (what team)?
6. What does slide 5 mean when it says, "Sending of apps to the ISF PCL Lab for certification can be done IN PARALLEL to pre-POP testing onsite"? How can any pre-testing be done in parallel with ISF certification testing? What is "pre-POP onsite testing"? What are the roles and responsibilities of the ISF PCL lab and POP? 
7. Slide 6: STEM, IATT, EAGLE –Are these all ISF personnel / teams? Are any local Activity personnel involved? When will they be on-site within TEAMSUB? What are the skill sets for these teams? Should NAVSEA/TEAMSUB have similar skill set counterparts in place to support these teams?
8. When will these teams be available? It looks as if STEM should be here at AOR minus 120 days. If that is the case shouldn’t they be here by now?
9. Slide 9: What are the Security Working Groups (SWGs)? Are these all ISF personnel / teams? Are any local Activity personnel involved? What are they supposed to be doing? What's their relationship with SEA00I's IA folks?
The government security team has been meeting regularly as part of the NMCI Security Working Group (SWG).
10. Slide 9 "IATT Functions," lists "verify application IATOs." What is being verified by the IATT relative to IATOs?
11. Slide 9 "IATT Functions," lists "create NCARP package." We need a definition / description and sample. What are the contents of that package? 
12. Slide 10 "EAGLE Functions," lists "Certify Program of Record (POR) applications early in the process in cooperation with the affected CDA’s." What is a program of record application and who makes the determination?
13. Slide 15: The ISF site lists the components necessary to be included in a certification test package. The slides and Red's notes indicate that there may be additional items required, specifically: Engineering Survey, Legacy Peripherals, and Network Diagrams. We need to know what they are, what data they require, what format that data needs to be collected in, where these fit into the process, etc. They appear to be critical path items for application certification.
Engineering reviews for the applications listed on the Joint Critical Applications list will be conducted by members of the Information Strike Force EAGLE Critical Joint Applications Team, often with the participation and assistance of the local SSE Site Team where the application is installed. Program of Record applications are being addressed on a "first-site identified" basis. The Site Solutions Engineering Team will work with the site and the CDA to facilitate a tailored program solution.


Legacy peripherals are those devices that exist today and will not be ordered as NMCI services. These types of devices include stand-alone printers, external Zip drives and PDAs. They can be connected to an NMCI seat provided they meet the following criteria. 
- They meet security requirements.
- They do not impact SLAs.
- They do not require "opening box" of NMCI seats to insert special hardware.
- Software/drivers are Windows compliant and can be certified and accredited.
14. Compare slide 17 which says "SSAA package reviewed by NCARP" to slide 9 which says "Create NCARP package." Is NCARP a group of people, a process, a document set, or what? Is the SSAA package the same as the NCARP package of slide 9? If not, we need a definition / description and sample of this one too.
A government panel (NCARP) reviews the recommendations of the government/ISF certification team and acts as the final authority on which applications may be hosted within NMCI and which protocols are allowed through Boundary 2.
15. Slide 17: Need to know the definition of a "complex application" and how it relates to other types of applications. What additional work/steps will a complex app require?
The following list describes key attributes of an application that identifies it as a complex application or a transition issue for NMCI:
· Compromises information assurance. 

· Requires support network in addition to NMCI network (e.g. dedicate line connection to vendor site for administration; dialup access; etc) 

· Resides on an internal server or workstation that is also used by other applications (i.e. a database server that supports multiple applications or databases). 

· For which a decision has been made to centralize connectivity through file sharing. The establishment of this file share has been deemed critical to the efficient operation of the base. 

· Utilizes specialized hardware to function. 

· Requires 3rd party authentication to use. 

· Involves a large and/or dispersed user community 

· Utilizes technology not easily ported to Windows 2000. Any COTS/GOTS not currently support on the GOLD DISK (i.e. Microsoft Access 97, DOS Applications, etc) 
· Requires a specialized client configuration to operate. 
· Operates in a multi-tiered and multi-located infrastructure. 
· Extends or enhances COTS application functionality. 

The following identifies applications that may have transition issues requiring reengineering as personnel is transitioned into the NMCI Architecture:
· File shares or Applications that is shared among multiple users where not all users will be transitions in increments and the decision has been made that connectivity to these file shares or applications is something that the User Community can not live without in the time frame required to transition the whole Base/Post and Station. 

· Any COTS/GOTS not compatible with Office/Windows 2000 (i.e. Microsoft Access 97, DOS Applications, etc). 

The following is a list describing key attributes of an application that identifies it as not being a complex application or a transition issue for NMCI.
· FTP initiated from the NMCI enclave and using standard ports with strong authentication and encryption. 

· Telnet connections that are initiated from the NMCI enclave and using standard ports with strong authentication and encryption. 

· Applications whose users are significantly small enough that any issues related to transition (I.E. file sharing, application servers, etc..) are not an issue. (I.E. all users can be migrated effectively at one time) 

· Stand alone application 

· A WEB application that is external to the NMCI architecture provided that 

1. Slide 17: What are the four Technical Solution Categories? Are they the four on slide 18, "Full IA Compliance, Mostly IA Compliant, Significant IA Issues and Non-compliant Stand Alone"?
2. Slides 5, 9, 12, and 17: Can we get some more clarification on the importance of the NCAP? Originally, it was to address only connectivity to non-NMCI applications (ver 3.0.2, dated August 2001). Looks like that has expanded dramatically.
See http://www.eds.com/nmci/NCAP.doc
"The NCAP will apply to connections between NMCI and users and services of external networks, and those non-NMCI systems or applications that are not currently part of the NMCI capability suite. More specifically, the NCAP will be applied to instances of connectivity to the NMCI for NMCI services and/or transport capability. It will cover connections for systems and applications that are transitioning to NMCI. It will also cover systems and applications which will not become part of the NMCI, remaining under the authority of another DAA, but need NMCI connectivity. The NCAP will also apply to connections required for NMCI functionality. The NCAP provides guidance for Navy systems and applications, or commands interacting with NMCI."
Questions on the Rationalization Process notes provided by Red Molina: 
1. Process, first bullet: "NAVSEA NMCI PMO / ISF must provide the business rules by which each Activity must validate and rationalize." Has this happened? If not, when is it expected.
http://hqpeonmci.navsea.navy.mil/files/nmciathqpeo/dcfiles/nmci%20baseline%20inventory%20business%20rules%20final.doc 
Issues entered & updated by HQ/PEO NMCI Communications Team
2. Process, third bullet: "DAA will have to make the final decision..." Is this a reference to the NAVSEA DAA or some other individual?
3. Tools, fourth bullet: "Site Workbooks ... are created by Site Liaisons..." Are these Site Liaisons ISF personnel or Activity personnel? Are they the same as the Site Transition Managers referred to on the next page?
The Site Transition Manager is a member of the Information Strike Force team assigned to HQ/PEO. The STM is a temporary position designed to help HQ/PEO transition to NMCI cutover.
4. Actions, sixth sub-bullet of the fourth bullet: "ISF creates site workbook" Is this the same workbook referred to in the NMCI Legacy Applications Status Briefing presentation? If so, this seems to imply that the Site Liaisons are ISF personnel. That being the case, how are Activities going "to have the Site Liaison create / open a Site Workbook as soon as possible"? When will our Site Liaison be available to us? Is there one site workbook per site, or one for each application? What goes into these things?
Information Strike Force (ISF) Survey Teams – ISF (EDS and its industry partners) members who conduct site surveys of existing equipment, software, network printers, and network connectivity; will interact with HQ/PEO personnel to obtain required information. 
5. Actions, fifth and sixth bullets: "Obtain guidance on Leg Server transition" and "Obtain copies of Ready Set Go documentation" What are they? Where can we get them? Links below were found at the EDS/NMCI website:
http://www.eds.com/nmci/migration/ReadyGuide.pdf
http://www.eds.com/nmci/migration/Set_Guide_Win2000.pdf

HYPERLINK "http://www.eds.com/nmci/migration/Set_Guide_Win2000.pdf"
http://www.eds.com/nmci/migration/Set_Guide_Win2000.pdf 
http://www.eds.com/nmci/migration/MigrationGoGuide.pdf
Also, see http://www.eds.com/nmci/NCAP.doc. Legacy servers will not be managed by the Information Strike Force (operating system or applications) unless this is negotiated through a statement of work (SOW) using CLIN 0029.
6. Concerns, first bullet: Is Steve Foster officially the Legacy Application Coordinator for HQ/PEO NAVSEA?
Yes, see http://hqpeonmci.navsea.navy.mil/files/nmciathqpeo/#dctr 

7. Concerns, eighth bullet: Who certifies non-Navy web sites used by Navy personnel? Are SSAAs required for web sites?
8. Concerns, twelfth bullet: "SSAA ... Required in order to enter NMCI Connection Request and Approval Process." Is this the same as submission to the test lab? If not, what is it?
9. Concerns, thirteenth bullet: "Engineering Reviews" Same as Engineering Surveys on the previous page? What are they? What is their purpose? Who conducts / writes them? What is the audience for an Engineering Review?
10. Concerns, thirteenth bullet: "TIER 2" How many tiers are there? Where are they described?
11. Concerns, twentieth bullet: "EDS has been given a proposal for PDA support." Who provided the proposal? What is the nature / content of the proposal? 
Personnel who require PDA connection with NMCI must have an NMCI seat and either a government-owned PDA (identified as a legacy peripheral to your BIE) or order a PDA from the NMCI contract.
During transition, all personal PDAs will be removed from the NAVSEA network.
Your PDA must be an approved model. To date, the only approved PDAs are the Palm IIIxe or Palm Vx. These
two models are described in CLIN0023. For more information, see CLIN descriptions on the EDS website. This CLIN may be expanded to include more PDA types/models.
In the meantime, if you have a PDA that is absolutely necessary AND is not on the approved PDA list, e.g., Palm VII, Windows CE, or Blackberry, then this essential need must be reported in the Special Requirements section of the HQ/PEO Transition Plan. Special requirements should be submitted to your BIE.
12. Concerns, twenty-seventh bullet: "CLIN23 software". Is a list of CLIN23 software available yet?
COTS that appear on the Gold Disk or CLIN 23 have been cleared for use in NMCI and no additional SSAA is required. Any other version of the same software has not been cleared.
CLIN 00023 is a service offering. It offers the purchaser access to upgrades, support, patches, etc. Business units who purchase COTs products from sources other than the CLIN 00023 will have to have the purchased COTS product certified and accredited. Additionally, if upgrades, patches or new releases are required after certification and accreditation, the business unit will have to pay for the software in addition to any fees required to certify and accredited the software. It is strongly recommended that the procurement of software be postponed until CLIN 00023 has been finalized and released. If you have any questions regarding CLIN 00023, contact Joy Slattery and Diane Gough.
Other questions of concern:
*
UNNPI - What level of sensitivity of data will NMCI allow on its infrastructure? Specifically, the issue for Team Sub is if NMCI will only handle data to the same level of sensitivity as the current NAVSEA unclass LAN, Team Sub, Carriers and 05Z (those cleared for UNNPI to the desktop at NAVSEA HQ) will be in 'Never Never Land'. I have a copy of a serialized letter from 08 (Ser 08Y/01-15080, dated 15 Oct 01) saying they are 'negotiating' with PEO IT/ISF on this issue. What do you know about it, and what are the contingency plans to support Team Sub if UNNPI is not allowed on the standard NMCI architecture? Additionally, there are restrictions that 08 will insist upon in any case, which will not comply with NMCI standards as we understand them, e.g., that any media that contain UNNPI data must remain the property of the Navy (like our hard drives, the UNNPI servers' drives, etc). Support for those items will be a real issue – has Operations planned for this in their post-NMCI support model? There are numerous issues on this subject, which crystallized for me only as we had our SSAA seminar a couple weeks ago...
*
Applications Servers - Will Applications servers such as "Enterprise" transition to NMCI support? What about the production servers such as "Hunley", "Acme", etc.? What about servers in the NAVSEA Web Farm? UNNPI issue also affects this area. We need to know this for SSAA preparation if nothing else. An answer like "some of them will..." won't help here - in my mind, you need to be specific.
- If migration of data to an NMCI server is desired, the service must be purchased under CLIN 0029. However, the - Information Strike Force will provide access to the content on a legacy server after certification.

UNIX/Linux machines would connect as legacy servers through CLIN 0027 using NCAP, the NMCI Connection Approval Process.
- If the server is providing services included within NMCI, it should be transferred to the Information Strike Force. If it's providing service not provided by the Information Strike Force under NMCI, then it will remain a legacy server.
In instances where the local DAA still is responsible for securing local mission applications (i.e., instances where CLIN 0029 is not exercised), the local DAA can perform security monitoring for these local mission servers as long as the monitoring does not interfere with the operation of the NMCI (e.g., impact the Strike Force's ability to meet SLAs or impact the overall security of the NMCI, etc.). These roles/responsibilities still need to be worked out regarding legacy servers. The intent of NMCI is not to impact the ability of local DAAs to secure their legacy servers; however, these efforts need to be closely coordinated.
*
Laptop Pool - Will there be a laptop pool for NAVSEA? We had heard that NAVSEA was discussing a Corporate approach - any word? This will materially affect our desktop orders (and the funding delta).
- CLIN 0002 Portables can be ordered to provide a pool of laptops. The laptops will have smart card readers which will allow users with smart cards and NMCI accounts to access NMCI. The number of laptops in the pool is a claimant decision based on the frequency of use and the number of people needing laptops while on travel. If most employees only travel 5 percent, it may make sense to order fixed workstations for them and also to order a small pool of laptops that can be shared. Pooling of laptops should be based on customer requirements and therefore is not a policy issue.
- Portable seats can be used as a laptop pool. A person’s name must be associated with each seat and should be the name of the person responsible for storage and physical security of the laptop and associated hardware.
- According to the ISF, any non-classified NMCI account holder can use any non-classified seat. "Configuration" is determined via the account profile of the user.
- The possibility of SEA OOI procuring a pool of laptops is under review.
*
IETMs and SSAAs - At the SSAA seminar a couple weeks ago, 00I IA folks informed us that IETMs (electronic Tech Manuals) might well need SSAAs and go through the certification process. Team Sub has looked into what we use for IETMs and the viewers used by our folks are, I'm sure, in large part used by anyone else in NAVSEA who has IETMs. I have a list of our products, and am consolidating this with what PEO MUW uses, so we can provide you a comprehensive list - will go to Cindy Proctor as soon as we have it. However, at the moment it appears that these are probably going to be used NAVSEA-wide (if you check elsewhere), therefore, we are moving ahead on the presumption that these will be addressed at the NAVSEA level (SSAAs and certification requirements), by SEA00I.
*
COTS software external to Team Sub - So far in our rationalization process, Team Sub has identified four COTS products in use here but which are not Team Sub owned or administered. When we looked into details on these, our impression is that most, if not all, of them are in use Corporately, therefore I'd make the same assumption as above, e.g., that these will be addressed by SEA00I. The products are: CSPAN website streaming video, LBE Help Desk Job Tracking and Monitoring, PureEdge Internet Forms Viewer, and Xerox DocCenter CentreWare scanning software (details available from Laura Cooksey).
*
XP vs Windows 2000 - Paul McKenzie has heard from knowledgeable Microsoft personnel that ISF plans for Increment 2 (of which NAVSEA HQ is a part) to roll out with Windows XP, not Windows 2000. This has potentially huge ramifications for certification testing (is ISF going re-certify all of the already-certified apps?, what to pre-certify with, etc.) and potential changes that could be required to Legacy Applications, etc. Since XP was unveiled last week, I doubt anyone has a handle on what the realistic impact would be. Any truth to the rumor?
*
COTS certification - If an activity feels the need to certify a piece of COTS software, do they need to provide an SSAA? Don't know how they can, considering we don't have lots of the information an SSAA requires about what goes on "under the hood". What is the procedure for getting COTS packages ISF certified at this point? Also, what needs to be sent to ISF for certification testing? Is the original media and it's manual sufficient (i.e., what would come shrink wrapped), or is more required.
 
Q - What exactly is required as proof of license for the Proving Lab? Is the license for proof of ownership or access to application in the event a key is required?
A - http://hqpeonmci.navsea.navy.mil/faqs/faqcategory.asp?catid=6
- The NMCI Proving Center and Test Lab is primarily concerned with having application key codes (that large number on the outside of the CD-ROM package found on Microsoft products) so that they can install the applications. 
- The HQ/PEO Legacy Applications Transition Team has designated three items that will prove ownership: (1) End User License Agreement, (2) original media with key, and/or (3) purchase receipt showing title, quantity, and serial number of the application(s) purchased.
- From EDS FAQs… This can include Contracting Officer's Technical Representative (CTR) -- or higher -- certification if license documentation does not exist.
Q - Is MS Project on the Gold Disk? 
A - A Fact or Fiction has been posted. It may be viewed using the following link:
- First, MS Project 2000 is not available on the Gold Disk, which is the minimum load of software that comes standard with NMCI fixed workstations and/or network-attached desktops and laptops. Software (CLIN 0023) is currently being negotiated between the Information Strike Force and the government. When complete, the EDS website will be updated to include all available items, including software.
Secondly, the HQ/PEO Legacy Applications Team is recommending that business units continue to submit MS Project as a legacy application because HQ/PEO is still required to register NMCI certified applications locally.
Questions from Portsmouth
1. Is Presentation available anywhere? Answer: Looking into possible web servers to host this – LCDR Dundas/Roy Smith investigating alternatives.
2. IP Addresses: There is a reluctance to divulge these. What is safeguard for ensuring proper handling of this info? Answer: ISF maintains non disclosure agreements to ensure the protection of Government sensitive data.
If the site has a problem with this, then they may hold on to the IP addresses information – keep it out of the ESRQ – but IP addresses must be provided to the certification lab if needed for testing. NOTE: This may slow the certification process for applications if the certification lab has problems obtaining the IP addresses, when needed.
This is only for CDA applications, site applications must still provide IP addresses.
3. Community of Interest. What is definition? Answer: Ability to isolate a specific area of interest. (i.e. developers)
4. Enclave Issue. Under what circumstances can an NMCI developer be an enclave? Do we need to be concerned about their security? Answer: Not sure what this is – does it refer to the community of interest? If so, then yes. Does this refer to a remote user? We need more clarification on this issue. Developer’s station will be considered a COI, and would reside in the boundary three. There may be some confusion in referring to enclave. NMCI uses the term Community of Interest (COI), to represent where the developers will reside.
5. Application Resource Guide. Where, when, how will it be published? Answer: ISTAR access will be granted – ARG will be maintained there. See Question # 7 of 16Jan02 questions for a specific POC. Copy was sent to NAVSEA DCTRs on 24 Jan.
6. How can development community have input to Application Resource Guide? Answer: This is an ISF responsibility. Patsy Gates is the POC on the PEO-IT. Ben’s addition: According to the ARG we can send inputs to DON CIO, PEO-IT, and the NMCI PMO office. Send your inputs to the NAVSEA NMCI Project, who will forward them to the correct office.
7. RFS Question 23 – Why is this question here and not on the ERQ Set? 
Are there patches or updates that need to be package with the application as part of one install. From the engineering standpoint we need to know how often patches are generated. With the RFS, we need to know what patches are needed now, to allow installation, testing and certification of the application. Therefore this question resides as is in the RFS, and the ERQ addresses it with a different question set from a future development approach.
8. What do you recommend for documentation and testing of Web-Based Apps? Answer: TFW developers guide is the governing source along with the ARG
9. Access to Tech Manuals – Task Force Web – How does this impact us? Answer: Developers guide resides there, so if they are developing apps, they need access to the website. ISF can not tell them how to write their programs, but they must be strictly following prescribed guidelines as outlined in the ARG, TFW, Navy Firewall policy, etc…
10. If we don’t get PoP, how do we test our complex apps? What options, recourse? Answer: If the developer follows the ARG then there should not be a problem. An option would be to develop the application, submit it to the lab, and let them package it, so it can be pushed down to one of the CDAs desktops to be tested.
11. How will recovery of data after catastrophe be handled? Will site have to pay service fee for recovery? Answer: PMO will determine who would have to pay.
12. How are updates to the RFS and Engineering Review Data (update of info collected earlier) being handled? Answer: If the Version number is changing, a new RFS must be submitted. Otherwise, an updated RFS Form can be submitted with new info, such as COTS or GOTS, and the RFS will remain the same number with updated info. RFS are currently online – future goal is to have all CDAs owning the "master" RFS for the applications.
13. What is specific definition of Web Application? Answer: Any application using a Browser to run and using no other software installed on the Workstation.
14. Were the 50 applications selected for Task Force Web selected from the pool of Legacy applications? Answer: Yes, however, they have not selected all 50 yet, currently at 38. This is an ongoing effort. The government TFW can provide the listing.
15. How does a site request access to the Legacy Application Database? Answer: ?
Through the DMT. The PMO has created high level administrators for the claimants, who will then be able to create users below themselves for database access. 
16. Is the function of the application part of the NMCI Network accreditation or the function of the NMCI Network part of the application’s accreditation? Answer: You must have some sort of risk assessment documentation, this is required by NMCI and is being enforced. If it does not exist, please start the process. No application is being allowed into the NMCI environment without some sort of risk assessment.
17. Where is the Accreditation Boundary (between NMCI & the application)? Answer: Slide 17 of the DA shows the boundaries.
18. From what perspective am I filling out the Engineering Review Questions (CDA or CDA/User)? Is the CDA a clearing house for gathering vital statistics for User sites? Answer: You are answering as a CDA describing how the Client interfaces with your application. We need to know everything the CDA knows about the sites that are using their applications. If the CDA has a distribution list, than this would be helpful.
19. Scheduler in San Diego Lab stated an application was certified for DSL. I asked what that was and he didn’t know. What is DSL? Answer: Definitive Software Library – It is the official source grouping of packages for NMCI, this gets pushed out to the tier servers at the NOCs. 
20. What experience have we seen on performance through the boundary routers? Answer: None
21. Can S&T apply to an enhanced hybrid seat? Answer: Since the hybrid seat is still a locked done seat it defeats the purpose of having this seat in an S & T environment. The one place this might be beneficial is if the user is looking at CLIN 38AC, terminal service, which would bring NMCI to the desktop of this hybrid seat.
22. Ordinarily, a Client download for a new release must be coordinated with the Host release implementation (database changes). How will this be coordinated with NMCI? Answer: CDAs must coordinate with ISF so that active directory updated for all users of the database at the proper time. To facilitate this the CDAs must know who their users are per server.
23. Who determines the need for a PoP? How can we get one for testing of local complex GOTS? Answer: ISF does and uses the implementation schedule to determine location. You can request one from the ISF.
24. What Test Scripts or Functionality Tests are the CDAs supposed to write if it requires local access to on-site Servers and there is no PoP? Answer: Every complex application will go through PIAB.
25. Is PoP available as a CLIN? Answer: Not until someone requests it – once a request comes in then ISF will write it up.
26. What is the status of NMCI being certified to protect unclassified NNPI? Most Shipyard apps store unclassified NNPI or Privacy Act data. Answer: Referring this to Bruce Carters group FORAC.
27. Is local Interim Authority to operate acceptable to run on NMCI? Answer: Navy DAAs are requiring new IATOs for the NMCI environment. Current IATOs are part of the package that is going to these IATOs. All applications must have an NMCI IATO to operate in an NMCI environment. Kathy’s addition: Your current IATO will go to the Security Working Group for evaluation, who will work up a new IATO for the NMCI DAA to approve.
28. What factors will determine if an App will be B2 App? Answer: Need some more clarification on this – IATT and the SWG are defining security recommendations for all complex applications.
29. Is there an equivalent to Eagle Teams/Components for Non-Enterprise Apps? Expectation that we’ll learn enough for us to do the non-enterprise? Answer: No, yes. Ben’s answer, there will be a STEM that will work with your site as you start your transition to NMCI.
30. Does your Desktop move with you. If you log on at Pearl Harbor Naval Shipyard and your Desktop is in Portsmouth, do you see the same Desktop? Answer: Yes – your personal settings do but your applications DO NOT.
31. Is NMCI going to backup the "C" Drive? Answer: No. The User should make use of the Network Drive to store critical data (Docs, Data, Spreadsheets) and that will be backed up nightly.
32. What is documented policy regarding Cookies? Answer: See the Navy Firewall Policy, it specifically addresses this. Try the following website: https://infosec.navy.mil/text/fleet/index.html
33. How are Service Pack Updates handled on NMCI? Answer: Novadigm will be used to push updates down to the desktop.
34. Do you need to Certify Macros such as those used in Microsoft Excel? Answer: Only when it is considered an application being developed by a CDA pushed down to users desktops. Normal user macros do not need to be certified.
35. Can the Browser configuration be changed by the User? Answer: Security settings will be locked down, there are some cosmetic settings that can be changed by the user (i.e. which tool bars to view)
36. Is Reflections 3270 or 3270 over Telnet? Answer: This is being looked into by Roy
37. Is NMCI Dial-up able to process unclassified NNPI? Answer: There is nothing special being done for NNPI. EAGLE would like to get the restrictions surrounding this application to make sure that we properly address the concerns.
38. What Version of IE will be served on NMCI as of Jun 02? Current version is 5.5 SP2 – mid February there is a new NMCI Gold disk being released. We are still not certain on the version of IE that will be included on the new Gold Disk.
39. New Question from Yesterday’s Brief – We are using LDAP for our Extranet applications. Will we have to convert to Active Directory? Answer: I sent an email to Jim Patterson FORAC, per Roy Smith.
40. If a Contractor comes into a Server from an NMCI Seat, is it a .gov or .mil address. Answer: The contractor using a NMCI seat will look just like any other NMCI user.
Found these in NAVSEA's HQ/PEO FAQs. 

1) According to this each code/directorate can have shared storage space. Which makes me think that we could continue to have P: Q: and N: drives if we wanted to divide the shared space up that way.
Post Date: 12/18/2001

What will the storage allocation be for each person on the network (how much server space will each person have for their "H" drives)? How much disk space will be allocated to each code/directorate for their "shared drive(s)"? 

Each account will come with 50MB e-mail/calendar, 700MB personal and 100MB shared storage space on the network.

Each code/directorate can combine all the 100MB shared storage space from their accounts; additionally you can purchase storage space in 10 GB increments for $31.27 per month. 

2) Desktop backups

http://hqpeonmci.navsea.navy.mil/faqs/faqcategory.asp?catid=5 


ISF will not maintain a backup copy of files stored only on your local hard drive.

Will personal "working files" on "C" drives be copied to new drives under NMCI? 

Procedures will be provided for users to copy their data from their old to new NMCI seat. This is part of the Workstation Migration Ready, Set, Go! Procedures (http://www.eds.com/nmci/transition.htm)
When you all are putting together an application test package for NMCI certification, what do you include? Based upon what we've read on the ISF website and conversations with folks, what I know (or am guessing) is: 
*
RFS (? Sent in before test package - do we need to reference our RFS number in package materials ?)
*
Installation instructions
*
Test scripts
*
Media
*
Proof of licensing (? - I think not)
*
Engineering Review document (? part of the package or later ?)
The Request for Service (RFS) and the Engineering Review Questionnaire (ERQ) forms are the next two forms to complete once a legacy application has been registered. Once an application POC has gathered media, installation instructions, test scripts, proof of ownership and test data, he or she should contact our test lab coordinator (Gene Burleson) to schedule an appointment for a submission review. Pending successful review, the legacy application owner will be asked to pre-certify their application by verifying the legacy application runs in a Windows 2000 environment (A test lab will be provided). After we review the submission and pre-certify the application (if feasible), we will ask the owner to complete both the RFS and the ERQ. The RFS contains the information required for legacy application packages submitted to the Proving Center. Efforts should be directed towards completing the RFS form prior to completing the ERQ. The ERQ contains all the information required for local PoP testing and will be needed prior to scheduling. For more information on certification and accreditation forms, please contact Donald Day at daydr@navsea.navy.mil (cc: Red Molina at molinarr@navsea.navy.mil)

A submission package includes media, installation instructions, test scripts, proof of ownership, and test data if required. 
Do you have a copy of the installation instructions and test scripts used for FMIS 2000 that we could obtain? I want to work on putting together a complete NMCI-like package to run through our test lab here, and get us ready to pre-cert/pre-PoP testing. Is there anything else I missed?
Answer:
When you send in the RFS and media the ISF eventually assigns a RFS number. Hold on to copies of the RFS and Media in case it gets lost. The installation instructions are usually the install wizard or printed material if available. The licensing is now the responsibility of the Navy so you need to set up a method for keeping track of them. The engineering review, including a network diagram need to be done by the time POP testing starts. We never wrote test scripts. The POP leaves it up to the user to perform the tests. They record the network activity and that, along with the ER and ND, are sent to the Security Working Group.
Q - As AOR is extended, how will CIO Operations and/or HQ/PEO business units support current operations given budget allocations and contract expirations?
A - http://hqpeonmci.navsea.navy.mil/faqs/faqcategory.asp?catid=5
The Operations Division will continue to provide IT support until AOR is implemented. Operations will continue supporting legacy applications (as is done today) until they are certified/accredited and transitioned to NMCI or no longer needed. 
Q - For subscription sites, how will URL's be tested without ID / password? Will they be required? Any security concerns?
A - If an ID and password for accessing a URL may be easily and immediately obtained while testing the site, none has to be submitted with the application package. If an ID and password requires an advance sign on or "subscription" process, a valid ID and password must be submitted with the application package or the sponsor or user must be present at testing to provide an ID and password. 
Q - concerning the use of personal PDAs: 
A - http://hqpeonmci.navsea.navy.mil/faqs/faqcategory.asp?catid=8 

No; personnel who require PDA connection with NMCI must have an NMCI seat and either a government-owned PDA (identified as a legacy peripheral to your BIE) or order a PDA from the NMCI contract.
During transition, all personal PDAs will be removed from the NAVSEA network.
 
TO RFS, OR NOT TO RFS -- BUT HEY, WHAT ABOUT THE ENGINEERING QUESTIONNAIRE?
I spoke with Rob Robertson who has been the RFS Coordinator for ISF San Diego, he said the ONLY Legacy Application Requirements are:
*
RFS
*
Media
*
Test Case & Test Plan if possible
So, this confirms the information that I had received earlier. He said he wouldn't know what to do with the engineering review once he received it. He would keep it, of course, but it wouldn't have any effect on the certification process.
POP IN THE BOX - FURTHER DEFINED
We already know that Pop-in-the-Box will be coming to our site. But, what is POP? 
Well, it is a process that allows ISF team to test CLIENT/SERVER applications. They will NOT be regularly testing Client/Server applications in San Diego -- unless the site is able to give the complete package including back end software and database files to the ISF team. What they are doing is the following: they MUST have received the packaged media and the RFS (including the test plan and test case where appropriate) then -- when they come here for POP, they will test those applications against the already existing server connection here at the Navy Yard (or whatever site POP is going to).
Does each site? each sponsor? or each person? need to submit an RFS for an application? 
One RFS for each application PER site is the general answer or consensus. (He isn't 100% - he doesn't understand why two would be necessary because it is a redundant document -- however, a copy of the media, is generally requested with each RFS anyway. 

What about applications from groups that are not scheduled for AOR for several months (or years) in the future? 
RFS needs to be submitted PRIOR to OUR AOR -->> and actually, an application needs to be certified before we can use it in an NMCI hosted environment. It will be certified under the current conditions
(i.e. the application is owned by SUBMEP and we need an external connection to access it, it CAN be certified under this condition. (My thoughts--SUBMEP would then seek "true" certification for the application once they meet AOR. It is my suspicion that a NEW RFS or user MAP would need to be done once the application has been re-certified under the "new" circumstances.) He is not sure if the application will be usable or not without the IATO and SSAA.

User Mapping? How does this occur?
He wasn't clear on how the user mapping was going to be done, but he was sure about this: The software they are using is Novadigm. This software pushes the applications out to each NOC that is out there. THEN each NOC is responsible for delegating the users whom will receive the application based on LOCAL policy. The NOC will then push each application to each seat based on a user map.

What if the application is already certified?
Unless the application is already on the gold disk, an RFS is necessary for each unit to gain access to the software. Remember, a copy of the media is also required with an RFS.
CERTIFICATION AND COMPONENTS DO WE NEED TO CERTIFY COMPONENTS OF SOFTWARE SEPARATELY?
Applications should be submitted as a complete application. However, it is highly recommended that, say for instance CITIS, since there is an Oracle client, an image viewer, and a GUI, that they be submitted as
THREE separate applications to be certified separately. He indicated that this is not MANDATORY, just recommended. We could submit the entire thing as one application, but they may separate it out as three separate applications for "ease" of certification. I explained to him how we wanted to send the applications (as msi packages) and he really liked that idea.

What about WebSphere and other 3rd Party Software Products on which our application Relies?
Each 3rd party (or external app upon which the software relies to operate) needs to be certified separately and an RFS needs to be sent along with each piece. (kind of goes hand in hand with the previous answer but more specifically "oracle 8" is required to run an application -- it needs to be certified in addition to the application itself.
WHAT IS A WORKBOOK? HOW DO I GET A COPY OF ONE?
It is a big dns table -- if you will. It contains all of the information about your site, what your site has submitted to us, the status of each application, information on when we received it, it's unique RFS number, and whose responsible for the application. That's it. <he gave me a contact to get a copy of one and I have a call into that person. He is a site liaison from EDS.>
COMMENTS ON ENGINEERING SURVEY AFTER FURTHER REVIEW
The engineering survey, in my opinion, is not a very big deal at all. It is actually pretty cool. It captures the essence of every single component and feature of the application, which, in my opinion, should be completed for the ISF to be able to certify it. As far as the ISF lab is concerned, they don't need to see it. The document itself is not really that long. It is a very detailed but well spaced out document that covers pretty well everything you ever wanted to know about an application. It can be completed, in my estimation, an hour with all of the correct parties available at one time (e.g., application CDA, developer, owner, advanced user).
DETERMINE THE TIMING OF SUBMITTING AN RFS FOR EXTERNAL APPS IN RELATION TO AOR.
Timing is subject to change but basically at AOR you are supposed to have provided at least 50% of apps that you are going to submit. 30 days later 75% and 30 days later 100%. Each RFS is per APPLICATION not per person - when cutover time is approaching, there will be a process called USER TO APP MATCHING where each program office will develop a list of all users and the apps that they require to get their job done. On each RFS, at least one power user will be required so certification team can seek help USING AND TESTING the application if a problem arises.
AOR

Assumption of responsibility, i.e., help desk plus, targeted for Feb 02 assuming they pass the independent DOD testing. Roll out is targeted to start in late summer 02.
OWA
It now appears that an OWA solution will be provided to access email remotely from non-NMCI hardware. No CLIN has been added; security issues must be resolved before adding OWA to the contract. A per seat fee will be charged for OWA access. A user with a portable NMCI seat will not require the OWA CLIN since the portable provides for remote access to network services.
From EDS FAQs - 
CLIN 0038AC can be used with either a desktop or laptop PC; however, it does not include any dial-up connectivity into NMCI. This would be provided separately via CLIN 0032. All account holders will receive Outlook Web Access (OWA) service as part of the NMCI account, which will provide access to limited e-mail services from any PC that can connect to the Internet.
From HQ/PEO - Yes, there is a mandate effective 1 Oct 2002 to digitally sign all email, but this mandate cannot be met by NMCI until PKI is implemented. 
While email that has been digitally signed (once the mandate has been met) may be viewed via OWA, the digital signature cannot be viewed, nor can a response be sent via OWA since the response cannot be digitally signed using OWA.
MFDs
A new contract as been let XEROX to provide Multi-Functional Devices (MFDs) for HQ/PEO to XEROX. All old XEROX machines will be replaced with new machines and the old leases will be terminated. XEROX will provide two technicians on site, as well as paper and toner. Service will be requested by contacting the Help Desk; a Remedy ticket will be opened to route and track the request. Transition will begin October 2001, starting with the Mail Copy Rooms. The replacement of other manufacturer's hardware will be negotiated with XEROX. BIEs recommended that they be included in the discussion on the placement and numbers of MFDs to be located within their directorate.
OTHER
* Will MFDs include facsimile capabilities, since they will be connected to the NMCI network?
MFDs will not include facsimile capabilities. 
* Should we go ahead and cancel existing contracts for MFDs?
Existing contracts for Xerox equipment will be rolled into the new contract. Contracts with other vendors must be discussed with Jim Hiepler.
* Who currently owns the desktops on each desk right now? We need to review the Memorandum of Understanding (MOU) between ASRDNA and PEOs for clarification Still being discussed.
* Who will provide computers to new employees (the hiring Code or the CIO) if the NMCI schedule is pushed further out? 
The hiring code would need to provide computers to new employees. 
