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Disclaimer

The following clause applies to all information contained within the NAVSEA Headquarters and Program Executive Offices Site Transition Plan and its appendices.

252.204-7000 Disclosure of Information (as described in 204.404-70(a))


(a) The Contractor shall not release to anyone outside the Contractor's organization any unclassified information, regardless of medium (e.g., film, tape, document), pertaining to any part of this contract or any program related to this contract, unless —



(1) The Contracting Officer/Deputy Customer Technical Representative has given prior written approval; or



(2) The information is otherwise in the public domain before the date of release.


(b) Requests for approval shall identify the specific information to be released, the medium to be used, and the purpose for the release.  The Contractor shall submit its request to the Contracting Officer/Deputy Customer Technical Representative at least 45 days before the proposed date for release.


(c) The Contractor agrees to include a similar requirement in each subcontract under this contract.  Subcontractors shall submit requests for authorization to release through the prime contractor to the Contracting Officer/Deputy Customer Technical Representative.
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1.0
Introduction

This document presents the Naval Sea Systems Command’s (NAVSEA) strategy for the implementation of Navy Marine Corps Intranet (NMCI) at Headquarters/Program Executive Offices (HQ/PEO).

1.1
Purpose

The purpose of this document is to define requirements, plan and execute deployment of NMCI at the HQ/PEO Activity.  The main body of this document contains transitional information as it pertains to HQ/PEO.  The appendices of this document contain supporting documents.

1.2
Background

In late 1999, the Secretary of the Navy directed the establishment of NMCI to provide enterprise-wide, end-to-end information network capability.  The practice of Department of Navy (DON) commands procuring, administering, and operating their own information systems is expensive, vulnerable, and inefficient.  This approach requires uniquely trained personnel to operate, maintain, and integrate what are often times totally disparate systems.  This variety of applications and security mechanisms impedes the sharing of knowledge and information and increases training costs.  NMCI provides improved voice, video, and data service to all Navy activities enabling process improvements in warfare and warfare support.  The Program Executive Office, Information Technology (PEO-IT) was established and directed to procure NMCI as a service, based on key measures of performance, applied against a Design Reference Mission (DRM), and at a fixed price per seat cost.  Subscription to NMCI service is mandatory for all Navy Commands and after the contract is awarded, commands are required to transition from their current network to NMCI.

1.3
Objective

Navy and Marine Corps personnel use IT to support core business, scientific, research, computational activities, and warfighting of the DON.  Objectives of the DON are to provide secure, universal, and interoperable network-based services to the Naval Enterprise.  The NMCI service area includes the Continental United States (CONUS), Hawaii, Guantanamo Bay (Cuba), Puerto Rico, and Iceland for an estimated 360,000 Navy and U. S. Marine Corps (USMC) Uniform and civilian workforce members (which includes 6,000 USMC reserve seats) in addition to approximately 80,000 Navy Selected Reserve force members.

2.0
Naval Sea Systems Command (NAVSEA) Transition Approach

This section outlines the transition approach for the HQ/PEO Activity, addresses alignment with the NAVSEA NMCI Project Office, introduces the HQ/PEO NMCI Transition Team, discusses procedures for coordinating activities with the Information Strike Force (ISF), highlights preparation activities that have taken place, clarifies the scope of NMCI implementation, summarizes business rules used in the planning for NMCI implementation, and outlines the plan for developing a Plan of Action and Milestones (POA&M) with the ISF for implementing NMCI.

2.1
Alignment with the NAVSEA NMCI Project Office

The NAVSEA NMCI Project Office is providing overall direction for Activity transition to NMCI and has provided Command-wide strategies, business rules, approaches, processes, and documentation methods.  The NAVSEA HQ/PEO Activity, located at the Washington Navy Yard (WNY), will work closely with the NAVSEA NMCI Project Office and the NMCI ISF Site Team to coordinate all transition activities.  This document has been prepared in accordance with guidance from this office.

2.2
Establish HQ/PEO NMCI Transition Team

A dedicated transition team has been formed at HQ/PEO to work closely with business units and the ISF.  This team forms the “core” group dedicated to HQ/PEO transition and is lead by the Deputy Customer Technical Representative (DCTR), Ms. Gladys Davis.  Ms. Davis is supported by a group of Activity Customer Technical Representatives (ACTRs) who are aligned with specific business units located at HQ/PEO.  In addition, there is an IT technical representative and two communication coordinators that provide assistance in whatever capacity required.  There is a Legacy Applications Coordinator (supported by a Legacy Application Transition Team) who provides specific instruction and support to business units and will be critical to the transition of HQ/PEO legacy applications to the NMCI environment. A fourth component of the “team” is a group of Information Assurance specialists who focus on assuring all legacy applications have the appropriate security and accreditation (C&A).  A final member of the Transition Team is the HQ/PEO IT community comprised of Activity Chief Information Officers (ACIOs) and NMCI points of contact.  This “community” has been instrumental in preparing for HQ/PEOs transition.  Contact information for members of the HQ/PEO NMCI Transition Team is provided below.

	Transition Team
	Name
	Phone Number
	Email Address

	DCTR
	Gladys Davis
	202-781-3003
	davisgl@navsea.navy.mil 

	NMCI Coordinator
	Christina Haymes
	202-781-3245
	haymescl@navsea.navy.mil 

	ACTR – SEA 00/09, NSWC HQ
	John Milas
	202-781-3032
	milasjf@navsea.navy.mil

	ACTR – SEA 04, 53, 08
	Donald Day
	202-781-3004
	daydr@navsea.navy.mil 

	ACTR – SEA 01, 02, 05
	Joy Slattery
	202-781-3045
	slatteryja@navsea.navy.mil

	ACTR – PEO TSC, PEO EXW, Carriers
	Lester Overton
	202-781-3035
	overtonla@navsea.navy.mil

	ACTR – Team Submarine, PEO MUW, PEO(S)
	Diane Gough
	202-781-3016
	goughdh@navsea.navy.mil 

	Legacy Apps Coordinator
	Steve Foster
	202-781-3010
	fosterse@navsea.navy.mil 

	Legacy Apps Support
	Rosendo Molina 
	202-781-1747
	molinarr@navsea.navy.mil 

	Legacy Apps Support
	Gene Burleson
	202-781-2995
	burlesongr@navsea.navy.mil 

	Legacy Apps Support
	Russell Ruppert
	202-781-3042
	ruppertrs@navsea.navy.mil

	Communications Team 
	Cara Noland
	202-781-4854
	nolandch@navsea.navy.mil 

	Communications Team 
	Lori Lee Stultz
	202-781-4853
	stultzll@navsea.navy.mil 


2.3
Functional Points of Contact

The HQ/PEO NMCI Transition Team's strategy for coordinating interactions with the ISF is to utilize Team members to coordinate all interactions with functional points of contact with NAVSEA Headquarters and PEOs.  The role of the Team member on this list (provided in Section 2.5 of the PSQ) is to coordinate meetings and the exchange of information between the ISF and HQ/PEO functional areas.  This strategy is to ensure that the HQ/PEO NMCI Transition Team is aware of all transition activities underway and remains up to date with information shared and decisions made.

It is understood that similar procedures are in place for the ISF to coordinate contacts and activities through the Site Manager.

2.4
Transition Activities

The HQ/PEO NMCI Transition Team has been involved in many planning activities over the past few months including the following.

· Documented physical and IT infrastructure (Appendix C – Preliminary Site Questionnaire)

· Developed and implemented a detailed Communications Plan (Appendix D)

· Responded to NAVSEA NMCI Project Office, CNO, and PEO-IT data calls

· Developed a legacy application certification process to prepare applications for transition to NMCI environment (Windows 2000 compatible and DITSCAP Authority to Operate)

· Prepared NMCI orders

· Collected special requirements

2.5
Scope

NMCI will provide IT support services to all Headquarters and PEO business units.  However, at this time, HQ/PEO Operations will continue to provide support for the following:  telephone, paging, Personal Digital Assistants (PDAs), video-teleconference, and legacy network/local peripheral hardware/software.  Anything above Secret (information, systems, facilities) is not transitioning to NMCI.

The Program Executive Offices included in the scope of HQ/PEO are Expeditionary Warfare (PEO EXW), Mine & Undersea Warfare (PEO MUW), Theatre Surface Combatants (PEO TSC), PEO Carriers, Surface Strike (PEO (S)), and Team Submarine (SEA 92, SEA 93, and PEO SUB).  In addition, the following Headquarter directorates are included in the scope:  SEA 00/09, SEA 01, SEA 02, SEA 04, SEA 05, SEA 53, SEA 08, NSWC (HQ) and SEA 91.

SEA 08 will continue to maintain the Naval Nuclear Propulsion Program (NNPP) network, which is owned by the Department of Energy (DOE) and used by SEA 08, and is a No Foreign Nationals (NOFORN), unclassified network.  The cabling, hardware, and all related assets will all remain the property of and under the management of the DOE.

2.6
HQ/PEO Transition Business Rules

· The NAVSEA NMCI Project Office must provide guidance and oversight to the HQ/PEO NMCI Transition Team.

· The HQ/PEO Transition Plan will include any Field Detachments and/or Business Unit Sites that fall under the same Unit Identification Code (UIC) as HQ/PEO – N00024.

· Ms. Sharie Bourbeau, the NAVSEA Chief Information Officer, must approve the Transition Plan.

· The Transition Plan represents a point-in-time and must be maintained throughout the transition process.

· All access to business units shall be through the respective ACTR.

· All access to functional points of contact shall be through the respective HQ/PEO NMCI Transition Team member.

· NAVSEA HQ/PEOs are required to use the NMCI contract for “basic” and “optional” items.

· ACIOs and their representatives will participate in NMCI implementation planning and will subsequently make NMCI-related decisions within their respective business units.

· Legacy peripherals identified in the PSQ (Appendix C) will remain the property and responsibility of HQ/PEO.

· If resolutions to Command-wide NMCI transition issues, i.e., Interactive Electronic Technical Manuals (IETMs), Emergency Command Center generic accounts, and Reservist accounts/hardware are not available when HQ/PEO transitions, HQ/PEO will develop its own requirements and negotiate solutions with the ISF.

· HQ/PEO will retain ownership and responsibility for operations of legacy application servers.

· Business units were instructed to order only what is needed to accomplish their mission.

· All business unit orders must be reviewed and approved by their respective ACIO prior to submission to the HQ/PEO NMCI Transition Team.

2.7
Transition Schedule and Milestones

A phased plan is currently being developed by Ms. Bonnie Thane (ISF), Mr. Bob Dofner (NAVSEA NMCI Project Office), and Ms. Gladys Davis (with input from the HQ/PEO NMCI Transition Team) and will be included upon finalization.  Once this is developed, HQ/PEO will develop a POA&M for internal tasks.  This will, in turn, be shared with HQ/PEO business units for their own planning purposes.

3.0
NAVSEA Headquarters and PEOs NMCI Introduction  

The purpose of this section is to provide the ISF with organizational information about the business units included in the scope of the HQ/PEO Transition Plan.

3.1
NAVSEA, Headquarters, and PEO Background

The merger of the NAVORD and NAVSHIPS Commands formed NAVSEA in 1974.  By 1990, NAVSEA was placed directly under the Assistant Secretary of the Navy (ASN) for Research, Development, and Acquisition (RD&A).  Shortly thereafter, the PEOs were established to manage most of the Navy’s major defense acquisition programs.  These new organizations were removed from the Systems Commands (SYSCOMS) and placed directly under the ASN (RD&A), but they continued to receive support from the SYSCOMS.  Both NAVSEA and PEOs report directly to the Navy Acquisition Executive (NAE), ASN (RD&A), for designated acquisition matters.

NAVSEA provides material support to the Navy, the Marine Corps, and other agencies for ships, submersibles, and other sea platforms, shipboard combat systems and components, and other surface and undersea warfare and weapons systems and ordnance expendables.  Like other SYSCOMS, NAVSEA oversees the core processes required to support the acquisition, in-service support, and disposal of platforms, including the following.

· Integrated logistics support

· Test and evaluation

· Manufacturing

· Systems engineering

· Installation

· Maintenance and modernization planning

· Configuration management

· Comptroller, legal, contracting, and administrative support services

· Science and technology, design, engineering, industrial, and testing capabilities

· Technical and professional expertise

NAVSEA must also operate and sustain the most efficient infrastructure needed to acquire, field, and support weapons systems and commodities including the formulation and defense of program plans and budgets needed by this infrastructure.

In April of 1997, an operating agreement between the Commander of NAVSEA and NAVSEA’s affiliated PEOs formalized the support and services to be provided by NAVSEA to its affiliated PEOs.

The PEOs are physically co-located with NAVSEA at the Washington Navy Yard (WNY) (tenants of Naval District Washington).  PEOs are responsible for all aspects of life cycle management for their assigned programs, and they report to the Chief of Naval Operations (CNO) and the Commandant, Marine Corps (CMC), through the Commander, Naval Sea Systems Command (COMNAVSEA), for matters pertaining to in-service support.  NAVSEA and the PEOs meet frequently to ensure program issues are well coordinated.  The PEOs have decision authority to control funding and personnel authorizations allocated to them for programs under their cognizance.  Although PEOs have their own Unit Identification Codes (UICs) to be used to administer manpower resources, HQ/PEO will use the same UIC for the purposes of NMCI.  While NAVSEA provides functional support, it does not duplicate any of the management functions of the PEOs.  A summary of services provided by NAVSEA to its PEOs under this agreement include the following.

· Host/tenant (administrative)

· Information Resource Management and Communications

· Comptroller (budget, funding, cost estimating, etc.)

· Contracting

· Small and Disadvantaged Business Utilization

· Legal

· Engineering

· Logistics

· Foreign Military Sales

· Military Personnel

· Civilian Manpower

· Civilian Personnel

3.2
Naval Sea Systems Command (NAVSEA)

Mission

Support of the deployed Warfighter!  Keeping America’s Navy #1 in the world by providing the Navy operationally superior and affordable ships, systems and ordnance throughout their life cycle for today, for tomorrow, for the Navy after next.

Chief of Naval Operations’ (CNO) official mission statement for NAVSEA

To provide material support to the Navy, the Marine Corps and other agencies as assigned, for ships, submersibles, and other sea platforms, shipboard combat systems and components, and other surface and undersea warfare and weapons systems and ordnance expendables not specifically assigned to other Systems Commands.

To provide total system integration, systems engineering, contracting, administrative and technical support and guidance and personnel and training support to the Navy, other military departments and agencies for ships, craft, combat systems and other assigned functional and material support responsibilities.

3.3
HQ/PEO (The Activity)

The HQ/PEO Activity (UIC N00024) is one of fifty-seven NAVSEA activities slated for transition to NMCI.  The HQ/PEO Activity serves as headquarters for the NAVSEA Command. All major PEOs and Directorates (hereinafter business units) are represented here.  HQ/PEO is a tenant of the WNY.  Personnel are located in Buildings 197, 201, 176, 104, and 22.  In addition, some personnel are located at field detachments and/or business unit sites (see Section 4.1 for a complete listing of site locations).

This section provides a “snapshot” of each headquarter business unit – mission, vision, organizational structure (Appendix A provides an organization chart for each business unit), NMCI business rules (primarily associated with NMCI orders), and special requirements/high interest items.  Each special requirement/high interest item has a unique identification number (Record ID) that is provided as a “cross walk” between the transition plan and the single repository (database) for all HQ/PEO special requirements/high interest items.  If supplemental information, such as a point of contact, is needed for a special requirement/high interest item, the ID will enable the reader to find the associated record.  In some instances, organizational information is not provided due to the sensitive nature of a program.

An HQ/PEO team, that includes representation from IT Infrastructure and Architecture, Information Assurance, the HQ/PEO Transition Team, and the NAVSEA NMCI Project Office, is reviewing special requirements/high interest items.  Upon completion of this review, business units’ special requirements/high interest items will be compiled into a single set of requirements, and solutions when possible.  It is anticipated that the majority of the requirements can be satisfied by a CLIN.

Special Requirements/High Interest Items

Peripheral Devices Not Transferring (ID TBD)

NAVSEA HQ/PEO will retain ownership of identified network peripherals, non-networked peripherals, and local peripherals.  A list of peripheral devices will be provided as an attachment to the Preliminary Site Questionnaire (Appendix C).  Where appropriate, wall plugs will be purchased to connect the devices to the NMCI network for use.  Any software requirements for these devices will be included in the site legacy applications workbook.  HQ/PEO is actively working to obtain NMCI Certification and to satisfy DITSCAP requirements, as required.

Non-Relocating Offices (NRO) (ID TBD)

Non-Relocating Offices have ordered NMCI seats and connection to the WNY must remain in place.  These NROs have been identified as part of the WAN requirements, detailed in Section 15 of the PSQ.

Softphone Requirement (ID TBD)

Remote seats (NMCI portable seats) need ability to use Softphone – part of NAVSEA HQ/PEOs VoIP system.  Softphone requires a Virtual Private Network (VPN) client.  (Note:  100 licenses owned)  

Internet Protocol (IP) Video Teleconferencing (VTC) (ID TBD)

Both desktop and dedicated IP video teleconferencing is done over the network.  Communication occurs between them internally.  Communication occurs via gateway or bridging to other circuits using ISDN.  (Service is currently provided by SEA 00/09.)

SCIF and Open Storage Secret (OSS) (ID TBD)

There are multiple Sensitive Compartmented Information Facilities (SCIF) and Open Storage Secret (OSS) areas located within the WNY that will require special access procedures.  Additionally, SCIFs are required to use fiber optic cabling for the following two reasons.

· Fiber optic cable does not create Electro Magnetic Interference (EMI) and therefore multiple fiber pairs can exist in a single bundle.  Multiple copper circuits cannot be in the same bundle due to EMI.  One copper circuit is in existence in each bundle to support STU phones.  Therefore, no additional copper circuit can be installed in existing IO bundles.

· Fiber terminations are “key” specific, dissimilar networks.

If either of these features is jeopardized, the SCIF will lose its certification IAW DON N-89.  

Information specific to SCIFs is provided in the following table.

	SCIF Information

	Category
	PMS

415C
	PMS 3951
	PMS

4562
	SEA

05T1
	NSSSO
	PMS

5003
	SEA

 00G
	PMS

454

	Building
	176
	176
	176
	176
	176
	197
	197
	176

	Room
	4100
	4200

4300

4500
	5300
	5400

5200

5100
	5500
	3W1000
	TBD
	4400

	Floor
	4
	4
	5
	5
	5
	3
	4
	4

	Classification
	SCIF
	SCIF
	SCIF
	SCIF
	SCIF
	SCIF
	SCIF
	SCIF

	Shared with another Command?
	Yes
	No
	Yes
	Yes
	Yes3
	Yes
	No
	No

	Access Restrictions
	Escort 
	Escort 
	Escort 
	Escort 
	Escort 
	Escort 
	Escort 
	Escort

	POC
	Greg Thomas
	Steve Kulink
	John Oldenburg
	Gerald Cameron
	John Bowman
	Richard Peck
	Paul Pogorzelski
	Judy Cooksey

	Backup POC
	Ellen Rubinstein
	Pete Jouannet
	Chuck Hix
	Paul Chatteron
	Don Patton
	Ray Burns
	Don Chestnutt
	Paul Pogorzelski

	1PMS 395 & 05T:  SCIFs are subdivided into areas with varying levels of security based upon classification.

2PMS 456:  SCIF has potential to be subdivided into areas with varying levels of security based upon classification.

3The NAVSEA Systems Support Organization (NSSSO) operates in a secure environment.  


In Open Storage Secret (OSS) areas, access varies depending upon the classification level.  

3.3.1
SEA 00/09 (Command Staff Offices) 

The Directorate provides administrative support for the NAVSEA Command.  Functional areas include legal, congressional and public affairs, personnel, small business relations, administrative services, security, occupational, safety and health, and enterprise resource planning.  This Directorate is currently being reorganized.  As more specific information becomes available, the Directorate’s mission, vision, and revised organizational structure will be included in the HQ/PEO Site Transition Plan.

Special Requirements/High Interest Items

Reservists (ID TBD)

Work is underway to develop a NAVSEA solution to support Reservist requirements.  Issues include the following:

· Not all offices have fixed seats for Reservists.  Most business units are ordering a number of portable seats for personnel, which mean fewer seats will be available for Reservists on weekends. 

· Reservists drill anytime, not just on weekends.

· Reservists can work from any place including their homes.
NAVSEA HQ/PEO Command Center (ID TBD)

Need the ability to use functional accounts for the Command Center and Watch Officer.  Also, need to be able to continue running secure video teleconferencing in the Command Center.

Connections to DETLANT (ID TBD)

Need to make sure connections to the Naval Sea Logistics Center Detachment Atlantic (DETLANT) (four T1 lines) do not break when NAVSEA HQ/PEO transitions to NMCI.  DETLANT is scheduled to transition at a later date, but they host most of NAVSEA HQ/PEOs corporate applications.

Command Net (Flag Net) (ID TBD)

At a Department of Navy level, verify that Command Net (Flag Net) does not break during the transition to NMCI.  Command Net provides web-based communications between Flag Officers in the Navy.

Requirement for Technical Group (TG) Network (ID TBD)

Keep seats on a TG network for Information Assurance Team to perform testing with the outside world.  The Advanced Systems Group (ASG) maintains and supports the TG network.

CNN and other broadcast TV media (ID TBD)

Internet Protocol (IP) multicast to deliver CNN and other broadcast TV media, as well as start on demand media to deliver all-hands messages, training, Commander’s Brief, etc.  Requirement never traverses the firewall.  No remote delivery is required and no remote access is required.
3.3.2
SEA 01 (Comptroller) 

Mission

Provide financial policy, advice, and services to ensure our customers’ budgets are defensible and their program resources are properly and efficiently executed.

Vision
To be recognized as the best headquarters comptroller organization within the Department of Defense (DOD), proving quality services which exceed our customers’ expectations.

Business Rule

The Directorate Deputy Commander/Comptroller must approve all NMCI orders for SEA 01.

Special Requirement/High Interest Item

Record ID 158 SEA 01P 

SEA 01P has an unclassified standalone workstation that uses ftp/telnet to transfer contract and financial information to and from AUTODOC and STARS.  It uses Lunar as the operating system.  The system must remain operational 24/7. 

3.3.3
SEA 02 (Contracts) 

Mission
Delivering the best value products and services to the customer (on a timely basis), while maintaining the public’s trust and fulfilling public policy objectives.

Vision

The NAVSEA Acquisition Team, in partnership with industry, will continue to serve our nation by developing, acquiring and supporting technologically superior and affordable systems for the Navy and Marine Corps.

Business Rules

· All of SEA 02 will have portable seats.

· Blackberries will be issued to Directors and Deputy Directors.

· There will be one scanning station per division and two located in the file room, each with a Compact Disk (CD) writer and zip drive and software to convert PDF Tif to PDF searchable text.

· Existing printers and fax machines stay.

· Additional software will be identified by users.

· Access Requirements to SEA 02 space

· All personnel will require a secret clearance (in order to be unescorted)

· Personnel not holding a secret clearance will have to be escorted by someone from 00I (SEA 02 can’t support)

· SEA 02 will need to be notified of who will be working in its spaces and what dates (if possible)

·  A visit request for access to the building will have been submitted by 00I

Special Requirements/High Interest Items

Record IDs 160 and 2239 SEA 02 (Command Requirement supported by SEA 02)

Source Selection rooms provide “secure contract proposal evaluations.”  Four Microsoft NT 4.0 peer-to-peer networks used for source selection rooms (two in existence, have enough equipment stored away to stand up two more when necessary).  Source Selection Rooms are located in Buildings 22 and 197.

Record ID 2146 SEA 02

SEA 02 requests a non-disclosure agreement signed by all ISF technicians, Help Desk personnel, and any other persons that will have access to SEA 02 data.

3.3.4
SEA 04 (Logistics Maintenance & Industrial Operations) 

Mission

We get ships to sea and keep them ready.  The SEA 04 Team provides affordable logistics processes, environmental and safety direction and expertise and industrial capability and capacity to acquire, build, maintain, repair, modernize and dispose of naval ships for the Fleet.
Vision

The SEA 04 Team will be the supplier of choice for world-class logistics, environment and safety, maintenance and industrial support.  Our people will be recognized for responsiveness, sustained technical excellence and the efficient management of resources.
Special Requirements/High Interest Items

Record ID 162 SEA 04L4
The BATAAN server serves as the application and database server for SEA 04L4’s Budget Planning System (BPS). The BPS is used for SEA 04L4 to manage the OPN, SCN, and Interim Spares accounts.  Seven contractors require (Uii: 4, INS: 3) connectivity to the BATAAN server.  Today, Uii/INS has a T1 connection and is a trusted site.  Uii/INS also requires access to some navy.mil budget websites.

Record ID 163 SEA 04
Joint Computer Aided Acquisition and Logistic Support (JCALS) is a DOD program with JCALS repositories at corporate sites.  It is a network of servers that connect to some NAVSEA technical data repositories. The connection to JCALS is provided via the web, but port issues exist.  The ISF is working this issue already with JCALS.  NAVSEA HQ/PEO has users in 04L, 05, and 00C. 

Record ID 164 SEA 04
Federal Employee Compensation Act Management Information System (FECAMIS) supports worker compensation case processing, helps aggressively manage productivity of employees out on worker’s compensation and keeps overhead down. FECAMIS does contain Privacy Act data.  FECAMIS is on a Microsoft NT 4.0 Server with Sequel Server 6.5 and connects to the Department of Labor database across the WNY backbone (48 users). This program has resulted in significant overhead cost savings to DOD.

Record ID 167 SEA 00T

Backbone connectivity required to support Client/Server software and printing for the Asbestos Litigation Support Database (ALSDB) used to support research for the Office of General Counsels (OGC), 00D, 00L, 09T, Congress, law firms, Virginia, and other governmental agencies.  A server and a jukebox for ALSDB are located in the Main Computer Room (Building 197) and are currently maintained and supported by HQ/PEO Operations.

Record ID TBD SEA 04

Need to connect between Norfolk Naval Shipyard network and NAVSEA HQ/PEO network via VPN.

3.3.5
SEA 05 (Integrated Warfare Systems) 

Mission

Assure operationally superior, safe and affordable war-fighting capabilities for the Current Navy, the Next Navy, and the Navy After Next.

Vision

Fully implement and realize the Technical Authority principles, responsibilities and accountability concepts embodied in recently signed Command instructions.

Special Requirements/High Interest Items

Record ID 168 SEA 05D

Standalone scanning station used for scanning one-time use items (non-shared data).

Record ID 171 SEA 05D

Three network-connected Computer-aided Design (CAD) workstations running in a Windows environment on the NAVSEA backbone that supports concept study ship design, sizing, etc. 

Record ID 173 SEA 05Z

Standalone workstation for loading/reading technical manuals (updates) from CD ROM – may include self-extracting executable files/readers. 

Record ID 174 SEA 05Z2

Secure standalone classified network with one server and 4 workstations for LiveLink (records management system).

Record ID 176 SEA 05Z2

Point of trunk cable extended with Motorola Network Encryption System (NES) on one workstation used to access the Naval Reactor wide area network (WAN) (DOE network) to send/receive documents from SEA 08.  This will remain under the ownership of the DOE.

Record ID 177 SEA 05Z2

Use of multiple workstations (23 users) with special Network Interface Cards (NICs) (for encryption) to gain access to the Team Submarine NOFORN Livelink server via web access.    

Record ID 179 SEA 05P

Standalone classified network (23 users/workstations) used to access historical data and used for analysis.  

Record ID 180 SEA 05R

The Small Business Independent Research (SBIR) program is Congressionally mandated by the Small Business Research and Development Enhancement Act of 1992. It is highly successful in involving small business in federally funded research and development.  SBIR runs on a standalone MACINTOSH network, which is connected to the WNY backbone.  Note: Starting 12 April 2001, NAVSEA began a two and a half year program to upgrade NAVSEA SBIRs Computer Aided Program Management System (CAPMS) to a windows environment. 

Record ID 181 SEA 05U

Standalone classified CAD network running in a dual boot environment (windows and Unix). 

Record ID 2352 SEA 05T
Requesting support of NMCI workstations (31 users) running on fiber optic NICs in the SCIF.  All network infrastructure in Building 176 is fiber optic. 

Record ID 2353 SEA 05T

Require support of a peer-to-peer classified network consisting of various workstations, storage servers, and printers.  Supports approximately eight users.  

Record ID 2354 SEA 05Z

Require support of peer-to-peer classified network consisting of workstations, storage servers, and printers.  Supports approximately 15 users.  

Record ID 2355 SEA 05H

Individual standalone classified workstation with NES encryption and Internet capability to access non-NMCI systems for research and to transfer classified information.

Record ID 2356 SEA 05

SEA 05D needs network connectivity for legacy (will transition and support) engineering design system that transfers ship design information.  Provides physiological testing, 3D and 2D, CADD modeling and graphic support of the Navy ships.

Record ID 2357 SEA 05

The Incident Room is a classified facility for the processing and transfer of highly sensitive information.  One system is owned and supported by the Norfolk Naval Shipyard (NNS).  Network connectivity is required

3.3.6
SEA 53 (Surface Ship Technology & Commander, Naval Surface Warfare Center) 

Mission

· Enable the deployment of a fully mission capable Battle Force.

· Develop policy and architecture for Warfare System Engineering. 

· Provide top systems level direction for development, acquisition, deployment support, and disposal of balanced combat systems for ships and submarines.

In addition, “Reference (d) [CNO message dtg 021648z May 1998] assigned COMNAVSEA central responsibility to address BMC4I/Combat Systems Interoperability problems within the SYSCOMS/PEOs, and to coordinate resolution with the fleet.  NAVSEA 05 was established in response to CNO’s direction to develop policy and architecture for Battle Force Warfare Systems Engineering, and to implement a common warfare systems engineering process.   NAVSEA 53 was also tasked by Reference (d) to provide top level direction for fielding and support of balanced combat systems for ships and submarines.  NAVSEA 53 is the focal point for coordination and resolution of Battle Force Interoperability issues, and for establishment of processes for defining, controlling, and certifying each Battle group configuration prior to deployment.  As the focal point, NAVSEA 53 will baseline each Battle Group’s warfare systems capabilities, maintain configuration control of the baselines, verify interoperability of the Battle Group configurations and final certify baseline configurations prior to deployment.”

Special Requirements/High Interest Items

Record ID 190 Chief, Engineering (Navy) (CHENG)

In the future, SEA 53 Cheng will be moving to an unknown destination and must retain connectivity to WNY backbone.
Record ID 192 SIAP
SEA 53 Single Integrated Air Picture (SIAP) is a joint command organization comprised of Army and Air Force personnel who will require access to NMCI.  NMCI seats were ordered for them.  SIAP is located in Crystal City, VA.

Record ID 195 SEA 53

Reserve unit Theatre Nuclear Warfare (TNW) 106 supports SEA 53 on a monthly basis (reserve unit access) and will require accounts for 30 users.  Four workstations were purchased for reserves and users will have to “hot desk” – i.e., share available seats.
Record ID 196 SEA 53
Need a solution for how reservists from many units who do two-week tours in SEA 53 will receive accounts and workstations to access NMCI.

Record ID 197 SEA 53
The Advanced Master Planning System (AMPS) website may become classified due to recent terrorist attacks.  It is currently hosted by a contractor, using 128-bit encryption.  Access must remain if and when classification changes.

3.3.7
SEA 08 (Nuclear Propulsion) 

The Naval Nuclear Propulsion Program is an integrated program carried out by two organizational units, one in the Department of Energy and the other in the Department of the Navy.  (Source:  The provisions of Executive Order 12344 of Feb. 1, 1982, appear at 47 FR 4979, 3 CFR, 1982 Comp., p. 128, unless otherwise noted.).  The nature of their work does not allow publication of its mission, vision, or organizational structure.  Although SEA 08 will be participating in NMCI, the integrated program with DOE will remain separate from NMCI.  However, special requirements are provided below.

Special Requirements/High Interest Items

Record ID 183 SEA 08
NMCI seats associated with the unclassified LAN must have CD capabilities blocked to prevent reading of classified CDs on the unclassified NMCI seats (floppy drives are acceptable).

Record ID 185 SEA 08

All technicians who “see” or “touch” their IT assets [Multi-functional Devices (MFDs), telephone closet, etc.] must have a final (interim not acceptable), government-issued, secret clearance.  For example, the phone closet houses both unclassified and NOFORN lines.  An internal laptop (that stays in Building 104) is used for troubleshooting MFDs.
Record ID 2159 SEA 08

SEA08 needs a connection from a standalone unclassified seat to the unclassified DOE Network. This connection currently requires hardware VPNs. Connection is used to download updates/patches/service packs from the web for DOE Network.

Record ID 184 SEA 08

Continue to download service packs for NNPP “No Foreign Nationals” (NOFORN) network using the NAVSEA or NMCI backbone.

Record ID 2160 SEA 08
SEA08 must have a KVM switch between their one unclassified NMCI seat and one classified NNPP Network seat.  

Record ID 2161 SEA 08

Portions of the NAVSEA HQ/PEO Local Area Network (LAN) under NMCI will be permitted to process Unclassified - Naval Nuclear Propulsion Information (U-NNPI). These seats/network segments need to be able to make encrypted Federal Information Processing Standard (FIPS) 140 connections to the naval shipyard LANs, which also process U-NNPI, before the shipyards transition to NMCI.  The shipyards currently make encrypted connections to external sites using Alcatel 7137 encrypters running triple Digital Encryption Service (DES) and SHA1 (all FIPS-140-1 compliant).

3.3.8
SEA 91 (Surface Ship) 

This Directorate is currently being reorganized.  As more specific information becomes available, the Directorate’s mission, vision, and revised organizational structure will be included in the HQ/PEO Site Transition Plan.

Mission

We are the people who enable the best processes to achieve the best results for our surface ships and systems.  We provide specialized products, services, technical and programmatic expertise and guidance for the acquisition and life cycle management of our ships and ship systems.

Vision

The Surface Ship Directorate is the Naval Sea Systems Command’s premier source of acquisition and life cycle management expertise, providing optimal support of our surface ships and systems.

Business Rule

The inadvertent disclosure of sensitive or controlled unclassified information and business sensitive information to unauthorized parties must be prevented.  Will require training of directory structure for users once on NMCI (Foreign Nationals are a big part of this group).

3.3.9 Program Executive Office Team Submarine (PEO SUB, SEA 92, and SEA 93)

Mission

Keeping America’s Navy # 1 in the world by developing, acquiring, modernizing, and maintaining the world’s best submarines and undersea systems.

Vision

Team Submarine will be the leader in the development and implementation of innovative modernization, acquisition and fleet support solutions.

Business Rules

· Red Seat is first choice throughout Team Submarine
· Portable Seat is ordered for those specified by code Point of Contact (POC) (guideline: on travel or telecommuting 40% of time)

· SIPRNET machines are normally Red Seats

· CD-RW (preferred) and zip drives will be ordered for approximately one in six seats (personnel getting these should be willing to share with others when called upon to do so)

· No other upgrades (extra RAM, high-end upgrade, larger disk drive, monitor upgrade, etc.) will be approved without a business needs based justification.

Special Requirements/High Interest Item

Record IDs 244 & 250 Team Submarine

Ability to access protected unclassified LAN segments (U-NNPI) from off-site.  (Note: This requirement applies across NAVSEA.)  Field activity and support contractor access to U-NNPI Livelink in order to receive, write, review, edit, coordinate, archive, and transmit electronic documents. 

Record ID 246 Team Submarine

Standalone classified workstations used by Team Submarine business units (Note:  Team Submarine is considering whether classified seats would satisfy this requirement for 92L; ASTO; 92C; 350; and 404).

Record ID 251 Team Submarine

Ability for classified electronic communication and collaboration with Field Activities and support contractors (receive, write, review, edit, coordinate, archive, and transmit electronic documents).   (Note:  Team Submarine (George Humfeld) will confirm that this capability currently exists, and if it could be satisfied by ordering a classified seat.)

Record ID 257 Team Submarine 92L (2 PCs in TIC)

“Automated Technical Information System (ATIS) Test Environment” - Stand-alone electronic publication of technical documentation.  This environment provides the ability to create CDs containing submarine technical documentation for use at NAVSEA and other Navy organizations. [Note:  Team Submarine (Laura Cooksey) will confirm that there is no network involved and determine if requirement could be satisfied by ordering a Science and Technology (S&T) seat].
Record ID 258 SUB 92L

“ATIS Classified Stand-alone Workstations” provide the ability to display/deliver Submarine Technical Documentation that allows Team Submarine engineers to read and print information contained in submarine technical documentation stored in ATIS.  (Note:  Team Submarine (George Humfeld) will confirm that this requirement can be satisfied by ordering classified or S&T seats).

Record ID 259 Team Submarine

“ATIS LAN Environment” - Provide the ability to deliver electronic submarine technical documentation across the NMCI LAN.

Record ID 260 Team Submarine 92T/92L

“Performance Monitoring Program (PMP) (classified) WAN” - Require a classified WAN for the transmission, storage, search, and analysis of submarine Hull, Mechanical and Engineering (HM&E) performance data among waterfront technical personnel and dispersed engineering personnel.

Record ID 266 & 267 Team Submarine PMS 350 (Sea Wolf Program Office)

Need ability to route, store/archive, retrieve, and act on FOUO, UNNPI, and Distribution Statement D documents.

Record ID 268 Team Submarine PMS 392

Need access to Strategic Weapons Systems Network – Strategic Systems Program – Strategic Weapons System Network (SSP SWSNET) (NOFORN) website.  If website does get NMCI certification, should only require a browser to access.  Otherwise, access may remain a special requirement.

Special Requirements

3.3.10
Program Executive Office Carriers

Mission

“Keeping America’s Navy #1 in the world by putting the Naval Aviation Team forward from the sea - anytime, anywhere…with optimal sea-based tactical aviation platforms throughout their lifecycle that meet national Command authority and warfare requirements for the 21st century and beyond.”

Vision

A high performance PEO using high performing partnerships, people and processes to develop and deliver high performing programs.

Business Rules

· A laptop for everyone (with a few exceptions)

· All laptops have

· 256 Mb memory upgrade to 512 Mb

· Hard drive upgrade to 20 Gb

· Monitor upgrade to 21"

Special Requirements/High Interest Items

Record ID 1 PEO Carriers

Carriers operate on an accredited, Level II (Controlled Unclassified) LAN.  PEO Carriers’ closed network is accessible through a trusted subnet of the NAVSEA network.  The closed network requires: 1) controlled unclassified (including U-NNPI/NOFORN) access; 2) critical need for secure remote access for external Communities of Interest (COI); and 3) personnel inside security boundary can reach out to any authorized external information services including Internet.  

3.3.11
Program Executive Office Expeditionary Warfare (PEO EXW)

Mission

The Program Executive Office for Expeditionary Warfare will develop, acquire, and provide life-cycle support of expeditionary ships, systems, and ordnance so our Sailors and Marines can fight and win.

Vision

The Program Executive Office for Expeditionary Warfare will lead the way into the 21st century and beyond as the SUPPLIER OF CHOICE for all things expeditionary.

Special Requirements/High Interest Items

(Note:  the NMCI Project Office and ISF are already developing a solution for the requirements set forth by PMS 317.)

Record ID 693 PMS 317

Continued connection between PMS 317 New Orleans and PMS 317 WNY via Smartlink for access to the following applications: SLDCADA, NAVSEA Corporate Intranet, and Internet Information Server (IIS) for 158 workstations.

Record ID 694 PMS 317

Standalone classified workstation for PMS 317 headquarters used to send classified messages and to process the DAES and SARS Reports.

Record ID 695 PMS 317
Network connections from the WNY to other locations (Avondale Shipyard and PMS 317 New Orleans) for 27 workstations to access shared information.

Record ID 696 PMS 317

PMS 317 headquarters requires connectivity to a Full Service Contractor (FSC) to gain access to data in the Integrated Product Data Environment (IPDE), e.g., Asset Information Management (AIM) and AIM Navy Exchange (NAVX) for 27 workstations.

Record ID 697 PMS 317

Data is shared with Foreign Nationals.  Access must ensure compliance with security firewall requirements.

Record ID 701 PMS 317

LPD 17 Program Office, New Orleans (Avondale Shipyard), LA, require establishing and maintaining connectivity to the WNY to access the LPD 17 Integrated Product Data Environment (IPDE), to ensure government personnel have access to the Asset Information Management (AIM) and AIM NAVX data provided by FSC.

Record ID 702 PMS 317

PMS 317 New Orleans has the following US Navy and contractor sites connecting through Smartlink to the IPDE via VPNs:  SOS Bath, SOS Portsmouth, NAICP Mechanicsburg, USMC Combat Division, Quantico, NSWC Crane, NSWC Carderock, NAVSEA.

Record ID 703 PMS 317

PMS 317 New Orleans has two classified workstations connected via STU III by messaging center telephone lines, and one unclassified workstation connected via dial-up for message traffic. 

Record ID 705 PMS 317
Network resources for PMS 317 New Orleans is integrated with the  Full Service Contractor (FSC) Avondale Shipyard’s network, and physical plant.  Connectivity with other Government users is accomplished in part by using the Avondale Shipyard’s servers and sharing network resources.

Record ID 713 PMS 430F

Require connection to (five workstations with speakers and printers) contractor site in Crystal City, which provides all financial services including development and issue of funding documents to other Commands.  

3.3.12
Program Executive Office Mine & Undersea Warfare (PEO MUW)

Mission

The PEO MUW Team develops, acquires, and maintains operationally effective and affordable ships, aircraft equipments, weapons and combat systems to enable assured access for our operating forces, wherever and whenever required. 
Vision

The PEO MUW Team, cooperating with our partners, will lead the way in providing acquisition strategies, in service support, and technical expertise to deliver timely and cost effective solutions to meet mine and undersea warfighting requirements.
Business Rules

· PEO MUW will follow CNO and Admiral Sharp’s business rules for internal operations.

· All legacy peripheral hardware will be kept until it breaks and will be replaced as necessary via the NMCI contract.

Special Requirements/Special Interest Items

Record ID 9 MUW Staff

Maintain a standalone classified network for Livelink (CDMS), which has 1 server and 3 workstations.

Record ID 18 MUW Staff

Contractor at 80 M Street Washington, DC is connected to the NAVSEA backbone.  Need to continue when NMCI takes over.  Contractor will negotiate seats with ISF.

Record ID 35 MUW Staff

Maintain Intranet connection with PEO MUW Fleet Engineering Office (FEO) located at Ingleside, TX.

Record ID 48 MUW Staff

Access to Web TV is required for the ADM, Chief of Staff, Deputy PEO MUW, Program Mangers (4) and Deputy Program Mangers, Technology Acquisition and Needs Center (TANC).

Record ID 72 PMS 411

Need to use Interactive Electronic Technical Manuals (IETMs), which come on CD ROMs, from all user workstations.  This requirement impacts PMS 411, PMS 490, PMS 403, PMS 210.

Record ID 2344 PMS 210

Require external connection between 300 M Street Washington, DC (for contractor – Vrendenburg) and the WNY.  This connection does not exist today.  Must speak with ISF to purchase seat and connection.

Record ID 2345 PMS 411

Need to maintain current VPN connection to Lockheed Martin (LHM) for 2 Military Personnel located at LHM, Syracuse, NY, to provide on-site program oversight.
Record ID 2346 PMS 411

Need to maintain the current standalone workstation that provides the hardware and software to access thousands of electronic documents that are needed to meet the mission organizational business requirements.  These electronic documents were not able to convert into Livelink

Record ID 2347 PMS 210

Future Requirement: Five new Acquisition Category (ACAT) System Programs will require direct connection to and from the manufacturing site (TBD).  Must to speak with ISF about modifications that need to be made to the new ACAT contract.

3.3.13
Program Executive Office Surface Strike [(PEO (S)]

Mission

Program Executive Office for Surface Strike leads a dedicated government and industry team that develops, acquires, and maintains the Fleet's most advanced surface combatants and associated systems. We ensure continuous, cost-effective innovation that advances warfighting capability. 

Vision

Our vision is to provide the culture, leadership, and resources to foster a work environment that enables a quantum leap in innovative acquisition, warfighter performance, and quality of life.

Business rule

Need to protect access (physical security) to competition-sensitive, proprietary business sensitive data and systems.   PEO (S) and DD21 spaces are restricted to those individuals approved by the program.  Personnel granted access to spaces require signed and executed non-disclosure agreements at the individual and organizational level. 
Special Requirements/High Interest Items

Record ID 136 PEO (S)

Award of DD21 FSC will result in new acquisition systems to include ship design, engineering, modeling and simulation, software development, cost/schedule systems, etc. which will require connectivity.

Record ID 141 PEO (S)

Need to protect access to competition sensitive, proprietary and business sensitive data and systems. PEO (S) has an exceptional amount of competition-sensitive, proprietary and business sensitive data and systems that are used in support of the DD21 acquisition project – currently in a down-select phase. NMCI Strike Force team members are also competing for DD21 Full Service Contractor award. NAVSEA must avoid a potential conflict of interest/risk and ensure integrity of competition. Support personnel/organizations must sign conflict of interest statements.

3.3.14
Program Executive Office Theatre Surface Combatants (PEO TSC)

Mission

We deliver and sustain integrated ships and interoperable combat systems for joint operating forces to deter conflict, and if required, to fight and win. We develop and sustain a highly skilled workforce providing preeminent theater surface combatants.

Vision

We are a focused NAVY team providing warfighters affordable combatant power to effectively operate and place ordnance on any target in any theater any time!

Business Rule

Red seats or portables (includes ultralights)

Special Requirements/High Interest Areas

Record ID 199 PEO TSC 

Two visually impaired Government employees require workstations using Kurzwell 1000 OCR Scanning, text to voice software.  This is a special needs/Handicapped/Section 508 requirement.

Record ID 2145 PEO TSC

Continuation of ACIO contractor support via Internet for Legacy Applications and NMCI using Timestep encryption software Permit/client Version 3.1 on two government provided laptops.

3.3.15 NSWC

Mission

A full-spectrum of research, development, test and evaluation, engineering, and fleet support center for ship, hull, mechanical and electrical systems, surface ship combat systems, coastal warfare systems, and other offensive and defensive systems associated with surface warfare.

4.0 
HQ/PEO Current Environment

This section provides current details describing the NAVSEA HQ/PEO physical environment and related policies and procedures.

4.1
Site Location Information

This section provides current location information for HQ/PEO and its field detachments and/or business unit sites.

	Physical Site Location Information

	Name of Site
	Washington Navy Yard

	Address
	1333 Isaac Hull Avenue SE

	City, State 
	Washington Navy Yard DC 

	Zip – Postal Code
	20376-1222

	Telephone Number 
	202-781-1111/1000

	Field Detachments and/or Business Unit Sites

	SEA 01 Field Detachments and/or Business Unit Sites

	Name of Site
	SEA 017 (Anteon)

	Address
	Crystal Park 3, Suite 515

	City, State
	Arlington, VA

	Zip – Postal Code
	22202

	Name of Site
	SEA 013 

Naval Sea Logistics Center, DETLANT

	Address
	Bldg #1581

	City, State
	Indian Head, MD

	Zip – Postal Code
	22202

	SEA 04 Field Detachments and/or Business Unit Sites

	Name of Site
	Puget Sound Naval Ship Yard

	Address
	1080 Farragut Avenue

	City, State
	Bremerton, WA

	Zip – Postal Code
	98315-5325

	Name of Site
	NAVSEA Shipyard Representatives Office, Norfolk Naval Shipyard

	Address
	Effingham Street

	City, State
	Portsmouth, VA  

	Zip – Postal Code
	23709-5000

	SEA 05 Field Detachments and/or Business Unit Sites

	Name of Site
	Supervisor Shipbuilding – Code 200 (Attn:  NAVSEA 05 Field Rep)

	Address
	PO Box 215

	City, State 
	Portsmouth, VA

	Zip – Postal Code
	23705-0215

	Name of Site
	Puget Sound Naval Shipyard (Attn:  NAVSEA 05 Field Rep)

	Address
	1400 Farragut Avenue

	City, State 
	Bremerton, WA

	Zip – Postal Code
	98314-5001

	Name of Site
	Portsmouth Naval Shipyard (Attn:  NAVSEA 05 Field Rep, New England)

	Address
	

	City, State 
	Portsmouth, NH

	Zip – Postal Code
	03804-5000

	Name of Site
	Supervisor of Shipbuilding, Code 200 (Attn:  NAVSEA 05 Field Rep, San Diego)

	Address
	3600 Surface Navy Blvd.

	City, State 
	San Diego, CA

	Zip – Postal Code
	92136-5066

	Name of Site
	Supervisor of Shipbuilding, Conversion, and Repair (Attn:  NAVSEA 05 Field Rep, Southeast)

	Address
	PO Box 280158

	City, State 
	Jacksonville, FL

	Zip – Postal Code
	32228-0158

	Name of Site
	Naval Support Activity (Building 16)  (Attn:  NAVSEA 05 Field Rep, Gulf Coast)

	Address
	2300 General Meyer

	City, State 
	New Orleans, LA

	Zip – Postal Code
	70142-5700

	Name of Site
	Supervisor Shipbuilding, Conversion, and Repair, Code 205 (Attn:  NAVSEA 05 Field Rep, Newport News/AIRLANT)

	Address
	4101 Washington Avenue, Building 2

	City, State 
	Newport News, VA

	Zip – Postal Code
	23607-2787

	Name of Site
	NAVSEA Detachment Bristol England

	
	USDAO American Embassy

	Address
	PSC 801 Box 54

	City, State 
	FPO AE 

	Zip – Postal Code
	09498-4054

	SEA 53 Field Detachments and/or Business Unit Sites

	Name of Site
	Crystal City - Single Integrated Air Picture (SIAP)

	Address
	1931 Jeff Davis HWY, CM3, RO 1142

	City, State
	Arlington, VA

	Zip – Postal Code
	22202-3523

	Name of Site
	Crystal City - CHENG

	Address
	2231 Crystal Drive, CPK 3 Suite 1000

	City, State
	Arlington, VA

	Zip – Postal Code
	22202

	SEA 08 Field Detachments and/or Business Unit Sites

	Name of Site
	Bechtel Plant Machinery, Inc.



	Address
	500 Penn Center Blvd.

	City, State
	Pittsburgh, PA

	Zip – Postal Code
	15235-5713

	Name of Site
	Bechtel Plant Machinery, Inc.

	Address
	PO Box 1021

	City, State
	Schenectady, NY

	Zip – Postal Code
	12301-1021

	Name of Site
	Bettis Atomic Power Laboratory

	Address
	PO Box 109

	City, State
	West Mifflin, PA

	Zip – Postal Code
	15122-0109

	Name of Site
	Knolls Atomic Power Laboratory


	Address
	PO Box 1069 

	City, State
	Schenectady, NY

	Zip – Postal Code
	12301-1069

	Name of Site
	Electric Boat


	Address
	PO Box 7021

	City, State
	Groton, CT

	Zip – Postal Code
	06340-0404

	Name of Site
	Portsmouth Naval Shipyard

	Address
	PO Box 2008

	City, State
	Portsmouth, NH

	Zip – Postal Code
	03801-20008

	Name of Site
	Pearl Harbor Naval Shipyard

	Address
	507 Paul Hamilton Avenue

	City, State
	Pearl Harbor, HI

	Zip – Postal Code
	96860-4861

	Team Submarine Field Detachments and/or Business Unit Sites

	Name of Site
	Crystal City/PMS 415J

	Address
	2231 Jefferson Davis Highway – CP1/1000

	City, State 
	Arlington, VA

	Zip – Postal Code
	22202

	Name of Site
	COMSUMPAC/PMS 392AD

	Address
	1400 Morton Street/Bldg 665

	City, State 
	Pearl Harbor, HI

	Zip – Postal Code
	96860

	Name of Site
	COMSUBLANT/PMS 392AC

	Address
	7958 Blandy Road

	City, State 
	Norfolk, VA

	Zip – Postal Code
	23551-2492

	Name of Site
	Puget Sound Naval Shipyard/PMS 395

	Address
	

	City, State 
	Bremerton, WA

	Zip – Postal Code
	

	Name of Site
	US/Australia Joint Project Office/PMS 404

	Address
	

	City, State 
	

	Zip – Postal Code
	

	Name of Site
	Lockheed Martin/PMS 425

	Address
	497 Electronics Parkway/EP7/C97

	City, State 
	Liverpool, NY

	Zip – Postal Code
	13221

	Name of Site
	Lockheed Martin Federal Systems/PMS 425

	Address
	9500 Godwin Drive/Bldg 250

	City, State 
	Manassas, VA

	Zip – Postal Code
	

	Name of Site
	Lockheed Martin/PMS 435

	Address
	497 Electronics Parkway/EP7/C97

	City, State 
	Liverpool, N.Y.

	Zip – Postal Code
	13221

	Name of Site
	Submarine Squadron Support Unit/SEA 92T

	Address
	Building 2 Lower Base

	City, State 
	New London, CT

	Zip – Postal Code
	06349

	PEO EXW Field Detachments and/or Business Unit Sites

	Name of Site
	RAM/ CIWC (Close-in Weapon System)

	Address
	2531 Jefferson Davis Hwy

	City, State 
	Arlington, VA

	Zip – Postal Code
	22242-5170

	Name of Site
	NATO Sea Sparrow/PMS 471

	Address
	727 S. 23rd Street

	City, State 
	Washington, DC

	Zip – Postal Code
	20037

	Name of Site
	T-AKE Design Site

	Address
	80 M Street

	City, State 
	Washington, DC

	Zip – Postal Code
	20003

	Name of Site
	Avondale Shipyard (NG/Avondale Industries, Inc.) (UNO/Avondale Maritime Technology Center of Excellence)

	Address
	5100 River Road, Building 721

	City, State
	Avondale, LA

	Zip – Postal Code
	70094

	PEO MUW Field Detachments and/or Business Unit Sites

	Name of Site
	Ingleside PEO MUW Fleet Engineering Office

	Address
	125 Coral Sea Road

	City, State 
	Ingleside, TX 

	Zip – Postal Code
	78362

	Name of Site
	Lockheed Martin

	Address
	Electronic Parkway, Building 7

	City, State 
	Syracuse, NY

	Zip – Postal Code
	13221

	PEO TSC Field Detachments and/or Business Unit Sites

	Name of Site
	TSC – NRO (PMS 422, PMS 451, PMS 452)

	Address
	2231 Crystal Drive, Suite 204

	City, State
	Arlington, VA  

	Zip – Postal Code
	22202

	Name of Site
	TSC – NRO

	Address
	2231 Crystal Drive, Suite 515

	City, State
	Arlington, VA 

	Zip – Postal Code
	22202

	Name of Site
	TSC – NRO

	Address
	2541 Jefferson Davis Highway, Suite 700 & 1200

	City, State
	Arlington, VA 

	Zip – Postal Code
	22202


4.2
WNY HQ/PEO Building Information

The five buildings that the NAVSEA Headquarters and PEOs occupy at the WNY are 197, 201, 176, 104, and 22.  Floor plans of these buildings have been provided in the PSQ.  There are no major construction projects planned that would impact the implementation of NMCI. 

4.2.1
Building Maintenance

There are no maintenance dates scheduled for the next twelve months in the NAVSEA occupied buildings at the WNY.  Maintenance calls are taken by 09A4 and fowarded to the appropriate parties through the HQ\PEO Help Desk Ticket Tracking System (Remedy).  All calls can be tracked daily for action.


4.2.2
Preferred Building Contractors

The preferred building contractor is the Naval District Washington Public Works.  Work can also be requested from the following contractors:  PWC, Turner, Bineco, and Unidyne.

4.2.3
Known Building Hazards

Building 197 renovations were completed in 2001.  During renovations, a significant rat population was identified.  Since employees began occupying the structure, most of the rats have been trapped using non-toxic rat traps.  However, pest control remains an ongoing effort.

Mold has been identified in several localized areas in Buildings 104, 176, and 197.  The areas identified are in the process of remediation.  Steps are being taken to correct the situation that permitted the moisture incursion. 

4.2.4
Restrictions On Access To Individual Buildings Or Floors 

Authorization to access various NAVSEA spaces is encoded in all NAVSEA badges by the personnel in the Visitor Badging Office on a “need-to-know” basis.  The equipment designed to control access to specific buildings and floors is not fully installed and not likely to be turned on for some time.  

Access to certain SCIF areas will always be strictly controlled and will require advance notification and authorization.  After-hours access (from 1800 till 0600) to each floor in building 197 and other buildings, such as 201, requires authorization.  Relevant badges are encoded with the appropriate authorization on a “need-to-know” basis.  One simply uses their encoded badge to swipe at each stairwell or elevator entrance during the after-hours period.

4.3
Health, Safety Information

For Health and Safety Information, please refer to the Navy Occupational Safety and Health Program Manual OPNAVINST 5100.23E dated 15 January 1999.  Use the OSHELink website site as an Occupational Safety, Health, and Environmental (OSHE) technical information resource.
4.4
Logistics – Unclassified/Classified Equipment Removal

When new computers are purchased, business units place a request through the labor support services mailbox requesting pickup of the old computers.  The computers are delivered to the Message Center for degausing by the Help Desk to remove all information from their hard drives.  The computers are then picked up and sent to the HQ/PEO warehouse for storage awaiting pickup from Defense Supply System-Washington (DSSW).  While at the warehouse, SEA 09A3 personnel prepare the DD 1149s for disposal.  After the computers are turned over to DSS-W, the surplus computers are entered into the Defense Information Technology Management System (DITMS) for final disposition.

4.5
Shipping and Receiving

The official HQ/PEO shipping address is as follows.

Naval Sea Systems Command

1333 Isaac Hull Ave. SE

Washington, DC 20376

Incoming shipments for all NAVSEA Offices will be delivered to the Shipping and Receiving Office (loading dock in Building 197).  All deliveries will be made through the loading dock at Building 197.  The hours of operations are from 0700 to 1400, Monday through Friday, excluding holidays. Two Materials Handlers operate the Shipping and Receiving area with physical distribution support by contract laborers. The Shipping and Receiving Office provides same day delivery service or within 24 hours of receipt.  If there are any delays, they are because the procuring office did not provide point of contact information such as directorate, location/room number, or personnel/end user on incoming documentation. 

4.6
Parking Policy

The parking policies for NAVSEA at the WNY are still under review and have not been finalized.  Negotiations continue with NDW.  NAVSEA’s parking guidance is based on NDWINST 5560.7F of 01 Oct 99.  A copy of this NDW instruction is available on the NAVSEA Intranet at https://corp.navsea.navy.mil/areas/wny/newwny/ndwinst5560-7f.pdf.

4.7
Contract/Procurement

NAVSEA 00I, which provides IT support to HQ/PEO, has two incumbent contractors (identified in the PSQ) providing IT support.  In addition, hardware and software maintenance agreements exist and will be maintained by NAVSEA as necessary.  Agreements currently in place for hardware and software items that NMCI will be taking over will be terminated upon cutover (or as appropriate) to NMCI.
4.8
Communication Plan
HQ/PEO has developed a multi-pronged Communication Plan to introduce and indoctrinate the activity to NMCI.  The Communications Plan was developed using the following assumptions:

· No union employees/impacts

· Leverage ISF-provided training

· Leverage lessons learned from early adopters concerning communications

· Authoritative source for content includes the NAVSEA Project Office and the EDS website

The methodology used to create the HQ/PEO Communication Plan is summarized below:

4.8.1
Identify Stakeholders/Audience

Primary stakeholders were divided into three general categories:  1) Activity Chief Information Officers (ACIOs) and HQ/PEO NMCI Points of Contact (POCs), 2) users (seat holders, government and contractor personnel), and 3) senior leadership.

4.8.2
Determine User Needs for Information and Preferences for Dissemination

Approximately 20 interviews were conducted with HQ/PEO staff in various segments of the organization, e.g., engineering, administrative, and management.  These interviews were used to 1) gauge the user population’s level of knowledge, 2) determine the best methods for communicating information, and 3) identify the types of information users needed.

4.8.3
Identify Available Communication Vehicles

A variety of communication vehicles are being or will be used to “get the word out” to HQ/PEO users including the following.

· E-mail (All Hands and HQ/PEO NMCI distribution lists)

· Posters, brochures

· Events Calendar posting on Corporate Intranet Site to inform Activity personnel about upcoming events, e.g., presentations, demonstrations

· Tent Cards (placed in cafeteria with FAQs)

· Presentation and Q&A sessions for HQ/PEO personnel [delivered by NMCI Project Office or the HQ/PEO DCTR to information forums, e.g., the Information Management Forum (IMF), ACIOs, and other user groups]

· Videos

· “Brown Bag” sessions

· Intranet website

· Executive briefings

· Electronic newsletter

· Demonstrations

4.8.4
Standing Communication Forums

	HQ/PEO NMCI Website 
	Provides information about NMCI activities at HQ/PEO; access limited to HQ/PEO Activity users 

	HQPEONMCI@navsea.navy.mil
	MS Outlook mailbox – for users to send inquiries

	Electronic HQ/PEO NMCI Weekly Highlights newsletter
	Published weekly; recaps transition activities completed and planned

	Attendance at business unit staff meetings
	When requested, member(s) of the HQ/PEO NMCI Transition Team attend staff meetings

	Monthly ACIO/NMCI POC Update Meetings
	Provide forum for ACIOs/NMCI POCs to learn about transition activities and ask questions.  Meeting summaries are posted on HQ/PEO NMCI website.

	Bi-weekly Brown Bag sessions
	Provide an informal question and answer forum for discussions about latest news, changes in procedures, techniques used by individual business units to prepare for NMCI, status, schedule changes, legacy application transition progress, System Security Authorization Agreement (SSAA) preparation specifics, etc.  Members of the HQ/PEO NMCI Transition Team, HQ/PEO Legacy Application Transition Team, and Information Assurance SSAA Support Team attend each Brown Bag session.

	Issue Resolution
	As inquiries are submitted to the HQ/PEO NMCI mailbox, they are recorded, assigned to the appropriate subject matter expert, and tracked for resolution.  As inquiries are answered, the resolution is forwarded to the originator and documented in an issues tracking table.  This table is available from the HQ/PEO NMCI website and is designed as a knowledge management resource for the entire Activity.  This data is also used to generate Frequently Asked Questions (FAQs) and Fact or Fiction features posted on the HQ/PEO NMCI Website.


4.8.5 Develop Communication Plan

HQ/PEO has developed a detailed Communication Plan (see Appendix D) that describes completed and planned activities and “campaigns.”  For each activity, the following information is provided:

· Audience

· Vehicle(s)

· Frequency/Duration

· Source of information

· Issuer

· Planned and actual release dates

· Expected outcome
4.8.6
Training

The following NMCI-related training has been or is planned to be delivered in addition to the standard NMCI desktop training.

Want to know more about NMCI? Campaign

· A campaign was conducted to raise the awareness of the user community of NMCI.  Several vehicles were used to invite participants to a briefing and question and answer period covering the basics about NMCI.

Legacy Applications and Security C&A – What do I need to do?

· A security Certification and Accreditation training package tailored for legacy applications transition was delivered to HQ/PEO business units.  This training provided an overview of DITSCAP, provided instruction on how to write a System Security Authorization Agreement (SSAA) including types of information required and examples for each section, and SSAA “dos and don’ts.”  This training provided SSAA templates.  Further, these sessions were used to clarify Information Assurance (IA) registration of legacy applications.

NMCI Transition is Beginning Campaign

· This campaign will introduce the ISF and help set users’ expectations concerning upcoming activities involving the ISF interaction with users and building facilities.

What does NMCI mean to me and my desktop? Campaign

· This campaign will help set users’ expectations concerning upcoming changes that will directly affect them.  The campaign hopes to include a demonstration of the types of workstations (red, white, blue, portable) in high traffic areas.

It’s a Change for the Better Campaign

· This campaign will help reinforce the goals of NMCI and keep up morale.

4.9
Resource Planning

The HQ/PEO business units were taxed to develop a central funding line based on the NMCI Demand Model.  Business unit orders are evaluated by their ACIO.  The Command CTRs review the orders and notify the NMCI funding official to apply a line of accounting.  If the NMCI orders are within the Budgeted Demand Model, the funding official approves allocation of funds.  If the orders exceed the Budgeted Demand Model, the business units must provide the NAVSEA Comptroller (SEA 014) with their line of accounting for realignment into the NAVSEA NMCI O&M,N account before the order (task order) is filled.

4.10
Host/Tenant/On-Site Contractors and Reciprocal Agreements

Tenant agreements for the WNY are included as attachments in Section 28 of the PSQ (Appendix C).  

4.11
Security

4.11.1
Physical Security

As applicable, each Business Unit, tenant, and on-site contractor will document specific security requirements within their respective section of this document.  The Information Systems Security Manager (ISSM) and Physical Security Officer will address security requirements with the NMCI Contractor and contract personnel.

4.11.2
Information Security

The sensitivity of information processed on HQ/PEO's infrastructure ranges from Business Sensitive to TOP SECRET (Crypto).  HQ/PEO's security protection strategy for hardware, software, and networks varies with the assets to be protected.  HQ/PEO employs a full-time Corporat e Security Manager, an ISSM, and a Communications [Security] Material System (CMS) Account Manager.  A stringent network security regime is in place and includes firewalls, password protection, usage monitoring, TEMPEST protection and several other safeguards.  Local Registration Authorities (LRA) have been established at HQ/PEO to support Public Key Infrastructure (PKI).  

Efforts are under way to certify all software applications and devices connected to HQ/PEO’s backbone in accordance with the DOD Information Technology Security Certification and Accreditation Process (DITSCAP).

Firewall and SIPRNET details will be provided on site as required.  The point of contact for this information is Ms. Christina Haymes.
5.0
IT Infrastructure

This section provides information about the existing NAVSEA HQ/PEO information technology infrastructure.

5.1
Equipment Rooms

 Secure Telephone Unit (STU) phones are connected through the Telecommunication Closet (TC) to the Telephone Equipment Room (TER). The TERs contain telephony, Definity, and the Verizon MPOP equipment.  Users’ workstations and VoIP phones are connected to the Main Computer Room (MCR) through the TC. Computer connectivity goes from the desk through the VoIP phone to the TC and then the MCR.  The Deputy CIO for Information Assurance controls access to the MCR, TERs, and the TCs.  Equipment rooms are described in detail in the PSQ (Appendix C). 

5.2
Telephony Information

Telephony services at HQ/PEO include DSN, local, long distance, VoIP, cellular/mobile, and pagers.  The two primary telephone systems include VoIP (CallManager VPBX) and STU (Definity).  Detailed telephony information is provided in Appendix C.  A CLIN0029 for telephony is under consideration by the ISF.

5.3
Video Teleconferencing (VTC) Information

Since VTC is not transitioning, only an overview and count of current VTC systems at HQ/PEO will be provided in the PSQ at this time.   There are approximately 76 VTC systems in the five NAVSEA buildings at the WNY.  The 76 systems include Polycoms, Tanbergs, and PictureTel components.  Additional information will be provided upon ISF request.  HQ/PEO intends to request a CLIN 0029 for these services.

5.4
Data Network Organization

HQ/PEO has LANs, WANs, and wireless networks.  Details are provided in the PSQ (Appendix C).

5.5
Registered IP Addresses

HQ/PEO has a Class B network. Details are provided in the PSQ (Appendix C).

5.6
Current Network Infrastructure Components

The cable plant infrastructure consists of fiber optic cables, with Category 6 Unshielded Twisted Pair or copper cables.  The cable plant is made of switches, routers, and fiber. The cables connect five HQ/PEO buildings and link back to the Main Computer Room in Building 197. Details are provided in the PSQ (Appendix C).

5.7
Telecommunications

Comprehensive information detailing HQ/PEO telecommunications circuitry is provided in an attachment to the PSQ (Appendix C).

5.8
Current Servers

HQ/PEO maintains and supports the network using Novell, Windows NT, SUN, and Unix servers.   There are approximately 173 servers.  Details are provided in the PSQ (Appendix C).

5.9
Wide Area Network (WAN)

The WAN is maintained through connectivity to Smartlink.  Details are provided in the PSQ (Appendix C).

5.10
Local Area Network (LAN)

The local area network connects the five HQ/PEO buildings in the Washington Navy Yard.  The connectivity goes from the desk through the VoIP phone to the Telecommunication Closet and to the Main Computer Room.  Details are provided in the PSQ (Appendix C).

5.11 Third Party Access (TPA)

Third party access is gained through the use of T1 lines connected to Building 197 (Main Computer Room).  A list of all non-NAVSEA parties remotely accessing the HQ/PEO backbone is provided in the PSQ (Appendix C).

5.12
Legacy Software Applications Commercial Off The Shelf (COTS)

The Naval Sea Systems Command Headquarters has been working hard to establish its baseline list of rationalized COTS applications.  The baseline list of rationalized COTS applications will be presented for upload to the ISF Database Tool on 30 May 2002.  The list was established with business rules designed to greatly reduce multiple versions of the same products from appearing on the list.  It has also been cleansed of applications that appear on the "Gold Disk."  Questions concerning the baseline list of legacy COTS applications can be addressed to the NAVSEA HQ/PEO Legacy Applications Coordinator.

5.13
Legacy Software Applications Government Off The Shelf (GOTS)

The Naval Sea Systems Command headquarters has been working hard to establish its baseline list of rationalized GOTS applications.  This baseline list of rationalized GOTS applications will be presented for upload to the ISF Database Tool on 30 May 2002.  The business rules used to create the list of GOTS applications were designed to greatly reduce duplicate entries of the same applications from appearing on the list.  Questions concerning the baseline list of legacy GOTS applications can be addressed to the NAVSEA HQ/PEO Legacy Applications Coordinator.

5.14
Existing Hardware

An inventory of the current hardware environment will be completed by 17 June 02.  The inventory will be added to the PSQ.  In addition, the peripherals that NAVSEA will retain and manage will be noted in the same attachment to the PSQ (Appendix C).
5.15
User Accounts

User account information has been compiled from four sources: the Exchange database; the Netware database; the Move, Add, Change (MAC) database; and Workforce Administration Management/Organizational System (WAMO).  These sources were compared to develop a comprehensive list of all types of user accounts.  This information has been provided in the PSQ (Appendix C).

5.16
Trouble Call/Help Desk Support

Currently, Help Desk support is provided by two IT contracts. Support personnel provide a full spectrum of information technology support services, technical support and information provisioning, 24 hours a day, in a multi-platform, high complexity PC/LAN distributed computing environment.

6.0
Transition Plan Signatures

EFFECTIVE DATE:  This Claimant/Command Agreement is effective 6 June 2002.
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Appendices

Appendix A: Organization Charts
Appendix B: Acronyms

ACAT

Acquisition Catgegory

ACIO

Activity Chief Information Officer

ACO

Activity Command Officer

ACTR

Activity Customer Technical Representative

ADM

Admiral

AIM

Asset Information Management

ALSDB
Asbestos Litigation Support Database

AMPS

Advanced Master Planning System

ASN

Assistant Secretary of the Navy

ATIS 

Automated Technical Information System

AUTODOC
Automated Document System

BPS

Budget Planning System

CAD

Computer Aided Design

CAPMS 
Computer Aided Program Management System 

CDMS

Corporate Document Management System
CHENG
Chief, Engineering (Navy)

CLIN

Contract Line Item Number

CMC

Commandant, Marine Corps

CMS

Communications [Security] Material System

CNN

Cable News Network

CNO

Chief of Naval Operations

COI

Community of Interest

COMNAVSEA
Commander, Naval Sea Systems Command

COMNSWC
Commander, Naval Surface Weapons Center

CONUS
Continental United States

COTS

Commercial off the Shelf

CTR

Contract Technical Representative

C&A

Certification and Accreditation (DITSCAP)

DCIO

Deputy Chief Information Officer

DCTR

Deputy Customer Technical Representative

DES

Digital Encryption Service

DETLANT 
Naval Sea Logistics Center Detachment Atlantic 

DITMS
Defense Information Technology Management System

DITSCAP
DOD Information Technology Security Certification and Accreditation Process

DOD

Department of Defense

DOE

Department of Energy

DON

Department of the Navy

DRM

Design Reference Mission

DSSW

Defense Supply System-Washington

EMI

Electro Magnetic Interference

FAQ

Frequently Asked Question

FECAMIS
Federal Employee Compensation Act Management Information System

FEO

Fleet Engineering Office

FIPS

Federal Information Processing Standard

FOUO

For Official Use Only

FSC

Full Service Contractor

GCTS

German Configuration Tracking System

GOTS

Government Off the Shelf

HM&E 
Hull, Mechanical and Engineering 

HQ/PEO
Headquarters and Program Executive Offices

IA

Information Assurance

IAW

In accordance with

IETM

Interactive Electronic Technical Manual

IIS

Internet Information Server 

IMF

Information Management Forum

IP

Internet Protocol

IPDE

Integrated Product Data Environment

ISDN

Integrated Switched Digital Network

ISF

Information Strike Force

ISSM

Information Systems Security Manager

IT

Information Technology

JCALS

Joint Computer Aided Acquisition and Logistic Support

LAN

Local Area Network

LHM

Lockheed Martin

LRA

Local Registration Authority

MAC

Move, Add, Change (Database)

MCR

Main Computer Room

MFD

Multi-functional Device

MPOP

Main Point of Presence

NAE

Navy Acquisition Executive

NAICP
Naval Inventory Control Point

NAVORD
Naval Ordnance Command

NAVSEA 
Naval Sea Systems Command

NAVSHIPS
Naval Ships Systems Command

NAVX

Navy Exchange

NDW

Naval District Washington

NES

Network Encryption System

NIC

Network Interface Card

NMCI

Navy Marine Corp Intranet

NNPP

Naval Nuclear Propulsion Program

NNS 

Norfolk Naval Shipyard
NOFORN
No Foreign Nationals

NRO

Non-relocating Office

NSWC

Naval Surface Warfare Center

OGC

Office of General Counsel

O&M,N
Operations & Maintenance, Navy

OPN

Other Procurement, Navy

OSS

Open Storage Secret

PDA

Personal Digital Assistant

PEO 

Program Executive Office

PKI

Public Key Infrastructure

PMO 

Program Management Office

PMP 

Performance Monitoring Program

POA&M
Plan of Action and Milestones

POC

Point of Contact

POTS

Plain Old Telephone Service

PSO

Physical Security Officer

PSQ

Preliminary Site Questionnaire

RD&A

Research Development & Acquisition

SBIR 

Small Business Independent Research

SCIF

Sensitive Compartmented Information Facility

SCN

Ships Construction, Navy

SIAP

Single Integrated Air Picture

SOS

Supervisor of Shipbuilding

SSAA

System Security Authorization Agreement

SSP SWSNET Strategic Systems Program – Strategic Weapons System Network 

STARS
Standard Accounting and Reporting System

STU 

Secure Telephone Unit 

SYSCOM
Systems Command

S&T 

Science and Technology 

TANC

Technology Acquisition and Needs Center

TBD

To be determined

TC

Telecommunications Closet

TER

Telephone Equipment Room

TG

Technical Group (HQ/PEO)

TNW

Theatre Nuclear Warfare

UIC

Unit Identification Code

U-NNPI 
Unclassified - Naval Nuclear Propulsion Information 
USMC

Unites States Marine Corps

VoIP

Voice Over Internet Protocol

VPN

Virtual Private Network

VTC

Video Teleconferencing 

WAN

Wide Area Network

WAMO 
Workforce Administration Management/Organizational System 

WNY

Washington Navy Yard

Appendix C:  Preliminary Site Questionnaire (PSQ)

Appendix D:  Communication Plan

NAVSEA HQ/PEO NMCI Transition Communication Plan

As of May 16, 2002
	Message/Campaign
	Audience
	Vehicle
	Freq/

Duration
	Source
	Issuer
	Planned Release Date
	Actual Release Date
	Id #
	Expected Result or Topic

	NMCI is here…
	4,500 users
	Email
	Once
	NAVSEA CIO
	E. Shelton
	8/13/01
	8/16/01
	E-001
	Heighten awareness of & interest in NMCI, encourage people to cooperate with ISF; announce Communication Team & provide address

	NMCI is here…
	4,500 users
	Video
	Once-2 wks
	PEO-IT
	PEO-IT
	8/13/01
	8/13/01
	V-001
	Heighten awareness of & interest in NMCI

	NMCI is here…
	4,500 users
	Poster
	Once-3 wks
	HQ/PEO NMCI Comm Team
	G. Davis
	8/13/01
	8/13/01 & 8/17/01–all locations
	P-001
	Heighten awareness of & interest in NMCI; provide email address

	NMCI is here…
	4,500 users
	Tri-fold
	Once-2 wks
	CHIPS, EDS web site
	T. Hagen
	8/13/01
	8/17/01
	H-001
	Heighten awareness of & interest in NMCI, provide HQPEONMCI email address

	HQ/PEO NMCI Update
	ACIOs & POCs
	Briefing/ meeting
	Monthly
	DCTR
	G. Davis & others as needed
	8/16/01
	8/16/01
	B-001
	Keep ACIOs, POCs, and contractor personnel informed about NMCI transition progress and activities

	
	
	
	
	
	
	9/27/02
	9/27/02
	B-003
	

	
	
	
	
	
	
	10/25/01
	10/25/01
	B-004
	

	
	
	
	
	
	
	11/16/01
	11/16/01
	B-005
	

	
	
	
	
	
	
	1/24/02
	1/24/02
	B-006
	

	
	
	
	
	
	
	2/28/02
	2/28/02
	B-009
	

	
	
	
	
	
	
	4/9/02
	4/9/02
	B-010
	

	
	
	
	
	
	
	5/9/02
	5/9/02
	B-011
	

	
	
	
	
	
	
	6/20/02
	
	
	

	NMCI @ HQ/PEO “Fact or Fiction”
	4,500 users
	Email
	Once, coordinated w/web posting
	NAVSEA DCIO Operations
	T. Hagen
	8/23/01
	8/23/01
	E-002
	Entice users to try “Fact or Fiction” button on the NAVSEA Corporate Web Site

	NMCI @ HQ/PEO “Fact or Fiction”
	4,500 users
	Web page
	As needed, post for 14 days
	Rumor & HQ/PEO NMCI Comm Team
	G. Davis
	W/in 1 business day of rumor
	8/24/01
	FF-001
	Marine Corps is pulling out…

	
	
	
	
	
	
	
	8/24/01
	FF-002
	NMCI will never happen…

	
	
	
	
	
	
	
	8/29/01
	FF-003
	AOR not until January?

	
	
	
	
	
	
	
	8/30/01
	FF-004
	Email via OWA

	
	
	
	
	
	
	
	8/30/01
	FF-005
	CDMS will not be supported...

	
	
	
	
	
	
	
	8/30/01
	FF-006
	Document management software

	
	
	
	
	
	
	
	8/31/01
	FF-007
	Popcorn & root beer floats

	
	
	
	
	
	
	
	9/5/01
	FF-008
	Foreign Nationals access

	
	
	
	
	
	
	
	9/7/01
	FF-009
	NMCI will program my VCR

	
	
	
	
	
	
	
	9/7/01

10/24/01
	FF-010
	Keep my ergonomic keyboard?

	
	
	
	
	
	
	
	9/18/01
	FF-011
	Search engines

	
	
	
	
	
	
	
	9/18/01
	FF-012
	Load technical manuals from CD-ROM

	
	
	
	
	
	
	
	9/20/01
	FF-013
	Data does not need to be certified

	
	
	
	
	
	
	
	9/21/01
	FF-014
	Golf swing

	
	
	
	
	
	
	
	9/26/01
	FF-015
	My NMCI seat won’t have speakers...

	
	
	
	
	
	
	
	9/28/01
	FF-016
	Pizza from NMCI kiosks

	
	
	
	
	
	
	
	10/3/01
	FF-017
	Can I use my govt-owned PDA?

	
	
	
	
	
	
	
	10/11/01
	FF-018
	Lose my local printer

	
	
	
	
	
	
	
	10/11/01
	FF-019
	It takes a month to fill an NMCI order

	
	
	
	
	
	
	
	10/19/01
	FF-020
	Home loan computer

	
	
	
	
	
	
	
	10/19/01
	FF-021
	Load Gold Disk on kids’ computer

	
	
	
	
	
	
	
	10/29/01
	FF-022
	OWA access

	
	
	
	
	
	
	
	10/29/01
	FF-023
	Outlook access to calendars during transition

	
	
	
	
	
	
	
	11/7/01
	FF-024
	Funding cut of $128 million

	
	
	
	
	
	
	
	11/7/01
	FF-025
	NMCI certification fee

	
	
	
	
	
	
	
	11/8/01
	FF-026
	Laptop pool

	
	
	
	
	
	
	
	11/26/01
	FF-027
	SSAA for COTS

	
	
	
	
	
	
	
	11/26/01
	FF-028
	White seat for everyone

	
	
	
	
	
	
	
	12/3/01
	FF-029
	Blackberry is considered a seat

	
	
	
	
	
	
	
	12/7/01
	FF-030
	Telecommuters

	
	
	
	
	
	
	
	1/15/02
	FF-031
	MSProject 2000

	
	
	
	
	
	
	
	2/1/02
	FF-032
	Access to information on shared directories

	
	
	
	
	
	
	
	2/11/02
	FF-033
	Only one Internet browser

	
	
	
	
	
	
	
	2/22/02
	FF-034
	Purchase software outside of NMCI that is available via CLIN

	
	
	
	
	
	
	
	2/28/02
	FF-035
	Connect private laptop to NMCI backbone at WNY

	
	
	
	
	
	
	
	3/18/02
	FF-036
	Legacy apps certification rqmts for S&T seats

	
	
	
	
	
	
	
	3/21/02
	FF-037
	Home printer

	
	
	
	
	
	
	
	4/3/02
	FF-038
	Moving zip drives between machines

	
	
	
	
	
	
	
	4/3/02
	FF-039
	Run executable from CD or zip disk

	
	
	
	
	
	
	
	4/10/02
	FF-040
	Order Blackberry from NMCI contract now

	
	
	
	
	
	
	
	4/19/02
	FF-041
	NMCI connection cost for legacy applications

	
	
	
	
	
	
	
	5/9/02
	FF-042
	CLIN 0023 software cost

	
	
	
	
	
	
	
	5/13/02
	FF-043
	Certify apps on the Preferred Products List

	
	
	
	
	
	
	
	5/13/02
	FF-044
	Peripheral drivers on app list

	HQ/PEO NMCI interview announcement
	4,500 users
	Email
	Once
	HQ/PEO NMCI Comm Team
	G. Davis
	8/27/01
	8/27/01
	E-003
	Let users know that they may be approached to participate in a survey re: HQ/PEO NMCI users’ communication needs and media suggestions

	Want to know more about NMCI campaign?
	4,500 users
	Email
	Once, 5 days before
	NAVSEA DCIO Operations
	T. Hagen
	9/17/01
	9/17/01
	E-004
	Invite people to attend informational briefing on NMCI at NAVSEA

	“
	4,500 users
	Poster
	Once, 5 days before
	HQ/PEO NMCI Comm Team
	G. Davis
	9/17/01
	9/18/01
	P-002
	Invite people to attend informational briefing on NMCI at NAVSEA

	“
	4,500 users
	NAVSEA Intranet events posting
	5 days before
	HQ/PEO NMCI Comm Team
	G. Davis
	9/17/01
	9/17/01
	C-001
	Inform people about the date of the NMCI briefing

	“
	4,500 users
	Log on script
	Upon log on for 5 days
	HQ/PEO NMCI Comm Team
	G. Davis
	9/17/01
	9/18/01
	S-001
	Inform people about the date and time of the NMCI briefing

	“
	4.500 users
	Briefing
	Once
	NMCI Project Team & DCTR
	B. Dofner & G. Davis
	9/21/01
	9/21/01
	B-002
	Inform people about the goals and status of NMCI and answer questions

	HQPEONMCI.NAVSEA.NAVY.MIL

Launch campaign
	4,500 users
	Email
	Once, at launch
	NAVSEA DCIO Operations
	T. Hagen
	10/26/01
	10/30/01
	E-005
	Announce launch of new HQ/PEO NMCI web site & demo on Oct 19th

	“
	4,500 users
	Bookmarks
	Twice, at launch & Jan 2002 campaign
	HQ/PEO NMCI Comm Team
	G. Davis
	10/26/01 Jan 2002
	10/29/01
	H-002
	Communicate web site URL; distribute via ACIOs, DCTR & ACTR meetings & briefings, demo, etc. 

	“
	4,500 users
	Poster
	Once, at launch
	“
	G. Davis
	10/26/01
	10/29/01
	P-003
	Announce launch of web site and demo on Oct 19th, and communicate URL

	“
	4,500 users
	Stress balls
	At launch
	“
	G. Davis
	10/31/01
	10/31/01
	H-003
	Communicate web site URL; distribute via ACIOs, DCTR & ACTR meetings & briefings, demo, etc. 

	“
	4,500 users
	Demonstration
	Once
	“
	G. Davis
	10/31/01 11:30-1:30
	10/31/01
	D-001
	Demonstrate navigation to and contents of HQ/PEO NMCI web site

	HQ/PEO NMCI website
	4,500 users
	Corporate intranet website 
	Daily, as needed
	HQ/PEO NMCI Comm Team
	G. Davis
	Launch 10/15/01
	Launch 10/30/01
	W-001 ongoing
	Provide history/background on NMCI @ HQ/PEO, as well as the latest information/progress and who to contact for additional information

	Your Support is Critical campaign
	Executives
	Commanders’ Forum, BTET, ITEB, IMF briefings, other Directorate meetings
	During Nov 2001 – Feb 2002 meetings
	S. Bourbeau
	S. Bourbeau, G. Davis
	Nov 2001 – Jan 2002
	Nov 2001 – Feb 2002
	Various
	Impress importance to executives and leaders that their help, and the help of their reporting personnel is critical to the successful transition to NMCI; provide standard talking points

	“
	CIO, DCIOs, ACIOs, FACIOs
	IMF8
	Dec 3, 2001
	HQ/PEO DCTR
	G. Davis
	12/3/01
	12/3/01
	P-003
	Raise awareness of early preparation steps

	“
	4,500 users
	Web site article
	Post in May
	HQ/PEO NMCI Comm Team
	Adm Nanos & S. Bourbeau
	May 2002
	
	W-00X
	Communicate leadership commitment

	HQ/PEO NMCI Weekly Highlights
	4,500 users
	Newsletter distributed via email, web and CDMS postings
	Weekly
	HQ/PEO NMCI Transition Team
	S. Foster
	11/30/01
	11/30/01
	Various
	Keep ACIOs, POCs, and contractor personnel informed about NMCI transition progress and activities

	Contract/CLIN Change Notifier
	ACIOs & NMCI POCs
	Email (with pointer to HQ/PEO NMCI web site)
	As needed
	HQ/PEO NMCI Transition Team
	C. Haymes
	As needed
	12/13/01
	E-006
	Keep ACIOs and POCs informed re: contractual changes so that ACIOs can keep orders up to date

	HQ/PEO NMCI information
	ACIOs & HQ/PEO contractors
	CDMS
	As needed
	HQ/PEO NMCI Comm Team
	G. Davis & S. Foster
	Launch 2/4/02
	Launch 2/4/02
	W-002 ongoing
	Provide users without intranet access the ability to view key materials related to NMCI transition specifics @ HQ/PEO using CDMS

	HQ/PEO Legacy Application Certifications Process
	ACIOs and NMCI POCs
	Briefing
	Once
	HQ/PEO Legacy Applications Coordinator
	S. Foster
	2/22/02
	2/22/02
	B-008
	Introduce the HQ/PEO Legacy Application Certifications Process & encourage people to attend the brown bags

	“
	“
	Brown bags
	4-5 sessions
	HQ/PEO Legacy Applications Coordinator
	S. Foster
	2/22-27/2002
	2/22/-2 – 2/27/02
	BB-001 – 004
	Talk people through the steps required to prepare to transition a legacy application under NMCI

	“
	“
	Email
	Once
	DCTR
	G. Davis
	2/15/02
	2/14/02

2/21/02
	E-007

E-008
	Announce introductory briefing and brown bags

	Frequently Asked Questions (FAQs) campaign
	4,500 users
	Interactive interview format & forum
	Once
	NMCI Project Team & others
	G. Davis
	On hold
	
	B-00X
	Keep users informed, provide accurate & timely information, allow for Q & A, promote website as source for FAQs

	FAQs
	4,500 users
	Video version of interactive interview format
	As needed
	NMCI Project Team & others
	G. Davis
	On hold
	
	V-00X
	Same as above, to be used by ACIOs to help spread the word

	FAQs
	4.500 users
	Tent cards in cafeteria
	2 weeks
	NMCI Project Team & others
	G. Davis
	On hold
	
	P-00X
	Announce website & encourage people to go to web site for FAQs

	FAQs
	4,500 users
	Stress balls
	During video
	HQ/PEO NMCI Transition Team
	G. Davis
	On hold
	
	H-00X
	Announce website & encourage people to go to web site

	Transition Brown Bag
	HQ/PEO NMCI POCs & interested users
	Brown Bag session
	2/month
	HQ/PEO NMCI Transition Team & DETLANT IA support
	G. Davis
	3/21/02
	3/21/02
	BB-005
	Provide more frequent updates & allow for more in depth discussion of issues to supplement the Monthly POC Update Meetings, provide a forum for users to ask DETLANT for SSAA assistance

	“
	“
	“
	“
	“
	“
	3/22/02
	3/22/02
	BB-006
	“

	“
	“
	“
	“
	“
	“
	4/4/02
	4/4/02
	BB-007
	“

	“
	“
	“
	“
	“
	“
	4/18/02
	4/18/02
	BB-008
	“

	“
	“
	“
	“
	“
	“
	5/2/02
	5/2/02
	BB-009
	“

	“
	“
	“
	“
	“
	“
	5/23/02
	
	
	

	“
	“
	“
	“
	“
	“
	6/6/02
	
	
	

	NMCI Transition is Beginning campaign


	4,500 users
	Email
	Once
	HQ/PEO NMCI Comm Team
	G. Davis
	Jun 2002
	
	
	Introduce ISF & prepare users to work with them & encourage users to attend briefing

	“
	4,500 users
	Poster
	1 week
	“
	“
	
	
	
	“

	“
	4,500 users
	Tri-fold
	“
	“
	“
	
	
	
	“

	“
	4,500 users
	Event posting
	“
	“
	“
	
	
	
	“

	“
	4,500 users
	Briefing
	Once
	HQ/PEO NMCI DCTR
	“
	
	
	
	Introduce ISF & prepare users to work with them

	What does NMCI mean to me and my desktop? campaign
	4,500 users
	Email
	Once
	
	S. Bourbeau
	Sept 2002
	
	E-00X
	Announce Forum and campaign

	“
	4,500 users
	Forum
	2+ as needed
	NMCI Project Office
	G. Davis
	
	
	B-00X
	Prepare users for interaction with ISF and what to expect over next several months, use FAQ video

	“
	4,500 users
	Poster
	Once – 1 wk before
	HQ/PEO NMCI Comm Team
	G. Davis
	
	
	P-00X
	Invite people to attend Forum

	“
	4,500 users
	NAVSEA Intranet events posting
	5 days before
	“
	G. Davis
	
	
	C-00X
	Inform people about the date of the Forum

	“
	4,500 users
	Demonstration
	Week following Forum, lunchtime
	HQ/PEO NMCI Transition Team
	G. Davis
	
	
	D-00X
	Demonstrate standard Red, White, Blue, and portable seats outside of cafeteria

	
	
	
	
	
	
	
	
	
	


Appendix E:  Site Concurrence Memorandum (SCM) 

Appendix F:  Command Transition Status Reporting

Appendix G:  Milestones from Assumption of Responsibility (AOR) to Cutover

Appendix H:  Transition Planning References 
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