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Purpose

The purpose of this document is to identify the processes, resources and tools applicable to the submission, control and processing of Requests for Change (RFC’s) that will be submitted to the Navy ERP (Enterprise Resource Planning) Program.   (This document will be revised and re-release following implementation of the Merant Dimensions change management tool.)  

The RFC review and approval processes are documented in a separate Navy ERP publication titled Configuration Control Board Processes.
1 Scope

This document applies to the Navy ERP Program Convergence Project.  (Similar internal instructions exist for the Pilot ERP Projects.)

2 Implementation Documents

In addition to this Request for Change Procedures document, the primary documents that will define and document the Navy ERP Program Configuration Management (CM) and Requirements Management (RM) system are:

a. Navy ERP Program Requirements Management and Configuration Management Strategy  (An overarching plan that provides the organizational strategy utilized in the development of this Control Board Process document as well as the three Navy ERP Program documents listed below.)

b. Navy ERP Program Configuration Control Board Processes   (A detailed plan that identifies the Control Boards and processes employed to formally approve/disapprove/defer all Requests for Change (RFC’s) and new Requirements identified to the Navy ERP Program.)

c. Navy ERP Program Configuration Management Plan  (The CMP is a comprehensive plan that identifies the processes, resources, and tools applicable to configuration item identification, change management, status accounting, and verification.)

d. Navy ERP Program Requirements Management Plan  (The RMP is a comprehensive plan that identifies the processes, resources, and tools applicable to requirements identification, change management, status accounting, and requirements traceability.)

3 Acronyms

Acronyms used in this document are listed in Appendix A.

4 RFC Submission Policy

An RFC form must be submitted to request any change that will impact the Navy ERP system development or production environments.  This includes any change to software, hardware, data, or documentation that will impact system configuration, functionality, operation, or security. 

Routine changes that are required to maintain the system may be identified in Standard Operating Procedures (SOP’s) that, once approved, do not require further Control Board approval.   These types of changes should initially be submitted via a RFC.  Following approval by the appropriate Control Board, subsequent RFC submissions will normally not be required unless specified by the Control Board or the SOP is changed.  

 In the case of a system defect, no RFC will be required to correct the defect and bring the system back into conformance with accepted specifications.

5 RFC Processing Overview

The requirement for development of an RFC form may originate from an analysis performed by an ERP Project Team Member, or from a request by a Process Owner or external stakeholder.  Additionally, any trouble reports and change requests received by the Help Desk and referred for further analysis may result in a requirement for development of an RFC form.  It is anticipated that most RFC forms will be developed internally by an ERP Team Member.  

All RFC forms must be submitted to the CM Secretariat in a standard spreadsheet format.   The template for RFC submission is available in Sharepoint and may also be obtained from the CM Secretariat.  A sample copy of the RFC form is provided in Appendix B.  Specific instructions for completion and submission of the RFC form are provided below in section 7.2.  

When an RFC is received, the CM Secretariat staff assigns an RFC control number and conducts an initial review to verify the information is complete.  Typically, the RFC will then be routed to the appropriate Navy ERP Team Member for a more detailed review and analysis to further identify the costs and impacts of the change.  The results of this review will be attached to the RFC to create a Change Request Package (CRP) that will be presented to the appropriate Control Board.  The Control Board may approve or reject the RFC, may defer the RFC for further analysis, or may forward the RFC for higher-level review, as described in the Navy ERP “Configuration Control Board Processes” document.

Individuals who submit RFC’s will be advised of the RFC control number and will be informed of all Control Board actions.  The status of an RFC can be requested by contacting the CM Secretariat and will be available for on-line access following implementation of the Dimensions change management tool.

6 RFC Submission Procedures

6.1 Overview

The initial submission of an RFC form may include only minimal analysis information or may include complete CRP documentation.  Submission with minimal analysis information provides an opportunity for the appropriate Control Board to perform a preliminary review and provide authorization for further analysis and RFC development.   This is particularly appropriate when a full analysis of the change requirement will be expensive or controversial.  In these types of cases, an estimate of the full analysis and development costs, or a discussion of the controversies involved, should be provided.

Before an RFC can be forwarded to the appropriate Control Board for final approval, there must be a full analysis of the costs and other impacts that will result from implementation of the change.  The results of this analysis should be documented in a White Paper or some other form of documentation that provides a full discussion of the implementation procedures, costs, impacts and any other relevant information.  The analysis documentation is then attached to the RFC resulting in the Change Request Package (CRP) that will be submitted for control board review.  In most cases, responsibility for RFC analysis and CRP development will be assigned to a Navy ERP Development Team Lead (DTL).  (The DTL may be a Business Team Lead, Technical Team Lead, Rice Team Lead, or other Lead within the Navy ERP organization.)

6.2 RFC Form Instructions

The RFC form is divided into three sections.  The first section, RFC Identification, is required for any RFC submission.  The second section provides RFC analysis information.  This section may be completed prior to RFC submission or during a subsequent review and analysis by an assigned Navy ERP Team Member.  The third section is used to track RFC approval status.  

6.2.1 Section 1 – RFC Identification

Section 1 must be completed for all RFC’s.

a. RFC Title:  The submitter should assign a brief descriptive title:

b. RFC Type:  The Program will use four RFC types, as listed below.  ECP’s, STR’s and DMR’s share common processes for submission and approval, but they also have some unique characteristics.   The RFC types are further described in Appendix C.

· Engineering Change Proposal (ECP)

· Software Trouble Report (STR) 

· Data Modification Request (DMR)

c. Priority:   Identify a recommended priority in accordance with the guidance provided in IEEE/EIA Standard 12207.2, as indicated below.  (NOTE – The priority may be updated as the RFC progresses through the review and analysis process.)

1 – Prevent the accomplishment of a mission-essential capability or jeopardize safety, security, or other requirement designated as “Critical.” 

2 – Adversely affect the accomplishment of a mission-essential capability and no work around solution is known.  Adversely affect technical, cost, or schedule risks to the project or to the life cycle support of the system, and no work-around solution is known.  

3 – Adversely affect the accomplishment of a mission-essential capability but a work-around solution is known.  Adversely affect technical, cost, or schedule risks to the project or to the life cycle support of the system, but a work-around solution is known.  

4 – Result in user/operator inconvenience or annoyance but does not affect a required operational or a mission-essential capability.  Results in inconvenience or annoyance for development or maintenance personnel but does not prevent the accomplishment of the responsibilities of those personnel.  

5 – Any other effect.

d. Date:  Date of submission.

e. Submitting Team or Organization:  If internal, identify the Navy ERP team.  If external, identify the organization. 

f. Originator, Email Address and Telephone:  Name of person submitting the RFC along with appropriate contact information.

g. Change Will Impact:  Indicate the types of items impacted by the change: hardware, software, documentation, data, security, or other type of item.  Indicate all that apply.

h. Items to be Changed:  Identify or describe the specific business process, hardware, document, etc. that must be changed.

i. Description of Need for Change:  Detailed explanation of why change is needed.   Please provide a detailed description of problem to reduce miscommunication and accurately explain the details of the problem.

j. Impact if Not Implemented:  What is the impact to the operational system if this change is not implemented?  This should be stated in terms of essential elements such as: functional capability, cost, schedule, security, etc.

6.2.2 Section 2 – RFC Analysis: 

Section 2 must be completed for either an initial or a final Control Board review.

a. Resources:  Identify the total estimated number of hours required to define, develop and test the change.  If external assistance is required, the time, travel, and any other related costs should be identified.   Any other cost drivers, such as hardware, software, or training, should be identified and estimated costs should be provided.   

b. Document Modification Requirements:  Identify any documents that must be modified due to implementation of the requested change.  The time required to make document modifications should be included in the development hours identified under “Resources”.  The “Action” information must be provided when responsibility is assigned and upon completion.  (No further RFC is required to support the document modification action.  However, the modified document must be reviewed and accepted as part of this parent RFC closure process.)

c. Impact Analysis:  This may be a brief statement indicating any resultant functional, schedule, or other impacts this change will have if approved for implementation.  However, a complete description of the impact usually requires the submission of a White Paper or other analytic or descriptive documentation.  Such documentation should be identified in this section and attached to the RFC to create a complete Change Request Package (CRP). 

d. Return on Investment:  Whenever a return on investment (ROI) can be identified, it should be identified and the detailed analysis should be included in the CRP.

e. Review Agents:  The Development Team Member, Team Lead and System Integrator Lead approval should be identified along with a date of approval.  

6.2.3 Section 3 – RFC Approval

Section 3 will provide a record of progress through the approval process.  Information Assurance review and approval is required prior to submission for Control Board approval.  Control Board actions, dates and associated information will be recorded by CM Secretariat staff personnel.  

6.3 Change Request Package (CRP) Development:

After the preliminary RFC information is received, the CM Secretariat staff will distribute the RFC to the appropriate Development Team Lead (DTL) for an initial review.  The DTL may be a Business Process Team (BPT) Lead, Technical Team Lead, or other Team Lead with responsibility for a development effort.  Following this initial review, the DTL may:

· Task the Development Team (DT) to perform a complete analysis. 

· Contact the originator regarding any additional information requirements or recommended changes. 

· Determine that the RFC is not valid and return it to the CM Secretariat to be recorded and returned to the originator.  

· Determine that the RFC has been improperly assigned and return it to the CM Secretariat to be reassigned.    

Some RFC’s may require significant investment just to conduct an analysis.  In those cases, an initial Control Board review will be required to obtain authorization to expend resources for full analysis.  

The primary product of the DT analysis is a Change Request Package (CRP).  The CRP is created by the DT based on information provided by the RFC originator and the results of their internal analysis.  The DT will notify the originator of any necessary deviations from the original RFC or requirements for additional information.  CRP’s will contain the following information and documentation:

· The RFC – The RFC is a form that includes a description of the change being requested, the justification for the change, identification of the originator, date submitted, and additional information as previously described in this publication.

· Impact Assessment – The impact assessment is typically conducted by the appropriate DTL.  This assessment should identify the specification, functions, tables, documentation, training, and other areas or cost drivers and time lines impacted by the change.  It must also validate the priority assignment by identifying the consequences if not implemented.   

· Cost Assessment – The costs will typically be identified in terms of the labor hours required to accomplish the change, but must also include dollar figures to identify any additional cost drivers, such as procurement requirements.  An estimate of the Return on Investment (ROI) should be provided when possible.  

· Desired implementation – A suggested version or release for implementation.

· Supporting Documentation – White papers, process models, and other documentation that provide details regarding the RFC analysis and recommendations.   

Following CRP development, all RFC’s will be returned to the CM Secretariat and scheduled for review by the appropriate Control Board.  

APPENDIX A   Acronyms and Abbreviations

ABAP

ARIS
Architecture of Integrated Information Systems

BPT
Business Process Team

CCB
Configuration Control Board

COTS
Commercial Off The Shelf

CR
Change Request

CRA
Change Request Analysis

CRP
Change Request Package

CM
Configuration Management

CS
Customer Service

DEV
Development system

DM
Data Manager

DMR
Data Modification Request

DOORS

DT
Development Team

DTL
Development Team Lead

ECP
Engineering Change Proposal

ERP
Enterprise Resource Planning

FAM
Functional Area Manager

FDS
Functional Design Specification

FI
Financial

HR
Human Resources

IA
Information Assurance

ID
Identification

MM
Material Management

OSS
Online Service System

PM
Program Management

RICE
Reports, Interfaces, Convergences, Extensions

RFC
Request for Change

QA
Quality Assurance

TDS
Technical Design Specification

TMS
Transport Management System

ROI
Return on Investment

STR
Software Trouble Report

APPENDIX B   Sample Request For Change Template 

APPENDIX C  Change Request Types

Engineering Change Proposal (ECP) 

An ECP is required to support the identification of any new requirement or modification to system design.  An ECP is also required to add functionality that was intentionally deferred from the current production release.  An ECP is created for any CR that would:

· Increase, decrease, or modify system functionality.

· Result in the addition, deletion or modification of a specification.

· Impact a system interface.

· Impact a user interface or user training.

· Impact system security (other than role assignments and similar routine changes).

An ECP is a manual or on-line document used to request functional changes to established program baselines.  Items categorized as Engineering Change Proposals (ECPs) are defined as enhancements, new functionality or a change that deviates from the capabilities (i.e. functional requirements) specified for the system.  Any new or modified requirements are to be tracked as ECPs.  Additionally, functionality that was intentionally deferred from the current production release is considered an ECP.

Once an ECP is entered into the formalized system they are placed under configuration management.  If the request is determined to be a valid ECP, the next step is to develop an ECP Change Request Package (CRP).  If it is determined that the request is not a desired change, it is rejected by the Business Process Team (BPT) and returned to the originator with an explanation.  The status is updated in the CR database.

Similar to other types of CR’s, an ECP (in the form of a CRP) is initially forwarded to the CCB for review.  The CCB may either disapproved the ECP or defer the ECP for further analysis. However, approval of an ECP is beyond the scope of the CCB.  As a result, all ECP’s must be forwarded for CMB further review and approval.     

Regardless of whether an ECP is rejected, deferred, or approved by the CMB, the ECP will be returned to applicable Pilot Project or Convergence Project for final processing.  Consequently, local processing and release management procedures will apply.  

Software Trouble Report (STR) 

A STR is created when a required function (i.e. one that is specified) does not work as designed.  Promised functionality that was deferred from the production release is not considered a STR.  The STR should provide a description of the problem with sufficient detail to recreate the problem and cite (if available) the requirement violated.  The version of the software, the originator’s name (or other identifying source), whether the problem was re-created, and other pertinent data should be captured as part of the change request process.

Typically, a DTL or other ERP Project Team Member will make an initial assessment of the STR determine whether the STR is valid and whether the initial priority was properly assigned.  If the STR does not identify a valid system defect, the type of request may be changed to ECP or DMR, if appropriate, or the CR may be closed.  In these cases, proper notification must be provided to the originator.

If the STR is valid, the RFC will be further analyzed and a CRP will be developed.  The STR (in the form of a CRP) will then be submitted to the local CCB for review and approval.  In most cases, the CCB will determine whether the CR is approved for development, disapproved, or deferred for further analysis.  

A STR is a manual or on-line document used to report problems with existing functionality discovered by the user, developer and maintenance activities and is created when some prescribed functionality (i.e. one that is specified in the requirement documentation) does not work as designed.  Promised functionality that was deferred from the production release is NOT considered a STR. 

The Business Process Team will determine whether the STR is valid or not.  This can include duplicating it in a test environment.  Once the STR has been validated and the references have been verified, the Business Process Managers will evaluate the assigned priority and if necessary change it.  Once the CM Secretariat has validated the STR priority in preparation for the board review, it cannot be changed, even if its importance relative to other similarly prioritized STRs may change. 

The appropriate subject matter experts on the BPTs will evaluate the STR, modify the business process model if needed and determine the scope of the effort to effect the change.  The estimate is recorded in the CR database.  The Business Process Team packages the estimate data from the CR database and a description of the proposed solution, along with any necessary background information (also known as the Change Request Package) and presents the STR to the CCB.  The CCB members will have the opportunity to ask questions and will make a determination based on the criteria authorized.  If the STR is denied or deferred, it will be returned to the CM Secretariat for archive should the issue need to be revisited. In rare cases, the CR may exceed the CCB scope of authority and must be forwarded for CMB approval.    

Regardless of whether an STR is rejected, deferred, or approved by the CMB, the applicable Pilot Project or the Convergence Project will be responsible for final processing.  Consequently, local processing and release management procedures will apply.  

Data Modification Request (DMR) 

A DMR does not involve a configuration change, only a data content change.  Therefore, a DMR is the appropriate format for any CR that requires the addition, deletion or modification of records in an existing data table, but only to the extent that the resultant changes will not impact the configuration or functionality of the Development, Test or Production environments.   Consequently, a DMR is NOT appropriate for following situations:  

· An ECP must be submitted to support any CR that would modify a specification or definition that identifies how a data element or data table is structured, defined, or used.   

· An ECP must be submitted to support any CR that would, as a result of the data modification, result in a change to the Development, Test or Production Environments.  

· Standard operating procedures, not repetitive DMRs, should be used to support normal operational production data maintenance and routine production data loads.

If the DMR is valid, the CR will be further analyzed and a CRP will be developed.  The DMR (in the form of a CRP) will then be submitted to the local CCB for review and approval.  In most cases, the CCB will determine whether the CR is approved for development, disapproved, or deferred for further analysis.  In rare cases, the DMR may exceed the CCB scope of authority and must be forwarded for CMB approval.    

Regardless of whether a DMR is rejected, deferred, or approved by the CMB, the applicable Pilot Project or the Convergence Project will be responsible for final processing.  Consequently, local processing and release management procedures will apply.  

For Navy ERP, the BPT and Data Migration Team review the requirements and determine if any new or modified load programs will be required.  If program changes are required, the BPT Lead, Deployment Lead and Release Manager review the DMR and a release strategy is developed. The DMR then enters the Release Management Process (described in a separate document). If the solution is a straight data load into production, then the DMR is routed to the Production Owner for authorization and scheduling.
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