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EXECUTIVE SUMMARY

The purpose of this Navy Enterprise Resource Planning (Navy ERP) Configuration Management Plan (CMP) is to identify the policies, processes, procedures, methods, and organizational responsibilities that establish and implement a comprehensive Configuration Management (CM) program for the Navy Enterprise Resource Planning (ERP) Program.  

This plan adheres to the processes and practices identified for the Configuration Management Process Area, as published in the Carnegie Mellon Software Engineering Institute (SEI) Capability Maturity Model Integration (CMMI) for Systems Engineering, Software Engineering, and Integrated Product and Process Development (CMMI-SE/SW/IPPD).  Additionally, this CMP was prepared in accordance with the guidance provided in industry and Government standards: EPA/IS-649, MIL-STD-973 and MIL-STD-498.  Consequently, emphasis is placed on the five major CM elements identified in these standards:  

· Configuration Management Planning and Management.

· Configuration Identification.

· Configuration Change Management.

· Configuration Status Accounting. 

· Configuration Verification & Audit.

Contained in this CMP are general discussions of the above CM elements and detailed discussions of the CMMI goals and practices applicable to the Navy ERP CM program.  This CMP also identifies the purpose, membership, and responsibilities of the Navy ERP organizational elements that will implement and sustain the Configuration Management program.  
The CMP will promote Navy ERP system security, enhance system operations, support life cycle management, and support current and potential interfaces with other systems.  It is anticipated that this CMP will evolve as the Navy ERP Program is fully defined and implemented.  The CMP will be managed by the Navy ERP Configuration Management Secretariat.  

SECTION 1 -- INTRODUCTION

1.1 Background

The Navy Enterprise Resource Planning (Navy ERP) Project was established to facilitate development, implementation and operation of a single, coordinated, Navy-wide ERP system.  Within this program, a Strategies, Architectures and Standards Group (SASG) was established to provide oversight that includes Configuration Management (CM).  This Configuration Management Plan (CMP) was developed under the direction and authority of the SASG.  

1.2 Purpose

This Configuration Management Plan (CMP) identifies the policies, processes, procedures, methods, and organizational responsibilities that establish and implement a comprehensive Configuration Management (CM) program for the Navy Enterprise Resource Planning (ERP) Program.  The primary objectives of the CM program are to ensure that robust configuration identification, control, status accounting, and auditing are conducted for all Navy ERP production system hardware, software, documentation, and security related configuration items (CIs). 

An overall objective of this plan is to ensure that changes made to the Navy ERP production system are identified, developed, and implemented in a defined and controlled environment, and that changes do not adversely affect the functional properties of the system or system security.  

Additional benefits provided by this CMP include:

· Assurance that the Navy ERP CM program will support Carnegie Mellon Software Engineering Institute (SEI) Capability Maturity Model Integration (CMMI) certification requirements.

· Assurance that the Navy ERP CM program will support Trusted Computer Systems Evaluation Criteria (TCSEC) level C2 system certification requirements.

· Ensuring fulfillment of CM requirements throughout the Navy ERP life cycle.

· Ensuring that changes to the Navy ERP system requirements are controlled. 

· Standardizing CMP procedures across the entire Navy ERP Program.

1.3 Scope

This CMP serves as the principal CM planning document for the Navy ERP production system.  This plan addresses CM requirements, practices, and responsibilities throughout the Navy ERP production system life cycle from initial system development through the subsequent phases of system implementation, expansion, deployment, modification, and retirement.  

The requirements identified in this CMP are applicable to all personnel responsible for the analysis, design, development, testing, and maintenance of software embedded in or impacting on the operational capabilities of the Navy ERP Production System, and also applicable to the hardware configurations that support the development, maintenance and operation of this system.  

1.4 Approach

The CM discipline defined in this CMP is applied to those Configuration Items (CIs) that impact the function, performance or security of the production system, and for which the Navy ERP Program has development and/or maintenance responsibilities.  The Navy ERP Program CM organization is responsible for implementing, or assuring the implementation, of the processes and practices described within this plan to ensure that all production system related products are secure, correct, consistent, complete, and comply with all governing policies.  

Configuration Management includes control of content, versions, changes, and distribution of data.  It is focused on the rigorous control of the managerial and technical aspects of the work products, including the work environment and delivered system. Proper Configuration Management allows the configuration to be traced through the hierarchy of requirements at any point in the configuration life cycle.  Formal Configuration Management begins in the early stages of the project, but there is a logical progression with regard to when specific configuration items are brought under version control.  Appendix A provides a listing of the project phases and the CM milestones that typically occur in these various phases.

The Carnegie Mellon Software Engineering Institute (SEI) has developed a Capability Maturity Model Integration (CMMI) for Systems Engineering, Software Engineering, and Integrated Product and Process Development (CMMI-SE/SW/IPPD).  This CMMI model identifies standard goals and practices to be met for certification of various levels of maturity with regard to an organization’s ability to development and support of software.  The CMMI-SE/SW/IPPD model was developed under sponsorship of the Department of Defense (DoD) and it is a DoD goal that the Navy ERP Program achieves, at a minimum, the CMMI Capability Level 3 certification (see Appendix B).  Consequently, the CMMI-SE/SW/IPPD goals and practices for the Configuration Management Process Area were used in the development of this CMP.  Additionally, this plan was prepared in accordance with the guidance contained in: ANSI/EIA-649, MIL-STD-973, and MIL-STD-498. 

1.5 Reference Documents:

	a.
	Navy ERP Pub
	Requirements Management and Configuration Management Strategy   

(An overarching plan that provides the organizational strategy utilized in the development of this Control Board Process document as well as the three Navy ERP Program documents listed below.)

	b.
	Navy ERP Pub
	Requirements Management Plan (RMP)   

(A comprehensive plan identifying the processes, resources, and tools applicable to requirements identification, change management, status accounting, and requirements traceability.)

	c.
	Navy ERP Pub
	Request for Change Procedures (RFC)  

(A procedures document identifying the processes, resources and tools applicable to the submission, control and processing of Requests for Change.)

	d.
	Navy ERP Pub
	Configuration Control Board Processes   

(A detailed plan that identifies the Control Boards and processes employed to facilitate formal reviews of new requirements and RFC’s identified to the Navy ERP Program.)

	e.
	Navy ERP Pub
	Navy ERP Document Naming Standards   

(A document naming standard that facilitates traceability and audits for Navy ERP Program documents.)

	f.
	Navy ERP Pub
	Cost Analysis Requirements Description (CARD) 

For Navy ERP Program

	g.
	ANSI/EIA-STD-649
	Configuration Management

	h.
	CMMI-SE/SW/IPPD Ver1.1
	CMMI for Systems Engineering, Software Engineering, and Integrated Product and Process Development 

	i.
	DoD 5010.19
	DoD Configuration Management Program

	j.
	MIL-STD-973
	Configuration Management

	k.
	MIL-HDBK-61
	Military Handbook CM Guidance

	l.
	NCSC-TG-006
	A Guide To Understanding Configuration Management In Trusted Systems


1.6 Acronyms and Abbreviations

Acronyms and abbreviations are identified in Appendix C.

1.7 Definitions

Definitions applicable to this document are provided in Appendix D.

1.8 System Overview

1.8.1 History

ERP systems incorporate best commercial business practices, utilizing commercial off-the-shelf (COTS) software, to provide integrated data and workflow processes.  The SAP R/3 solution for ERP implementation consists of a number of integrated financial, material management, project management and other modules that support the spectrum of business processes.  

ERP systems have been implemented within the Navy by the following projects:

· CABRILLO – A pilot ERP project implemented by SPAWAR to address Navy Working Capital Fund (NWCF) financial management.

· NEMAIS (Navy Enterprise Maintenance Automated Information System) – A production ERP system implemented by NAVSEA that addresses regional Ship maintenance planning and execution.  

· SIGMA – A pilot ERP project implemented by NAVAIR to address program management and include links between Contracting, Financial and Human Resources.

· SMART – A pilot ERP project implemented by NAVSUP & NAVAIR to address national and local supply management, and to interface with aviation depots.

Although all four of these initiatives were based on the same SAP R/3 solution for ERP, each implementation represented an independent SAP customization.  Consequently, Navy ERP Program was initiated to implement a single ERP system, reduce total costs, and insure consistent ERP implementation.  

1.8.2 Navy ERP Goals

The goal of the Project is to establish a single ERP system that fulfills Maritime, Aviation, and Supply functional requirements, as well as complying with the C4ISR (Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance) architectural framework.  Fully implemented, the Navy ERP system will support:

· All Navy Ships

· All Navy / Marine Corps Aircraft Squadrons

· All Ashore Ship and Aircraft Maintenance Facilities (SIMA, AIMD, Shipyard, NADEP)

· All Ashore Ship and Aircraft Supply Activities 

· 4 SYSCOM Headquarters

· All NAVSEA / NAVAIR / SPAWAR Warfare Centers

· Naval Inventory Control Point
· All Fleet and Industrial Supply Centers
1.8.3 System Description

The Navy ERP system is a COTS based solution that integrates specific SAP R/3 modules along with selected “bolt-on” applications provided by vendors.  The primary user interface is provided through secure Internet access to the “mySAP.com
” workplace.  The SAP R/3 modules implemented in the Navy ERP system are identified in Appendix E and a comprehensive list of software applications is provided in reference (f), the Cost Analysis Requirements Description (CARD) For Navy ERP Program.  

Additionally, various system development software tools, project management tools and configuration management tools will be used for development, management, and operation of the Navy ERP production system.  These tools are listed in Section 7 of this CMP. 

1.9 CMP Updates

This document will be periodically reviewed to ensure that all CM functions are accurately described.  Audit and review reports, changes to available resources, or other project related changes may require this document to be updated.  All changes will be incorporated in either change pages or a document revision.  Changes will be recorded on the Document History located at the front of this document.

SECTION 2 – PLANNING and MANAGEMENT

The Navy ERP system is both large and diverse, and very significant expansion and modification will occur throughout the system’s life cycle.  Consequently, significant planning is required to establish a comprehensive CM program and well-defined processes, practices and procedures are required to facilitate a successful CM program.    Additionally, a comprehensive Requirements Management (RM) program, again with well-defined processes, practices and procedures, is an essential companion to the CM program.  In addition to this CMP, references (a), (b), (c), (d) and (e) are the primary documents used by the Navy ERP Program to plan, define, and implement the CM and RM Programs.

Significant goals of the Navy ERP Program are system certification to level 3 of the CMMI best practices for Software Engineering, as well as conforming to other Military and Industrial standards.  The Navy ERP CM program is designed to address these goals through the establishment of an appropriate CM organization, the publication of comprehensive guidance, and the implementation of proper processes and practices.  The CM program planning, processes, practices, methods and organization are addressed in this CMP.  

2.1 Configuration Management

The Configuration Management process is applied throughout the project’s life cycle to identify, define, record, and baseline the product and work product definitions; to control their modification and release; to record and report the status of modification requests; and to ensure the continuing integrity of the project definition and working environment.  Configuration Management includes configuration management strategy, configuration identification, repositories, change control (including version control), status accounting, and auditing and inspection of the work product and environment.  

An early step in the development of a comprehensive CM program is to organize and establish the planning and management structure.  Inputs to planning and management consist of the authorization to initiate the CM Program, establishment of a dedicated CM section within the organization, identification of the CM Program requirements, identification of the current CM status, identification of applicable CM standards, and identification of existing CM tools.  Project resources and facilities such as a CM Team, automated tools, a shared data environment, and other infrastructure elements support this activity.  

The outputs from this activity consist of identification of specific Navy ERP CM program requirements, development of specific CM Program implementation plans, and publication of CM implementation documents.  Plans are also developed for a Navy ERP CM organization, but the need to perform the CM activities (as described below) is independent of any specific organizational structure and, over time, the structure may change.

2.1.1 CM Methodology:

Implementation of the Navy ERP CM program includes establishment of the appropriate CM methodologies as well as various CM related organizational entities.
  Navy ERP CM program will be established in accordance with the guidance provided in ANSI/EIA-649, MIL-STD-973, and MIL-STD-498.  Additionally, the CM program will be established in accordance with the goals and practices identified in the Software Engineering Institute’s CMMI- SE/SW/IPPD process model for the Configuration Management Process Area.  

2.1.2 Classic CM Methods:

The classic description of Configuration Management (as discussed in ANSI/EIA-649, MIL-STD-973, and MIL-STD-498) identifies five major components:

(a) Configuration Planning & Management provide the foundation of the CM process.

(b) Configuration Identification is critical to establishment of baselines.

(c) Change Management 

(d) Status Accounting 

(e) Configuration Verification & Audits provide oversight of the CM process.  

The relationships that exist between these components are illustrated in Figure 2.1.
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       Figure 2.1:  Relationships Between Major CM Components

The processes and practices that fulfill the requirements of these five CM components are addressed within individual sections of this CMP.  These five CM components are also reflected in goals and practices that are identified in the Carnegie Mellon Software Engineering Institute (SEI) Capability Maturity Model Integration (CMMI) for the Configuration Management Process Area.

2.1.3 CMMI- SE/SW/IPPD Model and Methods:

The Capability Maturity Model Integration for Systems Engineering, Software Engineering, and Integrated Product and Process Development (CMMI-SE/SW/IPPD) identifies goals and practices that can be used for guidance in the implementation, evaluation, and measurement of an organization’s ability to perform many key software support processes, including proper software configuration management.  In total, the CM related goals and practices address the five classic components of CM, described in the above section, as well as best industry practices appropriate for a highly effective CM program.  

Configuration Management is one of the major “Process Areas” addressed within the CMMI-SE/SW/IPPD model.  The model identifies specific goals and specific practices that apply to an individual process area, and the model also identifies generic goals and generic practices that are applicable to all process areas.  All specific and generic goals and practices identified for the Configuration Management process area are addressed within this CMP.  Figure 2.2 provides a list of the specific goals and practices and Figure 2.3 provides a similar list of the generic goals and practices.  

(NOTE -- Figures similar to Figure 2.2 are used at the beginning of various sections of this CMP to identify the relevant CMMI Goals, Practices, Sub-Practices, and Work products that apply to that section.  Within these figures, italics are used to identify the specific CMP locations.)  

As indicated in Figure 2.2, there are three specific goals (SG), and several related specific practices (SP), identified for the Configuration Management Process Area.  These goals and practices are all applicable to Maturity Level 2.      

	CMMI Specific Goals and Practices for the

Configuration Management Process Area

SG 1 Establish Baselines   (Addressed in Section 3)   
SP 1.1
Identify Configuration Items  (Addressed in Section 3.1)
SP 1.2
Establish a Configuration Management System  (Addressed in Section 3.2)
SP 1.3
Create or Release Baselines  (Addressed in Section 3.3)
SG 2 Track and Control Changes   (Addressed in Section 4)   
SP 2.1
Track Change Requests  (Addressed in Section 4.1)
SP 2.2
Control Configuration Items  (Addressed in Section 4.2)
SG 3 Establish Integrity     

SP 3.1
Establish Configuration Management Records  (Addressed in Section 5)
SP 3.2
Perform Configuration Audits   (Addressed in Section 6)


Figure 2.2:  CM Process Area -- Specific Goals and Practices

(Note -- the section numbers shown in italics identify the sections within this CMP that address the corresponding goals or practices.)

Figure 2.3 identifies one generic goal (GG 2) and several related generic practices that are applicable to Maturity Level 2.  Also identified is a generic goal (GG 3) that is applicable to Maturity Level 3.  Since a goal of the Navy ERP Program is certification at Maturity Level 3, both of these generic goals are addressed within this CMP.

	CMMI Generic Goals and Generic Practices

GG 2 – Institutionalize a Managed Process  (Required for Maturity Level 2)

GP 2.1
   Establish an Organizational Policy  (Section 1.1)
GP 2.2
   Plan the Process   (Section 2)
GP 2.3
   Provide Resources  (Section 2)
GP 2.4
   Assign Responsibility  (Sections 2 and 4)
GP 2.5
   Train People   

GP 2.6
   Manage Configurations  (Section 4)
GP 2.7
   Identify and Involve Relevant Stakeholders  (Section 2.2.3)
GP 2.8
   Monitor and Control the Process  (Section 5)
GP 2.9
   Objectively Evaluate Adherence   (Section 6)
GP 2.10    Review Status with Higher Level Management  (Various Sections)
GG 3 – Institutionalize a Defined Process  (Required for Maturity Level 3)

GP 3.1
   Establish a Defined Process  (Will be added to future release of CMP )
GP 3.2      Collect Improvement Information  (Will be added to a future release of CMP)


Figure 2.3:  CM Process Area -- Generic Goals and Practices

2.2 Navy ERP CM Organization 

The Navy ERP CM related organizational entities are identified in Figure 2.4.

2.2.1 Oversight

A key group within the Navy ERP organization is the SASG (Strategies, Architectures and Standards Group).  Along with other responsibilities, the SASG is responsible for establishing the CM instructions and standards, and for implementation of the Navy ERP CM program.  The SASG is also responsible for coordination of the CMB (Configuration Management Board), and the CCB (Configuration Control Board).  Within the SASG, the Navy ERP Program CM Secretariat is responsible for these CM related duties.  
2.2.2 Control Boards

Two control boards have been established to control system configuration and provide a forum for the exchange of information to advance effective management, control and system utilization.  These boards are the Configuration Control Board (CCB) and the Configuration Management Board (CMB).  The purposes, functions, membership, and responsibilities of these boards are briefly described in Section 4 of this CMP (Track and Control Changes), and they are fully described in the Configuration Control Board Processes, reference (d).  

2.2.3 CM Team

The CM Secretariat has overall responsibility for directing the Navy ERP CM program.  These responsibilities include ensuring the establishment and implementation of CM procedures by the Navy ERP Program as well as oversight of all CM activities.  The CM Secretariat, with the support of Project Management, is also responsible for establishment of a CM Team (CMT).  The CMT provides direct and indirect support for implementation and execution of various CM activities.  The CMT is composed of the CM Secretariat, CM Staff, and CM Coordinators.  
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The CM Staff provides direct and full-time support to the CM Secretariat.  The CM Staff is responsible for tracking all configuration items, tracking baseline identification and change status, tracking audit status, tracking pending or completed Control Board actions, and providing other support services.  Together, the CM Secretariat and CM Staff form the Central CM Team. This relationship is illustrated in figure 2.4:

Figure 2.4:  Configuration Management Team

CM Coordinators provide limited part time CM support to the Central CM Team and they come from the various Navy ERP organizational areas that have management responsible for designated configuration items.  These organizational areas include various functional and technical development teams, information assurance, testing, basis, IT operations, and other organizational components that have control over the Navy ERP system configuration items (CIs).  The CM Coordinators will be designated by the Department Heads to act as liaisons between central CM and their department.  The CM Coordinator will be responsible for providing CM guidance within their department as well as ensuring that CM policies and procedures are followed within the department.  Composition of the CM Coordinator group will evolve as changes occur in the assignment of CM responsibilities and in the Navy ERP organizational structure.

Additional ad-hoc members of the CMT may come from the solution architect group, the user support group, other areas of the Navy ERP organization, and from the user community or external agencies.  The CMT may include ad hoc members as needed.

An early task of the CM Secretariat is the establishment and training of the CMT.  Training will include a review of this CM plan and other CM related documentation to develop an understanding of the fundamentals of CM.
SECTION 3  –  ESTABLISHING  BASELINES

The identification and establishment of baselines is one of the primary goals of all CM programs, and it is also one of the five major CM components, as identified in Figure 2.1.  Baseline establishment is done iteratively as documentation describing the configuration items becomes more mature and detailed.

3.1 Identifying Configuration Items  (SP 1.1)
Configuration Item (CI) identification focuses on identifying those work products and configuration objects that are critical to the design or operation of the system, and are subject to change during the system life cycle.  It includes various activities such as identification of CIs, naming of CIs and describing the physical and functional characteristics of CIs.  Considerations include the categories of CIs, the methods used to store CI information, and the times at which specific CIs will be placed under CM.  Configuration Items physically placed under CM control in an appropriate CM library allow for proper security, storage, retrieval, and reproduction of the Configuration Item.
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Proper CI identification provides the foundation for all of the other CM activities. Facilitated by a documented CM process and by open communications, CI identification requires interaction with various areas of the organization.  The CI identification activities result in approved configuration documentation, establishment of baselines for configuration control, creation of records in a status accounting database, and documentation to support configuration verification and audit.  These functions are illustrated in Figure 3.1.

Figure 3.1: Configuration Identification

3.1.1 Selecting Configuration Items

There are several categories of Navy ERP work products that must be placed under formal configuration management due to the criticality of the functions they support.  All work products that define, implement or sustain the production system’s operation, performance or security must be selected for formal configuration management and identified as configuration items.  

The following are examples of categories of work products that require configuration management: 

· Work products that define system functional requirements, such as a Functional Design Specification (FDS)

· Work products that define system design requirements, such as a Technical Design Specification (TDS)

· Work products that define, control, test or implement system configuration

· Work products that define, control, test or implement system operation

· Work products that define, control, test or implement system security

· Work products used to provide user guidance or user training

Configuration management of work products may be performed at several levels of granularity. A "configuration item" is an entity designated for configuration management, which may consist of a single work product or multiple related work products.  Configuration items can be decomposed into configuration components and configuration units, but "configuration item" is the only term used in this plan.  Therefore, "configuration item" may be interpreted as "configuration component," "configuration unit," or any item identified for formal configuration management control.  

Configuration items should be selected at a level that benefits all stakeholders, but that does not place an unreasonable administrative burden on the developers.  The following work products are examples of Configuration Items that will be created and/or managed by the Navy ERP Program:

· Functional Requirements Documentation

· Project Plans  (ORD, CARD, CONOPS, etc.)

· Hardware

· Project Standards, Instructions and Procedures

· Process Descriptions

· Functional Design Specification (FDS)

· Technical Design Specification (TDS)

· MOAs/MOUs

· Business Process Master List (BPML)

· Implementation Guide (IMG)

· Architecture Documents, such as: hardware specifications, software specifications, hardware logical configuration drawings, application installation layout drawings, and network connectivity specifications

· Product specifications

· Source Code

· Compilers

· Support Tools  (version control and identification for development tools)

· Database Specifications

· Test Plans, Test Design Specifications, Test Data, Test Scripts, and Test Results

· Software/System Build for Production  (Release ready for build.)

· User Documentation

· Training Documentation and Web Pages

· System Baselines  (usually established at SEP milestones and system releases.)

· System Operational Procedures / Guides

· OSS Notes

· CMMI objects (process diagrams and similar controlled products)

The preceding examples do not identify the total range of work products, or categories of work products, that must be placed under formal management as Configuration Items.  Questions and requests for further guidance regarding CI selection should be directed to the Configuration Management Team.

3.1.2 Assigning Unique Identifiers to Configuration Items

Unique identifiers will be assigned to each configuration item to facilitate item identification and version control.  In most cases, the unique identification will be a combination of the item’s name and a version control number.  When a software tool is used to store and manage an item, the tool typically assigns a version number automatically.  In other cases a date or other identifier may be appropriate for version identification and control.  (An example is the CCB meeting minutes.)  

Item names will be assigned in accordance with the naming and identification conventions published in reference (e): “Navy ERP Document Naming Standards ”   

Additionally, SAP R/3  system configuration settings will be documented as notes to the IMG configuration task. The following information is recorded every time a change is made to configuration settings
: 

· Name of the person responsible for making the change (who)

· Date of change (when), 

· Details of the change that was made (what)

· Reason for the change (i.e. a detailed description) so that the change can be referenced at a later date.  Reference to any issues (e.g., issue number, cross-reference to a supporting position paper, etc.).

3.1.3 Specifying the Characteristics of Configuration Items

In addition to the unique identifiers assigned to each configuration item for identification and version control, information that describes general and special characteristics of CIs will be established to further identify and define the item.  The term “metadata” is often used to describe this type of information.  Examples of metadata include the author or “owner” of the item, the document or file type, the programming language for source code, information about applicability of the item, and similar descriptive data.  The types of metadata to be stored for each item will be dependent upon the generic type of item involved and may be dependent upon specific information applicable to the item.  In some cases, Navy ERP instructions will provide direction or guidance for certain information.  In other cases, guidance may be provided at the team level for categories of items that are managed and controlled by the team.  In all cases, the metadata should be published to allow easy access to the information.  The software tool used to manage the configuration item, Merant Dimensions, will support publication of metadata.  

3.2 Establishing Configuration Management and Change Management Systems (SP 1.2)
Both the Configuration Management Process and the Change Management Process are implemented through a combination of organizational policies and procedures, organizational resources, and automated information systems (AIS).      

A change management system includes the storage media, procedures, and tools that are used to record and access change requests.  This system is discussed below in section 3.2.1.  (The change management policies, procedures, and organizational resources were discussed above in section 2.2.2.)

A configuration management system includes the storage media, the procedures, and the tools that provide management and user access to configuration items and related information.  This system is discussed below in section 3.2.2.  (The configuration management policies, procedures, and organizational resources are discussed in section 3.1 and various other sections of this CMP.)

3.2.1 Change Management System

The change management processes and procedures are documented in Navy ERP publication: Configuration Control Board Processes, reference (d).  

3.2.2 Configuration Management System

Establishment of the Navy ERP Program Configuration Management System involves establishing and maintaining a repository of timely information comprised of work Production Baselines.  The Dimensions software tool will be used to provide the repository for non-SAP configuration items.  Tools provided with the SAP system will perform the repository functions for SAP configuration items.  

The repositories will provide for storage and retrieval of configuration items/records, sharing and transfer of configuration items/records between affected groups and individuals, and the production and dissemination of CM reports.  The release of configuration items/records from the repositories will be controlled.  Product builds and releases will be created only from the configuration items/records in the approved baseline library.

Procedures for operating the repositories will define the locations, tools and environments used to store baseline information, storage media, check-in and check-out procedures, and authorities.  Procedures must also define how the data are archived and retrieved.  

Operation of the repository will include periodic auditing against current status accounting information to ensure that the repositories contain all current baseline information.  Internal audits will be scheduled, planned and executed under the leadership of the Navy ERP Configuration Manager, but with the assistance of other areas of the organization. 

3.3 Creating or Releasing Baselines  (SP 1.3)
A baseline is a set of specifications or work products that has been formally reviewed and agreed upon, that thereafter serves as the basis for further development, and that can be changed only through change control procedures.  The act of creating a baseline involves the assignment of an identifier that is used to control the configuration of an item and its associated entities.  

Release of a baseline constitutes retrieval of source code files (configuration items) from the configuration management system and generating the executable files. A baseline that is delivered to a customer is typically called a “release” whereas a baseline for an internal use may be called a “build.”

Baselines provide reference points that define the configuration for each critical component (i.e. each CI) of the system configuration.  Baselines are established for individual components, such as an interface or source code file, and for groups of components, such as the set of components that define a specific system release.  Functional requirements, design specifications, source code files and the associated executable code, build files, and user documentation (associated entities) that have been assigned a unique identifier can be considered to be a baseline, either individually or collectively as a set, that defines a formal release or version of the system.

Baselines also document the orderly development of the system from specifications to design documentation, then to the actual production system software and hardware components.  In the case of a system level baseline, many configuration items are identified as components of a specific baseline, and the baseline is identified as a unique release or version of the system at a specific control point within the system life cycle.  The levels, types, and timing of baselines are discussed in the following sections.

3.3.1 Establishing Configuration Item Baselines

The “baseline” of a Configuration Item (CI) defines the unique characteristics of the item throughout its life cycle.  A baseline is a set of specifications or work products that has been formally reviewed and agreed upon, that thereafter serves as the basis for further development, and that can be changed only through change control procedures. A baseline represents the assignment of an identifier to a configuration item and its associated entities.  

A baseline for a CI is normally a document, or a set of documents, that fully define the characteristics of the CI and is fixed at a specific point in time during the CI life cycle.  In some cases, such as source code files, the baseline may include an archived instance of the CI.  Specifications, drawings, naming conventions, version identification, physical markings, and other methods are used to establish and define the unique characteristics of a baselined item.  These documents and archives are formally designated using defined naming conventions.  In the case of documents and software, version identification is typically implemented to facilitate identification of a specific baseline 

Baselining is the act of placing a work product, or a set of work products, under configuration management such that all changes are made through a defined and managed change control process.  This involves assembling the necessary documentation that describes the CI and subsequently submitting it to the Navy ERP Configuration Manager in accordance with the procedures established in Section 4 of this CMP.  Upon receipt, the Configuration Manager will assign the CI to a specific system level baseline.  Subsequent modification of the baseline for a CI will require submission of a formal change request.

CI baselines are established at different times during system definition, development, deployment and support, as indicated in Appendix A.  Although establishment of baselines is encouraged in the early stages of the life cycle, there is a logical progression.  Optimization includes defining the correct items to manage and establishing the correct timing for baselines.  Baselining too soon (before maturity) increases the administrative costs of changes, and baselining too late increases the risk of undesired changes.  Determining the proper time for baseline establishment is often somewhat subjective, but the following are a few examples of times when baselines should be established:

· Development requires participation of multiple personnel or areas of the organization.

· Initial development is complete and the item is ready for testing.

· Change control is required due to security concerns or item criticality.

· An item has an interface requirement.

3.3.2 Establishing System Baselines

System level baselines are composed of sets of baseline CI objects and are identified at various control points within the system life cycle.  Additionally, multiple baselines are used to define an evolving product during its development cycle.  The Navy ERP Program will use a method of identifying system level baselines that is based on the differences between system-level requirements identification, functional specifications, component level functional specifications, and the as-built product design specifications.  These baselines are identified as the requirements, functional, allocated, and production baselines.  Examples of the components that belong to each of these baselines are shown in Figure 3.2 and discussed in the following paragraphs.  
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Figure 3.2:  Sample Components of Project Baselines

3.3.2.1   Requirements Baseline

A Requirements Baseline will be used to identify the system functional, technical and security requirements.  These requirements are documented in the Navy ERP Operational Requirements Document (ORD) and the documents identified therein.  The Requirements Baseline is developed when the ORD is finalized and can be verified during the System Requirements Review (SRR).  The Requirements Baseline documentation includes the system specification and external interface requirements specifications.  The complete Navy ERP Requirements Baseline will be established and maintained in the DOORS requirements management tool, and will be placed under formal configuration management.

The System Requirements Review  (SRR) is a multi-functional technical review to ensure that the system under review can proceed into the System Development and Demonstration (SDD) phase, and that all system and performance requirements derived from the Initial Capabilities Document (ICD) or draft Critical Development Document (CDD) are defined and consistent with cost (program budget), schedule (program schedule), risk, and other system constraints.  Generally this review assesses the system requirements as captured in the system specification, and ensures that the system requirements are consistent with the preferred system solution.  The SRR is important in understanding the system performance, cost, and scheduling impacts that the defined requirements will have on development and implementation of the system
.  

3.3.2.2   Functional Baseline

A functional baseline is developed following the SRR, and it is established upon completion of the System Functional Review (SFR).  The Navy ERP system Functional Baseline documentation consists of those items that describe the system’s functional, performance, interoperability and interface requirements, and the verifications required to demonstrate the achievement of those specified requirements.  The Functional Baseline documentation includes subsystem specifications, and various project plans.   The Functional Baseline CI’s will be stored in the Dimensions repository with full version control and placed under formal configuration management.

3.3.2.3   Allocated Baseline

The allocated baseline is developed at the end of the design phase and approved at a successful Preliminary Design Review (PDR).  The Allocated Baseline is composed of the defined SAP configuration settings, Functional Design Specifications (FDS’s), hardware requirements specifications, security related documents, test plans, and other technical specifications that define the system and sub-system components or interfaces.  The Allocated Baseline CI’s will be stored in the applicable SAP repository, the Dimensions repository, or in TestDirector dependent upon the type of CI, and will be placed under formal configuration management.

3.3.2.4   Production Baseline

An Initial Production Baseline (IPB) is established following successful completion of the System Verification Review (SVR) and Production Readiness Review (PRR).  A Final Production Baseline is established following a Physical Configuration Audit (PCA) conducted at the end of the Low Rate Initial Production Phase.  A Production Baseline includes the approved production system configuration documentation as well as the actual equipment and software that implement the system.  In an SAP environment, the Production Baseline includes the configured SAP system, Technical Design Specifications (TDS’s), configured bolt-on applications, the hardware configuration, training documentation, interface configurations, and other configuration items that are critical to the operation or security of the production system.  (The TDS’s may also be referred to as the Reports, Interfaces, Conversions and Extensions, or RICE objects.)   Further releases of the Production Baseline are controlled under formal configuration management and formal release controls.

3.3.3 Documenting the Set of CIs Contained in a Baseline

A set of functional requirements, design specifications, source code files and the associated executable code, build files, and user documentation (associated entities) that have been assigned a unique identifier can be considered to be a baseline that defines a formal release or version of the production system.  All changes to the production system will occur under formal configuration control procedures that include Control Board authorization, information security authorization, and a disciplined release management process.  A release manager will be assigned the responsibility of insuring that each version of the system is fully documented to provide identification of the set of configuration items from which the production system is derived.  These processes, procedures and responsibilities will be identified in a Navy ERP release management instruction.

3.3.4 Publishing Baselines

Baseline reports will be provided as a standard output of the CM tools.   These reports will be created as standard products of the Dimensions tool, for non-SAP configuration items, and as standard SAP reports for SAP configuration items.

SECTION 4 – CONFIGURATION & CHANGE CONTROL

Change Management is the third major CM element, as identified in Figure 2.1.   Additionally, tracking and controlling changes are also identified as Specific Goal 2 (SG 2) in the CMMI-SE/SW/IPPD model.

The initial input to the change management process is derived from the baseline information identified during the Baseline Establishment process discussed in Section 3.  Subsequent requirements for system changes will result from: system specification changes, resolution of defects, requests for enhancements, document changes, security changes, and similar events.  

As a process, change management is the systematic proposal, justification, evaluation, coordination, approval or disapproval, and implementation of all approved changes in the configuration of an item after formal establishment of its configuration documentation. This process flow includes the following major components:

· Identify The Problem or Requirement

· Propose Changes

· Evaluate Proposed Changes Against Established Baselines

· Identify and Assess Risks and Security Considerations

· Coordinate Proposed Changes

· Approve/Disapprove Proposed Changes

· Implement Approved Changes

· Update Configuration Baselines

The identification, evaluation, coordination, approval, implementation and documentation of changes are discussed in this section.

4.1 Change Request Identification and Tracking  (SP 2.1)
4.1.1 Identifying Software Change Requests

The Request for Change Procedures instruction, reference (c), the Configuration Control Board Processes instruction, reference (d), and an automated RFC submission tool provide mechanisms for identifying, evaluating, and acting upon requests for changes to the Navy ERP production system baseline configuration in a controlled, orderly, inclusive, and expeditious manner. 

A proposed change is frequently first identified by a Software Trouble Report (STR).  STRs are typically handled through the Help Desk procedures, but problems that cannot be resolved by the help desk are referred for further action and may result in a requirement for a system change.  Other change requests may come in the form of an Engineering Change Proposal (ECP) for a configuration change or functional enhancement, a Data Modification Request (DMR) for data additions, deletions or corrections.  Regardless of the type of change being requested, all change requests will be documented as a Request for Change (RFC). 

RFCs may be submitted to address a wide range of conditions.  Typically, they are intended to:

· Resolve problems that cause deviations from system specifications, adversely affect interfaces with external systems, or result in system malfunctions or in-operability. 

· Achieve significant and needed gains in system performance or functionality.

· Resolve problems stemming from the unavailability of parts or components.

· Effect substantial life cycle cost savings.

· Prevent stoppage/slippage in schedules.

4.1.2 RFC Priorities

Change processing priorities, response times, and finalization deadlines are based on the nature of the change or problem and the urgency of the need for implementation or resolution.  RFCs that are deemed to be of high priority are expedited through the change and review processes.  Parameters for assignment of priority are provided in the Navy ERP publication: Request for Change Procedures, reference (c).

4.1.3 RFC Submission and Processing

The RFC submission instructions and processes are documented in the Navy ERP publication: Request for Change Procedures, reference (c).  

The RFC approval processes are documented in the Navy ERP publication: Configuration Control Board Processes, reference (d).   

4.1.4 Security

Prior to implementing any proposed change, a Risk Analysis will be performed by the change developer to determine the impact of the proposed change on system security.  The Information Systems Security Manager (ISSM), or a designated representative, will then evaluate and validate the developer’s findings, recommendations, suggestions, and Risk Analysis results.  Changes to the version of the operation system may require a re-certification of the system.  
4.2 Controlling Configuration and Requirements Changes   (SP 2.2)
The CMMI-SE/SW/IPPD goals and practices specifically address control of configuration items, but the Navy ERP Program change control process also includes changes to requirements.  Since most system requirements are established at a high level within the Navy, all proposed changes that have a potential for impacting system requirements must be authorized by the Configuration Management Board (CMB) or a higher level of authority, as discussed below in section 4.2.2.

4.2.1 Implementation Of Configuration Control

When Configuration Control is implemented over a system like the Navy ERP, the project managers and team members must adhere to the systematic justification, evaluation, coordination, approval or disapproval of proposed changes, and the implementation of all approved changes.

The failure of an item to conform to specified requirements is one of the events that result in a change request and initiates the Configuration Control process.  Request for Changes (RFCs), system enhancements, and directed changes are very common events that initiate the Configuration Control process.  

Through the Configuration Control process, the full impact of proposed changes and deviations are identified and accounted for in their implementation.  The Configuration Control process evolves from the less formal process in the early phases of a project (as the system was being developed) to a very disciplined and formal process during the operational phase.  

Throughout the life cycle of the system, Configuration Control must be employed in support of systems performance to make sure that the correct version and compatibility of components is maintained. In addition, the process makes affected parties aware that a change is being developed and enables them to provide pertinent input.

The CM Secretariat is responsible for implementing a change management process that ensures regulation of the flow of proposed changes, documentation of the complete impact of the proposed changes, and release of only approved configuration changes into CIs and their related configuration documentation.  Configuration Control begins with the establishment of the functional baseline and continues as further configuration baselines are established for the CIs. Configuration Control continues throughout the life cycle of the CI.  The Configuration Control of baselined documentation and physical products is an integrated change management process including both performing activity and tasking activity responsibilities for change preparation, justification, evaluation, coordination, disposition, and implementation.  
4.2.2 Roles of the CCB and CMB 
The Navy ERP Configuration Control Board (CCB) and the Configuration Management Board (CMB) have been established to control changes to system requirements and system configuration.  Together, these Boards provide a forum for the exchange of information to advance effective management, control and system utilization.   

Full descriptions of the purposes, functions, membership and responsibilities of the Control Boards are provided in the Navy ERP publication: Configuration Control Board Processes, reference (d).  

SECTION 5 -- CONFIGURATION STATUS ACCOUNTING

Configuration Status Accounting (CSA) is the fourth CM element (see Figure 2.1).  It is also identified in the CMMI model as Specific Practice 3.1: Establish Configuration Management Records, which is one of the practices identified under Specific Goal 3: Establish Integrity.

CSA provides the essential and precise recording and reporting of Configuration Management data for Configuration Items, including the recording and reporting of configuration change activity and actions. CSA provides visibility and tractability of the configuration identification of a Configuration Item throughout its life cycle. 

Configuration Status Accounting is the mechanism whereby the status of CIs and proposed changes to the baseline configuration are monitored and tracked.  An integral part of the overall Navy ERP strategy is the maintenance and reliance upon Configuration Management databases.  All of the other CM activities provide information to the status accounting database as a by‑product of transactions that take place as the functions are performed.  CSA provides visibility into status and configuration information concerning the product and its documentation.

The CSA information will be maintained in CM databases that will include as-designed, as‑built, as‑delivered, or as‑modified configuration of all Configuration Items.  Other information, such as the current status of any change, the history of any change, and the schedules for and status of configuration audits can also be accessed in CM and change request tracking databases.  Metrics (performance measurements) on CM activities may be generated from the information in the CSA databases to support monitoring the process and developing continuous improvements. 

As a process, CSA maintains the information needed to manage the functional and physical characteristics of the items and includes the following:

· A listing of the approved documents that identify and define the item’s functional and physical characteristics.

· The status of proposed changes, deviations, and waivers to those characteristics.

· The implementation status of approved changes.

· The functional and physical characteristics of all items in inventory.

The classical structure of CSA is one in which, to the maximum extent possible, the specifications and all the information about the CIs and their changes are incorporated into one logical database.  The data itself may be physically distributed to various locations, but would be available through online inquiries.  This is the preferred approach to CSA and a goal of the Navy ERP Program.

CSA for the Navy ERP system will be achieved primarily through electronic messages and will commence with the establishment of the system baseline and the receipt of RFCs.  As the system evolves and CIs are identified, CSA will capture CI characteristics and other related CM data necessary for the management and control of the Allocated and Production Baselines.  

The Configuration Manager for the Navy ERP will use the standard method for Status Accounting.  This approach contains four sub-processes, which are shown in Figure 5.1.
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Figure 5.1:  Configuration Status Accounting Process

The remainder of this section describes the CSA objectives of the Navy ERP data recording and reporting requirements, and the automated system to be used for CSA.

5.1 Configuration Status Accounting Objectives

The primary objectives of CSA in support of the Navy ERP will be to:

· Maintain current listings of all project and technical baseline documentation.

· Identify all CIs in the various phases of the Navy ERP acquisition life cycle.

· Maintain correlation among the configuration documentation of the various CIs and support elements to permit tracability of design.

· Maintain and disseminate the current configuration identification status of each CI.

· Provide visibility of the Navy ERP evolution by electronically documenting and monitoring functional, allocated, and Production Baseline establishment.

· Maintain current and accurate records of installed and in-process changes, deviations, and waivers to configurations.

· Monitor, record, and report the effects of RFCs, deviations, and waivers on hardware, software, and documentation with regard to cost, schedule, and technical impacts.

· Provide visibility of CCB activity, proceedings, and Chairperson-assigned actions and directives.

· Create a relational database that provides shared CSA data to users through a common-user network.

· Provide metrics data on the change review process.

· Provide feedback to the users.

5.2 Configuration Status Accounting Documentation Requirements

Configuration Status Accounting implementation involves the definition, gathering, and reporting of management information needed in a format, content, and specified time frame to support the Navy ERP policy and procedures.  Data acquisition occurs in the following categories:

· CI nomenclature.

· CI development status information.

· Baseline CI documentation.

· Baseline approval decisions.

· Documentation of problems discovered in a baseline.

· Problem resolution status.

· Change request status.

· Change implementation status.

· Release status.

· CI  Documentation information and status.

· CCB meeting minutes.

5.3 The Configuration Status Accounting Reports

Accounting Reports should be initiated as early as possible so that all required actions are identified and addressed in a timely manner.  The initial information on the ac​counting reports will reflect the complete current identification of the functional baseline.  As personnel begin using Accounting Reports, they will feed back useful information that can be used to improve the reports and avoid future problems.

The Central CMT will be responsible for development, production, and distribution of all CSA reports.  Flexibility should be built into the system by using electronic forms since the report requirements will change as user needs evolve.

5.4 Summary

Establishing a Configuration Status Accounting capability includes identify​ing the overall reporting requirements, initializing and updating the data​base, and producing the reports. The most difficult thing to do is to determine what reports are to be provided to avoid producing useless pa​pers. Flexibility should be built into the system by using electronic forms, as the reports themselves will change as the users' needs evolve.

SECTION 6 -- CONFIGURATION AUDIT

Configuration Auditing is the fifth and final CM element (see Figure 2.1).  It is also identified in the CMMI model as Specific Practice 3.2: Perform Configuration Audits, one of the practices identified under Specific Goal 3: Establish Integrity.

The purpose of a configuration audit is to verify and document that a CI and its defined Configuration Identification, as specified in baseline documentation, are accurate, complete, and have met total project needs.  An audit is an evaluation to ascertain compliance to specifications, standards, agreements, or other criteria.  In Configuration Management there are two types of audits:

· Functional Configuration Audits

· Physical Configuration Audits

Periodically, physical and functional configuration audits will be conducted to confirm the implemented Navy ERP configuration is consistent with configuration requirements and baseline documentation.  The timing of periodic audits will typically be coordinated with releases of new versions of the system.

The CM Secretariat will conduct or oversee configuration audits to ensure that the baseline and CIs comply with established specifications, drawings, and other relevant material, thereby guaranteeing confidence in the configuration integrity of the system.  Such audits will ensure that the CIs reflect the functional and physical characteristics defined in the corresponding documentation, thus validating the accuracy and comprehensiveness of the documents.

A Configuration Audit is the means of verifying that all elements and prospective elements of the Navy ERP baseline configuration are fully compliant with the appropriate and relevant functional and technical specifications and requirements prior to being accepted into the production baseline.  Inputs to Configuration Audits include: functional requirements, schedule information, configuration baseline documentation, test results, and installation instructions. Outputs of configuration audits are:

· The product's performance requirements have been achieved by the product design and,

· The product design has been accurately documented in the configuration documentation. 

This process is also applied to verify the incorporation of approved engineering changes. Configuration verification should be an embedded function of the system developer's process for creating and modeling the product.  Process validation in lieu of physical inspection may be appropriate.

The CM Secretariat will use the audit procedure to review the internal change control process, ensuring that each step of the process is functioning as originally designed.  This following section provides an overview of the responsibilities and practices for conducting audits of the Navy ERP system and system components.

6.1 Functional Configuration Audit

The Functional Configuration Audit (FCA) compares test results with documented performance specifications.  The Navy ERP Quality Assurance Group can assist in the evaluation of test results to ensure compliance with functional specifications.  Functional Configuration Audits can be performed as a set of incremental audits rather than a single audit of the complete system if the CM Secretariat determines it is appropriate.  Figure 6.1 shows the progressive audit steps.
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Figure 6.1:  Functional Configuration Audit

6.2 Physical Configuration Audit

The Physical Configuration Audit (PCA) compares the as-built version of a Configuration Item with its technical documentation.  The documentation must accurately describe the Configuration Item being tested.  Figure 6.2 depicts the steps of a Physical Configuration Audit.
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Figure 6.2:  Physical Configuration Audit

6.3 Typical Audit Actions

The actions associated with audits are usually divided into three parts: pre-​audit, audit, and post‑audit. Each of these is covered separately in the material that follows.

In these audit actions, the role assigned to the CM Team can vary, and may include management of the audit, co-​chairing one or more of the audits themselves, and acting as recording sec​retary or clerk.  The view taken here is that the CM Team is responsible for all the actions associated with the audit, in​cluding both pre‑audit and post‑audit actions. The reasons for this are: 

(1) Complete documented authority and re​sponsibility for such audits are not established,

(2) Personnel who are otherwise engaged in areas for which they have responsibility, will not usually divert efforts from their primary tasks to perform other jobs; and,

(3) Successful completion of these audits is of direct interest to the CM Team.

None of this should be taken to imply a lack of coordination. What it does imply is that the CM Team will take the lead in initiating and successfully completing these audits.

6.4 Configuration Audit Roles And Responsibilities

This section provides an overview of the roles and responsibilities that the various organization areas have in the planning, preparation, and conduct of the audits.  
6.4.1 Navy ERP Management Roles And Responsibilities

The Navy ERP Program Manager has the authority and responsibility for the following:

· Authorizing the schedule and execution of configuration audits.  

· Allocation of sufficient resources and time for the audit activities.

· Approval of Audit Reports

This authority and responsibility may be delegated.  Additionally, other Navy ERP management responsibilities may depend upon the organizational area to be audited and will be identified after the audit requirement is defined.

6.4.2 CM Secretariat Roles And Responsibilities

The Navy ERP CM Secretariat will supervise the activities of the Configuration Audit Team.  The CM Secretariat will also have the following roles and responsibilities: 

· Ensuring that the audits are planned, scheduled, and that the results are reported to the CMB.

· Coordinating participation on the Audit Team.

· Upon completion of the audit, tracking the identified deficiencies through to correction and resolution, and then submitting the Production Baseline to the CMB for approval and formal establishment.

· Publish Audit Reports and recommendations.

· Establish a repository for historical configuration information to be used as the approved standard for future audits.

6.4.3. Configuration Audit Team Roles and Responsibilities

The Configuration Audit Team will conduct the audit under the direction of the CM Secretariat and will have the following roles and responsibilities:

· Attending the audit and participating as an audit team member.

· Review and compare all baseline configuration records to ensure that the CI accurately reflects released engineering data.


· Review and inspect contractor drawings and assembly lists to determine accuracy in relation to the equipment under audit. 

· Examine each CI to ensure that the current nomenclature, part numbers, and serial numbers agree with the contractor drawings, assembly lists, and contractual identification requirements.

· Review the design documentation and relevant schematics for hardware related items to ascertain that all approved changes have been incorporated in the Configuration Item.

· Review the functional requirements and test results for software items to ascertain that all approved changes have been incorporated in the Configuration Item.

· Check the identification numbers for the material shown on delivery documents against the numbers on the physical equipment and document any discrepancies.

· Check and document the overall condition of the technical and supporting documentation.

· Review and ensure interface requirements are properly documented and satisfied.

6.5 Audit Actions

This section describes the essential elements required for the Navy ERP CMT to conduct an internal configuration audit.  This section, or portions of this section, may also be used to support Navy ERP configuration audits that are conducted by external activities or by other internal Navy ERP groups. 

Although the sequence of events and methods to be used for conducting an audit can vary, the goal of the audit must not be forgotten.  The goal must always be to establish the configuration with sufficient precision so that deviations to the standard can be detected.

6.5.1 Configuration Item Inventory Lists

Current baseline configuration item inventory lists will be created.  These lists will be extracted from the Navy ERP version control tools and will be used to facilitate the audit.  If a CI list must be created, this work can begin concurrent with other CM work and need not wait for other supporting documentation to be developed.

6.5.2 CMB Coordination

After the Configuration Items have been identified, it is essential that controls be imposed on the Navy ERP system configuration in order to maintain this standard baseline. The audit team manager must identify a single accounting system that will be used to provide the identification, status accounting, tracking, and repository functions for any changes that are implemented during the audit. When an RFC is introduced, a record shall be logged, tracked, and maintained under the direction of the audit team manager.  

6.5.3 Audit Schedule

Configuration Audits will be typically be conducted either annually or immediately following each major release of the Navy ERP production system.  At a minimum, an audit will occur at least once each 18 months following a major release.  Additional full audits, or supplemental audits of specific areas, may be conducted whenever required by direction or deemed necessary for configuration verification.  

Summary audit reports will be presented at CMB sessions as a method to advise and update members regarding on-going audits.  Full reports will be submitted to Navy ERP management and the CMB within 30 days of the completion of an audit. 
6.5.4 Notification of Audits 

Typically, the Navy ERP organization areas to be audited will be informed 30 days or more prior to a scheduled audit by memorandum from the CMB.  This will include the purpose, tentative schedule, impact, and general methodology of the audit.  Occasionally, unscheduled audits may occur due to emergent requirements.  

6.5.5 Initial Management Briefing

Navy ERP managers will be briefed prior to any Configuration Audit conducted for their area of responsibility.  This brief will normally occur two or more weeks prior to initiation of the audit. 

6.5.6 Audit Impact

All audits will be conducted on a non-interference basis with regard to the availability of the Navy ERP production system.  To the maximum extent possible, all audits will be conducted on a non-interference basis with regard to routine Navy ERP operations.  

6.5.7 Review/Revise Data

After audit data is collected, it should be reviewed by the cognizant Navy ERP managers to obtain comments and concurrence.  The CMT should view this work as being performed for the organizational area and not be viewed as being done to them.  Configuration Management is a service performed by CMT and the Navy ERP organizational area is the customer.

6.5.8 Out Brief

Navy ERP management and the CMB will be briefed at the conclusion of the audit.  An overall audit finding will be stated and any discrepancies will be identified.  If the responsible manager plans to take immediate action to correct a discrepancy, a period of two weeks will be provided before the audit is finalized by written report.  If the manager desires a waiver for any discrepancies, this action will be so noted in the final audit report.

6.5.9 Maintain Repository

A status accounting repository will be established and kept current to track the status of all audit findings.  This repository will provide Program Managers, Configuration Managers, and users with information depicting the current status audit findings.  This repository will also provide historical information by recording the findings and resultant actions for all configuration audits.    
6.5.10 Publish Findings and Recommendations

All audit findings and recommendations will be presented to Navy ERP management and the CMB for review and approval.  The CM Secretariat will coordinate the scheduling a special meeting for this purpose.

SECTION 7 – TOOLS and INFRASTUCTURE

7.1 CM Goals Related to Tool Selection

Proper 
configuration accountability is highly dependent upon selection of an appropriate set of CM related tools.  Consequently, primary goals of tool selection are to identify and establish an inter-connected suite of tools that provides end-to-end closed loop configuration management.  This would begin with identification of change requests and proceed through control board authorizations, development status/history, testing status/history, version build management, client promotion, release management, version control, baseline identification, support for audits, and other CM related functions.  

This suite of tools would be able to manage both SAP and non-SAP configuration items and identify them to specific baselines and releases.   Furthermore, this set of tools should reduce the CM work requirements for Technical Development, BASIS, Module Development, and other Navy ERP system development and support teams.  
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Ideally, one tool should provide an over-arching capability to either fully support a specific function or connect to another tool that supports the function.  These relationships are illustrated in Figure 7.1.

Figure 7.1:  Configuration Management Relationships

7.2 Tool Descriptions 

7.2.1 SAP Provided Tools

Within SAP, configuration status accounting is facilitated by the Configuration Master client (DEV 005) which has a client setting in table T000 set to “Automatic recording of changes.”  This setting assures that every configuration change made requires a work group and task (change request) number.  Configuration changes will be tracked, or accounted for, by task number.

7.2.2 Test Script Management

Maintaining testing integrity is critical to the success of the Navy ERP testing program.  All test cases recorded with QuickTest Professional for MySAP and WinRunner will be saved in Mercury Interactive’s TestDirector.  Tests that can not be automated or that will require the performance of manual step(s) will be manually created and saved in TestDirector. TestDirector supports configuration identification but it does not support automated configuration control.  However, the extensive role access control functionality of TestDirector in conjunction with the detailed procedures defined in Unit Test Plan Instructions can be used to establish a configuration control process for test scripts.  It is anticipated that an automated configuration management tool will be implemented in the future to enhance configuration identification, change management, status accounting and auditing.

7.2.3 Requirements Management

The development of the Navy ERP system will present many challenges.  A foremost requirement will be the ability to ensure that the final system satisfies the needs of the users and provides for easy maintenance and enhancement.  The system will be subject to constant change and evolvement throughout its life cycle, thus making it both difficult and critical to track the implemented system against original and evolving user requirements.  

Requirements identification establishes an understanding of the user's needs, and also provide the final yardstick against which implementation success is measured.  Requirements traceability identifies relationships between requirements, design, and implementation of a system in order to manage the effects of change and to ensure the success of the delivered systems.  Requirements traceability is key to success of the requirements management process and will support the entire "Life Cycle" of a requirement from identification, configuration, changes, through test and assessment. 

The Telelogic DOORS tool will be used to support these requirements management functions.

7.2.4 Change and Configuration Management

The primary goals of Change and Configuration Management software support tool are to:

a.  Capture, Track and Manage proposed Changes and enhancements throughout the lifecycle of the change.

b.  Support single entry of data to reduce the number of times data must be re-entered into the suite of tools.  (For example, data will flow between the Requirements Management tool, the Change & Configuration Management tool, and the Test Management tool.)

c.  Provide workflow management to automate the progression of a change from initial identification through multiple iterations of:

(1)
Initial evaluation 

(2)
Multi-level Control Board approval 

(3)
Design 

(4)
Development 

(5)
Testing 

(6)
Release

d. Provide version control of Changes.

e. Support configuration item identification and version management, primarily for control of software source code, custom reports, technical documents, specifications, and similar work products that must be maintained under strict version control system.

f. Support baseline identification and verification.

The Merant Dimensions tool will be used to support these change management functions.  

APPENDIX A – Configuration Management Phasing and Milestones

	Development

Phase
	CM Activity
	CM Deliverables
	ITEMS PLACED Under 

CM Control
	COINCIDENT

IPP Milestones

	Normalization
	· Assign project resources to CM  

· Update CM Process descriptions

· Update CM desktop procedures

· Update ERP CMP/Project Plan for project specific CM requirements

· Functional Requirements Reviews

· Establish complete numbering scheme for project defined version ID

· Select CM/RM Tools 
	· CCB/RMB Charter

· CMP (tailored)

· CM Project Plan

· CM/Version Management Tool Set Training Guides.

· CM Training Plans 

· CCB Minutes


	· Project Plan

· Configuration Management Plan (CMP)

· CCB/RMB Charter

· Requirements Documents
	· Functional Requirements Review

· Project RMB

· Implement CM/Version Management Tool Set.



	Blueprinting

(Set Functional Baseline at conclusion.)
	· Update CM Process Descriptions

· Implement approved CMP

· Provide CM and Change Management Training

· Full implementation of CM Tools

· Survey Configuration Items for new CM Control Requirements

· Identify Baseline Components

· Track Change Requests and CCB Actions (primarily for documentation)

· Initial Identification of Configuration Status Accounting Products

· Develop Release Strategy
	· Configuration Management Training

· CCB Minutes 

· Initial Configuration Status Accounting

· Release Strategy (Includes initial planning)


	· Requirements Specifications

· Scope Document, including Business Blueprint

· Functional Design Specs  (with interfaces)

· Deployment Strategy

· Development Strategy (including bolt-ons)

· System Landscape Plan

· Test Plan

· IA Plan for all environments

· Development/QA System IA/DISTCAP
	· Business Requirements & System Specification Review

· Project CCB

	Realization I

(Set Allocated Baseline at conclusion.)
	· Define Release Procedures and Provide Training

· Identify All Configuration Status Accounting Products

· Developer’s Build Procedure Review

· Track Change Requests and CCB/CMB Actions (documents & product)
	· Release Plan and Training

· Full Configuration Status Accounting

	· Software Design Description

· Source Code

· Z-objects

· IMG

· Completed Functional Design Specs (FDS)for system

· Technical Design Specs (TDS) for the IMG

· Technical/Functional Scripts (TFS)

· Business Process Procedures (BPP)

· Deployment Plan

· Production IA/DISTCAP
	· Design and Implementation Review



	Realization II

(Set Allocated Baseline at conclusion.)
	· Integration Testing

· Test of Build Procedure

· Track Change Requests and CCB /CMB Actions (prep for release)

· Track Transports
	· Functional Configuration Audit (FCA)

· Physical Configuration Audit (PCA)

· Deployable System 
	· Updated Source Code

· Make & Build Scripts

· Integrated System Test Plan Scripts

· Transports

· Training Docs

· Legacy Data Loads

· Build Documentation
	· Source Code

· System Functional Acceptance Review



	Rollout
	· Release Product Configuration Information

· Track Change Requests and CCB /RMB Actions (life-cycle support)
	· Updated Products

· Signed Release
	· Changes to Allocated Baseline.
	· Initial implementation.


APPENDIX B -- CMMI-SE/SW/IPPD  Implementation Notes

The Carnegie Mellon University (CMU) Software Engineering Institute (SEI) has identified sets of goals and practices that are characteristic of industry best practices for CM, and are documented in the CM process area of SEI’s Capability Maturity Model Integration (CMMI).  The Department of Defense (DoD) was a sponsor of the CMMI development, and regulation DoD 5000.2-R, Mandatory Procedures For Major Defense Acquisition Programs (MDAPS) and Major Automated Information System (MAIS) Acquisition Program, contains a requirement that:

“Contractors performing software development or upgrade(s) for use in an ACAT I or ACAT IA program shall undergo an evaluation, using either the tools developed by the Software Engineering Institute (SEI), or those approved by both the DoD Components and the Deputy Director, Software Intensive Systems.  At a minimum, full compliance with SEI Capability Maturity Model Level 3, or its equivalent in an approved evaluation tool, is the Department's goal.”

Additionally, Defense Authorization Act for FY2003, Section 804, Mandates the Secretaries of the Army, Navy, and Air Force, and heads of Defense Agencies, establish software acquisition process improvement programs (SAPIPs).  The law became effective 21 March 2003 and requires that SAPIPs be established no later than 120 days after the date of the enactment (19 July 2003).    In response to this law, OSD Memorandum on 'Software Acquisition Process Improvement Programs' dated 21 March, 2003, was addressed to the Secretaries of the Military Departments stating that:

“Accordingly, each addressee is directed to develop a software acquisition process improvement program and brief its status to the SISSG (Software-Intensive Systems Steering Group) within 90 days.  DoD components shall define and apply measures and applicable methods (e.g., Software Acquisition Capability Maturity Model (SA-CMM) or some other structured approach that includes an approval method) to determine and report status of process adherence and performance effectiveness.”

The SEI has documented two approaches for implementation of CMMI processes, and each approach is documented as a “representation.”  Consequently, the CMMI-SE/SW/IPPD maturity model is provided in the following representations: 

· The “Staged Representation” uses predefined sets of process areas to define an improvement path for an organization.  This representation identifies specific process areas, such as CM, to specific maturity levels.  Each maturity level provides a well-defined evolutionary step toward achieving improved organizational processes, and each maturity level is characterized by a specific set of defined goals and practices for each process area.  

· The “Continuous Representation” allows an organization to select a specific process area for improvement, rather than a set of processes areas.  Capability levels, rather than maturity levels, are used to measure the improvement path through each process area.  Each capability level also provides a well-defined evolutionary step toward achieving improved organizational processes, and each capability level is also characterized by a specific set of defined goals and practices for each process area.  

· A primary benefit of the Staged Representation is the ability to measure organizational process maturity for the range of process areas.  A significant limitation is the inability to address targeted process areas for improvement.

· A primary benefit of the Continuous Representation is the greater flexibility in implementation by allowing an organization to target specific areas for improvement.  A limitation is that different process areas will mature at different rates.  Additionally, there may be some limitations on an organization’s ability to target specific process areas for improvement due to the interdependencies among some process areas.
At level 3, as required by DoD 5200-R, there is little difference in the measurements used to assess maturity levels and capability levels because the goals and practices are basically the same for both representations.  The primary difference is in the methodology by which each representation is implemented, not the measurement of process maturity.  Since the process areas of the Navy ERP Program will mature along similar timelines, the CMMI-SE/SW/IPPD Staged Representation may be followed for all process areas.  Close attention will be given to insure that any process area interdependencies are addressed, to insure that the goals of DoD 5200-R are fully realized, and to insure that the goals of CMMI Level 3 will be accomplished for the Navy ERP Program.

APPENDIX C -- Acronyms
ABAP



Advanced Business Applications Programming Language

AIS



Automated Information System

ANSI



American National Standards Institute

ARIS



Architecture of Integrated Information Systems

ASAP



Accelerated SAP

ADC



Automated Data Collection

CARD



Cost Analysis Requirements Description

CCB



Configuration Control Board

CCR



Configuration Change Request

CDD



Critical Development Document

CDR



Critical Design Review

CI



Configuration Item

CM



Configuration Management 

CMMI



Capability Maturity Model Integration

CMP



Configuration Management Plan

CMT



Configuration Management Team

COTS



Commercial‑Off‑the‑Shelf

COMSEC


Communications Security

COMPUSEC 


Computer Security

CONOPS


Concept of Operations

CPS



Change Proposal System

CR



Change Request

CSA



Configuration Status Accounting

CSCI



Computer Software Configuration Item

CSP



Complementary Software Program

CSWG



Computer Security Working Group

DAA 



Designated Accreditation Authority

DAC



Discretionary Access Control

DEV



Development Client

DISA



Defense Information Systems Agency

DMR



Data Modification Request

DOD



Department of Defense

DOORS


Dynamic Object-Oriented Requirements System

DRR



Design Readiness Review

ECP



Engineering Change Proposal

EIA



Electronic industries Alliance

ERP



Enterprise Resource Planning

FCA



Functional Configuration Audit

FD



Functional Description

FDS



Functional Design Specification

FWA



Fraud, Waste and Abuse

HWCI



Hardware Configuration Item

INFOSEC


Information Security

ICD



Initial Capabilities Document

ISSM



Information System Security Manager

IT



Information Technology

MOA



Memorandum of Agreement

NCSC



National Computer Security Center

NAVSEA


Naval Sea Systems Command

NEMAIS


Navy Enterprise Maintenance Automated Information System

NIPRNET


Non-secure Internet Protocol Router Network

OPSEC


Operations Security

ORD



Operational Requirements Document

ORG



Organization

OS



Operating System

PC 



Personal Computer

PCA


Physical Configuration Audit

PDR



Preliminary Design Review

PO



Project Office

POPP



Project Office Policy and Procedure

PRD



Production Client

RICE



Reports, Interfaces, Conversions and Extensions

RFC



Request for Change

SA



System Administrator

SEI



Software Engineering Institute (of Carnegie Mellon)

SEP



System Engineering Plan

SCM



System Configuration Management

SG



Specific Goal (in the SEI/CMMI process model)

SIA



System Interface Agreement

SP



Specific Practice (in the SEI/CMMI process model)

SPAWAR


Space and Naval Warfare Systems Command

SRR



System Requirements Review

STR



Software Trouble Report

TCSEC


Trusted Computer Systems Evaluation Criteria 

TDS



Technical Design Specification

TFM



Trusted Facility Manual

TMS


Transport Management System

TNG


Training Client

TNI


Trusted Network Interpretation 

TST



Test Client

VDD



Version Description Document

WBS



Work Breakdown Structure 

APPENDIX D -- Definitions

This section lists and defines CM terms and phrases used in the CMP.  

Allocated Baseline.  The initial approved specifications pertaining to configuration items that are part of a higher-level configuration item. Each specification defines the functional characteristics that are allocated from those of the higher-level configuration item, and establishes the tests required to demonstrate achievement of its allocated functional characteristics.  Also, these specifications delineate necessary interface requirements with other associated configuration items, and establish design constraints, if any.

Allocated Configuration Documentation.  The documentation describing a CI's functional, performance, interoperability, and interface requirements that are allocated from those of a system or higher-level configuration item; interface requirements with interfacing configuration items; and the verifications required to confirm the achievement of those specified requirements.

Allocated Configuration Identification.  The approved allocated baseline plus approved changes.

Auditing.  An element of configuration management that consists of independent examinations of configuration items to assess compliance with designated criteria.  See configuration audit and software baseline audit.

Baseline.  A specification or product that has been formally reviewed and agreed upon, which serves as the basis for subsequent development, and can be changed only through formal change control procedures. 

Change Control.  The process and procedures to identify, document, review, and authorize any changes to the configuration items under configuration management. (See also Configuration Control).

Change History.  A description of how and why a revision of an item differs from its predecessors.

Computer Database.  See "database".

Computer Software Configuration Item.  A Configuration Item for computer software, as opposed to a hardware Configuration Item.

Computer Software Documentation.  Technical data or information, including computer listings, regardless of media, which documents the requirements, design, or details of computer software; explains the capabilities and limitations of the software; or provides operating instructions for using or supporting computer software during the software's operational life cycle.

Computer Software.  See "software".

Configuration.  For purposes of this standard, the functional and physical characteristics of existing or planned hardware, firmware, software or a combination thereof as set forth in technical documentation and ultimately achieved in a product.

Configuration Audit.  See "Functional Configuration Audit" and "Physical Configuration Audit".

Configuration Baseline.  Configuration documentation formally designated at a specific time during a CI's life cycle. Configuration baselines, plus approved changes from those baselines, constitute the current approved configuration documentation. There are three formally designated configuration baselines in the life cycle of a configuration item, namely the functional, allocated, and Production Baselines.

Configuration Control.  An element of configuration management that consists of the systematic identification, proposal, justification, evaluation, coordination, approval or disapproval of proposed changes, and the implementation of approved changes in the configuration of a configuration item (CI) after the configuration baseline(s) has been established for the CI. See also (Change Control).

Configuration Control Board.  A board composed of technical and administrative representatives who recommend approval or disapproval of proposed engineering changes to a CI's current approved configuration documentation. The board also recommends approval or disapproval of proposed waivers and deviations from a CI's current approved configuration documentation.

Configuration Documentation.  The technical documentation that identifies and defines the item's functional and physical characteristics. The configuration documentation is developed, approved, and maintained through three distinct evolutionary increasing levels of detail. The three levels of configuration documentation are the functional configuration documentation, the allocated configuration documentation, and the product configuration.

Configuration Identification.  Configuration identification includes the selection of CIs; the determination of the types of configuration documentation required for each CI; the issuance of numbers and other identifiers affixed to the CIs and to the technical documentation that defines the CI's configuration, including internal and external interfaces; the release of CIs and their associated configuration documentation; and the establishment of configuration baselines for CIs.

Configuration Item.  A Configuration Item (CI) is a work product, or an aggregation of work products, that satisfies an end use function and is designated for separate and formal Configuration Management.

Configuration Management.  As applied to configuration items, a discipline applying technical and administrative direction and surveillance over the life cycle of items.

Configuration Management Elements.  The four key elements of configuration management are Configuration Identification, Configuration Control, Configuration Status Accounting, and Configuration Auditing.

Configuration Management Plan.  The document defining how Configuration Management will be implemented (including policies and procedures) for a particular acquisition or program.

Configuration Status Accounting.  An element of Configuration Management that consists of the recording and reporting of information needed to manage a configuration effectively. This information includes a listing of the approved configuration identification, the status of proposed changes to the configuration, and the implementation status of approved changes.

Contractor.  An individual, partnership, company, corporation, association or other service, having a contract with the Government for the design, development, manufacture, maintenance, modification, or supply of items under the terms of a contract. A Government activity performing any or all of the above functions is considered to be a contractor for Configuration Management purposes.

Data.  Recorded information, regardless of medium or characteristics, of any nature, including administrative, managerial, financial, and technical.

Database.  A collection of related data stored in one or more computerized files in a manner that can be accessed by users or computer programs via a database management system.

Defect.  Any nonconformance of a characteristic with specified requirements. (Source: MIL‑STD‑109).

Design change.  See "Engineering Change".

Developmental Configuration.  The contractor's design and associated technical documentation that defines the evolving configuration of a configuration item during development. It is under the developing contractor's configuration control and describes the design definition and implementation. The developmental configuration for a configuration item consists of the contractor's released hardware and software designs and associated technical documentation until establishment of the formal Production Baseline.

Deviation.  A specific written authorization, granted prior to the manufacture of an item, to depart from a particular requirement(s) of an item's current approved configuration documentation for a specific number of units or a specified production run.

Engineering Change.  A change to the current approved configuration documentation of a configuration item at any point in the life cycle of the item.

Engineering Change Proposal.  A proposed engineering change and the documentation by which the change is described, justified, and submitted for approval or disapproval.

Engineering Release.  An action whereby configuration documentation or an item is officially made available for its intended use.

Firmware.  The combination of a hardware device and computer instructions and/or computer data that reside as read-only software on the hardware device.

Functional Baseline.  The initially approved technical documentation for a configuration item. It prescribes all necessary functional characteristics, the tests required to demonstrate achievement of specified functional characteristics, and the necessary interface characteristics with associated configuration items.  The documentation also includes the configuration item's key functional characteristics and its key lower level configuration items  (if any), and design constraints.

Functional Characteristics.  Quantitative performance parameters and design constraints, including operational and logistic parameters and their respective tolerances. Functional Characteristics include all performance parameters, such as range, speed, lethality, reliability, maintainability, and safety.

Functional Configuration Audit.  The formal examination of functional characteristics of a configuration item, prior to acceptance, to verify that the item has achieved the requirements specified in its functional and allocated configuration documentation.

Functional Configuration Identification.  The approved functional baseline plus approved changes.

Integrated Logistics Support.   A disciplined approach to the activities necessary to cause support considerations to be integrated into the system and equipment design.

Interchangeable Item.  An item which possesses such functional and physical characteristics as to be equivalent in performance, reliability, and maintainability, to another item of similar or identical purposes; and is capable of being exchanged for the other item without selection for fit or performance, and without alteration of the items themselves or of adjoining items.

Interface.  The functional and physical characteristics required to exist at a common boundary.

Interface Control.  The process of identifying, documenting, and controlling all functional and physical characteristics relevant to the interfacing of two or more items provided by one or more organizations.

Interface Control Documentation.  Interface control drawing or other documentation, which depicts physical and functional interfaces of related or co‑functioning items.

Life Cycle.  A generic term covering all phases of acquisition, operation, and logistics support of an item, beginning with concept definition and continuing through disposal of the item.

Life Cycle Cost.  The total cost to the Government of acquisition and ownership of that system over its life cycle. It includes the cost of development, acquisition, support, and where applicable, disposal.

Metadata.  Information that describes other data.  Examples of metadata include the author, document name, file type, date created, last date modified, programming language, applicability information, data types, purpose, and similar information about the data.  

Notice Of Revision.  A document used to define revisions to drawings, associated lists, or other referenced documents, which require revision after Engineering Change Proposal approval.

Physical Characteristics.  Quantitative and qualitative expressions of material features, such as composition, dimensions, finishes, form, fit, and their respective tolerances.

Physical Configuration Audit.  The formal examination of the "as‑built" configuration of a configuration item against its technical documentation to establish or verify the configuration item's Production Baseline.

Production Baseline.  The initial approved technical documentation defining a configuration item during the production, operation, maintenance, and logistic support of its lifecycle. It prescribes all necessary physical characteristics of a configuration item, the selected functional characteristics designated for production acceptance testing, and the production acceptance tests.

Product Configuration Identification.  The approved Production Baseline plus approved changes.

Product Configuration Documentation.  The combined performance/design documentation utilized for the production/procurement of the CI. The Product Configuration Documentation incorporates the Allocated Configuration Documentation describing a CI's functional, performance, interoperability and interface requirements and the verifications required to confirm the achievement of those specified requirements. The Product Configuration Documentation also includes such additional design documentation, ranging from form and fit information about the proven design to a compete design disclosure package, as is deemed necessary for the acquisition program.

Release.  The designation by the manager that a document is complete and suitable for use. Release means that the document is subject to the contractor's configuration control procedures.

Replacement Item.  One which is interchangeable with another item, but which differs physically from the original item in that the installation of the replacement item requires operations such as drilling, reaming, cutting, filing, and shimming, in addition to the normal application and methods of attachment.

Request for Change.  A change requested by any member of the Navy ERP community to the Navy ERP system or its components.  (For the purposes of this document, Software Trouble Reports (STRs), Engineering Change Proposals (ECPs), Configuration Change Requests (CCRs), and Data Modification Requests (DMRs) are all referred to generically as RFCs.)

Retrofit.  The incorporation of new design parts resulting from an approved engineering change to an item's current approved product configuration documentation into already accepted and/or operational items.

Revision.  A version that supersedes an earlier version, typically to correct errors as opposed to a version that is an alternative version. 
Rework.  A procedure applied to a nonconformance that will completely eliminate it and result in a characteristic that conforms completely to the drawings, specifications, or contract requirements. 

Software.  Computer programs and computer databases.  Includes a range of software products from segments of source code to complete operational systems.

Software Baseline Library.  The contents of a repository for storing software configuration items and the associated software Configuration Management records.

Software Configuration Management.  Configuration Management applied to software systems. Software Configuration Management involves identifying the configuration of the software at given points in time, systematically controlling changes to the configuration, and maintaining the integrity and traceability of the configuration throughout the software lifecycle.

Software Unit.  A logical element in the design of a Computer Software Configuration Item such as a major subdivision of a Computer Software Configuration Item, a component of that subdivision, a class, object, module, function, routine, or database. Software units may occur at different levels of a hierarchy and may consist of other software units. Software units in the design may or may not be in a one‑to‑one relationship with the code and data entities (routines, procedures, databases, data files, etc.) that implement them, or with the computer files containing those entities.

Specification.  A document prepared specifically to support acquisition or development that clearly and accurately describes an item.

Specification Change Notice.  A document used in Configuration Management to propose, transmit, and record changes to a specification.

Support Equipment.  Equipment and computer software required to maintain, test, or operate an item or facility in its intended environment.

Survivability.  The capability of a system to avoid or withstand a hostile environment without suffering an abortive impairment of its ability to accomplish its designated mission.

System.  A composite of hardware, software, skills, and techniques capable of performing and supporting an operational role.  A complete system includes all equipment, related facilities, material, software, services and personnel required for its operation and support to the degree that it can be considered a self‑sufficient unit in its intended operational environment.

Software Trouble Report.  A problem identified and reported for the Navy ERP system or one of its components.

Technical Data.  Technical data is recorded information (regardless of the form or method of recording) of a scientific, technical or administrative nature. 

Technical Reviews.  A series of system engineering activities by which the technical progress on a project is assessed relative to its technical or contractual requirements. The reviews conducted at logical transition points in the development effort to identify and correct problems resulting from the work completed thus far before the problems can disrupt or delay the technical progress. The reviews provide a method for the manager to determine that the development of a configuration item and its documentation have met contract requirements.

Technical Review Board.  A group responsible for evaluating and recommending the approval or disapproval of proposed changes to configuration items and for ensuring implementation of approved changes. Functionally similar to Configuration Control Boards.

Variant.  A version that is an alternative of another version. For example, variants allow a configuration item to meet conflicting requirements. Also called variation. See also Revision.

Version.  An instance of a configuration item. Once a version is baselined it cannot be changed without creating a new version.

Waiver.  A written authorization to accept an item, which during manufacture, or after having been submitted for Government inspection or acceptance, is found to depart from specified requirements, but nevertheless is considered suitable for use "as is" or after repair by an approved method.

Work Breakdown Structure.  A work breakdown structure (WBS) is a product‑oriented family tree composed of hardware, software, services, data and facilities which results from systems engineering efforts during the acquisition of a defense materiel item. A WBS displays and defines the product(s) to be developed and/or produced and relates the elements of work to be accomplished to each other and to the end product(s).

Work Product.  Work products are generally documents, software, or configuration settings that are produced or selected in support of the Navy ERP Program.  Work products that are critical to the implementation, operation or security of the production system will be identified as configuration items that are managed under the formal configuration management program.

APPENDIX E – SAP Modules Implemented

	Funds Management (FM)

· Master Data for Funds, Fund Centers, Budgetary Accounts

· Financial Reporting Reimbursable Billing


	Controlling (CO)

· Cost Center Accounting

· Profit Center Accounting

· Cost Allocations

· Service Center Transactions

· Activity Based Costing

· Non-Labor Transfers

· Pre-SAP Labor Cost Transfers

· Non-Hour Cost Transfers

	Sales and Distribution (SD)

· Receipt and Internal Acceptance of Incoming Funds

· Reimbursable Billing

· Master Data for Funds, Fund Centers, Budgetary Accounts
	Human Resources (HR)

· Time and Attendance

· Civilian

· Military

· Foreign National Indirect Hires

· Labor Corrections

· Labor Cost Transfers

	Project Systems (PS)

· Project Planning and Tracking

· Formal Acceptance and Release of Incoming Funds

· WBS’s/Network Activities to capture expenses for

· Direct Funds

· Capital Purchase Program

· Service Centers

· WBS’s to capture statistical expenses for:

· Production Overhead

· General and Administrative Overhead

· Funds Availability Controls
	Material Management (MM)

· Requisition Creation

· Simplified Acquisition Purchase

· Outgoing Funding Documents

· Contract Obligations

· Receipt Processing

· Accruals (via Invoice Plans)

· Invoice Verification

	Finance (FI)

· General Ledger

· Accounts Payable

· Direct Pay

· Vendor Pay

· Travel

· Accounts Receivable

· Daily Cash/Inter-fund Bills

· Shipping and Controlled Storage Transfers

· Credit Card Reconciliation
	Asset Management (AM)

· Asset Creation and Maintenance

· Capital Purchases

· Contributed

· Sponsor-owned Equipment

· Depreciation

· Custody Maintenance

· Physical Inventory

	Inventory Management (IM)
	Investment Management (IM)

	Plant Management (PM)
	Product Lifecycle Management (PLM)

	Production Planning (PP)
	Quality Mangement (QM)

	Service Mangement (SM)
	Warehouse Management (WM)
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