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1 Background

In December 1998, the Secretary of the Navy (SECNAV) Revolution in Business Affairs (RBA) Commercial Business Practices Working Group established four Navy Enterprise Resource Planning (ERP) Pilots as enablers for significant business process reengineering.  In August 2002, the Assistant Secretary of the Navy (ASN) for Research, Development, and Acquisition (RDA) directed convergence of ERP Pilot Project management under one Program Management Office (PMO). 

The Navy ERP PMO will manage a Convergence Project and the four Pilot Projects under the Navy ERP Program
.   The function of the Navy ERP Program is to facilitate a modular and incremental re-engineering of business processes through the incremental implementation of COTS software prioritized by contribution to Navy goals and needs, design and implementation complexity, data dependencies, and available budget.

This incremental approach mandates implementation of a well-planned and proactive system to facilitate requirements and configuration management.  It is essential that the Navy ERP Program:

· Assess and authorize all new functional requirements.

· Establish and maintain requirements traceability.

· Maintain consistency across all Navy ERP projects (This includes four Pilot Projects and a Convergence Project.)

· Implement standard processes.

· Construct baselines for verification and acceptance.

· Manage baseline changes through appropriate Configuration Management methods.

· Provide requirements visibility across all stakeholders.

2 Purpose 

This document describes the Navy ERP Program Configuration Control Board and Configuration Management Board, and it establishes the processes applicable to Navy ERP system change request management.  Specifically, this document:

a. Identifies the purpose, processes, functions, composition and change control responsibilities of the Navy ERP Program Configuration Management Board (CMB).

b. Identifies the purpose, processes, functions, composition and change control responsibilities of the Convergence Project Configuration Control Board (CCB).  (Local policies and procedures will remain in effect for the four Navy Pilot Project CCB’s.)

c. Identifies the relative responsibilities and relationship between the CMB and the five CCB’s.

d. Identifies the transition of certain configuration control responsibilities from the four ERP Pilot CCB’s to the CMB.  

3 Scope

This document applies to all Control Boards within the Navy ERP Program.  

4 Acronyms

A list of acronyms is provided in Appendix A.

5 Implementation Documents 

In addition to this Control Board Process document, the primary documents that will define and implement Navy ERP Program Configuration Management (CM) and Requirements Management (RM) system are:

a. Navy ERP Program Requirements Management and Configuration Management Strategy  (An overarching plan that provides the organizational strategy utilized in the development of this Control Board Process document as well as the three Navy ERP Program documents listed below.) 

b. Navy ERP Program Configuration Management Plan  (The CMP is a comprehensive plan that identifies the processes, resources, and tools that are applicable to configuration item identification, change management, status accounting, and verification.)

c. Navy ERP Program Requirements Management Plan  (The RMP is a comprehensive plan that identifies the processes, resources, and tools that are applicable to requirements identification, change management, status accounting, and requirements traceability.)

d. Navy ERP Program Request for Change Procedures   (A detailed procedure document that identifies the processes, resources and tools that are applicable to the submission, control and processing of Requests for Change.)

6 Control Board Processes

6.1 Organizational Entities

The primary organizational entities involved in Navy ERP Program change control process are:

· Navy ERP Program Configuration Management Board (CMB)

· Convergence Project CCB

· Four ERP Pilot Project Configuration Control Boards (CCB’s) and CM Managers

· Navy ERP Program CM Secretariat

Additionally, the Navy ERP Process Council was established to pursue re-engineering of Navy Business Processes as well as resolution of complex issues.  Consequently, enterprise level changes that cannot be supported by existing or planned business processes will be referred to the Process Council for review and determination of the most appropriate implementation methods or best resolution options.
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Figure 6-1 illustrates the control board relationships.  (The specific roles, responsibilities and descriptions of these entities are documented in Sections 6.4 and 7 of this document.)  

Figure 6-1:  Navy ERP Program Control Boards

6.2 RM & CM Control Strategy

A Navy ERP Program publication titled Requirements Management and Configuration Management Strategy assigns RM and CM responsibilities for Navy ERP Program to the CMB and five CCB ‘s.  This document also identifies the strategies relative to:

· The organizational framework of RM & CM Control Boards

· The relationship of the Control Boards to the Navy ERP Process Council

· Requirements Management Overview

· Configuration Management Overview

6.3 Change Control Processes

6.3.1 Requests for Change 

The Navy ERP Program will use specific Request for Change (RFC) submission procedures and a change/requirements tracking system to facilitate the Change Control process.  All change requirements, regardless of source, will be documented as RFC’s.   

The RFC submission procedures and tracking system are detailed in the Navy ERP Program publication Request for Change Procedures.  In accordance with this document, all RFC’s will be:

· Submitted in written format (electronically)

· Assigned a priority   (See Appendix B)

· Identified as a: Software Trouble Report (STR), Engineering Change Proposal (ECP), or Data Modification Request (DMR)    (See Appendix C)

RFC’s submitted by system users will be directed to the respective CM Manager.   An initial review will be conducted for each RFC and valid RFC’s will be reviewed by the local CCB.  All RFC’s that exceed the scope of the local CCB will be forwarded, via the CM Secretariat, to the CMB for review and a decision.  Detailed discussions of these processes are provided below in Section 6.4 and Section 7.

6.3.2 Control Board Meetings

The specific processes and procedures applicable to planning and conducting CCB meetings and CMB meetings are provided in Appendix D.  The results of CCB meetings and CMB meetings will be documented on the Control Board Minutes.  

6.4 RFC Processing

Figure 6-2 depicts the RFC processing procedures:

Figure 6-2:  RFC Processing 

6.4.1 CCB Procedures  (Pilot and Convergence)
An RFC can come from several sources including the User Support Desk, ERP Project Team Members, Process Owners, or the Test community.  All RFC’s will be directed to the local CM Manager to be registered in the Navy ERP Change Request (CR) database.

(CR Database Registration -- All RFC’s, whether originating at a Pilot Project or the Convergence Project, will be registered in the Navy ERP Program’s central CR database.  Additionally, all RFC processing actions will be registered in the CR database.  The Navy ERP publication Request for Change Procedures describes the CR database tool, the procedures, and the data requirements.  The Navy ERP CM Secretariat should be contacted for assistance regarding CR database utilization.)

The CM Manager will then distribute the RFC, in accordance with local policies, to the appropriate Development Team Lead (DTL) for an initial review.  The DTL may be a Business Process Team (BPT) Lead, Technical Team Lead, or other local Project Team Lead with responsibility for a development effort.  Following this initial review, the DTL may:

· Task the Development Team (DT) to perform a complete analysis.  

· Determine that the RFC is not valid and return it to the CM Manager to be recorded and returned to the originator.  (Local Pilot procedures may allow the DTL to return the RFC directly to the originator and provide notification to the CM Manager.)

· Determine that the RFC has been improperly assigned and return it to the CM Manager to be recorded and reassigned.    

Some RFC’s may require significant investment just to conduct an analysis.  In those cases, the local Project may determine that a formal CCB or CMB review and approval will be required to obtain authorization to expend resources for the analysis.  Following RFC review, the CCB or CMB may approve the expenditure of resources for further analysis, disapprove the RFC, defer the decision until additional information can be made available, or defer the decision until additional resources can be identified.  

Typically, a primary product of the DT analysis is a Change Request Package (CRP).  The CRP is created by the DT based on information provided by the RFC originator and the results of their internal analysis.  The DT will notify the originator of any necessary deviations from the original RFC or requirements for additional information.  CRP’s will contain the following:

· The RFC – The RFC is a form that includes a description of the change being requested, the justification for the change, identification of the originator, date submitted, and additional information as described in the Request for Change Procedures publication.

· Impact Assessment – The impact assessment is typically conducted by the appropriate DTL.  This assessment should identify the specification, functions, tables, documentation, training, and other areas or cost drivers and time lines impacted by the change.  It must also validate the priority assignment by identifying the consequences if not implemented.  

· Cost Assessment – The costs will typically be identified in terms of the labor hours required to accomplish the change, but must also include dollar figures to identify any additional cost drivers, such as procurement requirements.  An estimate of the Return on Investment (ROI) should be provided when possible.  

· Desired implementation – A suggested version or release for implementation.

Following CRP development, all RFC’s will be scheduled for review by the local CCB.  The local CM Manager will create a CCB agenda including a description of each RFC scheduled for review, and will submit a copy to the CM Secretariat at least 48 hours prior to the CCB meeting.  The CM Secretariat staff will review the agenda and, prior to the CCB meeting, notify the CM Manager of any concerns or issues regarding specific RFC’s.  

Following their review, the local CCB may approve any RFC that falls within their scope (as discussed below), disapprove any RFC, or defer any RFC for further analysis.    

· Approved RFC’s will be inducted into local development, test, and release processes. 

· Disapproved RFC’s and the cause for disapproval will be returned, via the CM Manager, to the originator.   (Local Pilot procedures may allow the DTL to return the RFC directly to the originator and provide notification to the CM Manager.)

· Deferred RFC’s will be returned, via the CM Manager, to the appropriate DTL for further analysis or refinement.  

The CCB’s are not authorized to approve ECP’s.  However, CCB’s are authorized to approve STR’s and DMR’s that will not result in:

· Functional design or specification change  (Re-categorization to ECP should be considered.)

· New, modified or deleted data elements or data element definitions

· New, modified or deleted data tables or data structures  (Re-categorization to ECP should be considered.)

· Changes that could impact system security, unless required to resolve an emergency security situation.  (Routine changes, such as role assignments and authorizations, are exempt from this restriction.)

· Changes that could impact one of the other Pilot Projects or the Convergence Project.  

· Changes that could result in total implementation expenditures in excess of 400 hours or $100K.

RFC’s beyond the scope of the CCB’s must be forwarded to the Navy ERP Program CM Secretariat for further processing and CMB review.  RFC’s forwarded to the CM Secretariat shall be submitted in the form of Change Request Packages (CRP’s) that include the local CCB recommendations.

The CMB will process each RFC in accordance with the procedures listed below in Section 6.4.2.  RFC’s that are approved by the CMB will be returned via the CM Secretariat to the appropriate local Project CM Manager for coordination of development and release.  

Additionally, at significant milestones, local procedures should insure that RFC’s are routed through the respective CM Manager for appropriate coordination and status change accounting.  Events such as the start of development or testing, authorization to initiate the release process, assignment of release date, and final release are examples of status changes that must be tracked locally.  Major milestones, such as CCB approval and movement to production, must be registered in the Navy ERP central CR database.  

6.4.2 CMB Procedures

RFC’s that exceed the scope of the CCB’s will be fully processed by the CMB.  Following review of the RFC, the CMB may approve the change for development, disapprove the RFC, or defer the RFC for further analysis.  (See Section 7.2.5 for RFC approval quorum requirements.)

Upon completion of CMB processing, RFC’s will be returned to the CM Secretariat for appropriate processing and coordination.  

· Approved RFC’s will be returned to the appropriate CCB for development oversight and release authorization.   

· Disapproved RFC’s will be returned via the applicable CCB to the submitter.   (The reason for disapproval should be identified and provided to the originating CCB.) 

· Deferred RFC’s will be sent, via the CM Secretariat or Pilot CM Manager, to the appropriate DTL for further analysis or refinement.  

The CMB will normally meet on a weekly or semi-weekly basis.  However, special meetings may be requested by the CM Secretariat or a Pilot Project CM Manager to address critical RFC’s.

6.4.3 CM Secretariat Procedures

Upon receipt of a new RFC, the CM Secretariat staff will verify that the RFC is complete and entered into the CR database.  The Secretariat will also verify proper assignment of the indicator type (STR, ECP, or DMR) to identify the development path that the RFC will follow.   (See Appendix C for STR, ECP & DMR definitions and development path descriptions.)  

Following verification, the RFC is forwarded to the Convergence CCB for review.  For RFC’s that must subsequently be reviewed by the CMB, the Secretariat staff will coordinate scheduling.

The Secretariat staff will be responsible for:

· Maintaining RFC statuses, historical files, technical libraries, and configuration documentation  

· Providing RFC documentation to the Convergence CCB and CMB

· General coordination between the five CCB’s and the CMB  (Direct communications and coordination between the respective Boards will be required to resolve technical and non-concurrence issues.)

· Maintaining release content information for the Convergence Project   (The local CM Manager or other designee will have this responsibility for the Pilot Projects.)

Proper status identification is critical to ensuring that RFC’s are managed and processed in a timely manner.  Whenever a RFC’s status changes, the CM Secretariat Staff is notified.  The staff will be responsible for ensuring that the appropriate administrative action is taken to document the status change, inform the affected parties, and route the change request in the appropriate manner.  Approved configuration changes will be returned to the local CM Manager for implementation.

7 Control Board Descriptions

7.1 Configuration Control Board (CCB)

7.1.1 CCB Overview

There are currently five CCB’s in the Navy ERP Program, one for the Convergence Project and one for each of the four ERP Pilot Projects.  Each project will maintain a CMP, a CCB Charter, or a similar document identifying local CCB processes and procedures that are in agreement with the goals and objectives identified in the documents identified previously in Section 5.

The CCB is a voting board that reviews and prioritizes RFC’s within scope in accordance with Navy ERP Program requirements.  The CCB is responsible for Change Approval or Disapproval and may provide a recommended implementation date.  (See Section 6.4.1)  

7.1.2 CCB Function

The CCB Chair convenes the CCB meetings once per week, or in accordance with local Project policy.  During these meetings RFC’s within scope will be reviewed and processed.  Examples of factors to be considered prior to an approval for development or release are provided below:

Examples of factors to consider prior to approval for development:

1. Operations

· Will the proposed implementation date interfere with business operations?

· Will the change impact current Navy business processes?

· Will there be any impact on system security?  (The CCBs need to have knowledge of all security requirements and restrictions for their respective programs. Additions or changes that involve Bolt-on applications or new transactions will require a thorough security review.)

· Will this change impact pilot configuration or pilot processes?

· Will this change deviate from core SAP functionality?

2. Cost/Benefit of the change/enhancement

· Was the estimate validated?

· What is the Return on Investment?

3. Risk/Benefit of the change/enhancement

· What is the Risk of the Change?

· What is the Benefit of the Change?

Examples of factors to consider prior to approval for release:  (Release Management is not necessarily in the scope of the CCB, it depends on the individual project organization.  However, the following questions are valid and must be answered prior to release.)

1. Integration Testing

· Were all Test Cases run?

· Were there any unresolved Test Problem Reports?

2. Training & User Support

· Has training material been updated and made available?

· Is the Help Desk prepared with respect to the changes?

3. Security

· Has security impact been reviewed?

· Have all security issues been addressed?

7.1.3 CCB Membership

The membership of the Convergence CCB is depicted below in Table 7-1:

	CCB Role or delegate
	Voting Rights

	CM Manager (Chair) or delegate
	No

	Business Process Manager or delegate
	Yes

	Information Assurance Manager or delegate
	Yes

	Technical Team Manager or delegate
	Yes

	System Integrator Representative 
	No

	SAP Representative 
	No

	Quality Assurance 
	No

	Change Management 
	No

	Other Members, as required  (RICE, IM, Data, Functional or other Navy ERP team members.)  
	No


Table 7-1:  CCB Membership

The Pilot ERP Projects may implement similar CCB membership, or membership more appropriate for their organizational structures.

7.1.4 CCB Responsibilities

The following are the overall responsibilities of the CCB:

1. Enforce all facets of the Navy ERP Program change management policies, processes, and procedures applicable to the processing of RFC’s.

2. Ensure that proposed changes to software and supporting documentation are systematically evaluated with respect to impact on other related program elements. 

3. Review RFC’s.  (This includes examining the cost data for reasonableness and consistency, and considering the effects on overall system performance and compatibility requirements, including operating system, environmental compatibility, and security, before approving a change.) 

4. Determine if an RFC is within scope of the CCB.  

· If within scope, fully process the RFC to resolution.  

· If beyond scope, forward to the CM Secretariat for CMB review.  (Include the analysis, CCB review results, and a recommendation.)

5. Ensure that only those changes that fully consider both necessity and associated life cycle costs are recommended for approval. 

6. Prioritize RFC’s.  (Mission requirements, costs and benefits, and resources availability will be considered.)  

7. Ensure that only approved changes are implemented.

8. Ensure that a record of system changes is maintained.

7.1.5 CCB Approvals

The majority of voting members must be in agreement to approve an RFC for development.  All voting members of the CCB must be in agreement to authorize an RFC for release.  (The Pilot Projects may implement alternative local approval and release criteria.) 

7.2 Configuration Management Board (CMB)

7.2.1 CMB Overview

The CMB, with the assistance of the appropriate Development Teams, will review all RFC’s and new requirements that are beyond the scope of the CCB’s.  The CMB shall be responsible for Change Approval or Disapproval.  The scope of the CMB approval authority is discussed in Section 6.4.2. 

7.2.2 CMB Function

The CMB Chair convenes the CMB meetings.  During these meetings RFC’s shall be reviewed to determine validity and proposed implementation date.  Examples of the factors to be considered are provided below:

1. Operations

· Will the proposed implementation date interfere with business operations?

· Will this change impact current Navy business processes?

· Will there be any impact on system security?  

· Will this change impact pilot configuration or pilot processes?

· Will this change deviate from core SAP functionality?

2. Cost of the change/enhancement

· Was the estimate validated?

· What is the Return on Investment?

3. Risk/Benefit of the change/enhancement

· What is the Risk of the Change?

· What is the Benefit of the Change?

7.2.3 CMB Membership

The membership of the CMB is depicted below in Table 7-2:
	CMB Role
	Voting Rights

	CM Secretariat (Facilitator), or delegate 
	No

	Program Manager (Chair) or delegate
	Yes

	Business Process Lead or delegate
	Yes

	Technical Team Lead or delegate
	Yes

	Information Assurance Lead or delegate
	Yes

	Quality Assurance Lead or delegate
	Yes

	SASG Lead or delegate
	Yes

	Program Control Lead or delegate
	Yes

	Customer Support Services Lead 
	Yes

	Deployment Lead 
	Yes

	1 Representative from each Pilot Project
	No

	System Integrator Representative 
	No

	SAP Representative 
	No

	Other Members, as required 
	No


Table 7-2: CMB Membership

7.2.4 CMB Responsibilities

The following are the overall responsibilities of the CMB:

1. Enforce all facets of the Navy ERP Program change management policies, processes, and procedures applicable to the processing of RFC’s.

2. Ensure that proposed changes to software and supporting documentation are systematically evaluated with respect to impact on other related program elements. 

3. Review RFC’s.  (This includes examining the cost data for reasonableness and consistency, and considering the effects on overall system performance and compatibility requirements, including operating system, environmental compatibility, and security, before approving a change.) 

4. Ensure that only those changes that fully consider both necessity and associated life cycle costs are recommended for approval. 

5. Process RFC’s that are within scope until an approval or disapproval is determined.  (In case of disapproval, the reason should be identified and provided to the originating CCB.)

6. Prioritize RFC’s.  (Mission requirements, costs and benefits, and resources availability will be considered.)  

7. Ensure that only approved changes are implemented.

8. Ensure that a record of system changes is maintained.

7.2.5 CMB Approvals

At least five voting members, including Program Manager and Information Assurance Manager (or their designated representatives), must be in agreement to approve an RFC for development.  

8 Release Strategy

The overall Release Strategy for the program will be outlined in the Release Strategy document (under development).  Briefly, if an STR/ECP/DMR is approved for release by the appropriate Control Board, the Development Team Lead (DTL), the Deployment Lead, and the CM Manager (Pilot Projects) or CM Secretariat (Convergence Project) review the inputs from the team and weigh the development time estimate, workload priorities, and resources available to determine the appropriate target release for the STR/ECP/DMR.  Then the Release Manager reviews it to ensure that the overall release size is manageable and that there are no known conflicts.  Once the release strategy is verified, the STR/ECP/DMR enters the Release Management process.  Based upon the priority and any restrictions, the DTL will coordinate with the Release Manager to determine a release assignment.  (Local release policies may be implemented by the Pilot Projects.)

9 Emergency Change Request Process

Emergency situations call for an expedited procedure.  “Emergency” changes should be initiated only when: a system will not function, the system functions with errors so substantial that it is rendered useless to end users, or end users are unable to operate in a safe, secure and effective manner.  Examples of this are:

· Entire systems or a portion of the system is unavailable.

· System is producing invalid/corrupt data or data is being lost.

· Security issues requiring immediate attention.

This may be a “middle of the night” situation when operators must take extraordinary actions to keep the system available.  In software emergencies, a patch might have to be applied making the production configuration different than the code modules that have been checked into the CM repository.  This could result in ongoing development using faulty code for the next release of software.  In the legacy or production model, the undocumented change may introduce interface problems if not properly approved and tested.  

Immediately following implementation of an Emergency Change, if not earlier, documentation of the Emergency Change must be developed as a change package.  The change package is then forwarded through the CMB or CCB, as previously discussed.  When appropriate, the change must be incorporated into an appropriate requirements baseline, all appropriate development and test clients, and any applicable user documentation.  In all cases, the change must be fully tested and properly integrated into all applicable baselines.

10 Reclama Process

Individuals may request reconsideration of the disapproval of a change request by filing an appeal to the Navy ERP CM Secretariat.  All such appeals must include full justification and information to negate the original cause for rejection.  All Reclama will be forwarded by the CM Secretariat to the CMB for review.  

Appendix A - Acronyms and Abbreviations

This appendix includes an alphabetical listing of all acronyms, abbreviations, and their meanings as used in this document.

	ACRONYM
	DEFINITION

	A
	

	AI
	Action Item

	ANSI
	American National Standards Institute

	ARIS
	Architecture of Integrated Information Systems

	B
	

	BPM
	Business Process Manager

	BPT
	Business Process Team

	BTL
	Business Team Lead

	C
	

	CCB
	Configuration Control Board

	CCD
	Configuration Control Directive

	CI
	Configuration Item

	CM
	Configuration Management

	CMB
	Configuration Management Board

	CMMI
	Capability Maturity Model Integration

	CMP
	Configuration Management Plan

	COTS
	Commercial off-the-Shelf

	CR
	Change Request

	D
	

	DMR
	Data Modification Request

	DoD
	Department of Defense

	DoN
	Department of Navy

	DTL
	Development Team Lead

	E
	

	ECP
	Engineering Change Proposal

	EIA
	Electronic Industries Alliance

	EPA

ERP
	Environmental Protection Agency

Enterprise Resource Planning

	I
	

	IAVA
	Information Assurance Vulnerability Alert

	IEEE
	Institute of Electrical and Electronics Engineers

	IM
	Investment Management

	L
	

	LCM
	Life Cycle Management

	O
	

	OSHA
	Occupational Safety and Health Administration

	Q
	

	QA
	Quality Assurance

	R
	

	RFC
	Request for Change

	ROI
	Return on Investment

	S
	

	SAP
	SAP is not used as an acronym, it is the SAP Corporation.

	SASG
	Strategies, Architectures and Standards Group

	SCR
	System Change Request

	SEI
	Carnegie Mellon Software Engineering Institute

	STD
	Standard

	STR
	Software Trouble Report

	T
	

	TCSEC
	Trusted Computer Systems Evaluation Criteria

	TPR
	Test Problem Reports


Appendix B – RFC Priority Table

All RFC’s will be assigned a priority in accordance with the IEEE/EIA Standard 12207.2 as shown below:

	Priority
	Applies, if not performed the change could…

	1
	· Prevent the accomplishment of a mission-essential capability 

· Jeopardize safety, security, or other requirement designated as "critical." 

	2
	· Adversely affect the accomplishment of a mission-essential capability and no work-around solution is known 

· Adversely affect technical, cost, or schedule risks to the project or to the life cycle support of the system, and no work-around solution is known. 

	3
	· Adversely affect the accomplishment of a mission-essential capability but a work-around solution is known 

· Adversely affect technical, cost, or schedule risks to the project or to the life cycle support of the system, but a work-around solution is known. 

	4
	· Result in user/operator inconvenience or annoyance but does not affect a required operational or a mission-essential capability 

· Result in inconvenience or annoyance for development or maintenance personnel but does not prevent the accomplishment of the responsibilities of those personnel. 

	5
	· Any other effect. 


Appendix C  – Types of Request for Change

The Program will use three types of Requests for Change (RFC’s):  

· Engineering Change Proposal (ECP).

· Software Trouble Report (STR).

· Data Modification Request (DMR).

ECP’s, STR’s and DMR’s share common processes for configuration control approval, but they also have some unique characteristics.  The common processes are discussed in the following paragraphs and the unique characteristics are discussed below in separate sections.

An RFC can be submitted by a user (via the User Support Desk), by a Navy ERP Project team member, by a Process Owner, or by another type of stakeholder.  An RFC can be submitted to one of the four Pilot ERP Projects, as applicable, or to the Convergence Project.  (Specific RFC format and content requirements have been defined locally by the applicable ERP Project.) 

Once identified in a formal change request system, RFC’s are placed under configuration management and forwarded for analysis.  The appropriate subject matter experts (usually a Development Team composed of BPT or Technical Team members) will evaluate the RFC and determine the scope of the effort required to implement the change.  The end result is a Change Request Package (CRP) that can be provided to the CCB for review.   (For complex RFC’s that will require significant investment to develop a CRP, limited information may be presented to the CCB with a request for approval to proceed with the more comprehensive analysis.)

Routine changes that are required to maintain the system may be identified in Standard Operating Procedures (SOP’s) that, once approved, do not require further Control Board approval.   These types of changes should initially be submitted via an RFC.  Following approval by the appropriate Control Board, subsequent RFC submissions will normally not be required unless specified by the Control Board or the SOP is changed.  

Engineering Change Proposal (ECP) 

An ECP is required to support the identification of any new requirement or modification to system design.  An ECP is also required to add functionality that was intentionally deferred from the current production release.  An ECP is created for any RFC that would:

· Increase, decrease, or modify system functionality.

· Result in the addition, deletion or modification of a specification.

· Impact a system interface.

· Impact a user interface or user training.

· Impact system security (other than role assignments and similar routine changes).

Similar to other types of RFC’s, an ECP (in the form of a CRP) is initially forwarded to the CCB for review.  The CCB may either disapproved the ECP or defer the ECP for further analysis. However, approval of an ECP is beyond the scope of the CCB .  As a result, all ECP’s must be forwarded for CMB further review and approval.     

Regardless of whether an ECP is rejected, deferred, or approved by the CMB, the ECP will be returned to applicable Pilot Project or Convergence Project for final processing.  Consequently, local processing and release management procedures will apply.  

Software Trouble Report (STR) 

A STR is created when a required function (i.e. one that is specified) does not work as designed.  Promised functionality that was deferred from the production release is not considered a STR.  The STR should provide a description of the problem with sufficient detail to recreate the problem and cite (if available) the requirement violated, the version of the production software, the originator’s name (or other identifying source), whether the problem can be re-created, and other pertinent data.

Typically, a Development Team Lead (DTL) or other Navy ERP Project team member will make an initial assessment of the STR to determine whether the STR is valid and whether the initial priority was properly assigned.  If the STR does not identify a valid system defect, the type of request may be changed to ECP or DMR, if appropriate, or the RFC may be closed.  In these cases, proper notification must be provided to the submitter.

If the STR is valid, the RFC will be further analyzed and a CRP will be developed.  The STR (in the form of a CRP) will then be submitted to the local CCB for review and approval.  In most cases, the CCB will determine whether the RFC is approved for development, disapproved, or deferred for further analysis.  In rare cases, the RFC may exceed the CCB scope of authority and must be forwarded for CMB approval.    

Regardless of whether an STR is rejected, deferred, or approved by the CMB, the applicable Pilot Project or the Convergence Project will be responsible for final processing.  Consequently, local processing and release management procedures will apply.  

Data Modification Request (DMR) 

A DMR does not involve a configuration change, only a data content change.  Therefore, a DMR is the appropriate format for any RFC that requires the addition, deletion or modification of records in an existing data table, but only to the extent that the resultant changes will not impact the configuration or functionality of the Development, Test or Production environments.   Consequently, a DMR is not appropriate for following situations:  

· An ECP must be submitted to support any RFC that would modify a specification or definition that identifies how a data element or data table is structured, defined, or used.   

· An ECP must be submitted to support any RFC that would, as a result of the data modification, result in a change to the Development, Test or Production Environments.  

· Standard operating procedures, not repetitive DMRs, should be used to support normal operational production data maintenance and routine production data loads.

If the DMR is valid, the RFC will be further analyzed and a CRP will be developed.  The DMR (in the form of a CRP) will then be submitted to the local CCB for review and approval.  In most cases, the CCB will determine whether the RFC is approved for development, disapproved, or deferred for further analysis.  In rare cases, the DMR may exceed the CCB scope of authority and must be forwarded for CMB approval.    

Regardless of whether a DMR is rejected, deferred, or approved by the CMB, the applicable Pilot Project or the Convergence Project will be responsible for final processing.  Consequently, local processing and release management procedures will apply.  

Appendix D – Board Meetings

Processes & Procedures 

for Navy ERP

Configuration Control Board and

Configuration Management Board Meetings

Phase:  

Configuration Management Global


Description:  

This activity involves Project Configuration Management facilitation of the Configuration Control Board (CCB) and Configuration Management Board (CMB).  It also establishes the requirements for CCB & CMB membership and member responsibilities, as well as identifying the steps for conducting the CCB & CMB meetings.  (Within this document, term “Control Board” will be used for both the CCB and CMB.)

Entry Criteria/Inputs: 

Control Board agenda items

Materials to be reviewed or baselined

Designated Control Board members list

Exit Criteria/Outputs:

Published Control Board minutes

Control Board Action Items (AIs)

Signed or approved Control Board Minutes 

Roles:  

Chairperson for Control Board:  Makes final decision or disposition on all agenda items and release composition, as necessary.  

Configuration Secretariat:  Administers all Control Board procedures and actions; serves as Control Board Recorder; maintains current list of Control Board members; produces and distributes Control Board agenda; creates an artifact file for each problem or change request; and produces and distributes Control Board minutes and Action Items (AIs), if applicable.

Control Board Members: Review all agenda items; represent organization's position; ensure all impacts or problems relating to their primary areas of review are addressed; attend or arrange for alternates to attend each Project Control Board meeting; and ensure AIs are completed on time and cleared via Control Board Recorder.

Assets: 

DOORS and Dimensions software tools

Configuration Control Directive (CCD) Form 

Tasks: 

--Establish Control Board.

--Prepare and distribute Control Board agenda.

--Prepare for Control Board.

--Conduct Control Board.

--Annotate Control Board actions.

--Assign dispositions to Control Board actions.

--Update DOORS and Dimensions.

--Prepare and distribute Control Board minutes and AI assignments.

Procedure Steps 

1.   Prepare and distribute CCB/CMB agenda.

Project Configuration Secretariat will:

a. Prepare an agenda;

b. Distribute the agenda and change review package to the Control Board members at least five (5) working days prior to the scheduled Control Board;

c. Schedule time and place as directed by the Control Board Chairperson; 

d. File a copy of the agenda in the configuration management library.

2.   Prepare for CCB/CMB.

Control Board members will:

Review or comment on agenda items, assist in resolving, if possible, any issues before the scheduled meeting and ensure that:

a. Potential impact is documented with underlying assumptions; 

b. The RFC and requirements are is clearly defined and valid;

c. Similar or overlapping components of multiple RFC’s are grouped to be worked together;

d. All AIs are reviewed.

3.   Conduct CCB/CMB.

The Control Board Chairperson convenes Control Board, initiating discussion of all pre- Control Board review comments and their dispositions, and stepping through each item on the agenda.  Release allocation is dependent on requirement criticality, functionality, effort and duration, source availability, scope of changes, customer priority, and baselines affected.  Primary or alternate Control Board members must be present or have contacted the Recorder prior to meeting to state their disposition.

NOTE:  The Control Board may be convened on an ad-hoc basis for urgent and emergency changes.  The change may be presented to a full Control Board, hand-carried to the individual board member, or polled via e-mail.

4.   Annotate CCB/CMB actions.

Control Board Recorder will:

a. Annotate any change in list of priorities, groupings of releases, the change disposition on the CCD and give to the Control Board Chairperson for signature and disposition.

b. Ensure each member signs the CCD for concurrence or non-concurrence with the Chairperson's decision.

NOTE:  Changes to customer recommended release composition must be pre-coordinated and the customer's signature obtained on the CCD.

5.   Assign dispositions to CCB/CMB actions.

The dispositions to be used for agenda items are as follows:

a. Approved. 

b. Approved with comments.

c. Disapproved with comments.

d. Cancelled.

e. Deferred - Deferrals may be granted due to insufficient information or resolution to the RFC.  Responsibility for resolving the deferral is assigned to a specific organization or individual through an AI.  The Control Board Recorder documents the deferral of the requirements in the minutes and monitors the deferred requirement until completion.  The deferred agenda item normally is considered at the next project Control Board meeting.

6.   Update CM/RM Tracking Tools.

Project Configuration Secretariat will:

Update the DOORS and Dimensions with the status and action items activity and closure results.

7.   Prepare and distribute CCB/CMB minutes and AI assignments.

Project Configuration Secretariat will:

Prepare and distribute Control Board Minutes and AI assignments after the meeting to all Control Board participants.
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