Nelson, given the above and taking for granted that can only perform these functions in the Developer mode – isn’t OWA sufficient from an E-Mail perspective?  We can try for a greatly reduced cost for CITRIX access to NMCI services since already paying for everything if that would get us over the hurdle.  We aren’t going to get direct access to NMCI services while in developer mode – nor should we in my opinion.

Comment:  OWA is not equal to CITRIX.  If OWA via SSL is not acceptable to DAA, then we are indeed asking for ISF to establish a CITRIX server session for this CLIN.  If we add this to the premium already in place for a developer seat, then we need to start seriously looking at 0038AC, which comes with CITRIX built in once the 0032 costs are attended to.  Having said that, should CITRIX services be a layered option on the developer seat cost?

Nelson, not sure I see the problem.  We’ve acknowledged that need to be able to RAS into NMCI and still get into the appropriate Developer Seat COI.  ISF is working out the details.  Since any portable will have software VPN, it should be able to join the appropriate COI from anywhere on the network.
Comment.  So long as the DAA agrees, I think this was a policy issue, not a technical issue.

Nelson, not at all sure how to do this.  ISF would charge us mercilessly – and rightly so.  Can you think of a way to do this using a developer seat (either mode) and having the appropriate development group get the data?  Provided we don’t disable the security products we can get any GPO changes we need – provided we can identify and justify (link to a specific requirement/app).
Comment.  We can do this, however each development environment must be tried.  Given a specific development environment, and a cooperative vendor, the justification should be automatic for that environment.

==============================================================

Nelson, looking at this option using the 38AA/AB as the baseline – therefore comes with the seat, the wallplug and the logical COI.  Expect to pay additional for the CITRIX access but hopefully much less than 38AC on top of the 38AA/AB – or it wouldn’t be viable in my book.  Also looking at using same approach for GOTS-D and DIICOE S&T seats but expect that will take longer.
Comment.  Agree – remains to be seen.

Nelson, This will be my recommendation since don’t have viable solution at the time.  However, fully expect solutions within 6 months or less.  All should order some 38AA/ABs since it is viable for a good portion of the users in my opinion.  At minimum – use it to perform the testing you indicated above.  However, this will not be a long term approval to remain on a separate network unless we can specifically identify that no other option.  (And I acknowledge that there are such cases, above and beyond DREN.)
Comment.  We have a corpus of 0038AA and 0038AB seats, and can attempt our own research, however, without ISF support, adjustments to the policies to discover what changes are needed will render them of limited use.  

(1) Nelson, can you provide more granularity – I’m lost.  
Comment:  The direction here is that when an IAVA is published, and the developer draws it down to adjust the OS or other seat support item, the development environment may require reloading.   Viewing the above, it may point to a more streamlined alignment of the developer seat with development environments.

(2) Nelson, I have a hard time with this one in some respects.  Developers use this as carte-blanche to do whatever they want to, even if it doesn’t tie into the strategic or directed efforts of the end-user.  Example would be Macintosh/Apple apps and computers when Navy has decidedly said “NO” to these platforms for end-user use.  Other would be developing in applications not supported by the FAMs (ie: including those already “eliminated”).  How do you recommend we word this better?
Comment:  Something like:

Allow Navy research, development and systems integration claimants to experiment with and evaluate new tools for the Warfighter while remaining within broad application and security policies established by the Navy.

Nelson, don’t see how possible.  The developer can always request a functional account be established or a real account, but if has to be provided through NMCI then it comes at the cost of an account and it will have to be entered through the ISF.   Just have to think ahead on this one and think the functional account is the appropriate answer.

Comment:  Then we should ask for the “second” accounts allowed from the 0038AA and 0038AB seats for the test accounts.  Alternative may be possible if the development community has its own domain within NMCI, as the accounts could be drawn from the sub-domain.

Nelson, think this is already available.  They can hook into NMCI at any wallplug – in face, I can dock into any portable docking station on the network today.  We can go through specifics of what need to talk to in order to be sure can communicate with the specific servers based on placement but don’t see this as something not already covered.  Worse case would have to pay for a MAC to add the ACL for the services required.

Comment:  That may work.

