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Posted FAQs
	Cate-gory
	FAQ
	Recv’d
	Source of Answer
	Status
	Posted

	Classified Connect
	Is NMCI going to accommodate Foreign Nationals working within NMCI (unclassified only)?

Foreign Nationals, working with UNCLAS information systems, will be accommodated under NMCI.  Currently, a Security Working Group is exploring the best approach for providing this access to Foreign Nationals while maintaining stringent information assurance.

	8/6/01
	Per B. Thompson, FF posted 9/5/01
	Approved 10/4/01 by GD
	10/26/01

	Classified Connect
	Can I have classified and unclassified access from a single workstation?  

Yes, please refer to CLIN 0009 at the following links:
http://www.eds.com/nmci/clin009aa.htm 

http://www.eds.com/nmci/clin009ab.htm 

http://www.eds.com/nmci/clin009ac.htm 

http://www.eds.com/nmci/clin009ad.htm 

	8/22/01
	EDS website
	Approved

10/15/01 by GD
	10/26/01

	CLIN
	What CLIN should be used for special needs, e.g., special requirements for the visually impaired (software, text reader, large screens)?

No CLIN item has been identified to date.


	8/8/01
	Per C. Haymes
	Approved 10/9/01 by BT
	10/26/01

	CLIN
	Will an ultra-light portable be made available as an option for a portable seat under NMCI?
No CLIN currently exists.  Additional CLINs may be added as negotiated by the Navy and the ISF.


	8/16/01
	Per B. Thompson
	Approved 10/9/01 by BT
	10/26/01

	CLIN
	What will the storage allocation be for each person on the network (how much server space will each person have for their “H” drives)?   How much disk space will be allocated to each code/directorate for their “shared drive(s)”?  

Each account will come with 50MB e-mail/calendar, 700MB personal and 100MB shared storage space on the network.

Each code/directorate can combine all the 100MB shared storage space from their accounts; additionally you can purchase storage space in 10 GB increments for $31.27 per month.


	12/6/01
	Per Ben Thompson
	Approved 12/10/01 by BT
	12/18/01

	CLIN
	Should we be including more CD-RW drives in our demand model as a means for providing extra storage and archive/backup capabilities within each division?  (This could become a potential issue if we lose significant amounts of server space under NMCI, or at least might cause us to rethink our current policy for space allocation.)
Including more CD-RW drives (CLINs 1003AA @ $5.33, 1015AA @ 3.83, (2007AA @9.33 for laptop), 3016AA @ 8.88 and 3017AA @ 8.31 per month, should be a business decision.  Network space will be backed-up on a regular basic.  An additional device might be the 250MB zip drive.


	12/6/01
	Per Ben Thompson
	Approved 12/10/01 by BT
	12/18/01

	CLIN
	Will the current amount of Outlook “In Box” server space be the same under NMCI as it is now?  (This might potentially impact the availability of information for OWA users and necessitate rethinking portable seat allocations or CD-RW drives.)

Each account will come with 50MB of storage for e-mail/calendar.  If an account purchases the 10GB file share service, the 50MB could be raised to a max of 1GB, the remaining 9050MB would be used for something else.


	12/6/01
	Per Ben Thompson
	Approved 12/10/01 by BT
	12/18/01

	Contract Related
	Who is the Information Strike Force (ISF)?

Information on the ISF is located on the EDS website, under the category Contract-related FAQs.
	8/16/01
	EDS website
	Approved

10/15/01 by GD
	10/26/01

	Contract Related
	What does “locked down” mean?

You will not be able to download, install, or modify most things on your desktop.

CLINs 0001, 0002, 0003, 0004, and 0005AB (Enhanced Hybrid) will be locked down. The Basic Hybrid Seat (0005AA) and the Developer Workstation Upgrades (0038AA or AB) will offer users more latitude to load software and hardware.


	8/22/01
	Per B. Thompson
	Approved 12/17/01 by B. Thompson
	12/17/01

	Contract Related
	What is the process to add a CLIN to the NMCI contract?
The originator of the new requirement should work with their ACTR to clearly document the specifications.  The ACTR then sends the DCTR the specifications.  The DCTR projects the need for the new requirement across HQ/PEO and submits the requirement to the CTR.  The CTR assesses the need for the requirement across all NAVSEA sites and forwards the information to the PMO.  The PMO determines the need for the requirement across all potential NMCI sites.  The PMO will then work with the Information Strike Force (ISF) to understand the need.  The ISF will bid on the new requirement.  The PMO and the ISF will negotiate a new CLIN and the contract will be modified.

 At any point, the new requirement may be denied; there may not be a big enough need for the item, an alternative means of meeting the need may be identified through the combination of other existing CLINs, or other reasons may arise overriding the need.


	9/27/01
	Per B. Thompson
	Approved 12/17/01 by BT
	12/17/01

	Contract Related
	Who will perform software upgrades?

· No application upgrades in terms of code will be provided by NMCI unless purchased through CLIN 29.  

· Any upgrades to a legacy application require an updated SSAA and NMCI certification.  Once the application has passed certification, the application (one not supported by NMCI) will be packaged and submitted to the ISF to be made available according to the user profiles that require access.  

· If the upgrade is to NMCI-provided software, NMCI will be responsible for implementing the upgrade.


	10/15/01
	Per G. Davis
	Approved 12/6/01 by GD
	12/10/01

	Contract Related
	How much training comes with each NMCI seat?  
According to Service Level Agreement (SLA) 17, there are two types of training to be provided: security training and end user training on use of standard end user hardware and software.  Formal training will consist of a minimum of eight hours of each type of training per user per year.  


	10/31/01
	Per SLA descriptions, “Attachment 2”
	Approved 12/17/01 by B. Thompson


	12/18/01

	Customer Support
	Will there be on-site PC repair people? If so, how many? What is the response time?
Refer to Customer Support FAQs in the EDS website.


	10/31/01
	Per EDS website
	Approved 12/6/01 by GD
	12/7/01

	HD & SW
	When will NMCI transition to Windows XP? 

Under the current contract, the Gold Disk includes Windows 2000.  Discussion is underway concerning whether all sites should be transitioned using the same version of software before implementing upgrades.  The effect is unknown at this time.
	10/15/01
	Per G. Davis


	Approved 12/6/01 by GD
	12/10/01

	HW & SW
	[image: image1.png]


Re. User access. Will all software in a user's account be available from any NMCI seat?
Refer to Hardware and Software FAQs in the EDS website.


	7/15/01
	EDS website
	Approved 10/19/01 by GD
	10/26/01

	HW & SW
	What is a Gold Disk and what does it include?
The Gold Disk is the minimum load of software that comes standard with NMCI fixed workstations and/or network-attached desktops and laptops.  Gold Disk contents are applications that have been tested to operate with the NMCI-selected hardware and work without conflicting with other NMCI-installed software on the workstation.  


	8/16/01
	Per EDS website
	Approved

10/15/01 by GD
	10/26/01

	HW & SW
	When will the Gold Disk be available?
Gold Disk software will be available during the Cutover period, when NMCI begins rolling out NMCI seat orders.  Cutover is currently set to begin August 1, 2002.


	8/16/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	HW & SW
	Has document management software been selected?

Under the NMCI contract, the Information Strike Force (ISF) is required to include as a basic service for all data seats an electronic records management application (RMA) to facilitate electronic record keeping. After a careful evaluation, ISF selected TOWER Software’s TRIM Captura product for installation on all NMCI seats.  ISF is controlling the NMCI implementation schedule and thus the TRIM installation schedule.  According to ISF, in November of 2001 a second version of the Gold Disk will be introduced that will include the TRIM suite of products (records management, document management, imaging and workflow).  TRIM, although a COTS product, is not ready to use out of the box.  Numerous set-up tasks need to be performed as well as user training.  Therefore, outside assistance will be required to enable efficient and effective use of TRIM.  Implementation services, other than basic TRIM installation, are not included in the NMCI per seat charge but can be procured through additional support CLINs.

How does this affect our use of Livelink?
As shown above, the costs for implementing the TRIM Suite are not included and need to be quantified. Also, NAVSEA needs to compare the functionality for the TRIM Suite against our requirements. Therefore, in FY02 the CDMS Project Management Team will be completing a Business Case Analysis (BCA) of the Tower Software product and the Livelink software to determine the best approach for moving NAVSEA towards a knowledge-sharing environment. The BCA will allow NAVSEA to make the right business decision for document management and business automation tools ( one that is based on cost and functionality.  Until then, the NAVSEA standard for document management and workflow is the Livelink product.  


	8/30/01
	Per C. Haymes, FF posted 8/30/01
	Approved 10/4/01 by GD
	10/26/01

	HW & SW
	Do COTS applications on the Gold Disk require NMCI certification?

COTS applications on the Gold Disk have already been NMCI certified by the ISF.


	12/3/01
	Per S. Foster
	Approved 12/10/01 by S. Foster
	12/10/01

	Implemen-tation
	What happens at Assumption of Responsibility (AOR)?
AOR is when the Information Strike Force (ISF) assumes responsibility for the “as is” environment at a Navy or Marine Corps facility and ownership of transitioning hardware is transferred to the ISF.  There is no change in service.


	
	Per C. Haymes & G. Davis
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Is there a cost to move, add, or change a seat?
Each seat order includes one “free” move/add/change (MAC) per year.  The installation of the seat does not “use up” this MAC.  Any addition of a new feature purchased through a CLIN will not use a MAC.  A move from one location to another will use a MAC.  

All MACs will be approved by a government contracting authority.  Details are included in the government’s contract execution plan.  


	
	Per B. Thompson 10/9/01
	Approved 10/9/01 by BT
	10/26/01

	Implemen-tation
	Will I be able to access my email remotely?

The universal need to access email remotely was recognized by NMCI and a solution has been developed.  Outlook Web Access (OWA) will now be included in the cost of an NMCI seat.  Therefore, users that have an account that is associated with an NMCI seat will be able to access email from their homes, travel destinations, etc., without any additional cost.

	
	Per B. Thompson, FF posted 8/30/01
	Approved 10/4/01 by GD
	10/30/01

	Implemen-tation
	Will NAVSEA personnel working at GSA Telecommuter sites have access to the network?

GSA telecommuter sites will not allow NAVSEA to alter their hardware in any way.  Therefore, telecommuters will need to purchase a portable NMCI seat to continue working from GSA telecommuter sites.  Portable seats offer users a full range of services including remote access.


	8/28001
	Per G. Davis
	Approved 12/5/01 by G. Davis
	12/10/01

	Implemen-tation
	Will I be able to use Outlook to schedule meetings with people during the transition phase to NMCI?

During transition you can still propose and accept meetings from people on both sides of transition; however, you will only be able to view the calendars of people who are in the same transitional phase as you.  For example, if you have a new seat and are scheduling a meeting with someone who has not yet received a new seat, you can propose and accept meetings, but you cannot view their calendar.


	
	Fact or Fiction posted 10/29/01
	
	1/2/02

	Implemen-tation
	Will I be able to keep my computer that is on home-loan from the government?

All PCs and laptops become the property of the Information Strike Force (ISF) upon Assumption of Responsibility (AOR), no matter where the equipment is located. If a user needs the ability to work from home, they should have a portable seat.


	
	Fact or Fiction posted 10/23/01
	
	1/2/02

	Implemen-tation
	Will I be able to load technical manual updates if they are provided on CD ROM? How about training delivered on CD ROM?

The problem with users loading information from CD ROMs, such as training or manual updates, onto their desktops is that they often automatically load executable files that will alter the standard build. The bottom line is that users will not be able to personally load anything on non-S&T (science and technology) desktops – users must contact the NMCI help desk to load CD ROMs, software, etc., under NMCI.


	
	Fact or Fiction posted 9/18/01
	
	1/2/02

	Implemen-tation
	I get CD ROMs full of information all the time from organizations within and outside of DoD - all using different search engines.  Since these engines are not included in the standard build, will I be able to use this information?

If a search engine is certified for the NMCI environment, you will be able to use it just as you do today. All the search engines used by your CD ROMs need to be identified as Legacy Applications, submitted to the Legacy Applications Group, and advanced through the same process of rationalization, approval, security certification and accreditation, and NMCI certification that all legacy applications must pass.


	
	Fact or Fiction posted 9/18/01
	
	1/2/02

	Implemen-tation
	What will be the disposition of government-owned computers on loan at employee homes?
All PCs and laptops become the property of the Information Strike Force (ISF) upon Assumption of Responsibility (AOR), no matter where the equipment is located.  If a user needs the ability to work from home, they should have a portable seat.


	8/6/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Will contractors be able to use their contractor-owned laptops and desktops on the network?  
Contractor-owned equipment located at a contractor’s site may be able to connect to the NMCI network by utilizing the hybrid seat option; contractors need to negotiate the purchase of the hybrid seat with the Information Strike Force (ISF).

Contractor-owned equipment may not be connected to the government NMCI Local Area Network (LAN).


	8/7/01
	Per B. Thompson
	Approved 12/17/01 by BT
	12/17/01

	Implemen-tation
	Analog lines are used today to dial from the WNY into remote Navy sites, e.g., Crane.  Will this still be needed with NMCI?

Analog lines will not be required to connect to Navy/Marine Corps sites once all of the Navy and Marine Corps are under NMCI. 


	8/8/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Analog lines are used today to dial into non-Navy/Marine Corps sites.  Will this need be filled under NMCI?

Yes, if the site has been identified as a special requirement.


	8/8/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Will someone with an NMCI account and a portable seat be able to plug into a docking station other than his or her own post cutover?

Yes, current plans allow for this.


	8/8/01
	Per B. Thompson
	Approved 10/9/01 by BT
	10/26/01

	Implemen-tation
	Will there be a laptop pool for those who travel occasionally?  How will it be managed?  Will “permanent loans” be permitted?

Currently, SEA OOI does not provide a central pool of laptops.  The laptops are owned by various codes.  SEA OOI manages those resources.  Based on this arrangement, many codes are either ordering portables for the users or are buying extra portables for travel purposes.  However, the possibility of SEA OOI procuring a pool of laptops is under review.


	8/16/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Will any support be available from NAVSEA for non-NMCI hardware?

The NMCI Help Desk is contracted to support NMCI hardware only.  Support for non-transitioning hardware will be provided by NAVSEA.


	8/16/01
	Per C. Haymes & G. Davis
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Using a portable seat, will I be able to print from a local printer while away from my normal work site (e.g., home, on travel, at another NMCI site, etc…)?

Yes; the mechanics are being worked out.


	8/16/01
	Per B. Thompson
	Approved 10/9/01 by BT
	10/26/01

	Implemen-tation
	Will I require a special connection to use my NMCI portable at home?
No, you may dial into the WNY NMCI network using a regular telephone line.


	8/16/01
	Per B. Thompson
	Approved 12/17/01 by BT
	12/17/01

	Implemen-tation
	How will NAVSEA HQ/PEO handle use of/access to an application that is owned by another Navy organization when that organization’s cutover is after HQ/PEO?

A short-term solution will be provided until the non-transitioned organization’s application is brought into NMCI, as long as the application/connection has been identified as a special requirement by HQ/PEO.


	8/22/01
	Per C. Haymes & B. Thompson
	Approved 10/9/01 by BT
	10/26/01

	Implemen-tation
	What criteria will be used to determine the number and location of network printers?

There are two business rules associated with locating network printers that are included in the per seat cost.  1) The NMCI contract currently states a printer to user ratio of 1:25, and 2) no one will be required to walk more than 50 feet to access their associated printer.  The Information Strike Force (ISF) will work with Business Information Executives (BIE) and their Activity Customer Technical Representative (ACTR) to determine placement of printers.  Two different CLINs may be used if additional printers are required: CLIN 0006AA to order unclassified wall plug service to connect a legacy printer or CLIN 0023 to order additional printers.


	8/22/01
	Per C. Haymes, G. Davis & B. Thompson
	Approved 10/9/01 by BT
	10/26/01

	Implemen-tation
	Will personal “working files” on “C” drives be copied to new drives under NMCI?

Procedures will be provided for users to copy their data from their old to new NMCI seat.  This is part of the Workstation Migration: Ready, Set, Go! Procedures.

Note: ISF will not maintain a backup copy of files stored only on your local hard drive.


	8/22/01
	EDS website
	Approved 12/6/01 by GD
	12/7/01

	Implemen-tation
	Under NMCI, how long will it take for a new seat order to be filled?

After the Information Strike Force (ISF) has received approval, the Service Level Agreement (SLA) states they must deliver the seat within 5 days.


	8/23/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Implemen-tation
	Can multiple users with classified NMCI accounts share one SIPRNET seat?
Yes.  A classified account holder may use any classified seat.  Five classified accounts come with a classified seat.  


	9/24/01
	Per B. Thompson
	Approved 12/17/01 by BT
	12/17/01

	Implemen-tation
	Who should I see about my NMCI seat order?
To determine who you should contact, go to My Community and find your organization’s BIE.  A list of Designates will be displayed so that you may select the appropriate person.


	9/26/01
	BIE per web site contents submission
	Approved 10/19/01 by GD
	10/26/01

	Implemen-tation
	How will the help desk be able to resolve my issue if they are located in San Diego and Norfolk?
Help Desk personnel will use remote access software to trouble shoot your problem.  If the problem is beyond what they can fix remotely, on site personnel will be dispatched to your location.


	10/5/01
	Per G. Davis
	Approved 10/19/01 by GD
	10/26/01

	Implemen-tation
	Will I be able to access Livelink remotely using a browser?
Yes.


	10/5/01
	Per P. Connor
	Approved 12/6/01 by GD
	12/7/01

	Implemen-tation
	What will happen to message center personnel at AOR in February 2002? 

Nothing; NMCI will not take over message center functions.


	10/15/01
	Per G. Davis
	Approved 12/6/01 by GD
	12/10/01

	Implemen-tation
	Once NMCI is cutover, what do I have to do to write an MS Access application?
EDS is preparing an Application Developers guide, which is still a work in progress.  Procedures are being developed by EDS to address dissemination of this guide.


	12/12/01
	Per NMCI Project Office
	Approved 12/20/01 by SF
	12/20/01

	Implemen-tation
	Will personnel, using a personal laptop or personal home computer, be able to dial in and get EMAIL from home or travel with an 800 number like we have now?
Using NMCI provided equipment, personnel may dial in to access their email.

Using personal equipment, personnel with NMCI accounts may access their email using OWA via the Internet through an Internet Service Provider (ISP).


	12/12/01
	Per B. Thompson
	Approved 12/17/01 by BT
	12/17/01

	Legacy Apps
	Does the ISF charge a fee to certify my legacy application?

No, the actual NMCI certification is a cost only to the Information Strike Force (ISF) – NAVSEA does not pay a certification fee. However, there may be costs to NAVSEA in terms of the time and manpower needed to prepare an application for submission to the ISF for certification. For information about Legacy Application Certification, visit the EDS NMCI website.


	
	Fact or Fiction posted 11/7/01
	
	1/2/02

	Legacy Apps
	What happens to legacy applications under NMCI?
Refer to Legacy Applications FAQs in the EDS website.


	5/1/01
	EDS website
	Approved 10/19/01 by GD
	10/26/01

	Legacy Apps
	What is a legacy application?
A legacy application is an existing customer software application that is not included in the NMCI standard seat services or in the CLIN 0023 catalog.


	7/13/01
	NMCI Legacy Applications Transition Guide Ver 2
	Approved 10/19/01 by GD
	10/26/01

	Legacy Apps
	Given the large amount of information currently distributed on CD ROM, both from the "outside world" and from within DOD/DON, how is the Information Strike Force (ISF) going to accommodate the numerous search engines that come with the data?

 If a search engine is certified for the NMCI environment, you will be able to use it just as you do today.  All the search engines used by your CD ROMs need to be identified as Legacy Applications, submitted to the Legacy Applications Group, and advanced through the same process of rationalization, approval, and certification that all legacy applications must pass.


	8/6/01
	Per B. Thompson, FF posted 9/18/01
	Approved 10/4/01 by GD
	10/26/01

	Legacy Apps
	Do legacy applications have to go through the NAVSEA CIO (and/or SEA 00I) before being submitted to ISF for testing?

Once all of the required documentation is prepared, the BIE associated with the application will submit the documentation to their ACTR for eventual submission to the ISF.


	8/16/01
	Per G. Davis
	Approved 12/6/01 by GD
	12/7/01

	Legacy Apps
	What do the indicators used to track the status of an application submitted to the NMCI Test Lab mean?
There are seven indicators used to track the status of an application submitted to the NMCI Proving Center/Certification Lab.

Certified – Passed NMCI Certification Lab process

In Process - Received and is currently undergoing certification lab audit, packaging, or testing
Certified But Not Recommended (CBNR) –Received and processed, but after further review from ISF and PMO, probably duplicates functionality and should be rationalized, or poses a possible security issue
Not Recommended For Certification (NRFC) - Has not been processed, but after initial review by ISF and PMO, probably duplicates functionality and should be rationalized, or poses a possible security issue
Incomplete - Received with no media or no RFS
Archived – Received by ISF as Incomplete that does not currently appear on any site rationalized PMO list
Failed - Unable to pass NMCI certification testing based on non-Windows 2000 compliance or security issues

	8/16/01
	B. Thompson presentation 10/25/01
	Approved 12/6/01 by GD
	12/7/01

	Legacy Apps
	I heard my MS Excel spreadsheet needs to be certified for transition to NMCI?  What about the Access database I use to track employee clearance levels?  Do I need to get everything certified for NMCI?

Unfortunately, there is not a “one size fits all” answer to this question, but there are some general guidelines you can follow to understand if this impacts you.  Simply put, data that resides in an MS Access database, an MS Excel spreadsheet, or an MS Word document does not need to be certified by the NMCI Information Strike Force (ISF).  If, however, a front-end application or macros are used to access, manipulate, or share the data, it may be considered an “application” and may require certification.  Consider the following questions:

· Will others need access to this “application,” such as team members at Crane?
· Will the “application” survive the legacy application review (rationalization process) mandated by CNO?

· Will NMCI need to set something up on a workstation for you?

· Does the “application” have a sponsor?

· Is the “application” DITSCAP certified?

· Is the “application” MS Windows 2000 compliant?

If you have any questions or concerns about specific data/applications, we recommend that you submit your concerns to your BIE or NMCI POC.  They can work with the HQ/PEO NMCI Transition Team to confirm whether NMCI certification will be required.

	8/23/01
	Per B. Thompson, FF posted 9/20/01
	Approved 10/4/01 by GD
	10/26/01

	Legacy Apps
	Who has the responsibility for providing desktop access to legacy applications not running on the NMCI platform?

EDS.  Under current service level agreements, NMCI is not to deny access to registered legacy applications required to perform business functions.


	10/5/01
	Per NMCI Project Office
	Approved 12/20/01 by SF
	12/20/01

	Legacy Apps
	Will I have access to the same applications I have access to today?
The Gold Disk is the minimum load of software that comes standard with NMCI fixed workstations and/or network-attached desktops and laptops.  Gold Disk contents are applications that have been tested to operate with the NMCI-selected hardware and work without conflicting with other NMCI-installed software on the workstation.  

All required applications should be identified in each site's rationalized list of commercial-off-the-shelf and government-off-the-shelf software during the transition process.   Applications that fall into the following list will not be available.

· No personal, non-mission, or non-business related software

· No games

· No freeware or shareware

· No beta or test version software packages

· No application development software (except for  RDT&E seats)

· No agents


	10/5/01
	EDS website
	Approved 10/19/01 by GD
	10/26/01

	Legacy Apps
	When HQ/PEO transitions to NMCI, can I still access the same Internet sites that I access today?
Yes, NMCI will provide continued access to the Internet and will only block access to Internet sites at the direction of the Navy.


	10/5/01
	Per G. Davis
	Approved 12/6/01 by GD
	12/7/01

	Legacy Apps
	Once a legacy system is NMCI approved (certified), will it be added to the Gold Disk? 
Legacy systems will not be added to the Gold Disk; the Gold Disk provides the standard load of software for all NMCI seats.

	10/15/01
	Per G. Davis
	Approved 12/6/01 by GD
	12/10/01

	Legacy Apps
	How will NAVSEA enterprise legacy applications be transitioned under NMCI?

The Deputy CIO for Enterprise Applications will ensure that all NAVSEA enterprise applications will have a System Security Authorization Agreement (SSAA).  The application’s sponsor will then ensure that the application is packaged and sent to the ISF for certification.  With this in mind, Directorates/PEOs will not need to request certification for the following NAVSEA enterprise applications. 

· CDMS –Corporate Document Management System

· AutoDoc - Automated Funding Document System

· TOPS - Travel Order Processing System

· DMS - Defense Messaging System

· SPS - Standard Procurement System

· SLDCADA - Standard Labor Data Collection & Distribution Application

· WAMO - Workforce Administration Management & Organization

· MDCPDS - Modern Defense Civilian Personnel Data System

· GSS - Global Scheduling System

· OIG - Office of the Inspector General DB (funded by OON)


	10/15/01
	Per G. Davis & S. Foster
	Approved 12/12/01 by S. Foster
	12/13/01

	Misc
	Two user accounts are provided per seat. If I have 20 users, each of whom has a workstation on their desk right now, how many seats do I need to buy? Ten or twenty? If I need to buy 20, then why provide two accounts per seat? If I need to buy only 10, then how do two people use the same machine at the same time?
Refer to Miscellaneous FAQs in the EDS website.


	8/4/01
	Per EDS website
	Approved 12/6/01 by GD
	12/7/01

	Misc
	Can government-owned software be loaded on personal equipment?

Under NMCI, the government will not own the software on the Gold Disk, so it cannot be loaded on personal equipment.  Other software owned by the government and certified to run in the NMCI environment may be loaded on NMCI equipment by the NMCI Help Desk.  The NMCI Help Desk will not provide support on any non-NMCI equipment.


	8/6/01
	Per G. Davis
	Approved 10/4/01 by GD
	10/26/01

	Misc
	How will Reserve personnel, such as in 09NR, who do not have NMCI seats and who use NAVSEA code space to perform weekend drills, fit into the NMCI infrastructure?

Reservists who perform weekend drills in NAVSEA spaces will be provided an NMCI account and will be able to use an identified NMCI seat at the Washington Navy Yard.


	8/8/01
	Per C. Haymes
	Approved 10/4/01 by GD
	10/26/01

	Misc
	Will any NMCI seat (either government- or contractor-acquired) be “usable” by anyone with an NMCI account?

Yes, anyone with an NMCI account can log on to any non-classified NMCI seat.  For example, an employee on TDY at another NMCI site can use a seat there.  In other words, the account is not associated with a specific seat.

	8/8/01
	Per C. Haymes & G. Davis
	Approved 10/4/01 by GD
	10/26/01

	Misc Technical 
	How will NMCI improve compatibility?

Refer to Miscellaneous Technical FAQs in the EDS website.


	5/1/01
	EDS website
	Approved 10/19/01 by GD
	10/26/01

	Peripheral Equipment
	What happens to my current peripherals? Can they be integrated into my new NMCI seat?
Refer to Peripheral Equipment FAQs in the EDS website.  

As long as your peripheral meets certain criteria, you will be able to keep it under NMCI. The following criteria may be applied:

· Must be Windows 2000 compliant, 

· Must not affect NMCI's ability to meet agreed upon service levels 

· Must not violate any security requirements. 

The above criteria apply to any locally attached peripherals, such as printers, scanners, speakers, Palms, etc., that you may keep under NMCI.  Any item that a user plans on keeping and using under NMCI must be identified by the user’s NMCI POC as an item that will not be turned over to ISF at transition. 


	5/1/01
	Per EDS website
	Approved 12/6/01 by GD
	12/7/01

	Peripheral Equipment
	I am looking for information on Web authoring. Specifically, are individual activities still going to be able to develop local Web pages? If so, do we have to use Microsoft FrontPage or can we use software of our choice as long as it is certified?
Refer to Peripheral Equipment FAQs in the EDS website.


	7/5/01
	Per EDS website
	Approved 12/6/01 by GD
	12/10/01

	Peripheral Equipment
	Can I keep my local printer and connect it to my NMCI workstation until my printer dies?
Yes, as long as it is identified as a legacy peripheral to be kept under NMCI.  NMCI will not service the printer or provide cartridges.  Service for legacy printers will be provided by NAVSEA.


	7/24/01
	Per B. Dofner, G. Davis, & C. Haymes
	Approved 10/4/01 by GD, revised 10/12/01 by CH
	10/26/01

	Peripheral Equipment
	Will I have access to both a black and white (B/W) as well as a color printer from my workstation?

The plan for deploying printers states that the primary printers are B/W.  The capability for color is also provided but in a lower ratio.  The reason is two fold: 1) this will reduce costs for the DoN since the color print cartridges are more expensive, and 2) the B/W printers are faster.  There is nothing preventing an end user from selecting the color copier as the default printer and using it exclusively, but the cost to the DoN will be prohibitive and performance for the end user may not be acceptable.  

	7/27/01
	Per B. Dofner
	Approved 10/4/01 by GD
	10/26/01

	Peripheral Equipment
	My group has some periodic, intense printing requirements that possibly could tie up the NMCI printer for several hours. Since there are only 20 users in my group, the 1:25 printer ratio means one network printer. Is there any recourse or accommodation for users who routinely put heavy-duty demands on the NMCI-provided printer? (The only other options are existing printers and CLIN 0023.)
The Information Strike Force is responsible for providing printers that meet the Service Level Agreement (SLA). Additional printers are available from CLIN 0023.


	8/3/01
	Per EDS website
	Approved 12/6/01 by GD
	12/7/01

	Peripheral Equipment
	Can I keep my ergonomic keyboard under NMCI?

As long as your ergonomic equipment, e.g., a natural keyboard, meets the following criteria, you may keep it under NMCI.

· Must be Windows 2000 compliant,

· Must not affect NMCI’s ability to meet agreed upon service levels

· Must not violate any security requirements.

The NMCI keyboard will come with an integrated Common Access Card (CAC) card reader, which ergonomic keyboards do not have. This would require an external CAC card reader, which currently is not available on CLIN 0023.

These above criteria apply to any locally attached peripherals, such as printers, scanners, speakers, Palms, etc., that you may keep under NMCI.  Any item that a user plans on keeping and using under NMCI must be identified by the user’s NMCI POC as an item that will not be turned over to ISF at transition.


	8/6/01
	Per C. Haymes, FF posted 9/7/01, added last sentence
	Approved 10/4/01 by GD
	10/26/01

	Peripheral Equipment
	Will I be able to keep my government-owned PDA under NMCI?  Will it still connect to the network?

Yes – so long as your PDA is an approved model.  To date, the only approved PDAs are the Palm IIIxe or Palm Vx.   These two models are described in CLIN0023.  For more information, see CLIN descriptions on the EDS website.  This CLIN may be expanded to include more PDA types/models.

In the meantime, if you have a PDA that is absolutely necessary AND is not on the approved PDA list, e.g., Palm VII, Windows CE, or Blackberry, then this essential need must be reported in the Special Requirements section of the HQ/PEO Transition Plan.  Special requirements should be submitted to your BIE.

	8/16/01
	Per C. Haymes, FF posted 10/3/01


	Approved 10/4/01 by GD
	10/26/01

	Peripheral Equipment
	Will I be able to connect my personal PDA to NMCI?
No; personnel who require PDA connection with NMCI must have an NMCI seat and either a government-owned PDA (identified as a legacy peripheral to your BIE) or order a PDA from the NMCI contract.

During transition, all personal PDAs will be removed from the NAVSEA network.


	9/26/01
	Per C. Haymes during Team Sub NMCI POC meeting
	Approved 10/4/01 by GD
	10/26/01

	Security
	If the local designated approval authority (DAA) still will be responsible for securing local mission application servers, how can the DAA secure these services if NMCI will not allow local security network monitoring?
Refer to Security FAQs in the EDS website.


	7/16/01
	EDS website
	Approved 10/19/01 by GD
	10/26/01

	Security
	Do the laptop docking stations have an anti-theft/security device to secure the laptop to the docking station and/or desk? 

No, not at this time.


	9/10/01
	Per B. Thompson 10/9/01
	Approved 10/9/01 by BT
	10/26/01

	Security
	What is a Common Access Card (CAC)?  Will users need this to log onto their desktops?
The Common Access Card, or CAC, is the new ID card being issued to all DoD active duty, selected reserve, Government civilian, and on-site contractor personnel and is the principal card used to enable computer network and system access. With the implementation of the Navy Marine Corps Intranet (NMCI), the CAC, as DoD's primary platform for Public Key Infrastructure (PKI) authentication, will be used within the Department of the Navy to significantly enhance security, improve interoperability, increase access to information, and enable secure eBusiness transactions for all shore-based Navy and Marine Corps activities. 

Yes, a CAC will be needed to log onto the desktop after Cutover.


	10/5/01
	Per Jerry Read, IA, and per DON CIO
	Approved 12/18/01 by J. Read
	12/18/01

	Security
	Clarify (in writing) security guidance regarding the security requirement for MS Access databases that do not traverse the firewall and do not use a front-end.
As a general rule, MS Access databases as described in the question will probably not require security certification and accreditation in accordance with the DoD Information Technology Security Certification and Accreditation Process (DITSCAP). However, before a final determination is made about the security C&A for such databases, IA will have to assess each database individually in terms of its operation and use. Some of the additional criteria that IA will need to assess are the complexity of the database, where it resides, how it is accessed, the sensitivity of the information processed, and how many users it has. 

Bottom line, when in doubt, report it!


	10/25/01
	Per J. Read
	Approved 12/17/01 by J. Read & S. Foster
	12/17/01

	Security
	Is it necessary to prepare a System Security Authorization Agreement (SSAA) for COTS software?
Basically, any COTS application that collects, processes, stores, transmits, displays, disseminates, and disposes of unclassified or classified information is considered an information system and requires certification and accreditation.  IA has to assess each COTS application separately to determine exactly what it is being used for before IA can say that it does or does not require an SSAA.

COTS that appear on the Gold Disk or CLIN 23 have been cleared for use in NMCI and no additional SSAA is required. Any other version of the same software has not been cleared.


	11/16/01
	Per J. Read
	Approved 12/17/01 by J. Read & S. Foster
	12/17/01

	Security
	Is it necessary to prepare a System Security Authorization Agreement (SSAA) for COTS software that is part of the NMCI “Gold Disk”?

COTS applications on the NMCI Gold Disk are covered by the SSAA being prepared for NMCI as a whole and do not require a separate SSAA for NMCI certification and accreditation.  However, if the particular Gold Disk identified COTS application has been purchased prior to NMCI cutover and is in operation within NAVSEA, then it will require preparation of an SSAA if it is not already security certified and accredited in accordance with the DITSCAP.


	12/3/01
	Per J. Read
	Approved 12/10/01 by J. Read
	12/10/01

	Security
	What is NMCI Firewall Policy and what is an example that would require an exception to it?
The NMCI Firewall Policy is the same as the Navy-Marine Corps NIPRnet Enclave Protection Policy (formerly the Navy-Marine Corps Firewall Configuration Baseline). The only exception to the policy is for legacy systems that are not in full compliance with the policy.  Such exemptions are only for a temporary period of time until full compliance with the policy is reached.  A list of systems that have been granted a temporary exception and the procedure for requesting a temporary exception to the policy can be found in Section 4.3. Section 4.3 is posted to the Navy INFOSEC website at https://infosec.navy.mil/ under INFOSEC Documentation, Fleet Docs and Info.


	12/3/01
	Per J. Read
	Approved 12/17/10 by J. Read & S. Foster
	12/17/01

	Security
	How do I register my legacy application?
Registration of your legacy application is the first step of the DITSCAP Certification and Accreditation process and is part of the CNO Data Call process. The DCIO for IA is developing an electronic registration form that can be used by the business units to collect data for each application. The data will then be provided electronically to the Legacy Application Transition Coordinator as part of the CNO Data Call process and entered into the database for internal use. The DCIO for IA will use the database to determine the need for security Certification and Accreditation and the complexity of the applications for certification purposes.


	12/3/01
	Per J. Read
	Approved 12/17/01 by J. Read & S. Foster
	12/17/01

	Security
	If I know that I have to convert my legacy application to run in the NMCI environment, do I write my SSAA for the “new” environment or the one in which it is currently running?
Your SSAA must be written for the current operational state and should include your plans for the future update.


	12/6/01
	Per J. Read
	Approved 12/10/01 by J. Read
	12/10/01

	Security
	Does Pop-in-the-Box or NMCI Test Lab certification testing of classified applications/data require a secure environment and/or classified personnel to run the test?
Yes. The San Diego NOC is the designated location for the Classified Certification Lab and is operational and ready to receive classified media. The PoP in the Box test will be conducted on a classified PoP that will be delivered to a site once all of the Tier-2 and SWG information has been created and collected for all classified applications at a site.  The classified workstations required to perform application testing will be “pulled” forward from the “order” of classified seats that the site has requested.  These classified seats will be left at the site to be installed at cutover. 

All people who receive/review the information regarding classified applications will have, at the minimum, interim SECRET clearances in place.


	12/6/01
	Per J. Read per ISF SWG
	Approved 12/17/01 by J. Read & S. Foster
	12/17/01
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