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1. Introduction

In PD? users are granted three levels of access through their user id. Those access levels
are as follows:

1. Access to the server

2. Access to a specific database

3. Access to the application
When a user id is created in PD?, all three levels of access are automatically granted. If
the user id was not created (or incorrectly created) using PD* then access level 1 and 2 are
not granted and the user will receive an "invalid user name and/or password' error
when trying to log in.
This document contains basic guidelines to add access level 1 and 2 to a user id that
already exists in a PD? database (access level 3). This procedure should only be

implemented in the following situations:

= After several user ids were created in PD” using a Super User Logon id that did
not have sufficient access rights.

= After restoring a database using the backup of a database from a different server.

= After installing Sybase and creating a new database using the backup of a
database from another server.

If one of these situations has occurred and the user needs to use the ids that are already in
the PD? database, please forward the issue to Tech Support.
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2. Procedure

2.1 PartI: Creating new Login names for the Sybase Server

(Access Level 1)

In Part I of this procedure the user creates Login ids for the Sybase Server using the user

ids that already exist in the PD* database.

To do this, have the user log onto the server using WISQL or SQL Advantage. Then have
them run the following commands, replacing <database name> with the name of the

production database.

use <database name>
go

select "exec sp_addlogin " + rtrim(usr_id) + ",
p057572137660727C777734, <database name>" from mtb_ usr

where desktop_obj_id <>0
go

The results should look something like this.

QL Advantage - Rezult 1 From Session 2
Fil= Edit “iew Server Query ‘Window Help
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Bin Session 2

use SPS_HOD001 DB
go

=elect "exec =p_addlogin .
pOS7572137660727C777734, SPS_MO0O001_DB" from mth_usr

vhere desktop _obj_id <:0

go

+ rtrimfu=sr_id) + "
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Result 1 From Session 2

=p_addlogin
=p addlogin
=p addlogin
=p addlogin
=p_addlogin
=p_addlogin
=p addlogin
=p addlogin
=p addlogin
=p_addlogin
=p_addlogin
=p_addlogin

|SPS_MO0001_D Status Bar

amdlb, pO&7E72137660727C777734, SPS _MOO001_DB
amir, pOS7572137660727CY77734, SPS_MOO001_DB
amirl, pOS7572137660727C777734, SPS_MO0O001_DBE
amirZ2, pOS7572137660727C777734, SPS_MO0O0O01_DBE
bettty, pOS7572137660727C777734. SPS_MO0001_DE
bkrishl, pOS7572137660727C777734, SPS_MO0001_DBE
bubball, pOS7S5721376e0727C777734, SPS_MOO001_DE
dajall, pOS7S72137660727C777734, SPS_MO0001_DB
djones, pOS7572137660727C777734, SPS_MO0001_DE
doug3100, pO57572137660727C777734, SPS_MO0O0O01_DE
dougd4lb, pOS7572137660727C777734, SPS_MO0001_DBE
dpoore, pOS7R72137660727C777734, SPS_MO0001_DBE LI

For Help, press F1 LM 4
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Highlight these results, copy and paste them into the query pane of the session window.

Make sure the user is in the master database and run the query. This will create
the Login names for the Sybase Server.

Note: If the user tries to create a login that already exists, they will receive a warning.
The system will not try to re-add a login that already exists.

The results will look something like this.

SOL Advantage - Session 1

File Edit “iew Server Huery ‘Window Help
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B Session 1 =] E3
exec sp_addlogin amd4lb, pOS7S72137660727C777734. A|
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exec =p _addlogin amir. pOS7S7Z13T6E0Q727CT77734,
SPS_MO0001_DB

exec =p_addlogin amirl, p0S7572137660727C777734,
SPS_MO0001_DBE

exec =0 addlogin amir?. oO&7E72137660727C777734 . LI

Fazsword correctly =et. i’
Aocount unlocked.

Hew login created.
Pasz=zword correctly set.
Aocount unlocked .

Hew login created.
Fasszword correctly set.
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For Help, press F1 LM 4

2.2 Part II: Dropping the Users from the Database

In Part II of this procedure the user will drop all of the current users from the database
and recreate them. This needs to be done in order to correctly reload all the user ids from
the PD? database in Part II1.

To do this, have the user log onto the server using WISQL or SQL Advantage. Then have
them run the following commands, replacing <database name> with the name of the
production database.
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use <database name>
go

select "exec sp_dropuser " + rtrim(usr_id) from
mtb_usr where desktop_obj_id <>0

go
The results should look something like this.

£ SOL Advantage - Result 1 From Session 1 =] E3
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u== SPS MO0O001_DE
go

zelect "exec sp dropuser " + rtrimfusr_id) from mtbh usr
where desktop_obj_id <=0

go
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exec sp_dropuszer amdlb

exec sp_dropuser amnir

exec sp_dropuser amirl

exec s=p_dropuser amir?

exec s=p_dropuser bettty

exec s=p_dropuser blkrishl

exec sp_dropuser bubball

exec =p_dropuser dajall

exec =p_dropuser dijones

exec =p dropuser dougilOl

exec o droouser dougdlb LI

Faor Help, press F1 LM i

Have the user highlight these results, copy and paste them into the query pane of the
session window.

Make sure the user is in the production database and run the query. This will
remove all the Sybase user ids from the database.

Note: The sp_dropuser command will not run if the user is in the master database.
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The results will look something like this.

A SAQL Advantage - Hesult 1 From Session 1
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exec zp dropuser amdilb |
exec =p dropuser amnir

exec zp_dropuser amirl

exec sp_dropuser amir?

exec s=p_dropuser bettty

exec s=p_dropuser blkrishl
sxec =0 droouser bubball

|
Uzer has been dropped from current database. ;I
U=zer ha= been dropped from current database. =
Tzer has been dropped from current database.
Tzer has been dropped from current database.
T=zer has been dropped from current database.
Tzer has been dropped from current database. -
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>|
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For Help, press F1 MM i

2.3 Part III: Giving Users Access to a Specific Database (Access
Level 2)

In Part III of this procedure the user will recreate all the user ids in the database and
associate them with the correct login ids.

Have the user log into the server using WISQL or SQL Advantage. Then have them run
the following command, replacing <database name> with the name of the production
database.

use <database name>
go

select "exec sp_adduser " + rtrim(usr_id) from mtb usr
where desktop_obj_id <>0

go
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The results should look something like this.

£ SOL Advantage - Result 1 From Session 1
File Edit “iew Server Query ‘Window Help

sEEEEE R RN

Eity Session 1

u=e SPS MO0001_DE
go

zalect "exec s=p_adduser " + rtrim{usr_ id) from mtbh_usr
where desktop obj_id <30

go

[5PS_MO0001_DE o 7

za

|UNDERGROUND

Result 1 From Session 1

exec =p_adduser amdlb
exec sp_adduser amnir
exec =p_adduser amirl
exec sp_adduser amir?
exec =p_adduser bettty
exec sp_adduser bkrishl
exec =p_adduser bubball
exec =p_adduser dajall
exec =p adduser djones
exec =p adduser dougi3lin

exec =0 adduser dougdlb LI

Faor Help, press F1 MLk i

Have the user highlight these results, copy and paste them into the query pane of the
session window.

Make sure the user is in the production database and run the query. This will add
all the Sybase user ids from the database.
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The results will look something like this.

& SOL Advantage - Session 1
File Edit Yiew Server GQuen ‘Window Help

D=|B|&] 32| =] 2|=|=| #| B @] [sps_moooor_ps =]
By Session 1 ==l E3

exec =p_addu=ser amdlh Al
gxec =p adduser amir
exec =p adduser amirl

exec =p adduser amir?
exec =p_ addu=ser bettty

exec =p addu=ser bkrishil

exec =0 adduser bubbsll LI
Hew user added. 3
Hew uszer added.

Hew user added.
Hew user added.
Hew user added.

[Ready [UNDERGROUND  [sa [SPS_MO00O01_DE

T 4

5 Besult 1 From Session 1

For Help. press F1 MLk A

At this point all the users should be able to log into PD? with their assigned user id and
password = passwordl. After logging into PD? each user will be able to change their
password back to what it was previously or create a new one.
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