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1. PartI: Creating a Dump Device

1.1 Using Sybase Central

Note:

Section 1.2 Using WISQL or SQL Advantage.

If you do not have access to Sybase Central you may follow the steps under

Open Sybase Central and connect to the server that houses the database that you wish to

backup. You can log on to the server using your ‘sa’ id and password.

[®. Databases - Sybase Central

- (O] ]
File Edit %iew Tools Help
Ia D atabazesz j ljlﬁl & ||E| Xll ggln;_|°-=
[g, Sybaze Central Mame | Creator | Creation O ate
E% Sybase Adaptive Server Enterprise E Add database
----- 58 Utiities [# SPS_MODODT_DE sa Sep 301393 514PM
= PO_SYBASE_SERVER [sal | (3§ master sa Jan 11900 12:004M
3 Databases [ model sa Jar 11900 12:004M
g ED?"LS Dewi [is_l,lbs_l,lstemprocs za Sep 30 1939 100134
atabase Devices
termpdb Sep 301939 5:10PM
(2] Dump Devices [i . 58 L2
[Z] Remate Servers
[ Caches
{27 Processes
-8 COGNOS_S0L_SERVER
&8 PD_INSTALL_SERVER
-£8 PD_ASF_SERVER
1] | Bl
v
Open the folder entitled Dump Devices.
. Dump Devices - Sybase Central | [O] <]
File Edit Wiew Tools Help
‘=3 Dump Devices j Lilﬁl & | El X|| ggl.,::lg_,,
[, Sybase Central Mane Type | Capacity ME) | Physical Mame
EI% Subaze Adaptive Server Enterprize E],J_\.jd Dump Device
(] Utilties = tapedump] Tape Dump Device 625 WATAPED
Ea FD_SYBASE_SERVER [za] | = tapedump? Tape Dump Device  E25 WS ATAPET
(L] Databases
(21 Login:
(L] Database Devices
[Z1 Remate Servers
(L Caches
(2] Processes
[+-&8 COGNOS_S0L_SERVER
+-E8 PD_INSTALL_SERVER
+-£4 PD_ASF_SERVER
| |
7
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Double click on the ‘Add Dump Device’ icon. The ‘Dump Device Creation’ wizard
appears. Type in the name of your new device and the full path of the device.

The “full path name” indicates the drive, directory and file name of where the new device
will be located on the server not your client. Because of this you must include the .dmp
extension. If you have a Unix server be sure to use the appropriate naming convention.

Note: Try not to place your dump devices on the same drive as your database devices.
This will protect your dump devices from potential damaged in case the drive
that contains your database devices fails.

Create a New Dump Device

welcome to the Dump Device Creation wizard, Thiz
wizard allows you to create a new dump device on
the server.

W'hat will be the name of the new device?

|TEST_BACKUP

‘wihat is the full path name for the dump device?
Ic:'\sybase'\backup\TEST_B.&CKUF’.dmp

Browsze... |

< Each I Ment » I Cancel | Help |

Note: Avoid using the “Browse...” button to specify the location of the dump device.
The drives that appear when the “Browse...” button is selected are the ones that
are mapped to the PC that you are using (not the server). For instance, the G:
drive that is mapped to your client PC may not be the same G: drive that is
mapped to the server.

Click the ‘Next’ button.
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Choose which type of device you want to create. A Disk dump device allows the user to
backup data to a drive on the server. A Tape dump device allows the user to backup data
to an external tape drive connected to the server. Click the ‘Next’ button.

Note: When creating a Tape Dump Device you need to specify capacity of the tape.
The device cannot exceed the capacity of the tape.

Advanced Options E2

" Tape dump device

LCapacity : I hE

< Back I Hewt » I Cancel | Help |

The final window is the “Dump Device Summary” window. This window displays the
name of the device you want to create and where you want to create it. To display the
rest of the Path information place your cursor this field and use the right arrow to scroll to
the right. If everything is correct, click the ‘Finish’ button.

Dump Device Summary E2

Y'ou are how ready to create a new dump device.
Mame: TEST_BACKUP

Path: o hawbazeibackuph TEST_BACKL

Capacity:  n/a

Click. Finizh to create the new device.

< Back I Firizh I Cancel Help
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Your new device will appear in the ‘Dump Devices’ folder.

[E. Dump Devices - Sybase Central H=]E3
Eile Edit “iew Tool: Help

3 Durnp D evices j [jlﬁl 3{3||E.| = 5
[g Sybase Central Marme | Tupe | Capacity [MB) | Physical Mame
E% Sybase Adaptive Server Enterpris -E] Add Dump Device
""" (58] Utiities EITEST_BACKUR  Disk Dump Device  nfa crhapbasetbackup  TEST_BACKLIP. dmp
=28 FD_SYBASE_SERVER fsal | | = tapedump] Tape Dump Deviee 625 WATAPED
B0 Databases =D tapedump? Tape Dump Device 625 WATAPET
{1 Logins

{7] Database Devices
429 Dump Devices
{27 Remate Servers

-4 COGMOS_SOL_SERVER
-5 PO_INSTALL_SERWER

-8 PD_ASF_SERVER

4| | o [l

1.2 Using WISQL or SQL Advantage

Note: If you do not have access to WISQL or SQL Advantage you may follow the steps

under Section 1.1 Using Sybase Central.

Execute the following command in WISQL or SQL Advantage to create a Dump Device.

sp_addumpdevice {"tape"|"disk"}, <logicalname>,
“<physicalname>”, <tapesize>

<logicalname> = the name of the new dump device.
<physicalname> = the path and file name of the new dump device.

<tapesize> = the capacity of your tape drive in Megabytes. This parameter is not used
when creating a disk device.

Example

sp_addumpdevice “disk”, TEST_ BACKUP,
“c:\sybase\backup\TEST BACKUP.dmp”
go
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2. Part II: Backing Up the Database

21 Using Sybase Central

Note: If you do not have access to Sybase Central you may follow the steps under
Section 2.2 Using WISQL or SQL Advantage.

After a Dump Device has been created, this device can be used to store backup data.

Log into Sybase Central as the ‘sa’ and go to the folder named Databases. Highlight the
database that you want to backup then right click on this database and select Backup. Or
highlight the database that you want to backup then go to the File menu and select
Backup. This launches the backup wizard. If the database name is correct select the Next
button.

Create a backup command %]

Wwielcome o the Backup wizard. This wizard allows you to
backup a set of databazes or their tranzaction logs.

The following databazes have been chosen:

Mame | Creator |
[ 5PS_MOOODT_DE sa

< Back I Hext > I Cancel | Help |

Select “Backup the entire database.” Click the Next button.

Select type of backup %]

& Backup the entire databaze. |

 Backup the ransaction log. The ranzaction log
records all changes to a database.

Restriction: the log must exist on its awh zegment.

< Back I Mext » I Cancel | Help
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The next screen (not shown) prompts you to select Dump Devices. Click on the Add
button. The select Dump Devices window appears.

Select Dump Devices EE

—Dump Device

" Mamed dump devices;
WIS TEST_BACKUP:
[ tapedumpl
[]= tapedump

" Explicit dump device
Physical Path: I

7| &t Flemote Backup Senver

| I

Tape Options

Yolume name: I
Block zize: I Bytes

T ape capacity: I B
Ok I Cancell

Select the Dump Device that you want to use.

Note: You can also backup your database using more than one device. This will prevent
potential problems from happening if the backup device fills up. See Section 3
Backing up the Database to Multiple Devices.

Click OK and you will be returned to the select Dump Devices window. If the name of
the dump device is correct click on the Next button.

Select dump devices x|

Wwihich dump devices should be uzed?

Mame | Default Options Add..
=ITEST_BACKURP  Yes

Exdit

Hemnowe

i

« | ]

< Back I Hewut » I Cancel Help
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The next window prompts you for a backup name. Leave this field blank. Set the default
retention time to 0 Days. This allows the system to overwrite the previous backup at any
given time. Make sure the box next to ‘Append backup...” is not checked. You may
chose to check ‘Rewind Tape..” if you are using a Tape Dump Device. Click on the Next
button.

Select backup name |

You may enter an optional name for the backup. [f
wou do 2o, the same name must be given during
the restore procesz.

You may averide the default data retention time.
The backupszerver will not autormatically
overwnte data unless it iz alder than the retention
time

ID Days

™ Append backup to existing backups

[ Rewind tape after backup completes

< Back I Mext » I Cancel Help

Select Finish on the final window.

Ready to execute backup command |

Tou are now ready to execute a backup command.

Object:  databaze

Click Finizh to execute the backup command. The autput
fram the command will be displayed in the conzale window.

¢ Back Cancel Help
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When the backup starts a Sybase Tools Console window appears and begins to list the

progress of the backup

. Sybase Tools Console

File Edit “iew Search Help

I[=] E3

=|h|8| &[m[@] |« x| Alals| salad

Backup Server session id is: 5. Use this value when executing the 'sp_volchanged s
Backup Server: 4.41.1.1: Creating new disk file c:\sybase\backup\TEST_DUHP.dmp.
Backup Server: 6.28.1.1: Dumpfile name '0861_DB9929309AD8' section number 8861 mou
Backup Server: 4.58.1.1: Database SPS_MOO8A1_DB: 48658 kilobytes DUHMPed.

Backup Server: 4.58.1.1: Database SPS_MAO8A1_DB: 68212 kilobytes DUHMPed.

Backup Server: 4.58.1.1: Database SPS_HO@061 DB: 61846 kilobytes DUHMPed.

Backup Server: 4.58.1.1: Database SPS_HO@081 DB: 66762 kilobytes DUHMPed.

Backup Server: 4.58.1.1: Database SPS_HO@081_DB: 78964 kilobytes DUHMPed.

Backup Server: 4.58.1.1: Database SPS_HO@681_DB: 82088 kilobytes DUHMPed. b

Backup Server: 4.58_1.1: Database SPS_HO@881_DB: 93642 kilobytes DUMPed.

Backup Server: 4.58_1.1: Database SPS_MO@861_DB: 117782 kilobytes DUHPed.

Backup Server: 4.58_1.1: Database SPS_HO0881 DB: 119112 kilobytes DUHPed.

Backup Server: 4.58.1.1: Database SPS_MO@861_DB: 124192 kilobytes DUMPed.

Backup Server: 4.58.1.1: Database SPS_MO@861_DB: 128564 kilobytes DUMPed.

Backup Server: 4.58.1.1: Database SPS_MAG8A1 _DB: 177838 kilobytes DUMPed.

Backup Server: 4.58.1.1: Database SPS_MAG8A1 _DB: 256368 kilobytes DUMPed. =
o drZati it AR L S YRS ;I_I
| 33 Lines |Line: 1 Col: 1 [ [NUM

When the backup is complete a line stating “DUMP is complete” should appear at the
bottom of the Sybase Tools Console window. You may close this window when the
backup is complete.

[. Sybase Tools Console [ [O] x|
File Edit “iew Seach Help
Z|=ls| & |@=@ o[~ x| Al alBd
Backup Server: 4.58.1.1: Database SPS_HO0081 DB: 256368 kKilobytes DUMPed. ‘:J
Backup Server: 4.58.1.1: Database SPS_HO8081_DB: 3087828 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HOG081_DB: 358288 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HMO80681_DB: 384238 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HBA081_DB: 388422 Kkilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HOG081_DB: 398688 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HOG081_DB: 489582 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HO0081_DB: 4572946 kilobytes DUMPed.
Backup Server: 4.58.1.1: Database SPS_HMO8081_DB: 496722 kilobytes DUMPed.
Backup Server: 3.43.1.1: Dump phase number 1 completed.
Backup Server: 3.43.1.1: Dump phase number 2 completed.
Backup Server: 3.43.1.1: Dump phase number 3 completed.
Backup Server: 4.58.1.1: Database SPS_HMO8081_DB: 496738 kilobytes DUMPed.
Backup Server: 3.42.1.1: DUHP is complete {database SPS_HO8O881 DB).
Setting database to OHLINE...
Finished =
1| | 3|
| |33 Lines |Line: 1 Col: 1 | [NUM
Note: Section 5: Verifying Database Backups describes methods that can be used to

confirm that the backup was successful.
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2.2 Using WISQL or SQL Advantage

Note: If you do not have access to WISQL or SQL Advantage you may follow the steps
under Section 2.1 Using Sybase Central.

Execute the following command in WISQL or SQL Advantage if you have a Dump
Device.

dump database <database name> to <device name>

<database name> = the name of the database that you are backing up.
<device_name> = the name of your dump device.

Example

dump database SPS_TEST to TEST BACKUP
go

Execute the following command in WISQL or SQL Advantage if you want to use a
physical file for your backup.

dump database <database name> to "“<physical file>”

<database name> = the name of the database that you are backing up.
<physical_file> = the directory and file name of the .dmp file.

Example

dump database SPS_TEST to
“c:\sybase\backup\TEST BACKUP.dmp”

go

Note: If the physical file exists, the previous backup will be over written. If the physical
file does not exist then one will be created.

Note: You can also backup your database using more than one device. This will prevent
potential problems from happening if the backup device fills up. See Section 3
Backing up the Database to Multiple Devices.

When the backup is complete a line stating “DUMP is complete” should appear at the
bottom of the WISQL/SQL Advantage window.

Note: Section 5: Verifying Database Backups describes methods that can be used to
confirm that the backup was successful.
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3. Backing up the Database to Multiple Devices

On some Unix systems the dump device may eventually fill up. This occurs when the
actual space used in your database exceeds 2.0GB. When this happens, the backup log on
the server will have the following error messages:

Feb 23 14:27:30 2000: Backup Server: 4.82.2.22:
Operating system error, server device
c:\sybase\backup\TEST BACKUP.dmp: code 5
message I/0 error.

Feb 23 14:27:31 2000: Backup Server: 4.82.2.37:
Operating system error, server device
c:\sybase\backup\TEST BACKUP.dmp: code 27
message File too large.

When this happens you need to extend your backup onto a second device. This method of
extending a backup onto multiple devices is known as striping.

Note: This message may also appear if the disk where your backups are located runs
out of space. In this case you need to increase the amount of available space on
the disk or create a new dump device on a network drive that has more space. See
Section 4: Backing Up Your Database to a Network Drive for more details.
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3.1 Using Sybase Central

Note: If you do not have access to Sybase Central you may follow the steps under
Section 3.2 Using WISQL or SQL Advantage.

Follow the procedure in Part I: Creating a Dump Device to create a second dump device
using the same name as the first one but include an extension such as “ ADD1” to
indicate that this is the first addition to the current dump device. Once the device has
been created follow the instructions in Part II: Backing Up the Database. When you get to
the screen prompting you to select a dump device select both the original dump device

and the addition that you just created.

Select Dump Devices

— Dump Device

% Named dump devices:

W= TEST_BACKUP

W= TEST _BACKUF ADDT!
&3 tapedumpl

[1ED tapedump?

" Explicit dump device
Physical Path: I

[0} &b Femate Bachum Gemern

| =

Tape Dptions

Wolume name: I
Block size: I Bytes
Tape capacity: I HE

0K | Eanu:ell

Note: If your backup exceeds the space available on two devices, you may create and
select additional dump devices when backing up your database.
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3.2 Using WISQL or SQL Advantage

Note: If you do not have access to WISQL or SQL Advantage you may follow the steps
under Section 3.1 Using Sybase Central.

Follow the procedure in Part I: Creating a Dump Device to create a second dump device
using the same name as the first one but include an extension such as “ ADD1” to
indicate that this is the first addition to the current dump device. Once the device has
been created follow the instructions below to extend your backup onto a second device.

Execute the following command in WISQL or SQL Advantage if you use dump devices
for your backup.

dump database <database name> to <device name> stripe
on <device name ADDI1>

<database name> = the name of the database that you are backing up.
<device_name> = the name of your dump device.
<device_name_ADD1> = the name of your additional dump device.

Example

dump database SPS_TEST to TEST BACKUP stripe on
TEST_ BACKUP_ADD1

go

Execute the following command in WISQL or SQL Advantage if you use physical files
for your backup.

dump database <database name> to "“<physical file>”
stripe on "“<physical file ADD1>”

<database name> = the name of the database that you are backing up.
<physical_file> = the directory and file name of the .dmp file.
<physical file ADD1> = the directory and file name of the additional .dmp file.

Example

dump database SPS_TEST to
“c:\sybase\backup\TEST BACKUP.dmp” stripe on
“c:\sybase\backup\TEST BACKUP_ADD1.dmp”

go

Note: If your backup exceeds the space available on two devices, you may use the
“stripe on” command to add additional dump devices to your dump database
command.
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4. Backing Up Your Database to a Network Drive

There may be times when backups need to be written to a remote network drive. In order
to do this the Sybase Backup Server needs to access the remote network drive using an

authorized NT logon account. There are 3 steps that need to be done to establish this
access.

Create a Sybase logon account on the Sybase Server and the PC that houses the
remote drive

e Start the backup server using this Sybase account

e  Map the network drive to the Sybase Server

4.1 Create a Sybase Account for the Backup Server

4.1.1 Create Sybase Account

From the Start menu on the Sybase server go to Programs—> Administrative Tools

(Common) = User Manager for Domains. This will launch the User Manager for the NT
Server.

3 Uzer Manager - \AHLPDSK_MAGIC

10 ]
User iew Policies DOptions Help
Full Name |Username |Descrip1iun
ﬁ InfoSerice InfoSerice
Administrator Built-in accountfar administering the computer/domain
e Giuast

Built-in accountfor guest access to the computer/domain

|
Description

¢ Administrators

g# Backup Operators
ER Guests

7 Poweer Users

& Feplicator

d | lzars

tembers can fully administerthe computer/domain
WMembers can bypass file security o back up files
Users granted guestaccess to the computerfdomain
bembers can share directories and printers
Supports file replication in a domain

Ordinary usears

Backing Up Your PD2 Database 13 June 7, 2001
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From the file menu select User = New Users. This launches the New User window.

MNew User
Username: isj.-ll:-ase'l Add
Full Hame: ]Eackup Server Account Cancel ’
Deseriptior: | Help !
Paszzwond: } *********

LConfim
Pazsrond: i

[T User Must Change Password at Mext Logon
[ User Cannot Change Passwaord

¥ Password Mever Expies

[ Accourt Disabled

FEE

Groups F;[Dfi-hi D ialif

Create an account for the backup server by entering a user name, description and
password. When finished click the add button. The new user will appear in the User
Manager window.

3 H=er Manager - AWHI PNSK_MARIT

Uszer “ew Palicies Optiors Hely

Full Mame EUsername iDescrIptIan

€ Backup Serveraccount  sybasel

€ InfoSenvice InfoSersice

€ Administrator Buil-in accountior administering the computery/domain
€ Giuesl Buil-in acsount or gues! aseess W the wompulerfdormain

iDcscriptiun

Members can lypass file secuiity to back up files

A Guests Users granted guest access to the computarfdomain
Povweor Uscrs Membors can sharo dircctorics and printors
# Replicator Supports file replication in & dcmain
b lsers Qrdinany users

4.1.2 Assign Administrative Rights to the Sybase Account

From the lower half of the User Manager window double click on the Administrators
group. This will launch the Local Group properties window for the Administrator group.
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I nral Group Praperhies

Ernup Mames  Administratoes ] i

Cescription:  [Members can fuly admirister the computer/dornai _Eﬂfl_!

Help 1
Members Show Full Mames 1

H’% Adminigtrator
h FODOD-20MAIN A zzaunt Unknown

@ FODOD-20MAIN A zzaunt Unknown
% FODOD-20MAIN A zzaunt Unknown

FODOD-20MAIN A zzaunt Unknown

Click on the Add button. This launches the Add Users and Groups window.

Add Uszers and Groups

List Nanes From: | 44 HLPISK_MAGIC =]
Hames:

£ Admiriztralor

ﬁ Guzst
¥ 2 Infos ervice [InfoService)
¥ sutasel [Eackup Server Socour

Built-ir accouat for administering the compl
Built-ir accouat for guest access to he con

Add Hemters..,

Search... j

Add Manes
HLPDZE,_MAGIChsybazel ___";'_j

Kl

w

ok Caricel Help

Highlight the Sybase Account and click on the Add button. This will place the account in
the lower half of the window. Then click on the OK button.
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The Sybase account now has administrative access to the Sybase server.

| nral G

Lrnp Mame:

Cescription:  [Members can fuly admirister the computer/domai ___':_aﬂf’l_i

Members

o Prapertiez

Arrniriztrabors

£
b3
T
£

Show Full Mames 1 __.ﬂilp_‘]
Admiriztrator

FOOOD-20MAINYAS coount Unknown
FOOOD-20MAINYAS coount Unknown
FOOOD-20MAINYA zcount Unknown
FOOOD-20MAINYA zcount Unknown
zhazel

Note:

Before proceeding to the next section you must repeat the steps in Section 4.1.1
and 4.1.2 to create the exact same account id and password on the PC where

the backups are going to be stored.

4.2 Start the Backup Server using the Sybase Account

Open the Control Panel and click on the Services icon

Backup Server from the list of services.

Services

Service Statyz

K

Services

Startup

SE!L Anpeahere - A Sk agic

‘Sybase BCKServer  WALDO BS

Startup Parameters:

Autamatic

Avtamatic

Sybase MONServer  WaLDO M5 M atwsal

Sybaze SOLSerer _WwWalLDO Stated ALtamatic Stop 1
Gybase wMDapvar _ "WwWALDO_»M M &l

TCPAP NetBI0S Helper Stated  Automatic Pause 1
Telephcrn Semice b arial ErRrRIS
UPS b arwsal J S
Windows Installer M arual Slalup.. 1
"Windows Management Stated Autarnatic _‘:_j -

i

Locate the Sybase

Hiaf Profiles. . ’
Help 1 _

Highlight the entry and select the Startup button.
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Service Ei

Cervice: Sybaze BCESerer _ WwWaALDO_BS

— Startup Type

o » ok, |
& Puromatic
" Mznual Cancel |
" Dizabled Help |
~Log On &

{7 Sustem Account

[T allow Service 1o Interzck with Jeskiop

¥ Thz Account: Is_l,l:uase1 |
Pagswnrd IXX?KXKXKXKX?XK
El:ll'lﬁrl'l'l Ixmxxxxxxxm-xx
Pazzwiord:

When the Service window opens select the radio button next to This Account in the Log
On As section. Enter the account name and password that was created in Section 4.1.1.
Also make sure the Startup Type is set to Automatic. Click on OK to close this window.

From the Services window highlight the backup server and click on the Stop button.
Once the backup server has stopped click on the Start button to restart it using the Sybase
account.

4.3 Map the Network Drive to the Sybase Server

Once the backup server has been started using an account that also exists on the remote
PC, a mapped drive must be created on the Sybase Server that points to the directory
where the backups will be placed. Consult the network administrator at your site for
details on how to perform this task.

4.4 Perform a Database Backup

Follow the steps in Section 1 of this paper to create the database devices on the remote
drive that is now mapped to your server. Then follow the steps in Section 2 to complete
the backup.

Note: When backing up to a network drive it is important to verify that the backup was
successful. Use the methods described in the following section to confirm that
your backups are complete.
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5. Verifying Database Backups

The previous sections of this document describe several ways to backup up your PD?
database. This section discusses ways to determine if your backup was successful.

There are several reasons why a backup may fail to successfully complete. Below is a list
of some of the common problems that cause backups to fail.

e The hard drive where the dump devices are located has run out of space

e The dump device has exceeded its 2.0GB limit (Unix Only)

e The Sybase account password that is used to connect to the remote server has
changed (NT Only)

Regardless of what causes the backup to fail, it is important to identify a failed backup
before it is too late.

The following sections list methods that can be used to verify that a backup is successful.
These checks can be used separately. But to be absolutely certain that a backup is
successful AMS recommends using all four of these methods to verify your backup.
These methods are as follows:

1. Check the date/time stamp of the dump files

2. Check the backup log for errors

3. Use the load database ... with headeronly command

4

Load the backup to a test database

Note: This paper only covers verifying disk dump files. It does not discuss verifying
tape or file system backups. This is because AMS recommends that sites backup
each of their databases to a disk dump file first before copying the dump file to
an external tape or disk drive.
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5.1 Check the Date/Time Stamp of the Dump Files

One of the easiest ways to verify that the backup is successful is to check the date/time

stamp of the dump file. Locate the dump files on your server and note the current date
and time.

B Exploring - backups M=l E3
File Edit “iew Toolz Help
Ia backups j E i i{:l El il X| |||
Al Folders Contents of 'backups’

-1 Thaak o[ Mame | Size | Type | Modified | tributes [

- The_penguwn . master_bkupl.dmp 538KE  DMP File 2420401 404 PM A

-2 Tigerserver master_bkupZ.dmp 1.336KkE  DMP File 272001 404 P A

-3 5P

=
LT Instal ﬂ
2 abject(s) [2.22M8

4

Once you have located the dump files, perform a backup. If the backup is successful the
date and time stamp of the dump file will indicate the time the backup was performed.

B% Exploring - backups M= S
File Edit ‘“iew Tools Help
Ia backups j | E i i{;l El nl Xl |||
All Folders Contents of 'backups’
H- Thaak, ﬂ M arne | Sizel Type | odified | Atlribulesl
The_penguin . master_bkup1.dmp 938KE  DMP File 2/22/01 4:40 PM A
=12 Tigerserver master_bkup2.dmp 1.336KB  DMP File 2/422/01 4:40 PM A

CE T

A sl
2 obiect(s) 2. 22MB

5.2 Check the Backup Log for Errors

In addition to checking the data/time stamp of the dump files, you should also check the
backup log to see if the backup is complete for the date on the dump file. The backup log
(filename: backup.log) is usually located on the Sybase Server in the c:\sybase\install
directory for NT servers or in the $SYBASE/install directory on Unix servers. Any time
the system performs a backup or restore the information is captured in the backup log.
The initiation, progress and completion of the backup and restore commands can be
viewed in the backup log.

When a backup is successful a message appears in the log indicating that the dump is
complete (See Figure Below).
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Feb 22 16:40:16 2001: Backup Server: 6.28.1.1: Dumpfile name
'master010530EA6F ' section number 0001 mounted on disk file
'c:\sybase\backups\master bkupl.dmp'

Feb 22 16:40:17 2001: Backup Server: 6.28.1.1: Dumpfile name
'master010530EA6F ' section number 0001 mounted on disk file
'c:\sybase\backups\master bkup2.dmp'

Feb 22 16:40:20 2001: Backup Server: 4.58.1.1: Database master: 2030
kilobytes DUMPed.

Feb 22 16:40:20 2001: Backup Server: 4.58.1.1: Database master: 2242
kilobytes DUMPed.

Feb 22 16:40:23 2001: Backup Server: 3.43.1.1: Dump phase number 1 completed.
Feb 22 16:40:23 2001: Backup Server: 3.43.1.1: Dump phase number 2 completed.
Feb 22 16:40:23 2001: Backup Server: 3.43.1.1: Dump phase number 3 completed.
Feb 22 16:40:23 2001: Backup Server: 4.58.1.1: Database master: 2254

kilobytes DUMPed.
Feb 22 16:40:23 2001: Backup Server: 3.42.1.1: DUMP is complete (database
master) .

If this message does not appear for every database that was backed up, then the backup
was not successful. The backup log usually prints an error message when a backup fails
to complete. Most error messages contain a number and a brief description of the
problem. You may call the Help Desk to get a detailed explanation of the error or you can
look it up in the technical reference manual section of Sybase’s website
http://sybooks.sybase.com/srg1100e.html. Search the “Troubleshooting and Error
Message Guide” for the error number or phrase that appears in the backup log.

5.3 Use the Joad database ... with headeronly command

Even if the dump file is up to date and the backup log shows that a backup is complete,
you can still encounter problems when attempting to load the database from backup. One
way to test the successfulness of loading a database without actually loading it is to run
the load database command with the seaderonly option.

The load database... with headeronly command allows a user to see what messages will
appear prior to restoring a database without actually restoring it. The dump header
indicates whether the file contains a database or transaction log dump, the database ID,
the file name, the date the dump was made, the character set, sort order, page count, and
next object ID. If errors appear in the dump header then there may be problems with
dump file or the load command itself. The messages that appear as a result of executing
this command inform the user as to whether the restore command will be successful or
unsuccessful. It does not necessarily indicate that the backup was unsuccessful.
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Connect to the server as ‘sa’ using SQL Advantage. Execute the following SQL

command.

load database <db_name> from <device name>
with headeronly

go

<db_name> = the name of the database that will be restored.

<device_name> = name of the dump device that will be used to restore the database.

Example

load database master from master backup
with headeronly

go

The output will look similar to the following. The messages that are highlighted in the following
output indicate the type of information that is received when the load database...with headeronly

command is executed without errors.

Server Message: Number 3216, Severity 10
Line 1:

request from the Backup Server.
Server Message: Number 602801, Severity 1
Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

mounted on disk file 'c:\sybase\backups\master bkupl.dmp'
Server Message: Number 602801, Severity 1
Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

mounted on disk file 'c:\sybase\backups\master bkup2.dmp'
Server Message: Number 3124, Severity 10
Line 1:

23:48:29.18
Server Message: Number 3125, Severity 10
Line 1:

Server Message: Number 3136, Severity 10
Line 1:
Database log version=2; database upgrade version=1.

Backup Server session id is: 21. Use this value when executing the
'sp volchanged' system stored procedure after fulfilling any volume change

Backup Server: 6.28.1.1: Dumpfile name 'master010530EA6F ' section number 0001

Backup Server: 6.28.1.1: Dumpfile name 'master010530EA6F ' section number 0001

This is a database dump of database ID 1, name 'master', from Feb 22 2001

4:40PM. SQL Server version: SQL Server/11.0.3.3/P/PC Intel/Windows NT 3.5/SWR
7926 Rollup/OPT/Mon Jun 1 1998 23:06:50.62. Backup Server version:
Server/11.0.3.3/P/PC Intel/Windows NT 3.5/SWR 7926 Rollup/OPT/ Mon Jun 1 1998

Backup

Database contains 2560 pages; checkpoint RID=(Rid pageid = 0x69c;
0x4); next object ID=1520008446; sort order ID=50, status=0; charset ID=3.

row num =
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The messages highlighted in the following output indicate the errors that appear if the
database was backed up using multiple devices (i.e. striped) and the load command does
not list all of the striped devices.

Server Message: Number 3216, Severity 10

Line 1:

Backup Server session id is: 19. Use this value when executing the

'sp volchanged' system stored procedure after fulfilling any volume change
request from the Backup Server.

Server Message: Number 602801, Severity 1

Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

Backup Server: 6.28.1.1: Dumpfile name 'master010530EA6F ' section number 0001
mounted on disk file 'c:\sybase\backups\master bkupl.dmp'

Server Message: Number 405402, Severity 2

Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

Backup Server: 4.54.2.1: The load command specifies too few devices of type
'disk file': expected 2, got 1.

Server Message: Number 603202, Severity 2

Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

Backup Server: 6.32.2.3: c:\sybase\backups\master bkupl.dmp: volume not valid
or not requested (server: , session id: 19.)

Server Message: Number 101402, Severity 2

Server 'TIGERSERVER BS', Procedure 'bs read header', Line 0:

Backup Server: 1.14.2.4: Unrecoverable I/0O or volume error. This DUMP or LOAD
session must exit.

Server Message: Number 8009, Severity 16

Line 1:

Error encountered by Backup Server. Please refer to Backup Server messages for
details.

5.4 Load the Database to a Test Database

The previous sections discussed methods that can be used to verify that your database has
been successfully backed up and can be successfully restored. However the only way to
be absolutely certain that the database backup was successful is to restore it into a test
database and log into it using PD*to check that the information is complete and up to
date. Detailed instructions on how to create a test database can be found in the paper
entitled “How to Create a PD* Database”.
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