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Questions

1. Want guidance - What applications will transfer to the portal if available?

2. Where will the portal servers be located?

3. Security is a concern (see article www.XML.com part II XML security) 

4. SEA 08 prevents UNNPI folks from sharing. How do we help them share stuff?

5. Not all people on SIPRNET accounts- if everyone on the team can’t play – then why use? Can we use the SIPRNET?

We expect to provide follow-up information to these questions at the next Portal Working Group Meeting.

Action Items

1. Post a sample requirements document for the web services on the eBusiness

community page. Click here to access 
2. Set up a location for storing Plumtree gadgets (portlets) developed by

NAVSEA to facilitate sharing. - complete

3. Contact TFWeb Office to determine whether or not the SIPRNET portal could be

used for acquiring feedback on SUBMEPP's documents such as the maintenance

standards. - complete

4. Send copy of system/information architecture developed for NUWC Keyport.

5. Send out 3-4 slides giving a generic description on what is required in the

development of web services for warfare center/field activities to give to

their management.

Notes on IDE’s

1. Hosting may be necessary in the future

2. Need long term support from NAVSEA

3. Non-static data

4. Engineering requirements need to be met

5. NAVSEA needs standardized IDE policies & guidelines

6. Could use templatized IDE functionality

Requirements for NAVSEA Portal

1. Authentication against NMCI NT

2. CAD viewer markup capability

3. Integration with other portals

4. Integration with MS Exchange public folders

5. Subscription support/notification

6. Synchronous communication support

7. Messaging system

8. Electronic document markup

9. Document versioning

10. Create distribution lists

11. Personalization (point & click)

12. Customization

13. GUI Building Capability

14. Indexing

15. Capability to access external data sources

16. SSO

17. Passes NMCI testing

18. Enterprise license available or open source

19. Integrate with MS .net WS

20. Spidering/crawling/indexing

21. Section 508 compliant/accessibility

22. PST PAB files available in portal (view content list)

23. SECNAV portal requirements doc & TFW portal requirements

24. Open file sharing space

25. Interface customization

26. CRM & ERP data available

27. Record (DB) level security

28. NICE Performance Metrics

- “community” level metrics

- metrics for functions

29. Administration interface

30. Distributed “Administration” content management

31. “Community” leaders can create their own “gadgets”

32. Standards based

33. Metadata searching

34. Multiple threading for “gadgets”

35. WSRP – ability to run anyone’s portlets

36. 24/7 support   ALL support

37. Support all users platforms and browsers? NMCI Standards?

Note: This does not yet include PEO Carriers portal/IDE requirements

