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Hearing Statements

Purpose:  Witnesses provide copies of their statements to the committee days before they testify to allow members to preview the material and develop questions for the witness.  There have been cases of cancelled hearings because statements were not delivered on time.  Presentation of the statement is very important and may well determine the direction the hearing will take.  

Format:  Statements should be presented double spaced in Times New Roman (or alternatively Courier New) 12-point font and should have a cover sheet.  There is an example hearing statement at the end of this handbook.  It is preferred that the page number not appear on the cover letter and page numbers are centered on the following pages.  
Written statements are due to the members before the hearing commences.  Authorizing committees, House or Senate Armed Services Committee for example, generally require the statements to be provided no later than 48 hours prior to the hearing date.  Appropriating committees, House or Senate Appropriation Committee for example generally require the statements to be provided no later than 5 working days prior to the hearing date.  

Lessons Learned:  Statements follow the standard draft, chop, and final draft pattern that is common in CIMs taskers.  After DoNPIC receives the final version the statement is forwarded to several additional directorates for certification.  N09N reviews the statement and certifies the classification.  Also the Office of the Secretary of Defense (OSD) and the Office of Management and Budget (OMB) review the statement before it is authorized for public release.  These additional reviews and the requirement of committees to review the statement days before the hearing make planning ahead and aggressively completing the written statement challenging.  


There are occasions when OSD or OMB may require a portion of the statement be removed before it is released.  This is not that unusual and it does not necessarily prevent the witness from discussing it at the hearing.  
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Thank you for inviting us to brief the committee on the security provisions in place at our Navy nuclear weapons storage facilities and strategic submarine bases.  As Director for the Navy’s Strategic Systems Programs, I am responsible for production, support and storage of our nuclear weapons ashore.  Accompanying me today is Rear Admiral Charles Griffiths, Commander, Submarine Group 9, the commander of the nuclear-powered ballistic missile submarines (SSBNs) in the Pacific.  He will join me in briefing security at our SSBN bases in the next session.  This is in general a good news story. We do have significant challenges, but I can say with confidence that Navy nuclear weapons, a vital national asset, are safe and secure.

These weapons are protected by a sophisticated system involving three components: unique facilities, specialized hardware, and highly trained people.  I’d like to take a moment to describe each of these elements of our nuclear weapons security system.

In the Navy, we have a policy to deny access, by unauthorized personnel, to our nuclear weapons.  We use multiple perimeters for layered security and also have Recapture Tactics Teams available at all times as added insurance.  From the moment we receive these weapons from the National Nuclear Security Administration, they are stored in a high security area called a “Limited Area.”  The Limited Areas at both Strategic Weapons Facilities are encircled by high security fences and state-of-the-art electronic security systems.  These systems are augmented by manned 70 foot high guard towers, a suite of intrusion detection sensors, coupled with closed circuit television and high intensity lighting.  This provides the ability to monitor and detect any unauthorized attempt to breach the Limited Area.  Whenever the weapons are moved from building to building as part of the maintenance and missile assembly process in the Limited Area, they are enclosed in specially designed containers and vehicles, which protect them from hostile environments.

An important component of our nuclear weapon security system is the Marine Corps Security Force assigned to the two facilities.  The sole responsibility of the Marine Security Force is to prevent unauthorized access or theft of the nuclear weapons, and, should that fail, to immediately recapture them.  These specially screened, trained and armed professionals are on the highest state of alert 24 hours a day.  Another important element of the security program is the SSBN crew, who are responsible for and trained to protect the nuclear weapons while on the submarine.  In addition, the Marines, Sailors, and anyone authorized access to nuclear weapons to perform their job are screened, trained and placed in our Personnel Reliability Program.  This program adds assurance that only the most qualified and trustworthy people have access to nuclear weapons.

An important element of ensuring that any security system meets requirements imposed by the threat is a robust inspection, testing and exercise program.  We regularly inspect and drill our systems and people to ensure that they exceed the requirements needed to protect these national assets.

Prior to the attack on the USS COLE in October 2000, the Navy was taking positive steps to further improve the protection of our submarines at the two bases.  We have a phased plan to provide additional security improvements over the next several years.  

The horrific events of 11 September highlighted additional potential threats to and vulnerabilities of both our nuclear weapons and strategic submarines.  Since then, measures that were planned to be executed as part of increased threat conditions have been implemented.  Measures that have been implemented in response to higher threat conditions include: activation of the auxiliary security force, additional entry inspections, additional waterfront boat patrols, increased access control measures, and temporary overflight restrictions.  We continue to work on long-term solutions to counter these threats.

In summary, we have a robust nuclear weapons security system in place and we rigorously inspect and test that system to ensure that it exceeds our requirements.  We continue to assess our vulnerabilities and we are making improvements to that system to counter potential new threats. It’s for these reasons that I can tell you today that I have high confidence that the Navy’s nuclear weapons are safe and secure.

General Transcript Review and Edit Guidelines. 

a. Limit editorial changes to corrections of grammar, punctuation, inaccurate data, or errors of fact.  Do not make any transcript changes that would alter context or meaning.

(1) Print all changes legibly.  Make changes with black lead pencil; do not use ink or colored pencil.

(2) Line through material to be deleted only once so that the deleted material remains legible.  Pencil in the corrected testimony above the deleted material.

(3) Do not edit the testimony of members of Congress, their staffs or other witnesses.  Where there is an obvious inconsistency between words of the Navy witness and Congressional personnel, minor changes may be made to the transcript with the word “recommend” prominently entered to the left of the testimony in question.

(4) Do not use abbreviations or acronyms in spoken transcripts.

(5) Any word or letter desired to be in CAPS should be indicated in the transcript with a double underline.  A word underlined once tells the printer to set the word in italics.

(6) Witness review should include identifying any instances where the witness was directed or committed to providing an answer for the record.  Ensure complete responses are provided via IFR format. 

b. Viewgraphs and Slides.  Viewgraphs, photographs and slides may be used as IFR responses. When using them remember to: 

(1) Number each slide and viewgraph consecutively.

(2) Reference each slide in the transcript (e.g., Slide #1) and insert a copy behind the transcript page which refers to the slide (do not use printer’s quality copies for this purpose).

(3) Photographs - use black and white prints with sharp contrast.

(4) Viewgraphs and Charts - use originals or sharp, clear, black and white prints.

(5) If an identical series of viewgraphs is used in both the full statement and a summary statement, copies of each viewgraph are required only with the summary statement.

(6) Printer’s quality copies.

(a) Two printer’s quality copies of slides, charts, viewgraphs, etc., are required.  Because of the lead time required to prepare printer’s quality slides, charts, and viewgraphs, you will need to prepare well in advance. 

(b) Photocopies are acceptable in place of the two required printer’s quality prints only if they are exceptionally clear and sharp with high contrast.

c. Security Review.

(1) During transcript editorial review, witnesses need to review all testimony related to their program for classified material content.  This includes not only their own testimony, but also remarks by members of Congress and their staffs.

(2) Reference (b) provides detailed guidance concerning security review for Congressional information.  The N09N Security review specialist is located in 5E826, phone: 695-8280, and may be contacted to answer questions. 

(3) Upon completion of transcript review and editing, or approval of IFR/QFR by the witness, DoNPIC will provide a copy to N09N for security review.  Upon completion of security review, DoNPIC will provide a copy of the edited transcript or IFR/QFR responses with appropriate security stamps, to the Office of Legislative Affairs (OLA) or the Assistant Secretary of the Navy (Financial Management and Comptroller) Appropriations Matters Office (FMBE) for forwarding to the Office of Secretary of Defense (OSD) and Congress.  

d. Classified Content Marking.

(1) Classified information in transcripts must be bracketed in black lead pencil.  Words, phrases, figures, or sentences that contain classified information must be bracketed.  For example: If the information to be protected is that the CONDOR missile is TERMINALLY GUIDED, the word “TERMINALLY”, and all other words or phrases that reveal this information should be bracketed. That is to say, if the subject under discussion is the CONDOR missile and on page 49 of the testimony the witness states: “Yes sir, it is “TERMINALLY GUIDED”, the word “TERMINALLY” should be bracketed even though the word CONDOR was not mentioned in that particular sentence. (This passage would properly appear as: “Yes sir, it is [TERMINALLY] GUIDED.”)  The key is to know what information must be protected and to maintain that knowledge throughout the review.  It is important to remember that words or phrases may be unclassified standing alone, but may become classified when associated with other words or phrases in the testimony or other information already in the public domain.

(2) Classified testimony should not be presented in open session; therefore, open session testimony normally should not contain bracketed text.  See reference (b) for further guidance.

(3) If viewgraphs, slides or charts are classified, the classified information must be bracketed; stamped with the level of classification, source for classification, date for declassification, and any other associated markings.  Bracket only the copy of the slide that is inserted in the transcript.  Do not bracket smooth printer’s quality copies.  Clearly show the classification and associated markings on the border, holder, or frame, and whenever possible, on the image of each transparency or slide.  When transparencies or slides are reproduced as part of hard copy text material, ensure markings are included.

IFRs/QFRs.  Procedures and guidance for development of responses for IFRs/QFRs is provided in enclosure (1).  Sample IFR and QFR responses and attending formats are shown within enclosures (2) and (3).

(4) General Information:

(a) IFRs:  During a hearing, when a witness volunteers (or is requested to provide) additional information for the record, an insert is required using the IFR format of enclosure (2).  If a committee member requests the information during testimony, but the witness does not say anything before the next question is asked, or if the witness responds with a statement similar to “I will provide the information for the record,” or the witness responds to the question and wishes to add supplemental material (tables, etc.), then just below the committee member’s request or the witness’ response, write “(the information follows:)” This insert should be entered and indented as a new paragraph.  Do not abbreviate or change the words, and use parentheses (), not brackets [].  In most cases, the transcript will indicate where “(the information follows:)” is to be placed in the transcript.  Place one copy of each IFR response behind the page on which the material is inserted.

(b) QFRs:  Upon completion of a hearing, committee members are afforded an opportunity to request additional information for the record, as QFRs.  Answer QFRs using the format of enclosure (3).  Type each question and answer on a separate page.  Forward individual copies of QFRs and responses as a block at the end of the witness testimony, or at the end of the colloquy between the witness and the individual committee member, or at the end of the transcript as appropriate.  QFRs for SECNAV and CNO testimony are tasked separately from the transcript and are to be forwarded as a block to DoNPIC.  “Yes” and “No” answers are unacceptable.  At least one complete sentence is required.
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