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This document is strategic in nature and as such, forms the foundation for the creation of the annual execution plans.  Just as one of the purposes of applying technology to business processes is to create a more agile organization, it is expected that this document will be revised approximately every six to twelve months to reflect changes in direction that may be caused by fluctuations in funding or management direction.  
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EXECUTIVE SUMMARY

The Naval Sea System Command’s (NAVSEA’s) Three-Year eBusiness and Task Force Web (TFWeb) Program Plan provides a practical approach for beginning NAVSEA’s transformation into a modern eEnabled enterprise. The plan articulates a clear vision for moving NAVSEA business operations into the 21st century.  This vision is supported by well-defined goals and objectives, which will enable NAVSEA to provide more cost effective and responsive services to its customers.

Originally conceived as two separate programs, the eBusiness and Task Force Web efforts were merged in FY-03 in response to a shrinking staff in the NAVSEA CIO’s Office.  The two programs had similar objectives and with the permission of the Deputy CIO for Enterprise Transformation, they were merged into a single program structure.

The major business imperatives that are moving NAVSEA down the path of eEnablement include limited budgets, the need for digital connectivity and functional interactivity with other Government and commercial activities, and the need for agility and flexibility.

Similar to the rest of the Federal Government, NAVSEA must deal with the harsh business realities of shrinking budgets that require it to do “more with less”.  The shift from segregated “paper” processes, tools and data to fully integrated “electronic” processes, tools and data provides a practical mechanism for improving performance while reducing costs.

Digital connectivity and functionality interactivity are critical to enabling NAVSEA to keep pace with the rest of the Government and private industry.  NAVSEA must be able to interact with its employees and customers in seamless electronic environment that removes traditional organizational and geographical boundaries.

As it moves into the 21st century, NAVSEA must become a more agile and flexible organization.  This will better enable the command to proactively and responsively meet the needs of the warfighters and its other customers.

The activities and processes outlined in this document assume that several concurrent efforts are taking place to support a truly eEnabled environment.  First, the process of reducing the legacy applications down to the best of breed must be followed to completion.  As part of this process, the data trusted by those applications will be identified.  This activity is needed to facilitate the development of web services.  Second, the NAVSEA corporate architecture will be developed.  The as-is and to-be views of the business processes and technical architecture provide the roadmap from which eEnablement can proceed.   Lastly, an IM/IT strategic planning effort for NAVSEA, coupled with a robust portfolio management program is also a vital component.  These are all components of an organization that has begun to exhibit the signs of information maturity.  They also provide the framework for direction and execution for eEnablement.  Without these disciplined processes in place, NAVSEA’s eEnablement efforts will result in an unfocused program that produces more legacy applications that do not necessarily serve the business aims of the Command in the most efficient manner possible.

There are numerous mandates and requirements driving the eEnablement of NAVSEA.  Examples of Government-wide mandates and requirements include the President’s Management Agenda and Government Paperwork Elimination Act.  Examples of Navy specific mandates and requirements include TFWeb, Navy Marine Corps Intranet (NMCI), the development of a Virtual SYSCOM, ERP implementation and the rationalization of legacy applications.  Adhering to these mandates and requirements will ensure future interoperability with the eEnabled Government and commercial worlds.

Taking into account the aforementioned vision, goals, imperatives and requirements, NAVSEA’s Three-Year eBusiness and Task Force Web (TFWeb) Program Plan lays out a rational approach for planning and implementing 21st century electronic business processes, tools and data.  This also includes identifying supporting resource requirements and schedules, as well as critical program risks and mitigation strategies.  Finally, the plan provides specific products and services that will be delivered to NAVSEA, as well as key metrics for measuring the progress of eEnablement.

If implemented in its entirety, this plan will ensure that NAVSEA maintains its status a world-class organization.  It will also enable the Command to become a more cohesive organization, which is able to meet the ever-changing needs of its customers, in both a timely and cost-effective manner.
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SECTION 1 – INTODUCTION

VISION
Provide a clear and well-defined path for eEnablement of the entire Naval Sea System Command (NAVSEA) Enterprise, which will support the delivery of more efficient services to customers (both fleet and ashore) as it moves into the 21st Century.
SUPPORTING GOALS AND OBJECTIVES
Objectives 

The following objectives have been established for eEnabling the NAVSEA Enterprise (i.e., Headquarters, Program Offices, Affiliated Program Executive Offices and Field Activities):

· Utilize Government and commercial best practices and technologies

· Establish a common portal framework that brings together portals, applications and services across the entire NAVSEA Enterprise

· Provide electronic connectivity and functional interactivity with other Government and commercial, portals, applications and services

· Support Navy, DoD and Federal mandates

Goals

The goals for an eEnabled NAVSEA enterprise are as follows:

· Make it easy for our customers to do business with us

· Provide NAVSEA leadership with tools for promoting corporate-wide communications

· Improve data integrity

· Make information more accessible

· Enable the use of industry-proven performance measures

· Strengthen the NAVSEA Brand

· The Bottom Line – we improve responsiveness to the continually changing needs of our warfighters
BACKGROUND

Programs, Mandates and Requirements

Numerous Government mandates and other requirements are driving NAVSEA down the path of eEnablement.  These are all separate efforts that are ultimately impact the NAVSEA eBusiness strategy.  New initiatives are identified over time as the strategy continues to evolve.  Current drivers include the following:

TFWeb Program

CNO Message 032300Z APR 01 established the TFWeb Program with the primary goal of web-enabling the Navy. The TFWeb Program will provide enterprise-wide access to knowledge bases & supporting tools, through the Navy Enterprise Portal (NEP).  All Navy commands are required to participate in this program by web enabling applications and portal enabling services.  While the initial focus of TFWeb is on meeting the needs of the warfighter, all participants will eventually benefit.  NAVSEA’s continuing support for the TFWeb program consists of the following:

· Attendance of regular TFWeb meetings

· Technical and logistics support for the installation of TFWeb related SHIPALTS

· Participation in the DON XML Work Group

· Web enablement of selected NAVSEA applications (based on financial resources and business priorities)

· Portal enablement of selected NAVSEA services (based on financial resources and business priorities)

Navy Marine Corps Intranet (NMCI)

The purpose of NMCI is to provide an Intranet infrastructure and related support services to all shore based components of the Navy and Marine Corps.  The ultimate goal of NMCI is to “make life better for our Sailors, Marines and Civilian employees, and in doing so … support the DON transition to an eBusiness model … for the purpose of faster, better decision making capability”.  From a practical perspective NMCI will provide much of the infrastructure needed to support NAVSEA’s transition toward eEnablement.  NAVSEA will leverage this infrastructure to maximum extent practicable.

Navy Marine Corps Portal (NMCP) and Navy Enterprise Portal (NEP)

Although still in the planning stages, the NMCP is intended to provide a single portal infrastructure for the entire Navy.   Decisions regarding the NMCP, as well as the implementation of the NEP (both appear to provide similar infrastructure), will be carefully monitored to determine impacts to the eEnablement of NAVSEA.  Adjustments in planning and implementation will be made accordingly.

Information Technology for the 21st Century (IT-21)

In many respects, the IT-21 Program is the shipboard compliment to NMCI.  The IT-21 Program is intended to significantly improve warfighting capability, reduce Fleet operating and support costs and enhance the quality of life of deployed Sailors and Marines.  The infrastructure provided by the IT-21 program serves as “an essential, modern "information backplane" to enable "Network Centric Warfare" and warfare support”.  Together with NMCI and the Marine Corps Tactical Network, IT- 21 offers end-to-end connectivity between the shore and afloat infrastructures.  NAVSEA must work closely with the IT-21 support infrastructure in to provide warfighters with access to critical applications and services.

President’s Management Agenda for eGovernment

The President’s Management Agenda for eGovernment provides a vision and near-term projects for reforming government.

Guiding Principals

The Management Agenda Vision is guided by the following three principles:

· Citizen-Centered, not bureaucracy centered

· Results-Oriented

· Market-Based, activity promoting innovation
24 eGovernment Projects

The Management Agenda promotes 24 near-term projects, focused on the following four portfolio areas:

· Government to Citizen (G2C) 

· Government to Business (G2B) 

· Government to Government (G2G) 

· Internal Efficiency and Effectiveness (IEE) 

The goals and key lines of business for each portfolio area are provided in Figure 1.  It is expected, over time, that the applicable projects will be implemented within NAVSEA as part of a larger DoD and Navy effort.
	G2C (NAVSEA to Public/NAVSEA to Fleet)
· Use the web for accessing services such as maintenance and configuration information as well as corporate websites.
· Key lines of business: ship acquisition and support
	G2B (NAVSEA to Contractors)
· Reduce burden on businesses by adopting processes that enable collecting data once for multiple uses &streamlining redundant data
· Key lines of business: ship and weapon system design, acquisition and lifecycle support

	G2G (NAVSEA to DoD/DON and the rest of Government)
· Share & integrate data with other federal agencies
· Key lines of business: financial reporting, supply chain management, personnel clearances
	IEE (NAVSEA internal communications and business processes)
· Adopt commercial best practices in Government operation (HR information, document management, workflow)
· Key lines of business: HR, corporate communications
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Appendix B provides a detailed list of the near-term projects along with a preliminary assessment as to the impact on NAVSEA.  As the eGovernment projects mature and there is a Department of Defense and Navy decree to use them, NAVSEA will make plans for internal deployment.

Expected Results

It is expected that the Management Agenda will yield the following results:

· Provide high quality customer service regardless of whether the citizen contacts the agency by phone, in person, or on the Web

· Reduce the expense and difficulty of doing business with the government

· Cut government operating costs

· Provide citizens with better access to government services

· Increase access for persons with disabilities to agency web sites and E-government applications

· Make government more transparent and accountable
Government Paperwork Elimination Act (GPEA)

The GPEA is intended to reduce and eventually eliminate “paper” within the Government.  As NAVSEA moves down the path of eEnablement, a principal focus will be the elimination of paper processes, tools and data.  This focus is consistent with GPEA, TFWeb and other similar requirements.

Business Imperatives

There are four major business imperatives that are driving NAVSEA down the path of eEnablement.  These imperatives are as follows: 

Limited Budgets

Similar to the rest of the DoD and DON, NAVSEA is facing the reality of shrinking budgets.  As a result, NAVSEA must continually strive to do more with less.  eEnablement affords NAVSEA with the opportunity to reduce costs, while providing greater capability and flexibility in meeting the needs of it’s employees and customers.

Connectivity and Interactivity with Government Activities

Driven by legislated requirements and business imperatives, the rest of the Federal Government is rapidly moving down the path of eEnablement.   The Navy is attempting to keep pace with this revolution through programs such as NMCI, IT-21 and TFWeb, as well as the rationalization of legacy applications.  In order to ensure connectivity and interactivity with other Government activities, NAVSEA must also move smartly down the path of eEnablement.  The creation of a Virtual SYSCOM as well as the massive business streamlining, further the requirement for eEnabling NAVSEA’s business processes.

Connectivity and Interactivity with Commercial Activities

In many respects, the commercial world is significantly ahead of the Government and in particular the DoD, in the adoption of eBusiness processes and technologies.  Many commercial activities, such as manufacturers and shipyards, have already implemented eBusiness, including enterprise and eProcurement portals.  NAVSEA must factor in connectivity and interactivity with commercial activities in both and implementation of its eBusiness initiatives.

Agility and Flexibility

The “eBusiness Revolution” requires enterprises such as NAVSEA to become agile and flexible.  This is possible only by moving away from inefficient legacy processes and technologies, and adopting efficient electronic processes and technologies.  With an eye toward agility and flexibility, NAVSEA can invest its resources wisely, while ensuring that it meets the ever-changing needs of its employees and customers.

SECTION 2 – ORGANIZATION, ROLES AND RESPONSIBILITIES

NAVSEA

The Naval Sea Systems Command (NAVSEA) is the Department of the Navy’s central activity for designing, engineering, integrating, building and procuring U.S. Naval ships and shipboard weapons and combat systems.  NAVSEA's responsibilities include cooperation with other SYSCOMs for shared S/A/Ss and designation of authoritative data sources.  In the context of enterprise enablement, NAVSEA defines and develops services, applications and systems (S/A/Ss) in support of its core equities.

Figure 3 provides a top-level view of the NAVSEA Organization, including its various Directorates, Program Offices and Affiliated PEOs.
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Commander

Commander NAVSEA (COMNAVSEA) sets the priorities for eEnablement of the Command, appoints the key personnel, and provides oversight to the application selection process. 

NAVSEA Executive Committee (NEC)

Over the past few years, NAVSEA has realigned and streamlined its leadership structure to better support mission accomplishment and stated strategic goals. The NEC was established to lead the Command, provide strategic vision and ensure we achieve our goals. The NEC sets the Command vision, identifies critical initiatives, and makes decisions on key NAVSEA policies and procedures.
Business Transition Executive Team (BTET)

The BTET is accountable to the NEC and is responsible for assigned initiatives and NAVSEA business transformation activities. The BTET Charter established three standing committees: Change, People, and Information Management (IM). This charter establishes the IM Committee within the BTET structure to drive the Command’s information management and information technology (IT) initiatives and transformation efforts.
Chief Information Officer (CIO)

Commander NAVSEA (COMNAVSEA) has appointed a single Command CIO who reports directly to COMNAVSEA. The CIO is the sole NAVSEA authority to approve acquisition of new IM investments within delegated Milestone Decision Authority (MDA) thresholds. The CIO is charged to assess and direct IM priorities and funding to achieve NAVSEA strategic and business goals. The CIO and his/her staff have day-to-day responsibility for all NAVSEA corporate-wide IM operations and initiatives. The CIO has oversight and budget authority for all centrally managed NAVSEA IM initiatives and applications. The CIO also coordinates NAVSEA’s Task Force Web, Enterprise Resource Planning (ERP) and Navy Marine Corps Intranet (NMCI) efforts. 
Deputy Chief Information Officers (DCIOs)

Oversight of the eEnablement of NAVSEA is the responsibility of the DCIO of Enterprise Applications and Transformation. This individual tracks the progress of the Program Manager and reports directly to the CIO.

Activity Chief Information Officers (ACIOs)

ACIOs and Functional Area Chief Information Officers (FACIOs) are the senior IM executives within their business unit management team. ACIOs and FACIOs have “dotted line” accountability to the NAVSEA CIO for adherence of their organization to approved NAVSEA IM policies and initiatives.

Functional Area Managers (FAMs)

FAMs are responsible for overseeing the reduction and consolidation of IT applications within their functional areas. They have the authority to direct migration, consolidation, or retirement of applications and databases and develop and manage IT applications and database portfolios. The FAMs are also responsible for ensuring that technology strategies are aligned with the business and administration processes within their functional areas. 

Functional Data Managers (FDMs)

FDMs are responsible for reducing the databases in each of these same functional areas and identifying authoritative data sources for cross-area data management. FDMs also monitor data use, assist program managers with metadata, and create data standards.
Functional Namespace Coordinators (FNCs)
FNCs report to their representative FAM.  FNCs are responsible for implementing DON XML strategy, assisting with XML usage and assuring consistent XML.

Program Executive Offices

NAVSEA’s five affiliated Program Executive Offices (PEOs); Aircraft Carriers, Submarines, Ships, Integrated Warfare Systems and Littoral & Mine Warfare, are responsible for all aspect of life-cycle management for their assigned programs. NAVSEA provides the PEOs with total ship system engineering, establishes and coordinates technical policy and procedures, and delivers integrated logistics support. The PEOs report directly to the U.S. Assistant Secretary of the Navy for Research, Development, and Acquisition (ASN RD&A) for designated acquisition matters and to NAVSEA for planning and execution of life-cycle support.

Field Activities

As users and developers of systems, applications and services, field activities are responsible for providing feedback and requirements for new or improved functionality, systems, services and applications. They are also responsible for recommending the deletion of obsolete S/A/Ss.  Field activities include but are not limited to, Warfare Centers, Logistics Centers, Naval Shipyards, and Supervisors of Shipbuilding, Conversion and Repair (SUPSHIPs). 
Engineers/Logisticians

As the primary users of systems, applications and services, the engineering and logistics communities are responsible for providing feedback and requirements for new or improved functionality, S/A/Ss. They are also responsible for recommending the deletion of obsolete S/A/Ss.

Collaborative Groups

Various collaborative groups are specifically chartered to support the eEnablement of NAVSEA.  These groups include the Enterprise Portal Working Group (EPWG) and Communities of Practice (CoPs).

EPWG

The NAVSEA CIO began operating an Enterprise Portal Working Group in February of 2003.  The purpose of this group is to help plan and oversee the eEnablement of NAVSEA.  The Enterprise Portal Working Group Charter and Guidelines will be developed separately from this plan.
CoPs
The NAVSEA CIO will establish new COPs to facilitate cross-organization collaboration and knowledge sharing.  Some COPs were previously established in FY-01, but have since disbanded due to lack of participation.  By leveraging previous efforts of the original COPs, new and more focused COPs can be quickly stood up.  COP Charters and Guidelines will be developed separately from this plan.

FLEET
Type Commanders

Type Commanders are important customers for portal services and web applications supplied by NAVSEA under TFWeb. As important customers, their involvement in the many aspects of portal service and web application development (e.g., user interface standards) is critical to success. 

Type Commanders have to provide feedback to NAVSEA on their requirements for possible new portal services and web applications, and modifications or additions to existing portal services and web applications. They must also recommend the deletion of obsolete portal services and web applications. The Type Commanders must be committed to assisting NAVSEA in developing services that meet their needs and should also help with the development of services for fleet ships. 

Type Commanders may create portal services and web applications that provide important capabilities for NAVSEA. These portal services and web applications could improve accessibility to data collected by the Type Commanders for their ships. Type Commanders should also make their data accessible for use by other portal services and web applications by providing portal services interfaces to the data. Type Commanders will have to interface with the fleet ships to gather the data for their services.

Type Commanders may become members of Virtual Interest Groups (VIGs) in the field of expertise. Type commanders have to work with the FAMs, FDMs and FNCs to assure that their application and data needs are addressed.
Fleet Ships

Similar to Type Commanders, Fleet ships are also important customers who share most of their roles and responsibilities relative to TFWeb. As an afloat customer, Type Commanders assist in maintaining the infrastructure that supports TFWeb and its associated data replication.

OTHER NAVY ACTIVITIES
Naval Supply Systems Command (NAVSUP)

NAVSUP provides integrated support to operating forces with services including support in the areas of waterfront/flight line husbandry, HAZMAT, repairables management, material handling, equipment management, local purchasing, supply assistance teams and supply chain integration.  Additionally, NAVSUP is responsible for defining and developing it’s own S/A/Ss, coordinating with FAM POCs and with other SYSCOMs shared S/A/Ss. In its efforts to continuously improve the supply system for its customers, NAVSUP undertakes numerous projects each year, many of which develop into tools for the Fleet. Exiting projects include One Touch Support, the Navy Integrated Call Center (NICC), Logistics Toolbox, and Purchase Cards.  New projects include the Afloat Supply Department of the Future (ASDOF) and Enterprise Resource Planning (ERP).

Naval Air Systems Command (NAVAIR)

NAVAIR is one of the DON’s three major acquisition commands. Working with industry, NAVAIR provides aviation technology products and support to our operating forces throughout the world.  In addition, NAVAIR is responsible for defining and developing it’s own S/A/Ss, coordinating with FAM POCs and with other SYSCOMs shared S/A/Ss.
Space and Naval Warfare Systems Command (SPAWAR)

SPAWAR is one of the DON’s three major acquisition commands. SPAWAR provides Command, Control, Communications, Computer Intelligence, Surveillance and Reconnaissance (C4ISR), information technology, and space infrastructure, applications and sensor system capabilities that are critical to the national interest. SPAWAR is providing an IT architecture for the future, through the coordinated use of assets like the At Sea Battle Lab (USS Coronado), Fleet Battle Experiments and continued innovative research and development efforts at focal points like SPAWAR Systems Center, San Diego. In addition, SPAWAR is responsible for IT-21, ship to shore communications bandwidth and shore based facilities supporting the afloat establishments.  SPAWAR's responsibilities in these areas include funding, planning, installation and configuration management. IT-21 is the shipboard network environment for the 21st century.  Finally, SPAWAR is responsible for defining and developing it’s own S/A/Ss, coordinating with FAM POCs and with other SYSCOM shared S/A/Ss.

Department of the Navy Chief Information Officer (DON CIO)

Overall leadership for Department of the Navy IM and IT rests with the DON CIO.  The DON CIO implements this responsibility in close partnership with the Navy Chief Information Officer and the Marine Corps Chief Information Officer.  DON CIO project teams are responsible for DON IM and IT policy, XML policies, procedures and guidelines and participation in Voluntary Consensus Standards organizations (VCS; e.g. W3C, OASIS, ISO).

Program Executive Office for Information Technology (PEO-IT)

PEO-IT facilitates a Navy initiative to institute enterprise-wide perspectives into the management of IT programs, applications and assets. The approach is to work within each functional community (e.g., logistics, personnel, etc.) to consolidate redundancies while introducing best of breed (lessons learned, software re-use, best practices) across each functional community. Additionally, executive level cross-functional groups apply similar principles across their functional areas. This approach dovetails with current NMCI application support and implementation. In addition to usual PEO responsibilities enumerated above, the PEO has a concurrent assignment and serves as Enterprise Acquisition Manager for Information Technology (EAMIT).  The EAMIT supervises the execution of NMCI and other initiatives, as assigned.

Navy Marine Corps Intranet (NMCI) Information Strike Force (ISF)

NMCI is an initiative that launches the Department of the Navy’s first step toward reaching Joint Vision 2010’s goal of information superiority for the Department of Defense.   Defined as the ability to collect, process and disseminate an uninterrupted flow of information while denying the same to an adversary, information superiority has been called the backbone of the revolution in military affairs. As the Department of the Navy’s first step toward this goal, NMCI will establish a standardized end-to-end system for voice, video and data communications for all civilian and military personnel within the Department of the Navy.  NMCI, implemented by the Internet Strike Force (ISF), will provide to Operations an ashore network infrastructure, ashore software (Gold Disk), and an ashore Portal including Portal software. 

Task Force Web (TFWeb) Program

The TFWeb Program Office (OP90W) is responsible for determining the requirements and designing the TFWeb infrastructure, including the Navy Enterprise Portal (NEP). They currently maintain and evolve the overarching web enabling blueprint for the Navy. 

The TFWeb Program Office is responsible for assisting managers and developers with the use of the TFWeb infrastructure. In concert with NMCI, the Program conducts training and contributes to the development of the Navy Enterprise Application Development Guide (NEADG). The TFWeb open-source portal site provides a collaborative area devoted to the developer. The TFWeb Program Office also assists developers by providing documentation, architectural templates and sample code to help with the design and implementation of portal services and web applications. CNO TFWeb provides test facilities for developers who are implementing portal services. They provide direct assistance for TFWeb application and service developers.

The TFWeb Program Office collaborates with other activities to assure that the TFWeb infrastructure is available and properly implemented both afloat and ashore. N09W is not a primary content provider, nor does it coordinate the content provided by other organizations.

Department of the Navy, Extensible Mark-Up Language Work Group  (DON XML WG)

The DON XML WG was established in August 2001 to “Provide the leadership and guidance to maximize the value and effectiveness of emerging XML component technologies implemented across the DON enterprise.” The DONXML WG was instrumental in creating policy documents on XML usage, which were signed out by the DON CIO. It has also produced documentation meant for developers and managers, including the DON XML Developer’s Guide, presently in Version 1.1, and the DON XML Vision. It is presently in the midst of updating the Developer’s Guide and working in many other related areas, such as XML governance.

NAVSEA has supported the DONXML WG by participating on various teams tasked with developing policy, procedures and guidance. NAVSEA will continue to provide support in this area. This will include support to the team that is developing documentation aimed at aiding the manger and developer with using the XML standard.  This team is presently working on Version 2 of the DON XML Developer’s Guide.  Version 2 will contain a significant increase in the breadth of information, as compared to Version 1.1. Additionally, Version 2 of the DON XML Developer’s Guide will discuss recommended and emerging XM specifications, provide guidance in choosing the appropriate specification, include management guidance on information management and software development and expand on the technical guidance for applying XML.

Navy eBusiness Operations Office

The Navy eBusiness Operations Office is responsible for coordination all eBusiness activities within the Navy.  The NAVSEA CIO will continue to work with this office to obtain guidance and resources (via the eBusiness pilot process) for eEnablement.  Procedures for developing eBusiness proposals are included in Appendix C.

SECTION 3 – APPROACH

general approach

Enterprise Enablement

The Naval Sea Systems Command (NAVSEA) Chief Information Officer (CIO) will work closely with other NAVSEA and Navy/Department of Defense (DoD) team members to plan and execute the enterprise enablement of NAVSEA.  This will be accomplished in a manner that is consistent with the overall direction of the Navy and DoD, and in-line with budgetary and time constraints.  This section lays out a top-level approach for moving NAVSEA down the path of enterprise enablement.  Specific tasks in support of this effort, along with supporting schedules and associated deliverables, are detailed in Sections 5 and 8 of this plan.

Legacy Application Rationalization

As part of the NMCI transition, a team was established to determine which of the tens of thousands of legacy applications should be retained and funded.  The Navy has established a senior level review board to make final decisions on retention or deletion of legacy applications.   Echelon 2 commands are supporting this effort through local teams.

The SEA 00I Application Management Team has performed some rationalization of NAVSEA applications already.  Each organization within NAVSEA created a list of legacy applications it used.  These lists were reviewed by the Application Management Team, which performed an initial rationalization of - applications.  During this initial rationalization, a standard naming convention was employed, appropriate application categories (COTS, GOTS, Driver, Website, Science & Technology) were determined, duplicate applications application were identified, older versions were eliminated, and applications were rationalized according to functionalities contained on the NMCI Gold Disk, NMCI CLIN 0023, and the NAVSEA Preferred List (Copper Disk).

These lists were combined into one central database.  A second rationalization effort was performed, this time on the Government-Off-The-Shelf (GOTS) applications.  This phase entailed standardizing System Names, Version Numbers, and Acronyms.

Finally, an overall rationalization was performed to further clean the database, encompassing all of the steps above to catch anything missed in the two previous phases.  At the same time, each organization performed its own rationalization effort to ensure its list of legacy applications was accurate.

Portfolio Planning

NAVSEA initiated IT Portfolio Planning as a way to objectively analyze future IT investments.  An IT project selected for funding must be worth doing from a mission perspective, must be possible to accomplish within reasonable time and cost, and must support the strategic direction of the business unit, as well as the goals of the command.  It is expected that one of the criteria for including a project in a portfolio is that it is either web enabled or the funding is going towards web enabling.  The Navy Enterprise Application Development Guide will be used for guidance in developing new applications, as well as changes to existing applications.

Information Management Approval Process (IMAP)
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An important aspect of portfolio planning is ensuring that developed applications and services fall within Navy and command IT plans.  The IMAP, NAVSEA’s method of IT governance, was developed in 2000 by the IT Organization and Processes working group chartered by the NAVSEA IM Forum.   The DCIO for IT Capital Planning was assigned as the IMAP owner. A configuration control board evaluates and approves all major NAVSEA IT programs.  The existing IMAP is depicted in Figure 4.  This figure also shows the role of each organization in each step of the process.

Budgeting

NAVSEA will use a rigorous approach to identify both near and mid-term financial requirements.  Budgets will reflect priority efforts that must be accomplished to eEnable the NAVSEA Enterprise.

Portal Solution

As it moves down the path of eEnablement, NAVSEA will need to select a portal solution to enable collaboration across the enterprise.  In the near-term (i.e., FY-03) NAVSEA will leverage the NEP.  It is recognized that the NEP is still under development and procedures for adding portal services and web applications are still in the formative stages.  NAVSEA will support the formulation of any required procedures in order to make this effort a success. The long-term viability of the NEP will be assessed and a decision made during FY-04.  
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Figure 2 shows a notional connectivity for a NAVSEA Enterprise Portal, which provides for electronic connectivity and functional interactivity with applicable portals, applications services and data.  This figure is intended for illustrative purposes only.  It is not intended to all-inclusive.

Currently, there are multiple operational portals within the NAVSEA enterprise (e.g., LPD-17 Program and NSWC Port Hueneme).  Other POs, PEOs, Directorates and Field Activities have also begun to plan and implement commercial portal solutions.  In the near-term, it is believed these “constituent portals” are needed to provide focused applications and services to the communities that they serve.  Eventually, redundancy between the portals will need to be reconciled as NAVSEA implements an enterprise-wide solution.  Currently, NAVSEA’s portal developers are being encouraged to share portlets to save on development time and facilitate eventual consolidation.  If the NEP is implemented as planned, it may eventually serve as a common ‘gateway’ to these constituent portals.  In the long-term a number of options exist for inclusion of constituent portals.

eEnabling Applications and Services
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Figure 5 illustrates the generic approach that will be used for eEnabling NAVSEA applications and services.  This figure shows how organizations and “tools” are used to accomplish efforts in each of the six phases. 

Cognizant Organizations

Although not inclusive, the principal organizations involved in this approach will include:

· Program Offices (POs) and affiliated Program Executive Offices (PEOs)

· Echelon 2 Function Area Managers (FAMs)

· NAVSEA CIO

· Navy eBusiness Operations Office

Six Phase Process

The six phases for eEnabling applications and services are:

· Requirements Identification and Prioritization

· Funding

· Planning

· Development

· Deployment

· Life Cycle Management

Each of these phases, along with supporting efforts and enabling tools are discussed in detail in this Section. 

Identifying and Prioritizing Services AND Applications for eenablement

The first phase of eEnablement is the Identification and Prioritization of Services and Applications.  This approach for identification is described in detail below.

Identifying and Prioritizing Services for Portal Enablement

Appendix C of this plan provides a detailed process for identifying and prioritizing services for portal enablement.  Services are software components that are registered in the Navy Enterprise Portal’s (NEP’s) service registry that provide access to content, execute business logic, or expose application functionality.

Identifying and Prioritizing Applications for Web Enablement

NAVSEA will utilize a proven process for identifying and prioritizing applications for web enablement.  This process, which is detailed in Appendix D of this plan, will ensure that the right applications are selected and prioritized in a manner that is consistent with the needs of the Command.

Funding

The second phase of eEnablement is obtaining Funding for development of portal services and web applications.  The two basic approaches to funding are self-funding and funding via the Navy eBusiness pilot process.

Self-Funding

Generally, most portal services and web applications developed for NAVSEA will be funded by the owning organization.  The CIO’s office will work with owning organizations to help justify funding and ensure that efforts are executed in a manner that optimizes the use of limited funds. 

NAVSEA eBusiness Pilots

The NAVSEA CIO will manage the identification and prioritization of potential eBusiness pilots, as well as the submission of formal proposals to the Navy eBusiness Operations Office.  Upon award, the CIO will also assist in managing the execution of eBusiness pilots.  

The NAVSEA CIO will continue to encourage and support participation in DON eBusiness Pilot Projects.  Similar to past years, the DON eBusiness Operations Office has $20 million in funding available for eBusiness pilots projects in FY-03.  Appendix E provides a detailed process for developing and submitting proposals to the Navy eBusiness Operations Office.

Planning

The third phase of eEnablement is Planning.  The basic elements of planning include design, architecture, content and schedule.

Design

Design addresses critical items such as service/application specific architecture, programming language and platform, portal interface, content, certification, maintenance and schedule. 

Architecture

Architecture planning will have two principal components – enterprise architecture development, and standards identification and selection.

Enterprise Architecture Development

The NAVSEA CIO is in the early phases of identifying the Headquarters enterprise architecture.  This process will initially be limited to a few enterprise applications and will later include other applications that remain after the rationalization process.  Ideally, the Enterprise Architecture will include both an “as-is” and “to-be” views of the Command’s business processes.  In the absence of a comprehensive architecture effort, NAVSEA will categorize business processes identified as the taxonomy in DADMS.  DADMS contains a hierarchical breakdown of the Navy’s business processes. It is expected that all eBusiness proposals will be reviewed against the to-be architecture.  Figure 6 depicts the notional NAVSEA Enterprise Architecture development process, and shows the relationship between elements described earlier in this section.
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The first task of the Architecture Team is to determine which architectural product will be required for each service, application and database that must be added to the architecture. Many views of the architecture can be created.   Part of this task will be to determine what information will be collected and the level of detail required.

The Business Architecture focuses on “how” each business unit operates within their organization. A systems interface is a simplified description of the communication pathways between two systems and their associated nodes.  The technical architecture product is concerned with the standards and technologies used in an implementation.  For the most part, the technical architecture is predetermined by NMCI.
Standards Identification and Selection

Standards are available from various Voluntary Consensus Standards (VCS) organizations, including the World Wide Web Consortium (W3C at http://www.w3.org), the Organization for the Advancement of Structured Information Standards (OASIS at http://www.oasis-open.org), the International Standards Organization (ISO at http://www.iso.org) and the United Nations Center for Trade Facilitation and Electronic Business (UN/CEFACT at http://www.unece.org/cefact/). VCS organizations provide both the technical and business standards needed for eBusiness. Technical standards are concerned with protocols, etc. that allow data to be exchanged. Business standards are concerned with the semantics, etc. that enable the data to be correctly interpreted and used.

Content

The success or failure eEnablement largely hinges on providing relevant and current content.  Appendices D and E provide guidance for identifying content suitable for access through the Navy Enterprise Portal.  Further, each application should adhere to the following guidelines:

· Provide access to Authoritative Data Sources (ADS)

· Ensure each ADS is under control of the appropriate data steward(s)

· Ensure historical content remains accessible even after ADS consolidation

· Provide access to structured and unstructured content (data and documents)

· Enable access to all non-tactical ADSs

· Includes appropriate Information Assurance considerations

· Increase the value of data by making it more readily available

Schedule

As candidate portal services and applications are identified and developed, they will be tracked to determine NAVSEA’s progress towards realizing an eEnabled environment.  NAVSEA will use a to-be-developed tool to track identified candidates and their proposed schedule, as well as the project milestones for each candidate.  It is assumed that a central tracking tool will be developed and provided for all NEP developers to use.  The location of the NEP tracking tool will be identified in future updates of this document.

development

The fourth phase of eEnablement is Development.  The basic elements of development include developing and coordinating the integration of portal services and web applications, validating and testing portal services and web applications, and approving portal services and web applications for integration into the NEP.

Development Guidance

In general, the NEADG will be used as guidance for development of portal services and web applications within the NAVSEA Enterprise.  Specific guidance for the development of applications is contained in appendices to this plan.

Developing and Coordinating the Integration of Portal Services

Portal services will be implemented within a three-tiered architecture that supports the development of robust, scalable applications that present information in a web-based environment. The architecture seeks to separate the application into three distinct tiers: presentation, business logic, and data.  Figure 7 illustrates the relationship of the portal and portal services to the layers of the architecture.   Appendix F of this plan provides a detailed approach for developing and integrating portal services.

[image: image8.png]Technology

Appications

Data

Secuity

Architecture

Business
Architecture
Business.

Dala
Architecture B D
Applications Data Strategic
Architecture G R 1o ction

Technology Applications
Architecture Architecture Principles

Technology
Architecture

Portioli

caotaton Architectual Models
Legacy Apps
Ratlonatzaion

Assot
Managorent

Transitional Processes



Developing and Coordinating the Integration of Web Applications

Applications that survive the FAM rationalization process for web enablement may proceed to design and development.  Applications will be web enabled based on priority, schedule and budget and within the guidelines for eEnablement established by the NEADG.  Appendix G of this Plan provides a detailed approach for developing web applications.

Validating and Testing Portal Services and Web Applications

Newly developed portal services and web applications will be validated and tested in accordance with Appendices F and G to ensure that they meet NAVSEA’s requirements for content and functionality.  NAVSEA expects that representatives of the Fleet will perform a review of all services or applications developed for at-sea organizations.  All deficiencies identified during validation and testing must be corrected prior to approval.

Approve

Upon successful completion of validation and testing, portal services and web applications will approved for posting on the NEP.

Deployment

The fifth phase of eEnablement is Deployment.  The basic elements of Deployment include registering portal services and web applications with the TFWeb Program Office, and posting portal services and web applications on the NEP.

Registering With The TFWeb Program Office
Portal services and web applications will be registered with the TFWeb Program Office for integration into the NEP during the testing phase.  Specific guidance for registering services and applications is provided by the TFWeb Program Office (http://www.tfw.navy.mil).   The basic registration process includes testing portal services and web applications in the NEP Development Portal, completing the checklist in the NEADG, entering information on portal services and web applications in the NEP Database, and testing by Application Migration Technical Support (AMTS) Team.
Posting on NEP

Upon completion of the registration process, portal services and web applications are posted to the NEP registry for use.

Life cycle management

The sixth and final phase of eEnablement is Life Cycle Management.   The basic elements of Life Cycle Management are refresh, configuration management and communications.

Refresh

In order to maintain true value to users, technology, content and processes must be refreshed on a continual basis.  For services, replacement will be a frequent occurrence.  As mentioned in development discussion, the planning for a new service includes information on transitioning away from any existing service that it will replace.  Application refreshment must be handled in a very formal manner, because of the more widespread impact.  As applications are refreshed, they will transition to Web services.

Configuration Management

Configuration management is critical to the long-term viability and success of NAVSEA’s eEnablement.  The principal configuration management tool used by NAVSEA will be the NEP Registry.  The Registry will contain all relevant information about portal services and web applications on the NEP.
Communications

An eBusiness virtual community has been established in Inside NAVSEA City (https://inside.navsea.navy.mil) to disseminate information on the active eBusiness pilots being undertaken by the Command as well as Task Force Web.  Information on pilots can be found in the “Library” portion of the community as well as emerging policy, plans and meeting minutes.  The eBusiness portion of CDMS will be used to store project documents under development.  Development documentation for web services is expected to be stored at the TFWeb Open Source Site.

A generic brief describing the NAVSEA eBusiness and TFWeb approach will be prepared and stored in CDMS.  In addition to having this repository of information it is expected that NAVSEA POs, PEOs, Directorates and Field Activities will be briefed regularly on these efforts.

SECTION 4 – SPECIFIC TASKS AND SCHEDULE

THREE-YEAR TASKS AND SCHEDULE
The process for transforming NAVSEA into an eEnabled enterprise is evolutionary.  It will take a significant amount of time and resources to accomplish.  This Plan provides a reasonable approach for the first three years of NAVSEA’s journey down the path of eEnablement.  It not only addresses key NAVSEA eBusiness initiatives, but it also addresses critical support for the Navy’s TFWeb Program. 
Appendix H provides a notional Three-Year Schedule for eEnabling NAVSEA.  This schedule addresses the major tasks that must be accomplished through FY-05.  It is currently envisioned that the activities accomplished under these tasks will be consistent from year-to-year, although the emphasis will change over time.  Providing NAVSEA customers and employees with tools that enable them to be more effective with fewer resources is of the highest importance.  Part of this will be satisfied through use of a portal, developing enterprise-wide solutions, and adopting eGovernment solutions, as they are made available.  It is important to note that this schedule may need to be updated to reflect changing priorities and available resources.

YEAR-BY-YEAR TASKS AND SCHEDULE
FY-03

Beginning in FY-03, NAVSEA plans to combine prudent business planning with earnest implementation.  The FY-03 Schedule provided in Appendix H, is based on currently available resources.  In general, FY-03 will be focused on set up, developing plans and procedures and some initial web services.  At the same time, major enterprise wide applications, such as NAVSEA Enterprise Maintenance Automated Information System (NEMAIS) and the Customer Relationship Management (CRM) System will be rolled out.  NAVSEA will develop an initial set of requirements for the portal, which will be implemented in FY-03, and will be updated as requirements mature.  The strategy for implementing the NAVSEA part of the NEP is to target communities of users and provide them with web services.  The major points of the schedule are as follows:

· Developing a Three-Year Program Plan (Task 1)

· Submitting compliant proposals to the Navy eBusiness Operations Office (Task 7)

· Standing-up a Repository of Best of Breed Government/Commercial eBusiness Practices and Technologies (Task 8)

· Standing up and operating a NAVSEA Enterprise Portal (Task 9).  The NEP will be used for this purpose.  It is expected that a NAVSEA local page will be developed as well

· Portal enabling a minimum of six high priority services (Task 10)

· Standing up and operating a NAVSEA Enterprise Portal Working Group (Task 12)

FY-04 and FY-05

The FY-04 and FY-05 schedules are also provided in Appendix H.  These schedules carry on with the same basic task structure established for FY-03.  At this point, some new enterprise applications, such as NEMAIS and the CRM System will be added to the NAVSEA Portal.  This may replace some established web services and applications.  The initial emphasis for web services development will be on providing information to the Fleet.  It is expected that the acquisition community at NAVSEA will begin to identify requirements for the Government to industry part of the portal.  As previously noted, these schedules may need to be updated to reflect changing priorities and available resources.  The major points of the schedule are as follows:

· Updating the Three-Year Program Plan (Task 1)

· Submitting compliant proposals to the Navy eBusiness Operations Office (Task 7)

· Operating and maintaining a Repository of Best of Breed Government/ Commercial eBusiness Practices and Technologies (Task 8)

· Operating and maintaining a NAVSEA Enterprise Portal (Task 9)

· Portal enabling a minimum of 10 high priority services in FY-04 and 10 high priority services in FY-05 (Task 10)

· Operating and maintaining a NAVSEA Enterprise Portal Working Group (Task 12)

Beyond FY-05

As NAVSEA moves down the path of eEnablement, it will begin to look beyond FY-05 to determine the best course.  This may involve the continuation (with applicable modifications) of this Program Plan or the development of a new Program Plan.

SECTION 5 – RESOURCE REQUIREMENTS
General

NAVSEA will address resource requirements in detail as part of the eBusiness and Task Force Web (TFWeb) planning process.  One of the products that will be developed is a Mid-Term Enterprise Enablement Budget.   This section addresses the general requirements for resources.

PERSONNEL
NAVSEA Personnel

An individual from the CIO’s Office is currently assigned to manage eBusiness and TFWeb efforts at NAVSEA Headquarters.  It is expected that an additional individual will be required to oversee the development and management of the NAVSEA Enterprise Portal.  

Contractor Personnel

Most of the support for current NAVSEA eBusiness and TFWeb efforts comes from contractors.  Categories of support for all three years will be comprised of the following:

· Program management support includes management of schedules, actions and meetings, as well as the preparation of planning documents

· Development of web applications and portal services

· Oversight of the NAVSEA Enterprise Portal

FINANCIAL
An annual NAVSEA CIO budget is developed each spring for the following fiscal year.  As the total set of requirements is identified, the actual numbers are developed and the funding sheets are prepared.  The executed budget numbers are found in the NAVSEA CIO’s Work Breakdown Structure (WBS) spreadsheet.  

Additionally, a plan is developed each fiscal year to identify the tasks to be performed, as well as the hours required to complete each task.
A long-term budget will be developed as the FAM process nears completion. The budget will be based on actual numbers of web applications and portal services that are to be developed..  The budget will be reflected in Program Objective Memoranda (POM) issue papers and similar documents.

POTENTIAL FUNDING SOURCES

With the advent of NMCI, ERP, CRM, etc., a cultural revolution is underway in NAVSEA.  At the outset, the CIO’s office will provide most of the funding needed to develop the initial set of web applications and portal services.  Building on anticipated early successes and improvements in performance, it is expected that NAVSEA Directorates, Program Offices (POs), Program Executive Offices (PEOs) and Field Activities will begin to provide greater funding in future years.

At the outset, the NAVSEA CIO will seek to leverage opportunities with the Navy’s eBusiness Operations Office.  Funding received through the eBusiness pilot process will be used for new applications and services.    A particular focus will be development of web applications and portal services for the TFWeb Program.

SECTION 6 – CRITICAL RISKS AND MITIGATION STRATEGIES

APPROACH
The NAVSEA CIO has identified critical risks that may impede the implementation of eBusiness and TFWeb initiatives.  These risks fall into one of following four categories: business, financial, schedule and technical risk.  Figure 8 identifies 10 major risks along with their applicable mitigation strategies.  Each of these risks is considered to have a medium to high likelihood of occurrence, with potentially major consequences.  If the mitigation strategies are followed, the likelihood of each risk is significantly reduced.

	Risk Area
	Risk Description
	Risk Mitigation Strategy

	
	
	

	Business
	Upper level management does not adequately support eBusiness Program
	Emphasize the importance of management support and secure management attention

	
	
	

	Business
	Single sign on capability provides unacceptable security.
	Maintain the use of application level controls, which means that the user would need to log on separately for some of the services.

	
	
	

	Technical
	Failure to establish a cooperative framework between the NAVSEA CIO and Program Offices, Affiliated PEOs and Field Activities for portal enabling services
	Establish a working relationship with applicable NAVSEA POCs that encourages cooperation and support for portal enabling services (facilitated in part by the Portal Working Group)

	
	
	

	Technical
	Adequate documentation and support for developing and tracking the web services development by the TFWeb Program Office is not available.
	NAVSEA will reprogram resources to support development of the NEP with permission from the CIO.  This means that fewer web services well be developed.

	
	
	

	Technical
	Viable standards by portal vendors to easily integrate constituent portals, such as LPD 17 and Port Hueneme
	Maintain a constituent portal strategy until such time as standards like WSRP become viable

	
	
	

	Technical
	NEP solution may not provide the scalability, flexibility and reliability required to support TFWeb requirements
	Maintain close communications with the TFWeb Program Office to monitor progress of open source Portal development (facilitated in part by the Portal Working Group)

	
	
	

	Technical
	NEP technology infrastructure may not be in place in time to support TFWeb requirements
	Maintain close communications with the TFWeb Program Office to monitor progress of Portal development / determine the need for developing separate NAVSEA infrastructure

	
	
	

	Schedule
	Portal services may not be enabled in projected timeframes, damaging the credibility of NAVSEA and hindering similar efforts in the future 
	Work with NAVSEA POCs to identify near term services that provide maximum value to the Fleet and can be web enabled within existing technical, schedule and cost constraints

	
	
	


	Risk Area
	Risk Description
	Risk Mitigation Strategy

	
	
	

	Cost
	Failure to identify the required funding to support planned eBusiness and TFWeb initiatives
	Thoroughly estimate level-of effort and corresponding costs to support planned eBusiness and TFWeb initiatives

	
	
	

	Cost
	Failure of NEP to support NAVSEA requirements 
	Develop a separate cost estimate for a NAVSEA portal

	
	
	

	Cost
	Failure to receive the funding required to support planned eBusiness and TFWeb initiatives
	Work with CIO to secure funding through NAVSEA corporate, the POM process and various sponsors
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SECTION 7 – SUCCESS METRICS

General

Establishing performance measurements for NAVSEA’s eBusiness initiative is an essential and integral aspect of the eBusiness implementation plan. Effectively establishing performance measures, collecting results for each of the participating programs, and enforcing “best practices” will ensure high-quality and uniform results for all of the targeted programs and enable NAVSEA to function in the next millennium with unprecedented consistency. The following sections briefly describe the general success metrics that will be used to measure the overall success of eEnablement.  Sometime in early FY-04 specific performance metrics will be established for each eBusiness project using a balanced scorecard approach.  This process will begin with a benchmark analysis of current efforts.  It is expected that a performance plan will be developed for the eBusiness efforts in FY-04.  Metrics for individual development efforts will also be developed as the projects are identified.

PERFORMANCE

The following general performance metrics will be used to gauge the success of eEnablement:
· NAVSEA is able to perform a greater range of functions for its customers

· Some tasks are automated that were previously accomplished manually

· The portal includes functional integration with core business applications, plus a range of self-service portlets

· eEnablement makes a difference in people’s lives by providing information that is not available elsewhere

QUALITY

The following general quality metrics will be used to gauge the success of eEnablement:

· Better decisions are made, at a faster pace, with more-informed content

· Information is delivered more effectively and efficiently

· Teams that previously did not interact now collaborate productively

· Internal “logjams” are broken through; more-efficient workflows are created

COST
The following general cost metrics will be used to gauge the success of eEnablement:

· Increase in Return on Investment (ROI) (include industry standard numbers)

· Decrease in cost of providing information and services

· Decrease in application life cycle costs
SCHEDULE
The following general schedule metrics will be used to gauge the success of eEnablement:

· Major project milestones are met on time
SECTION 8 – DELIVERABLES

Deliverables Introduction

There will be various deliverables provided over the next three years in support of NAVSEA eBusiness and TFWeb programs.  The success of these programs is directly linked to the quality and timeliness deliverables.

FY-03 DELIVERABLES

A detailed list of FY-03 deliverables is provided in Appendix I.

FY-04 DELIVERABLES
A detailed list of FY-04 deliverables is provided in Appendix I.

FY-05 DELIVERABLES
A detailed list of FY-05 deliverables is provided in Appendix I.
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-A-

ACIO
Activity Chief Information Officer

ADS
Authoritative Data Source

AMTS
Application Migration Technical Support
ASN RDA
Assistant Secretary of the Navy for Research, Development and Acquisition

ATO
Authority to Operate

-B-
BPI
Business Process Improvement

BPR
Business Process Reengineering

BTET
Business Transition Executive Team

-C-
C4ISR
Command, Control, Communications, Intelligence, Surveillance and                                                              


Reconnaissance

CDMS
Corporate Document Management System

CIO
Chief Information Officer

CNO
Chief of Naval Operations

CONOPS
Concept of Operations

CoP
Community of Practice

COTS
Commercial Off-the-Shelf

CPI
Continuous Process Improvement

-D-
DCIO
Deputy Chief Information Officer

DISA
Defense Information Systems Agency

DISN
Defense Information Systems Network

DoD
Department of Defense

DON
Department of the Navy

DON CIO
Department of the Navy Chief Information Officer

DONXMLWG
Department of the Navy Extensible Mark-Up Language Work Group

-E-
EA
Enterprise Architecture

EAMIT
Enterprise Acquisition Manager for Information Technology
EAP
Enterprise Architecture Planning

EC
Electronic Commerce

ERP
Enterprise Resource Planning

-F-
FACIO
Field Activity Chief Information Officer

FAM
Functional Area Manager

FDM
Functional Data Manager

FNC
Functional Namespace Coordinator

-G-
GSA
Government Services Administration

G2B
Government to Business

G2C
Government to Citizen

G2G
Government to Government

GOTS
Government-Off-the-Shelf

GPEA
Government Paperwork Elimination Act

GUI
Graphic User Interface

-H-
HTML
Hypertext Mark-up Language

-I-
IATO
Interim Authority to Operate

IEE
Internal Efficiency and Effectiveness

IM
Information Management

IMAP
Information Management Approval Process

ISO
International Standards Organization

IT
Information Technology

IT-21
Information Technology for the 21st Century

-J-
-L-
LAN
Local Area Network

-N-
NAVAIR
Naval Air Systems Command

NAVSUP
Naval Supply Systems Command

NCC
Network Control Center

NEADG
Navy Enterprise Application Development Guide

NEC
NAVSEA Executive Committee

NEMAIS
NAVSEA Enterprise Maintenance Automated Information System

NEP
Navy Enterprise Portal

NMCI
Navy Marine Corps Intranet

NMCP
Navy and Marine Corps Portal 

NOC
Network Operations Center

-O-
OASIS
Organization for the Advancement of Structure Information


Standards

-P-
PEO
Program Executive Office


PM
Performance Measure

PO
Program Office

POC
Point of Contact

POM
Program Objective Memoranda

-Q-
QA
Quality Assurance

-R-
ROI
Return on Investment

-S-
S/A/S
Services, Applications and Systems

SIPRNET
Secure Internet Protocol Routing Network

SPAWAR
Space and Naval Warfare Systems Command

SUPSHIP
Supervisors of Shipbuilding, Conversion and Repair
SYSCOMS
Systems Commands

-T-
TFWeb
Task Force Web

-U-

UIC
Unit Identification Code

UN/CEFACT
United Nations Center for Trade Facilitation and Electronic


Business
-V-

VCS
Voluntary Consensus Standards

VIG
Virtual Interest Group

VTC
Video Teleconference

-W-
W3C
World Wide Web Consortium

WBS
Work Breakdown Structure

WAN
Wide Area Network

-X-
XML
Extensible Mark-up Language
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	Government to Citizen

	
	
	
	Applicable to NAVSEA

	Project
	Milestone
	Date
	Yes
	No

	Recreation One Stop
	Revised Recreation.gov deployed 
	Completed
	
	X

	
	First version of Volunteer.gov online
	4/ 31/ 02
	
	X

	
	RFPs or agreements with private sector reached on implementation of new recreation online projects
	TBD
	
	X

	
	Additional recreation projects (reservations, searchable maps, more recreation information, etc. ) available online
	TBD
	
	X

	Eligibility Assistance Online
	Initial release of online screening tool for 20 benefit programs
	4/ 31/ 02
	
	X

	
	Online screening tool for 100 benefit programs 
	9/ 30/ 02
	
	X

	
	Targeted consolidation of online benefit application and customer relationship

Management
	TBD
	
	X

	Online Access for Loans 


	Deploy “seek and find ” methodology to make it easier for the public to find loan information
	TBD
	
	X

	EZ Tax Filing
	Internet fact of filing and refund
	4/ 31/ 02
	
	X

	
	Initial deployment of industry partnership free e- filing solution for 2003 season
	12/ 31/02
	
	X

	Government to Business

	
	
	
	Applicable to NAVSEA

	Project
	Milestone
	Date
	Yes
	No

	Rulemaking Management
	Develop capability assessment of “top ten ” rulemaking agencies ’ docket systems – who has the best existing solution
	3/ 30/ 02
	
	X

	
	Create a page, through FIRSTGOV, that links to all agency ’s docket sites
	4/ 15/ 02
	
	X

	
	Complete study of requirements for moving rulemaking agencies to an integrated online rulemaking system
	8/ 30/ 02
	
	X

	
	Deploy unified cross-agency public comment site
	TBD
	
	X

	
	Deploy a single on-line rulemaking dockets application to include integration with the RISC/OIRA Consolidated Information System (ROCIS)
	TBD
	
	X

	Expanding Electronic Tax Products for Businesses
	Begin deployment of filing of W2s on the internet
	2/ 01/ 02
	
	X

	
	Complete XML or non EDI formats (schemas) for electronic filing of 94x
	8/ 31/ 02
	
	X

	
	Begin deployment of the interim solution for online EIN by November 2002 ( IRS)
	11/ 31/ 02
	
	X

	
	By January 2004 target initial implementation of 1120 eFile for business to facilitate end to end tax administration
	1/ 15/ 04
	
	X

	Federal Asset Sales
	Re-host Federal Sales
	3/ 31/ 02
	Maybe
	

	
	Develop pilot business integration
	9/ 30/ 02
	Y
	

	
	Pilot transaction platform
	3/ 31/ 03
	Maybe
	

	International Trade Process

Streamlining
	Complete EX- IM Working Capital Automation Project and Integrate into Export.gov
	4/ 15/ 02
	Maybe
	

	
	Deploy on- line collaborative workspace that consolidates all of the information gathering by trade specialists and disseminates it through export.gov to SMEs.
	8/ 15/ 02
	Maybe
	

	
	Simplify EX- IM Insurance filing processes and products and integrate them into

Export.gov
	1/ 15/ 03
	Maybe
	

	One-Stop Business Compliance Information
	Pilot/test prototype content management tool for Businesslaw.gov.  Conduct full inventory/registry of regulatory agency ’s “plain language ” compliance assistance tools
	8/ 1/ 02
	
	X

	
	Prototype seamless intergovernmental licensing and permitting tool to include Internet EIN
	11/ 30/ 02
	
	X

	
	Complete 30 expert tools (from multiple agencies to include OSHA, EPA, IRS, INS, DOT, DOE) designed to help businesses to comply with relevant regulations in the environment, health and safety, employment, and taxes.
	5/ 1/ 03
	
	X

	Government to Government

	
	
	
	Applicable to NAVSEA

	Project
	Milestone
	Date
	Yes
	No

	Geospatial Information One-Stop
	Complete draft standards for critical spatial data themes (framework data) 
	9/ 30/ 02
	Maybe
	

	
	Identify Federal inventories of framework data
	9/ 30/ 02
	Maybe
	

	
	Deploy first iteration of the Geospatial One- Stop
	TBD
	Maybe
	

	e-Grants
	Finalize the E- Grants business case in support of partner requirements and other participant input
	4/ 15/ 02
	Maybe
	

	
	Evaluate the use or expansion of interagency and agency specific capabilities for discretionary grant programs
	6/ 1/ 02
	Maybe
	

	
	Pilot a simple, unified way to find federal grant opportunities via the Web
	7/ 1/ 02
	Maybe
	

	
	Define application data standards
	10/ 1/ 02
	Maybe
	

	
	Deploy simple, unified grant application mechanism
	10/ 1/ 03
	Maybe
	

	Disaster Assistance and Crisis Response
	Finalize the business case in support of partner requirements and other participant input
	05/ 15/ 02
	
	X

	
	Deploy a single portal for citizens, public and private institutions that provides access to information and services relating to Disaster and Crisis Management
	TBD
	
	X

	Wireless Public Safety

Interoperable Communications – Project SAFECOM
	Define the communications concept of operations for interaction that identifies the communications requirements to address the two highest probable threat scenarios: Bio terrorism and natural disasters. 
	05/3/02
	Maybe
	

	
	Develop an integrated public safety response solution that addresses the top two threat scenarios by using existing infrastructure augmented by available commercial capability.
	09/ 30/ 02
	Maybe
	

	
	Complete a gap analysis of existing inventories of public safety wireless communications at federal, state, and local level.
	12/ 31/ 02
	Maybe
	

	
	Implement Priority Wireless Access.
	TBD
	Maybe
	

	e-Vital
	Finalize the business case in support of partner requirements and other participant input, and submit to the PMC
	05/ 15/ 02
	Maybe
	

	
	Deploy electronic process for Federal and State agencies to collect, process, analyze, and disseminate Electronic Verification of Vital Events (EVVE) records.
	TBD
	Maybe
	

	
	Deploy an electronic process for Federal and State agencies to collect, process, analyze, and disseminate Electronic Death Registration ( EDR) records
	TBD
	Maybe
	

	Internal Efficiency and Effectiveness

	
	
	
	Applicable to NAVSEA

	Project
	Milestone
	Date
	Yes
	No

	e-Training
	Initial e-Training system operational with mandatory Government courses (module 1)
	10/ 15/ 02
	X
	

	
	Expanded e- Training system with fee- for- service courses (Module 2)
	4/ 30/ 03
	X
	

	
	Enhanced e- Training system contains user and managerial tools ( such as virtual classrooms and evaluation tools (Modules 2 and 3)
	11/ 01/ 03
	X
	

	Recruitment One- Stop
	Implement simple front-end –Improved appearance and usability that mirrors popular private sector internet recruiting sites.
	6/ 30/ 02
	X
	

	
	Applicant status applicant database mining, intake of paper resumes/applications, and capability to link to Federal agency ’s assessment tools.
	1/ 31/ 03
	X
	

	
	Integration with agency assessment tools.
	6/ 30/ 03
	X
	

	Integrated Human Resources
	HR Logical Data Model including metadata, extended markup language ( XML) tags, including proposal for standard Federal HR data
	9/ 30/ 02
	X
	

	
	Prototype Analytical Tools Enabling Integrated Resource Management, Workforce Planning, and Policy Analysis
	12/ 31/ 02
	Maybe
	

	
	Design notional architecture for HR initiatives integration to include financial management
	11/ 30/ 02
	X
	

	e-Clearance
	Clearance Verification System which creates a common, source of investigative info to support employee assignment
	12/ 31/ 02
	X
	

	
	Implement e-QIP to reduce error rejection rate, eliminate manual data transfers
	6/ 30/ 03
	Maybe
	

	
	Connect OPM & DoD security clearance indexes
	12/ 31/ 02
	X
	

	e-Payroll/HR (Payroll Processing Consolidation)
	Complete and submit business case to the PMC
	3/ 31/ 02
	X
	

	
	Integrated Enterprise Architecture
	TBD
	X
	

	
	Strengthening Payroll Service Delivery
	TBD
	X
	

	e-Travel
	Government wide web- based end to end solutions initial capabilities assessment (ICA)
	10/ 01/ 02
	X
	

	
	E- Travel Customer Care Implemented
	12/ 01/ 02
	X
	

	
	Web Travel Authorization and Voucher System (TAVS)
	6/ 30/ 03
	X
	

	
	Integrated Solution
	12/ 30/ 03
	X
	

	Integrated Acquisition

Environment
	Integrated Vendor Profile Network – IVPN Single point of vendor registration, , initial capability
	6/ 30/ 02
	X
	

	
	Consolidated eCatalog – Implement a directory of GWAC and MAC contracts to simplify selection and facilitate leverage of Government buying, initial capability
	9/ 30/ 02
	Maybe
	

	
	Federal Acquisition Management Information System – FAMIS Implement a new web-based Federal Management Information System that is integrated with legacy systems and provides useful real- time data, initial capability
	9/ 30/ 03
	Maybe
	

	Electronic Records

Management
	With partners, finalize ERM initiative work plan and types of ERM guidance and tools to be developed in initiative
	5/ 31/ 02
	X
	

	
	Issue first ERM guidance product (subsequent products to be identified with their timelines under the first milestone)
	9/ 30/ 02
	X
	

	
	Issue first lessons learned/ best practices model
	9/ 30/ 02
	X
	

	
	Complete RM and archival XML schema
	2/ 28/ 03
	X
	

	
	Develop ERM requirements that agencies can incorporate in their system designs
	04/ 30/ 03
	X
	

	
	Issue final guidance products and tools
	9/ 30/ 03
	X
	

	Cross Cutting Initiatives

	
	
	
	Applicable to NAVSEA

	Project
	Milestone
	Date
	Yes
	No

	E- Authentication
	Define operational concept including critical success factors and requirements for 12 of the projects 
	7/ 1/ 02
	X
	

	
	Initial authentication gateway prototype
	9/ 30/ 02
	X
	

	
	Full deployment
	9/ 30/ 03
	X
	

	
	Government- wide authentication guidance
	TBD
	X
	

	Federal Enterprise Architecture
	Produce a set of generally accepted, component- based technology models to guide the target and transition architectures of the currently approved E- government initiatives


	3/ 15/ 02
	X
	

	
	Identify opportunities, based upon agreed criteria measuring impact and value to the citizen, for additional e- Government initiatives ( Budget Year 2003/ 2004)
	4/ 30/ 02
	X
	

	
	Deliver a Federal EA repository with high level business and data architecture in 4

focus areas: Homeland Security, Social Services, Economic Stimulus, and Back Office Operations
	4/ 30/ 02
	X
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PROCESS FOR IDENTIFYING AND PRIORITIZING

PORTAL SERVICES FOR DEVELOPMENT
Introduction
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Figure C1 provides a process for identifying and prioritizing portal services proposed for development by a potential provider organizations and the NAVSEA CIO.  This process can be used for the immediate future. However, when the volume of portal service development increases, a more complex method may be required.

Background
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The Navy Enterprise Applications Development Guide (NEADG) provides a discussion on both user facing services and data oriented services. User facing services are also referred to as portlets, gadgets, etc. User facing services present the client or presentation level user interface within the portal. However, for a user facing service to provide reasonable functionality, it must utilize business logic and often access data entered by other applications. The business logic and data access are provided by data oriented services. This combination of three different levels (presentation, business logic, data) results in the 3-tier architecture discussed in the NEADG and shown in Figure C2.The portal services discussed in this document are a complete combination of a user facing services and required data oriented services. It is assumed that all portal services developed will use an n-tier (usually 3-tier) architecture.  The business and data access layers will use web services. To properly develop portal services, all of the layers in the 3-tier architecture must be considered.  The first thing that must be done for any proposed functionality is to determine if it is best implemented as a portal service or as a web application.

Portal Service

As shown in Figure C3, a portal service has a small user interface that fits within a portal “pane” or “cell.” It provides very specific functionality. This often involves retrieving data from a database. Sometimes, a portal service also allows some user input. This is limited to 2 or 3 fields. This input is often used to refine the “query” being used to retrieve the data. It may have a link to an associated Web application that provides additional functionality. The data accessed by the Portal Service must be updated in a timely manner. However, performance considerations may mandate the use of a caching scheme to assure that the data is reasonably up to date while maintaining response times. A “ticker” may also be used for continually changing data.
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According to one major portal software vendor’s documentation, portal services:

· DON’T:

· “Reproduce the look and feel of a visually complex application”

· “Duplicate the entire functionality of a complex application or content provider organization”

· “Scrape and parse HTML over which you have no control”

· “Output large amounts of HTML”

· “Require heavy or frequent processing”

· DO:

· “Reproduce the key 5% of each application’s functionality (used 95% of the time)”

· “Utilize simple, intuitive interfaces »

· “Develop specialized, efficient caching strategies”

From the user’s point a view, a Portal Service can be used to provide input for decisions. Often, a page of Portal Services will be the first thing that a user looks at in the morning and can also be referred to throughout the day. The Portal Services should help the user decide their personal priorities. As a simple example, a Portal Service may indicate the number of unread emails. This will help the user decide whether to read the emails immediately or wait for more emails. 

Portal Services provide a means of helping the user cope with information overload by presenting only the information that they need to know. The user can often customize a service so that provides a very targeted list of information that is summarized from a data source, or perhaps, aggregated from a number of sources. The most important savings that result from the use of Portal Services are the savings of time by the users. The users no longer have to make decisions without sufficient data. And, they no longer have to spend large amounts of time finding the relevant data, because the data are presented by the Portal Services.

Portal Services and Databases

Because Portal Services are often used to retrieve data directly from databases, they are very closely tied to the reduction in the total number of databases that will result from database rationalization. Portal Services must access authoritative data. The source of a particular piece of authoritative data may change over time. In a properly written 3-tier architecture this change will only affect the data layer. The business logic and presentation layers should not be affected. The authoritative source may change, but the user may not even know that the source has changed. In other words, a portal service with a 3-tier architecture build upon Web services should have a significantly easier time adapting to changes than many more traditional approaches. If a Portal service is providing needed data in a useable form then the data will, hopefully, continue to be available even if the source changes.

The database rationalization process can be used as a method of helping to organize the search for related Portal Services. As databases are rationalized, general Data Oriented Service (Web service) based access will be provided to the remaining Authoritative Data Sources. This will allow the Portal Services to simply access the data that they need. Application rationalization directly affects database rationalization.
Portal Service Tracking

As Portal Services are deployed, a system should be put in place to track the utilization of the individual Portal Services. This system should be managed as part of the Navy Enterprise Portal (NEP).  The results from the tracking will be used to help determine what kinds of Portal Services are popular and who uses the Portal Services.
Web Application
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As illustrated in Figure C4, web applications can provide a significant amount of detail. They are generally complex and require many pages of display. It provides the full functionality required by an expert user. It often has many fields that have to be filled out for any interaction to take place. It is often, in effect, a Web Enabled version of a typical client-server application.

Web applications are very important. However, because of their size and complexity, they require a more comprehensive evaluation for prioritization. Web application prioritization and development are discussed in separate documents.

Step 1: Identify Potential Portal Services

Ideas for Portal Services can come from a variety of sources including:

· Potential provider organizations can talk to their customers to obtain ideas on possible Portal Services. These include both fleet and ashore customers.

· A Portal Service that solicits suggestions can be developed and deployed as part of TFWeb. This portal service would allow people to suggest possible new Portal Services, in addition to changes to existing Portal Services. A reward system should be considered for people making successful suggestions.

· Subordinate organizations, such as the “Anchor Desk,” can keep track of any suggestions that they may get for Portal Services.

· Other portals, especially those created by other DOD entities, can be monitored to obtain any applicable ideas.

· Virtual and face-to-face meetings can be held with potential customers and content provider organizations to solicit ideas.

· The existing portal services list is available in CDMS and can be used as a starting point for developing ideas.

Step 2: Find Duplicates and Related Portal Services

To avoid duplication, a database of Portal Services under development and completed by NAVSEA will be maintained.  It is likely that this database will be part of the NEP registry.  Provider organizations will enter information on their Portal Services into the database. TFWeb puts information into the NEP registry, as new Portal Services are ready for testing and production. The NEP registry provides a source of information on Portal Services that have been developed by every provider organization in the Navy. The database and the registry together will contain most information needed to assist the person trying to understand what Portal Services are or will be available and the capabilities of the Portal Services. Additional procedures to assure that the service is not duplicated, beyond investigating the database and registry, will not be imposed on the service provider organization.

If a Portal Service that performs the same service is already in use, this investigation will help assure that all potential customers can access the service. If a Portal Service that performs the same function is under development, this investigation will assure that the developer is contacted. If a very similar Portal Service already exists or is in development, the NEP will work with the organization that developed the existing Portal Service to assure that the small modifications needed to meet the combined requirements are incorporated.

In addition to the User Facing Service, this investigation will help the potential provider organization find any Data Oriented Services that could be utilized to develop the Portal Service. In many cases, the most important Data Oriented Services will be those that access the database or databases used by the Portal Service. In some cases commercial Web Services will be used as Data-Oriented Services for developing the Portal Service. These could include the many ERP systems that are providing Web Service access to their functionality and data.

Step 3: Prioritize Portal Services

As Portal Services are identified, it will be necessary to prioritize their development in order to make the best use of available resources. When performing this prioritization, Portal Services can be categorized into two lists depending upon who will potentially be developing the service, the provider organization or the NAVSEA CIO Office.

Some Portal Services will be developed directly by the content provider organizations. The NAVSEA CIO Office may assist these potential provider organizations in the process of obtaining funding for their proposed Portal Services.  Others will be developed directly by the NAVSEA CIO Office. The number of services developed by the CIO Office will be very limited and will primarily be used to provide early working examples for use by provider organizations. However, the Portal Services developed by the NAVSEA CIO Office will be production Portal Services that will be deployed in the NEP.

Individual Portal Services are relatively inexpensive to develop. Therefore, prioritization, although important, is not as critical as it would be in a large development. In addition, during development, if a Portal Service proves hard to develop, it can be abandoned without guilt. In other words, if mistakes are made in the prioritization process, they can be corrected at any time, even during development.

Quick decisions are more important than getting the priorities completely correct. The creation of Portal Services is essentially a production process with many individual products as opposed to a more traditional development of a large program. The Portal Services should be prioritized and developed quickly enough such that minor mistakes in priority order are almost irrelevant. In addition, some judgment is going to be required to mix Portal Services with higher risks for development and deployment against those with lower risks. This mix is needed because, when successful, higher risk developments almost always lead to higher payoffs.

Approval Time
The approval and prioritization process for a Portal Service will be quick, taking no more than three working days. The process will keep the potential provider organization informed of any problems, so that they can be quickly rectified. The NAVSEA CIO office will conduct the prioritization and approval process for Portal Services that they develop. The content providers will conduct the prioritization and approval process for their Portal Services.

Gathering Information

Before any evaluation can be made, it is necessary to gather enough information to make a reasonable assessment. This information includes:

· Potential Stakeholders

· Developer

· Maintainer

· Users

· Content Provider Organizations

· Subject Matter Experts

· Security Requirements

· Area Addressed by Service

· Related Application and Program Information

· Related Documentation

Priority Determination

This section will first look at the factors that affect prioritization, irrespective of whether the content provider organization or the NAVSEA CIO Office develops the portal service. Because of the small outlay for most Portal Services, it may be satisfactory to prioritize by inspection. The principal input for the prioritization process would include interviewing potential customers to determine their priorities. In addition, it is important to reward user and provider organizations for getting involved. In the near term, this means that at times the prioritization will be on a first come, first served basis.  However, for determining the relative priority of services for which inspection is inadequate, or dealing with a large number of services, Figure C5 can be used to assist in prioritization.

	Factors
	Possible Value
	Actual Value

	User Community Size
	1 to 10 (0), 11 to 100 (1), 101 to 1000 (2), 1000+ (3)
	

	User Importance
	Normal (0), Predominantly SES and Flag (1)
	

	User Distribution
	Local (0), Remote (1)
	

	User & Provider Understanding
	Low (0), Normal (1), High (2)
	

	User & Provider Enthusiasm
	Low (0), Normal (1), High (2)
	

	Development Effort
	6 to 9 Person-Weeks (0), 3 to 6 Person-Weeks (1), <3 Person-Weeks (2)
	

	Security
	Significant Added Requirements (0), Normal (2)
	

	Risk
	High (0), Normal (2)
	

	Maintenance
	Special Funding (0), Part of Ongoing Program (2)
	

	Other Factors
	Negative (0), Neutral (1), Positive (2)
	


Figure C5 – Portal Service Priority Evaluation Matrix Description of Factors
Description of Factors

· User Community Size – The total number of people that can be expected to use the service on a regular basis.

· User Importance – This factor takes into account the rank of the potential users.

· User Distribution – If the users are all in a local area that is near the server then they will not get priority compared to users that are distributed and remote from the server.

· User & Provider Understanding – This takes into account the capability of the users and provider organization to know what they want and be able to articulate their needs.

· User & Provider Enthusiasm – If the provider organization and potential users have a strong desire to develop and use the Portal Service, this value increases.

· Development Effort – Portal Services should not take over 9 person-weeks to develop. This value is based on the first estimate of total development effort.

· Security – If there is significant additional security- related requirements, such as access control for proprietary and sensitive data, and then this value is low.

· Risk – Risk is higher for developments that involve accessing databases and Web services that are not under NAVSEA control and that, therefore, may be moved or eliminated without notice. In addition, developing a Portal Service with complex or poorly understood business logic can increase risk.

· Maintenance – The Portal Service has to be funded for maintenance. If funding is already incorporated in an existing program then this value increases.

· Other Factors – This is a discretionary value that can cover additional factors. This factor could give credit if the development will lead to Data Oriented Services that may be used by future Portal Services. It can also be used to provide extra weight to developments that may have high visibility within management. 
Special CIO Office Considerations
As mentioned above, there will be a small number of Portal Services that will be developed directly by the NAVSEA CIO Office. Many of the considerations for prioritization (including first come, first served) will be important for prioritizing these Portal Services. In addition, since these will be used as examples for others to use in development, the Portal Services developed by the CIO Office should cover a wide range of uses, platforms, etc.  

Training
Operating most services will be self-explanatory, however as additional services are identified and deployed, the NEP cognizant office may need to also develop and implement user training on a few of the more complex ones.
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PROCESS FOR IDENTIFYING AND

PRIORITIZING WEB APPLICATIONS
Introduction
[image: image19.wmf]PO/PEO

CIO/FAM

e

Business

Ops Office

Identify 

Requirement 

Identification & 

Prioritization

Funding

Planning

Development

Deployment

Life Cycle 

Management

Self Fund

Approve

Develop Prop

Enhance / Forward Prop

Approve / Fund Prop

Prioritize

Phases

Organizations

Tool Box

•

e

Business Website

•

Appendix C

•

IMAP

•

DADMS

•

Appendix D (Services)

•

Appendix E (Apps)

•

EUP

•

Appendix F (Services)

•

Appendix G (Apps)

•

EUP

•

Appendix F (Services)

•

Appendix G (Apps)

•

NEADG

•

EUP

•

NEADG

•

EUP

Design

Build

Validate / Test

Approve

Post on NEP

Refresh

Configuration Control

Architecture

Content

PO/PEO

CIO/FAM

e

Business

Ops Office

Identify 

Requirement 

Identification & 

Prioritization

Funding

Planning

Development

Deployment

Life Cycle 

Management

Self Fund

Approve

Develop Prop

Enhance / Forward Prop

Approve / Fund Prop

Prioritize

Phases

Organizations

Tool Box

•

e

Business Website

•

Appendix C

•

IMAP

•

DADMS

•

Appendix D (Services)

•

Appendix E (Apps)

•

EUP

•

Appendix F (Services)

•

Appendix G (Apps)

•

EUP

•

Appendix F (Services)

•

Appendix G (Apps)

•

NEADG

•

EUP

•

NEADG

•

EUP

Design

Build

Validate / Test

Approve

Post on NEP

Refresh

Configuration Control

Architecture

Content

Figure D1 shows the process for identifying and prioritizing web applications that have been proposed for retention and conversion or new development by a potential provider organization.

Background

Like portal services, web applications will form an important part of the Navy Enterprise Portal (NEP) solution set.  The biggest distinction between the two is in scope. Due to their greater scope and complexity, web applications will require considerable effort and resources to develop, whether by web-enabling existing applications or by new development.  Therefore the process and results of identification (selection) and prioritization for web applications will have significant impact on NAVSEA’s future operations.

Web Application

While a portal service is expected to occupy a small frame or window on a typical web page, the web application may require many pages to provide the information display and user input options. Figure D2 illustrates this point.  As opposed to a portal service, a Web application provides considerably greater amounts of functionality and detail. It is complex and usually requires a full page or many pages of display.  It provides the full functionality required by an expert user.  It often has many fields that have to be filled out for any interaction to take place. It is often, in effect, a Web Enabled version of a typical client-server application.
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Web Application Identification and Prioritization

An information management/information technology (IM/IT) strategic planning effort for NAVSEA, coupled with a robust portfolio management program, is considered vital to defining a robust enterprise architecture (EA), which meets the needs of the NAVSEA users efficiently and effectively.  The “as-is” and “to-be” views of the business processes and technical architecture, defined as part of this overall enterprise solution set, will provide the roadmap for progress towards these objectives. The primary role of the CIO’s office will be to coordinate the identification, prioritization and development of portal services and web applications for the NAVSEA enterprise.

One of the first steps to developing the NEP and architecture will be the ongoing process of “application rationalization”.  As the legacy applications are considered and evaluated for retention, one of the criteria for selection is that the application must be either web-enabled, or funding must go to web-enabling it.  As discussed in the main body of this plan, the process of reducing the legacy applications down to the best of breed must be followed to completion. 

Note: The two major paths to be followed by NAVSEA will result in development web applications as part of the enterprise solution set.  The first, which is expected to be the most frequently occurring, results from the legacy application rationalization process.  That is, a legacy application is judged to be of sufficient value and uniqueness that it should be retained as part of the portfolio.  In this case, as mentioned above the application must either be web-enabled when this decision is made, or funding must go to web enabling it. The second path will occur only when valid user requirements are defined for which no legacy application exists, and the decision is made to develop a new application from scratch, which will of necessity be a web application. A small set of applications, often concerned with science and engineering, will be too computationally or graphically intensive for reasonable web enabling. These will have to be retained and executed locally on workstations.

Goals of the Identification and Prioritization Process
Part of the NEP architecture will consist of web-based applications.  Once the information system requirements and at least parts of the EA are developed, a subset of the requirements will be satisfied by web applications.  First the portfolio of existing (legacy) applications will be examined to see if there an application exists to fill the need in which case the effort will consist primarily of web-enabling the legacy application, if it has not already been done.  If a requirement is identified and validated for which no legacy functionality exists, then a new application must be obtained and integrated or developed.  Therefore two options will be considered for each unfilled requirement – obtaining and integrating off the shelf (COTS or GOTS) web applications – or custom developing web applications where no COTS or GOTS solutions exist.  Since the cost of integrating existing applications is generally much less than that of custom development, this option should always be examined first.  

The identification and prioritization process evaluates and selects application software packages. It compiles functional, technical, and general criteria and uses these to reduce candidates to a short list for closer evaluation.

Since the identification and prioritization process will be ongoing at the same time as the NEP architecture and deployment plans continue to develop, the following special considerations apply:

· Resource conflicts – it may be that many of the same individuals will be needed for the identification and prioritization effort as are involved in the ongoing architectural and process planning efforts.

· Technical infrastructure architecture – the ease of integration and other evaluation factors for the applications being considered will be interactive with the technical infrastructure as it continues to develop (e.g. NMCI implementation)
· Functional and technical requirements documentation - many of the documents and other work products required for the identification and prioritization process will overlap with those being produced by the EA teams – these should be coordinated so the teams will not duplicate efforts. 

The Steps to Developing the EA Requirements are:

· Conduct a workshop to produce consensus on the following topics:

· The business area Case for Action
· The degree of change anticipated
· Management’s primary objectives for the project
· Performance requirements
· Management’s vision of the future, if one exists
· Principles, constraints, and assumptions
· Stakeholders
· Team members

· Update Project Plan

· Mobilize Planning Team

Web Application Identification and Prioritization Process
A structured process for web application Identification and Prioritization will be used to evaluate and select web application software packages for conversion or development. It compiles functional, technical, and general criteria and uses these to reduce candidates to a short list for prioritization. This process should be based on the use of script cases and process scenarios to help evaluate the packages. It also provides guidance regarding make/buy decisions and contract negotiations.

This process will describe how to evaluate and prioritize web application software. It explains how to document requirements, select and prepare an evaluation team, develop an evaluation model and selection criteria, elicit and evaluate legacy, GOTS, or COTS applications, and narrow the list to a finalist. 

Prerequisites

The prerequisites for employing this process are:

· Identify major business processes and points in the process where IT has a big impact

· Identify which business processes and general application functions the package must support

Events and Results 

The web application Identification and Prioritization process produces the following major results:

· Web application software has been evaluated and selected based on a Product Decision Model and vendors’ responses to various evaluation activities

· The evaluation team has a thorough understanding of the vendor and package options after participating in a tailored set of evaluation activities. These activities may include written responses, presentations, demonstrations, reference checks and site visits.

· Key background information and decisions about the packages and vendors have been documented in the Application Identification and Prioritization (AIP) Report 

· AIP decisions and the impact of those decisions have been incorporated into planning work products such as the Business Area Plan

Overall Flow for Web Application Identification and Prioritization

The Application Identification and Prioritization Process accomplishes the following major activities:

· Start up the evaluation team
· Develop Evaluation Criteria
· Determine scoring approach
· Select short list of legacy and / or OTS applications 
· Identify Web Applications to be developed, converted, or integrated

· Prioritize Web Applications for deployment
Step 1 – Identify Potential Web Applications

Requirements Analysis

Examine the user requirements that this application satisfies in terms of criticality to NAVSEA operations, effects of not web-enabling, user location, importance and visibility etc – determine “mission essentiality” of the application.  This will be the primary criterion for assigning priority.

Identify initial potential solutions

If this is an existing business process that is already supported by one or more legacy (probably mainframe or client-server) applications, these legacy applications will form the basis for the first set of potential solutions.   Depending on the nature of the business process and the technological state of the existing solution, conversion of the legacy application to a web application may be one of the most promising choices for the new solution.  On the other end of the scale, it may be relatively easy to eliminate the conversion or “web-enabling” option as a viable solution in the web environment.

Step 2 – Find Duplicates And Related Web Applications

To avoid duplication, a database of Web Applications under development and completed by NAVSEA will be maintained. Provider organizations will enter information on their Web applications into the database.  Additional procedures to assure that the service is not duplicated, beyond investigating the database and registry, will not be imposed on the service provider organization.

If a web application that supports the same business process is already in use, this investigation will help assure that all potential customers can access the service for use. If a Web Application that performs the same function is under development, this investigation will assure that the developer is contacted. If a very similar application already exists or is in development, this investigation will work with the organization developing the existing application and to assure that the small modifications needed to meet the combined requirements are incorporated.

Step 3 – Prioritize Potential Web Applications

Project Planning and Resource Estimates

Project planning consists of preparing a plan for conversion or development and integration of an application into the NEP/EA.  The plan should address the following:

· Schedule time (duration)

· Level of effort required

· Resource requirements and availability

· Return on investment

This information is captured in a high-level implementation and rollout plan.

Cost / Benefit Analysis

Presumably the application has already passed the go/no-go analysis that says it is worth the effort to keep and web-enable – now quantify the cost and payback over time that may effect the schedule – i.e. if very large may have to wait for next budget planning cycle, or if payback is large and up-front it may be worthwhile to “bump” previously planned items from the present year’s budget in favor of this one, etc.

Priority Determination

All of the above factors should be considered and combined using a fairly well defined process to arrive at a final priority rating for the application in question.  User input and participation in this process is highly desirable, however the CIO Office should take the lead and the ultimate responsibility for making priority determinations.  Some type of executive board or steering committee should perform final review and approval using a formally defined process to improve credibility and consistency of the priority rating system.  This board should be chaired by the CIO or his/her delegate and staffed with experts from the OCIO as well as selected executives or their representatives from the user community and operational commands.

A matrix, similar to the one shown in Figure D3, would provide a useful data point for performing priority evaluations.  However, it is expected that all final decisions would be subjective and made by the review board as discussed above.

	Factor
	Possible Value
	Actual Value

	User Community Size
	1 to 100 (0), 101 to 1000 (1), 1001 to 2000 (2), 2000+ (3)
	

	User Importance
	Normal (0), Predominantly SES and Flag (1)
	

	User Distribution
	Local (0), Remote (1)
	

	User & Provider Understanding
	Low (0), Normal(1), High(2)
	

	User & Provider Enthusiasm
	Low (0), Normal (1), High (2)
	

	Development Effort
	1 to 3 Person-months (2), >3 to 6 P-M (1), >6 P-M (0)
	

	Security
	Significant Added Requirements(0), Normal (2)
	

	Risk
	High (0), Normal (2)
	

	Maintenance
	Special Funding (0), Part of Ongoing Program (2)
	

	Other Factors
	Negative (0), Neutral (1), Positive (2)
	


Table D3 – Priority Evaluation Matrix

Description of Factors
· User Community Size – The total number of people that can be expected to use the web application on a regular basis.

· User Importance – This factor takes into account the rank of the potential users.

· User Distribution – If the users are all in a local area that is near the server then they will not get priority for web-enabling compared to users that are distributed and remote from the server.

· User & Provider Understanding – This takes into account the capability of the users and provider organization to know what they want and be able to articulate their needs.

· User & Provider Enthusiasm – If the provider organization and potential users have a strong desire to develop and use the web application, this value increases.

· Development Effort – Web Applications should not take over 6 person-months to develop. This value is based on the first estimate of total development effort.

· Security – If there are significant additional security- related requirements, such as access control for proprietary and sensitive data, then this value is low.

· Risk – Risk is higher for developments that involve accessing databases and Web Services that are not under NAVSEA control and that, therefore, may be moved or eliminated without notice.

· Maintenance – The Web Application has to be funded for maintenance. If funding is already incorporated in an existing program then this value increases.

· Other Factors – This is a discretionary value that can cover additional factors. For example, this factor could give credit if the development will lead to Data Oriented Services that may be used by future Portal Services. It can also be used to provide extra weight to applications that may have high visibility within management. 
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PROCESS FOR DEVELOPING AND SUBMITTING PROPOSALS TO THE NAVY eBUSINESS OPERATIONS OFFICE
INTRODUCTION

The NAVSEA CIO’s Office will oversee the development, internal evaluation and submission of eBusiness pilot proposals to the Navy eBusiness Operations Office.  This oversight is intended to do the following:

· Provide support for Program Offices (POs) and affiliated Program Executive Offices (PEOs).

· Ensure that pilot proposals are consistent with the direction of NAVSEA and the Navy as a whole (vis-à-vis eEnablement)

· Ensure that proposals are written and submitted in a manner that provides the best chance for successful award

· Provide an infrastructure to support POs and PEOs in the management of eBusiness pilots so that optimal results are achieved

PROCESS
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Figure E1 provide a step-by-step process for developing, internally evaluating and submitting eBusiness proposals, and ultimately managing pilots.  This process combines established procedures from the Navy eBusiness Operations Office, NAVSEA’s Information Management Approval Process (IMAP) and various new “connecting” processes.

Details on procedures for submitting eBusiness proposals to the Navy eBusiness Operations Office can be found at the DON eBusiness website at http://www.don-ebusiness.navsup.navy.mil.  Details on IMAP can be found at https://cdms.navsea.navy.mil (requires access to NAVSEA’s Corporate Document Management System (CDMS))

Step 1: Requirement Identification

The proposal process begins with the identification of a requirement that not only meets the needs of the Command and the Navy as a whole, but also is consistent with the following pre-established Navy eBusiness Project Determination criteria (listed in Step 3 of this Appendix).

Step 2: Proposal Development

Upon successful completion of Step 1, a proposal is developed.   The process for developing a proposal, the internal NAVSEA eBusiness Proposal Form and helpful hints are all provided in a pre-designated folder in NAVSEA CDMS (access to this folder is granted by the NAVSEA DCIO for eBusiness).  The NAVSEA eBusiness Pilot Form is designed to facilitate seamless electronic transfer of information to the Navy eBusiness Proposal Form on the DON eBusiness website (see Step 6 of this process).  Once the NAVSEA eBusiness Proposal Form is completed it is posted in the pre-designated folder in CDMS.

Step 3: Project Determination

Upon posting, the proposal is subjected to the Project Determination Criteria (pre-established by the Navy eBusiness Operations Office).  This criteria is as follows: 

· Not  “a proven concept under implementation”

· Not “a complaint, without a tangible solution”

· Not “an existing product to be placed on the Web, unless it provides a new service or solves a problem”

· Not “an application, which proposes a very general concept (e.g., eCommerce), but does not solve a specific business problem, unless a slice of the idea or project can be executed independently and adheres to these guidelines”

· Not “a sole purchase of hardware or software”

· Not concept that “is not technically feasible or contradicts existing Department of Navy standards and policies”

If the proposal does not meet the Project Determination Criteria it is returned to the originating PO or PEO.  The originating PO or PEO may either suspend efforts on the proposal, or rework it to meet the project determination criteria.  Once a proposal meets the Project Determination Criteria it is then moved onto the next step in the process.

Step 4: Command Criteria

Upon completion of the Project Determination, the proposal is then subjected to the Command Criteria.  This criteria focuses on the specific needs of the Command and includes the following:

· The proposal is consistent with the direction of NAVSEA and the Navy as a whole (vis-à-vis eEnablement)

· The proposal as written, has a reasonable chance for successful award

· The proposal is not a duplicate or a close approximate to a current or recently submitted proposal (in the interest of fiscal prudence, all efforts will be made to combine duplicate proposals)

· The proposal is developed in sufficient detail, that upon receipt of funding, the pilot can be executed within 90 days.

If the proposal does not meet all of the Command Criteria, it is returned to the originating PO or PEO.  The originating PO or PEO may either suspend efforts on the proposal, or rework it to meet the Command Criteria.  Once a proposal meets the Command Criteria it is then moved onto the next step in the process.

Step 5: IMAP / FAM Review

Upon completion of Step 4, the proposal is then subjected to the IMAP and Functional Area Manager (FAM) Review.  As previously noted, the IMAP is detailed in CDMS and Section 4 of the Three-Year NAVSEA eBusiness and TFWeb Program Plan.  The IMAP is intended to ensure that the proposal makes both business and financial sense to the Command.  FAMs review will ensure that proposals are consistent with Navy-wide initiatives.

If the proposal does not satisfy all of the IMAP and/or FAM requirements, it is returned to the originating PO or PEO.  The originating PO or PEO may either suspend efforts on the proposal, or rework it to satisfy IMAP and FAM requirements.  Once IMAP and FAM requirements are satisfied, the proposal is then moved onto the next step in the process.

Step 6: Finalize Proposal

Upon completion of Step 5, the proposal is then finalized.  This includes ensuring that the proposal meets satisfies the following criteria:

· Reflects command priorities

· Has a high probability for successful award

· Is executable based on proposed plan, schedule and budget

Wherever possible, data entry will be minimized by utilizing previous prepared text and figures from the original proposal.  This information will be seamlessly transferred onto the DON eBusiness Proposal Form accessed via the DON eBusiness Website.  Once the form is completed, the proposal is then submitted electronically to the DON eBusiness Operations Office, moving on to the next step in the process.

Step 7: Evaluate Proposal

Upon completion of Step 6, the Navy eBusiness Operations Office evaluates and selects winning proposals.  Award notification and funding are sent to the originating PO or PEO via the NAVSEA CIO.

STEP 8: Pilot Management

Upon receipt of funding, work commences on the pilot.  The cognizant PO or PEO manages the pilot with assistance and oversight from the NAVSEA CIO’s office.  The CIO’s office also provides technical assistance as required to facilitate successful completion of the pilot.
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PROCESS FOR DEVELOPING PORTAL SERVICES
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The Service Development Method is a document driven process that utilizes the five phases shown in Figure F1.  Each of the first four phases results in a product or products. The products contain the minimum information needed to proceed effectively because of the rapid nature of portal service development.
Phase 1: Requirements Development

Figure F2 shows the five basic steps for requirements development.  This information developed during this phase will ultimately be reflected in Business Requirements Document.

The Business Requirements Document will at minimum, consist of following sections:

· Introduction – The Introduction contains metadata on the portal service including its name and purpose.  Metadata details can be found in Phase 3 – Submission Package and in the Navy Enterprise Application Development Guide (NEADG). The Introduction also includes a glossary and a list of any references that are needed.

· Provider Organization View – This section presents information about the provider organization, such as a list of contacts. This view provides an overview of any application that is associated with this portal service and indicates if the service provides a link to the application. The provider organization may either own the service content or have access to the service content. It also provides a look at the provider organization’s environment, including servers. The risks are discussed. An example of a provider organization risk would be the adequacy of the servers to meet expected demand.

· Data Sources – The source of the data is described in detail including location and structure. The risks are also discussed. These risks include possible future firewall and other security related issues.

· Basic Algorithms – The algorithms are described. Most of the times this will be a simple description of the query. If a more detailed description is needed, a link or reference may be used. Any risk related to the algorithm is discussed. Algorithm risks are not common for a simple service, but may exist if the algorithm itself requires significant development.

· Replication and Synchronization – These requirements are most common for services that will be in a shipboard environment.

· User View – This provides a brief description of the user and their environment. It concentrates on information that could affect development, such as the computer proficiency of the user and limitations of the user’s hardware and software. A use case diagram is produced to indicate the tasks to be performed by the service. A rough screen layout will be drawn. The screen layout can be critical as a means of communicating the service’s capabilities to the user (and provider). The steps in the functions performed by the service are listed. This also helps to communicate the service’ capabilities to the user (and provider). Any performance measures, such as response times, are documented. Finally, any user related risks are notes. These risks could include the user finding the service difficult to understand.

· Security Requirements – This section describes the requirements related to security. It should reference the current NMCI security policy. It should discuss authentication and authorization.  It is the responsibility of the application owner to secure the UFS interface, with the assistance of the services provided by the Navy Enterprise portal (NEP).  Application owners/developers may want to consult the Open Web Application Security Project (OWASP). OWASP provides a discussion of the top ten web application security vulnerabilities.

· Test Requirements – This section describes the requirements related to pre-deployment and acceptance tests.  Test plan and test cases should be defined and executed during the construction phase.  Results from these tests should be used to find errors, and to ensure that the security and authentication methods are functioning properly.  Acceptance tests should be conducted before formal deployment.  

· Maintenance Requirements – This section describes requirements related to maintenance. When services begin using a registry, this will very briefly mention the need to keep the directory information current. Before registries become common, this section will discuss the method used for keeping all interested parties current on any changes to the various portal services and backend Web services. If any existing services are going to be retired when this service is completed, they should be discussed in this section.

· Schedule – The schedule will be created and kept up to date during the first four phases. It will include information on any iterative development. During iterative development, a portion of the functions are constructed, tested and deployed, followed by another group of functions. This continues until all of the functions are constructed, tested and deployed. The schedule section also includes a migration plan for portal services that require such a plan. If any existing services are going to be retired when this service is completed, the schedule of their retirement should be included on the overall schedule.

· Certification – This section specifically address any and all certifications needed to get the portal services and any backend Web services into production. Most certifications are security related.

Phase 2: Design Service
Figure F3 shows the five basic steps for design.  This information developed during this phase will ultimately be reflected in a Design Document.

The Design Document provides the information needed to construct the portal service and contains the following sections:

· Introduction - The Introduction briefly discusses the service’s purpose. The Introduction also includes a glossary for the design document and a list of any references that are needed.

· Service Specific Architecture – A minimum number of architecture products will be produced. These include a more detailed use case based on the earlier Requirements Document use case diagram. The architecture will also include the interface design and any service-only database design. In some circumstances, it may be necessary to provide process-related architecture. These could include sequence diagram, state diagrams or activity diagrams. For simple services, the use steps given in the requirement document will be adequate for the design. The process should be used to develop a simple test plan that will be included in the design document. One or more diagrams, including at least one in SV-1 format, should be made to indicate the linkages between the portal service and the backend Web services.

· Language and Platform Choice – This section will typically be concerned with the choice between .NET and a Java based solution. It should include a very brief discussion of any reasoning behind the choices. This section also presents any concerns and limitations that result from the language and platform type choice.

· Portal Interface Choice – In the short-run, the portal service should use the user facing service interface from TFWeb. However, there will be choices. The WSRP specification will be available as an alternative. And, there are numerous proprietary methods of developing a portal service. This section should contain any reasoning behind the choice and presents any concerns and limitations that result from the portal interface choice.

· Content – Design details concerning data sources, replication and synchronization are discussed in this section.

· Schedule – The schedule will be created and kept up to date during the first four phases.

· Security – Security related details, such as the standards to be used for authentication, are contained in this section. Many of these standards will result from certification requirements.

· Maintenance – The method that will be used to maintain the service is discussed in this section. Portal services may be maintained as a group, to reduce overhead costs. If any existing services are going to be retired when this service is completed, they should be discussed in this section.

· Other Design Information – This section will provide any final design information. It could include details on how the performance measurements in the requirements, such as response time, are to be handled. It could also discuss options for providing modularity on the backend. It may be desirable to use options such as ASP, JSP or Perl in place of a more strict approach.

Phase 3: Construct Service

Figure F4 shows the five basic steps for constructing a service.  This information developed during this phase will ultimately be reflected in a submission package.
The main product of the construction phase is the portal service and its associated Web services. However, the following elements should be documented during this phase:

· Portal Specific Information – This should document any decisions that resulted from portal specific limitations that were dealt with during construction. For example, if the user interface had certain features that could not be implemented as shown in the requirements, this should be noted.

· Development Environments – This should discuss the tools and methods used to develop the portal service and its associated Web services. This should be brief, but should provide any information that could help with maintaining the portal service. This section should discuss how the TFWeb test portal was used to assist with development.

· Testing – A test plan should be developed. Portal service tests should be conducted during and after service construction.  Types of tests include sanity testing, proof-of-concept testing, functional testing, and load testing.  Sanity testing is used to decide to proceed to other types of testing.  Proof-of-concept testing is used to endorse the chosen web service design. Functional testing covers conventional issues related to web applications, including error handling, bounds testing, and checking that security and authentication methods are in place. Load testing is used to determine the response time as a function of the number of simultaneous client applications accessing the web service. 

· TFWeb Submission Package – The submission package must be created in accordance with the Navy Enterprise Application Development Guide (NEADG) requirements, to enter the portal service into the test portal during construction. The Submission Package includes registry metadata, a test plan, and a migration plan.  Registry metadata includes service version, service description, target users, target portals, binding type, access URL, MIME type, required parameters, and flags for sending PRI data, inserting style sheets, etc.  The test plan is required before testing can begin.  The migration plan is not necessary for testing, but is required for deployment.  The registry metadata, test plan and the migration plan need to approved by Application Migration Customer Support (AMCS) before testing can begin.

Phase 4: Deploy Service 

The Deployment Phase is principally concerned with placing the service into the production portal. The documentation items specific to this phase are as follows:

· Acceptance Tests – Prior to deployment, acceptance tests should be conducted to ensure that the web service meets its functional, security, and authentication requirements. 

· Deployment Guide – This guide discusses the installation procedures, set up routines, configuration and other dependencies.

· TFWeb Submission Package – Any changes or additions should be made before the portal service goes into production. 

· Maintenance – Any final maintenance details are discussed. These should include criteria for retiring the service when it is no longer needed. If any existing services are going to be retired when this service is completed, they should be discussed in this section.

Phase 5: Maintain Service

The portal service is maintained in accordance with the plans made in the previous phases. When a service is going to be retired, the details of that retirement are included in the documents created for the new services, as noted above.



PROCESS FOR DEVELOPING WEB APPLICATIONS
Background

Business Imperatives

As discussed in the main body of this paper, there are four major business imperatives that are driving NAVSEA down the path of eEnablement:
· Limited Budgets 

· Connectivity and Interactivity with Government Activities 

· Connectivity and Interactivity with Commercial Activities 

· Agility and Flexibility 

The TFWeb and eBusiness initiatives within NAVSEA are intended to provide web-enabled solutions that fully support these imperatives and the needs of the NAVSEA user and stakeholder community. A key element of these initiatives is the development and deployment of web applications, primarily in the form of web-enabled versions of the selected legacy applications, which survive the rationalization process.  

Portal Service / Web Application Identification, Prioritization and Development
The CIO office will coordinate the identification, prioritization and development of web applications for the entire NAVSEA enterprise.  This includes the following:

· Participation in the rationalization process (application only)

· Identification and prioritization of additional services and applications

· Providing formal guidance and support for the development of services and web applications

· Overseeing the development and configuration control of services and web applications

The focus of this Appendix is on the web application development process, as described below.

Developing Web Applications

Applications that have made it through the functional area rationalization for web-enablement may proceed to design and development. Applications will be web-enabled based on priority (established at the local or Command level as appropriate), schedule and budget and within the guidelines for eEnablement established by the NEADG.  The goals of the web application development process are to:

· Model and document the business processes to be supported by the application

· Carefully define the user requirements associated with these business processes

· Ensure that the user interface is familiar and comfortable to the intended user community and promotes error-free use of the application

· Define the content to be accessed or managed by the application to ensure that the correct data is conveyed to the users and that integrity of this data is maintained

· Ensure that the application and infrastructure architecture are achievable and allow the development and deployment of web applications that meet the user requirements

The Web Application Development Method is a document driven process with five phases. Each of the first four phases results in a product or products. The products contain the minimum information needed to proceed effectively because of the rapid nature of web application development.

Web Application Development Process

A structured process for web application development will be used to web-enable existing legacy applications where needed. It needs to be structured adequately to provide guidance and consistency to development teams.  At the same time it needs to allow sufficient flexibility so as not to restrict creativity or impose unnecessary management burdens on the development projects and project teams.

Prerequisites

 The prerequisites for employing this process are:

· Identify major business processes and points in the process where IT has a big impact

· Identify which business processes and general application functions the package must support.

· Model the business processes in just enough detail to guide development of web applications which will fully meet the user requirements
Events and Results 

The web application development process produces the following major results:

· Web application software has been developed and implemented which meets the needs of the users

· Sufficient documentation and training are provided to allow efficient deployment and operation of the business systems supported by the web applications in question
Development Phases

Figure G1 lays out a five-step process for developing web applications.
Phase 1: Requirements Development

Figure G2 shows the five steps for requirements development.  The first step in this phase is to identify the business goals and the business context (i.e., the major interfaces, inputs and outputs of the business process to be supported by the web application in question).  Users and stakeholders need to be identified and documented.  The development team should next review web applications already in place supporting similar processes for best practices, and model the current application to duplicate the benefits of those best practices.  The business context definition should also include identification of supporting business processes.

The next step is to capture the business rules, which drive the process, including required inputs or data available (“content”) and criteria for making decisions at any branches in the process.  These business rules and criteria include all applicable security considerations.  At this point the project scope should be well defined in terms of the business processes to be included and supported, and the required outputs of the application being web-enabled.

Finally, the overall process and process threads must be modeled and mapped in sufficient detail to allow the development to proceed efficiently and ensure that the product meets the needs of the users and process owners.  Individual task (or sub-process) prototypes should be developed and tested.  The output of this phase will be a formal requirements document to define the user and technical requirements for a web application to support the business requirements.  Test cases should also be developed to define the success criteria for meeting the requirements.  Formal test case definitions will help to facilitate and ensure effective application testing to reduce risk during the deployment phase.

Phase 2: Design Web Application

User Interface

Figure G-3 illustrates the approach to user interface design.  The user interface needs to be well designed and user friendly.  Design of the interface should start with the visual design, i.e. the “look and Feel” of the UI.  Usability requirements should also be defined in text form and formally documented to guide the visual developers.  After these definitions are complete the UI should be developed in a concept / prototype form, including the navigation model, visual design.  This concept / prototype should be tested with actual users before the design is finalized.

Content Development

The approach to content development is shown in Figure G4.  Since the purpose of these web-enabled applications is to access and manipulate data (or “content”), accurate identification, modeling, migration (where required) and management of the associated data is the key to successful development and implementation of applications, which meet the needs of the NAVSEA enterprise.

The first step is to define the data and content management approach, including identification of the content owners and data sources to be connected by the web application in question.  Then the content management process needs to be defined and prototyped to demonstrate that the application design effectively and accurately supports the intended data manipulations and ultimately the business process.  Once the process has been successfully prototyped and demonstrated, it will be approved and become the basis for further development of the web application.  

The migration and further development (if required) of the content to be managed should be planned in sufficient detail to reduce the risk of losing or corrupting essential data to near-zero levels.  Experience shows that many application development or conversion projects fail or exhibit great difficulties at this stage, primarily due to the lack of sufficient planning and testing of the migration process.  This step is of sufficient importance to warrant the development of formal content conversion (or “data migration”) test plans.  These test plans should be executed under rigorous controls and the results carefully evaluated, since data migration errors are not always obvious upon a cursory examination.

Once the testing phase is successfully completed the actual migration / conversion should be carried out, preferably at a time (e.g. over a weekend) when the impact of minor difficulties on NAVSEA operations will be minimized.  After migration / conversion is successfully completed, the date should be thoroughly “stabilized”, i.e. tested, reviewed and approved. 

Phase 3: Construct Application
Application Architecture and Development

Figure G5 details the process for application architecture development.  Identifying the application context, i.e. the scope and composition of the application, is the first step in this phase.  The primary decisions to be made are concerning the individual modules or “components” which will make up the application and the development tools and environment.  Examples might be the use of Enterprise Java Beans or ASP.Net as the overall context, or the use of an existing C++ object as the core of the web-enabled application’s functionality.  The next step is to select and acquire major off-the-shelf (GOTS and COTS) components.  If necessary, proceed to developed customized application components, recognizing that this is usually the most expensive option and should only be used if no OTS functionality is available that will meet the requirements.  Finally, the application will be subjected to testing and verification and validation at the unit and system levels.  If warranted, it should also be subjected to formal regression and integration testing, and the results carefully evaluated by a group independent of the group that did the development (IV&V).


Network Architecture and Development

The process for network architecture development is illustrated in Figure G6.  The technical approach includes the hosting strategy (e.g. which servers the application will run on and how they will be connected), the platform infrastructure in terms of general operating system and hardware requirements, the network and information security approach, and identification of the specific nodes and connections comprising the network.  After this approach is described, the network concept architecture can be detailed including both local and wide area network considerations.  Note that this process is oriented towards “new development”, whereas in NAVSEA’s environment the great majority of web applications will probably have to fit into the resources and infrastructure already available, rather than having the luxury to dictate new resources.


The final step in defining the architecture would be to detail the platform and infrastructure requirements and compare those to the hardware / resources available.  Once all the requirements have been defined and any new resources acquired, the production environment can be set up and populated.  

Phase 4: Deploy Application

The Deployment Phase, shown in Figure G7, is principally concerned with placing the application into the production portal. 

The documentation items specific to this phase are as follows:

· Acceptance Tests – Prior to deployment, acceptance tests should be conducted to ensure that the web application meets its functional, security, and authentication requirements. 

· Deployment Guide – This guide discusses the installation procedures, set up routines, configuration and other dependencies.

· TFWeb Submission Package – Any changes or additions should be made before the portal application goes into production. 

· Maintenance – Any final maintenance details are discussed. These should include criteria for retiring the application when it is no longer needed. If any existing applications are going to be retired when this application is completed, they should be discussed in this section.

After unit and integration testing are complete, and any problems discovered in this test phase are resolved, the full application is compiled to produce the final test build.  This test version is placed in the pre-production environment (in many cases a separate QA / Test Server is employed) and final acceptance testing is performed.  As soon as any discrepancies discovered in the Final Acceptance Test phase are resolved, the application is ready for its initial release to production.
Phase 5: Maintain Application

The web application is maintained in accordance with the plans made in the previous phases. When an application is going to be retired, the details of that retirement are included in the documents created for the new applications, as noted above.  The five steps for maintaining an application are shown in Figure G8.

The process for maintaining web applications is similar to the standard process for maintenance of client-server applications.  The process is based on formal change requests, which usually take the form of individual hard copy or electronic documents for each requested change in functionality.  Some of these will be “bug-fixes” and others will represent minor improvements or extensions to the existing functionality of the web application.  

These change requests are received by the group or office responsible for configuration management of the application, often referred to as the “Change Control Board” or something similar.  After being analyzed and classified these requests are sent to the “CCB” for a go/no-go decision.  Approved requests then go to the development group where the change request work packages are developed and tested.  At some point, usually on a regular schedule (e.g. quarterly) these work packages are compiled into a complete release or “test build” which then undergoes integration testing to ensure that all of the individual change packages will function as intended when put together.  

After integration testing is complete and all discrepancies resolved, the final release build is compiled.  This release then undergoes final acceptance testing and deployment (or “release to production”) in a similar manner to the initial release of the new application described above.
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	Task 7: Submit Proposals for eBusiness Pilots to the Navy eBusiness Program Office
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	



	Activity
	FY-04
	

	
	Oct
	Nov
	Dec
	Jan
	Feb
	Mar
	Apr
	May
	Jun
	Jul
	Aug
	Sep
	Oct

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 8: Review Best of Breed Government/Commercial eBusiness Practices and Technologies
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 9: Operate/Maintain NAVSEA Enterprise Portal
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 10: Portal enable selected services (including developing new processes)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 11: Support eBusiness related meetings, seminars, working groups, etc.
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 12: Operate NAVSEA Enterprise Portal Working Group 
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 13: General Program management Support of eBusiness and TFW
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	



	Activity
	FY-05
	

	
	Oct
	Nov
	Dec
	Jan
	Feb
	Mar
	Apr
	May
	Jun
	Jul
	Aug
	Sep
	Oct

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 1: Update Three Year NAVSEA eBusiness Program Plan
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 2: Update Long-Range Enterprise Enablement Budget (e.g., POM)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 3: Update Prioritized List of Services Requiring Portal Enablement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 4: Update End-User Survey and Selection Criteria for Services
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 5: Meet with NAVSEA End-Users and Update List of Services Requiring Portal Enablement and eBusiness Projects
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 6: Update Prioritized List of Services Requiring Portal Enablement
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 7: Submit Proposals for eBusiness Pilots to the Navy eBusiness Program Office
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	




	Activity
	FY-05
	

	
	Oct
	Nov
	Dec
	Jan
	Feb
	Mar
	Apr
	May
	Jun
	Jul
	Aug
	Sep
	Oct

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 8: Review Best of Breed Government/Commercial eBusiness Practices and Technologies
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 9: Plan, Develop and Operate a Prototype NAVSEA Enterprise Portal
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 10: Portal enable selected services (including developing new processes)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 11: Support eBusiness related meetings, seminars, working groups, etc.
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 12: Stand-up and Operate a NAVSEA Enterprise Portal Working Group 
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	Task 13: General Program management Support of eBusiness and TFW
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	





	Deliverable
	Due Date

	Draft Three-Year eBusiness and TFWeb Program Plan
	2/28/03

	Final Three-Year eBusiness and TFWeb Program Plan
	6/27/03

	Draft FY04 eBusiness Plan
	7/29/03

	Draft Long-Range eBusiness and TFWeb Program Budget
	5/31/03

	Final Long-Range eBusiness and TFWeb Program Budget
	9/30/03

	List of Potential Services Requiring Portal Enablement to Support the TR Battle Group Portal Installation
	1/31/03

	Draft Prioritized List of Services Requiring Portal Enablement 
	4/30/03

	Final Prioritized List of Services Requiring Portal Enablement
	6/30/03

	Draft End-User Survey and Selection Criteria for Portal Services
	2/28/03

	Final End-User Survey and Selection Criteria for Portal Services
	3/15/03

	Draft List of Services Requiring Portal Enablement and Potential eBusiness Pilots
	8/31/03

	Draft eBusiness Proposals
	4/30/03

	Final eBusiness Proposals
	5/31/03

	Initial Links for Best of Breed Government and Commercial eBusiness Practices and Technologies
	2/28/03

	NAVSEA Enterprise Portal On-Line
	9/30/03

	Portal Service 1 On-Line
	4/30/03

	Portal Service 2 On-Line
	5/31/03

	Portal Service 3 On-Line
	6/30/03

	Portal Service 4 On-Line
	7/31/03

	Portal Service 5 On-Line
	8/31/03

	Portal Service 6 On-Line
	9/30/03



	Deliverable
	Due Date

	Draft Three-Year eBusiness and TFWeb Program Plan Update
	2/28/04

	Draft Three-Year eBusiness and TFWeb Program Plan Update
	3/31/04

	Draft Long-Range eBusiness and TFWeb Program Budget Update
	5/31/04

	Final Long-Range eBusiness and TFWeb Program Budget Update
	9/30/04

	Draft FY05 eBusiness Plan
	7/31/04

	Draft Prioritized List of Services Requiring Portal Enablement Update
	4/30/04

	Final Prioritized List of Services Requiring Portal Enablement Update
	6/30/04

	Draft End-User Survey and Selection Criteria for Portal Services Update
	2/28/04

	Final End-User Survey and Selection Criteria for Portal Services Update
	3/15/04

	Draft List of Services Requiring Portal Enablement and Potential eBusiness Pilots Update
	8/31/04

	Draft eBusiness Proposals
	4/30/04

	Final eBusiness Proposals
	5/31/04

	Portal Service 1 On-Line
	12/31/03

	Portal Service 2 On-Line
	1/31/04

	Portal Service 3 On-Line
	2/28/04

	Portal Service 4 On-Line
	3/31/04

	Portal Service 5 On-Line
	4/30/04

	Portal Service 6 On-Line
	5/31/04

	Portal Service 7 On-Line
	6/30/04

	Portal Service 8 On-Line
	7/31/04

	Portal Service 9 On-Line
	8/31/04

	Portal Service 10 On-Line
	9/30/04



	Deliverable
	Due Date

	Draft Three-Year eBusiness and TFWeb Program Plan Update
	2/28/05

	Draft Three-Year eBusiness and TFWeb Program Plan Update
	3/31/05

	Draft Long-Range eBusiness and TFWeb Program Budget Update
	5/31/05

	Draft FY06 eBusiness Plan
	7/31/05

	Final Long-Range eBusiness and TFWeb Program Budget Update
	9/30/05

	Draft Prioritized List of Services Requiring Portal Enablement Update
	4/30/05

	Final Prioritized List of Services Requiring Portal Enablement Update
	6/30/05

	Draft End-User Survey and Selection Criteria for Portal Services Update
	2/28/05

	Final End-User Survey and Selection Criteria for Portal Services Update
	3/15/05

	Draft List of Services Requiring Portal Enablement and Potential eBusiness Pilots Update
	8/31/05

	Draft eBusiness Proposals
	4/30/05

	Final eBusiness Proposals
	5/31/05

	Portal Service 1 On-Line
	12/31/04

	Portal Service 2 On-Line
	1/31/05

	Portal Service 3 On-Line
	2/28/05

	Portal Service 4 On-Line
	3/31/05

	Portal Service 5 On-Line
	4/30/05

	Portal Service 6 On-Line
	5/31/05

	Portal Service 7 On-Line
	6/30/05

	Portal Service 8 On-Line
	7/31/05

	Portal Service 9 On-Line
	8/31/05

	Portal Service 10 On-Line
	9/30/05



Figure 1 – Summary of eGovernment Portfolios











Figure 3 – NAVSEA Organization Chart





















































Figure G8 – Maintain Application





Figure G-7 – Deploy Application





Figure G6 – Network Architecture and Development





Figure G5 – Application and Architecture Development Process
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Figure G4 – Content Development Process





Figure G2 – Requirements Development





Figure G-1 – Process Flow for Developing Web Applications





Figure F-4 – Process Flow for Service Construction Phase (Order may Vary)





Figure 7 – Portal Services Utilization





Figure D1 – Process for Prioritizing Web applications








Figure C1 – Process for Identifying and Prioritizing Portal Services








Figure 2 – NAVSEA Enterprise Portal Connectivity








Figure G-3 – User Interface Design





APPENDIX G





PROCESS FOR DEVELOPING


WEB APPLICATIONS








� EMBED Word.Picture.8  ���





APPENDIX F





PROCESS FOR DEVELOPING


PORTAL SERVICES








Figure D2 – Web Application Example from NEADG
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PROCESS FOR IDENTIFYING AND PRIORITIZING WEB APPLICATIONS


FOR DEVELOPMENT








Figure C4 – Web Application Example – from NEADG
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LIST OF KEY DELIVERABLES





Figure E1 – eBusiness Proposal Development/Approval Process 
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THREE YEAR NAVSEA eBUSINESS AND TFWeb PROGRAM PLAN SCHEDULE
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LIST OF 24 PROJECTS FROM THE


PRESIDENT’S MANAGEMENT AGENDA FOR eGOVERNMENT





APPENDIX B





PROCESS FOR PREPARING AND SUBMITTING PROPOSAL TO THE NAVY eBUSINESS OPERATIONS OFFICE





Figure F1 – Process Flow for Developing Portal Services





Figure C3  - Portal Service (Portlet) Examples From NEADG





List of FY-04 Deliverables





List of FY-04 Deliverables





List of FY-03 Deliverables





Figure 8 – Known Critical Risks and Mitigation Strategies
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Figure C2 – Three-Tier Architecture From NEADG





APPENDIX C





PROCESS FOR IDENTIFYING AND PRIORITIZING PORTAL SERVICES FOR DEVELOPMENT








Figure 6 – Notional NAVSEA Enterprise Architecture Development
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Figure F3 – Process Flow for Service Design Phase (Order may Vary)
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PROCESS FOR DEVELOPING AND SUBMITTING PROPOSALS TO THE NAVY eBUSINESS OPERATIONS OFFICE








Figure 5 – Generic Approach for eEnabling Applications and Services 





Figure 4 – NAVSEA IMAP Process





Figure F2 – Process Flow for Requirements Development (Order may Vary)
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