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[image: image2.emf]Does your System have

Information Technology (IT)?

The Clinger-Cohen Act (CCA) applies to the acquisition & management of IT systems

–standalone, embedded within weapon systems, and National Security Systems (NSSs).

If your system is not IT, the CCA does not apply. Refer to the non-IT policies & procedures of 

the DoD INST 5000 series.

Is your IT System

Mission Critical (MC)

or Mission Essential (ME)?

If your system is not Mission Critical (MC) or Mission Essential(ME), CCA Compliance still 

applies. IT systems not designated as MC or ME do not require registration in the DON IT 

Registration Database.

Register MC/ME in the DON IT

Registration Database

CCA Compliance still applies

Upcoming Milestone

or Contract Award?

Failure to designate a system as MC or ME, when in fact it is, will result in failure to properly 

register the system in the DON IT Registration Database, which in turn will result in CCA 

non-compliance.

Is the ACAT Level

Special Interest,

IAM, IAC, ID, IC, II, III, IV?

PEO or Directorate Head

Complete & Forward CCA

Compliance Table/IA Strategy

If yes, the CCA Compliance Table must be completed three monthsprior to the milestone 

approval or contract award.

If not, CCA Confirmation/Certification is not required at this time.

If yes, the CCA Compliance Table and IA Strategy must be completed and the system

must be registered in the DON IT Registration Database.

If not, completion of the CCA Compliance Table is not required.

Upon completion, the CCA Compliance Table and IA Strategy is forwarded to DCIO Enterprise 

Planning and DCIO Information Assurance.  Now follow the chart that corresponds to your 

system’s ACAT level for routing instructions.  The DON CIO confirmsCompliance while the 

DoD CIO certifiesCompliance.
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CCA COMPLIANCE DECISION GUIDE FOR IT


This guide was prepared to assist NAVSEA PMs by providing the latest CCA requirements and guidance for achieving compliance with minimal program impacts.
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DRAFT FEB 2004

NAVSEA’s

Clinger-Cohen Act (CCA)

Compliance Guide

A Message from the NAVSEA Deputy for Enterprise Planning

In 1996, Congress enacted the Information Technology Management Reform Act (ITMRA). ITMRA and the Federal Acquisition Reform Act together became the Clinger-Cohen Act (CCA). Discussion of proper CCA interpretation, applicability, and implementation within the Department of Defense (DoD) and the Department of the Navy (DON) continues today.

This guide was prepared to assist NAVSEA Program Managers (PM) by:

· Establishing an internal process with clearly defined process steps for achieving CCA compliance.
· Providing the latest CCA requirements, sample documentation, frequently asked questions, and definitions of terms related to Information Technology and the Clinger-Cohen Act.

The process and procedures in this guide will evolve based on the feedback of the NAVSEA acquisition professionals using them. Please e-mail any comments or suggestions to Frank Ficadenti (NAVSEA 00I2), FicadentiFL@NAVSEA.navy.mil.

Frank Ficadenti

DCIO Enterprise Planning
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I. CCA Overview

To accelerate CCA implementation and to thrust themselves into an active oversight role, Congress injected some rigorous direction in the FY 2001 National Defense Authorization Act (Sec. 811) and DoD Appropriations Act (Sec. 8102). Section 811 required that DoD 5000.1 be revised within 60 days after the date of enactment of that Act. DoD responded with the release of Change 1 to DoD INST 5000.2 on 4 January 2001. A joint memorandum dated 8 March 2002 (signed by USD(AT&L) and ASD(C3I)) provided clarification of the process required to be followed to obtain both a CCA compliance “confirmation” and a CCA compliance “certification.”  As stated in the 8 March 2002 memorandum, “The purpose of this policy memorandum is to clarify and simplify the requirements for judging compliance with the law.”  This guide incorporates the policy/guidance provided therein.

II. NAVSEA CCA Compliance Process

The purpose of this document is to provide a standard process for NAVSEA managers of IT to guide them through obtaining CCA compliance for their IT systems. To ensure that CCA compliance requirements do not impact program schedules, it is extremely important that program planning includes adequate time to obtain CCA compliance/certification. Therefore, the CCA Compliance Process must be completed and a CCA Compliance Table must be forwarded to the DON CIO and DASN C4I at least three months prior to scheduled program decision points (i.e., milestones and contract awards).

To use the NAVSEA CCA Compliance Process contained in this document, follow the Process Steps flowchart, clicking on the boxes to hyperlink to a description of each step.

A. Decision Process to Determine if CCA Compliance Process is Required



B.
Timeline and Process for Each ACAT Level



C.
Process Description

(Refer to Definitions in Section IV)

PEO or Directorate Head Complete and Forward CCA Compliance Table and IA Strategy.
CCA Confirmation or Certification is determined by ACAT or Special Interest.  Whether obtaining CCA Confirmation or CCA Certification, the PM performs the following steps: 

· Complete the CCA Compliance Table. The 8 March 2002 joint memorandum signed by USD(AT&L) and ASD(C3I) clarified and simplified the process for ensuring statutory and regulatory compliance. The CCA Compliance Table is provided in Appendix A, and includes examples of program-level documents that may typically be used to address individual CCA requirements. Please contact Frank Ficadenti (NAVSEA 00I2) 202-781-0572 for guidance and final review of the CCA Compliance Table.
The DON CIO CCA compliance Web site at http://www.doncio.navy.mil provides guidance to assist the PM in obtaining CCA confirmation or certification.

· Complete the IA Strategy. An IA Strategy is required for all programs prior to milestone decision or contract award, and is the responsibility of the Program Manager. See IA Strategy in the Definitions section of this document for more information. Please contact Tony Geddie (NAVSEA 00I4) 202-781-3014 for guidance and final review of the IA Strategy.
· Ensure the system is registered in the DON IT Registration Database. The system should have been registered previously with the DON CIO in the DON IT Registration Database.
· Complete the appropriate cover page in Appendix B, C, or D. Appendixes B, C, and D provide cover pages used for forwarding and obtaining concurrence/approval of the CCA Compliance Table and IA Strategy. The cover page provided in Appendix B is used for ACAT IAM and IAC; the cover page provided in Appendix C is used for ACAT ID, IC, and II, and the cover page provided in Appendix D is used for ACAT III and IV.

The  following section describes the process illustrated in Section C of this document.

ACAT IAM, IAC, or Special Interest Routing:

NAVSEA CIO Review. The PM sends the CCA Compliance Table, IA Strategy, and cover page to the NAVSEA CIO for concurrence and then forwards them to DON CIO and DASN(C4I).

DON CIO/DASN C4I Review. The DON CIO and DASN(C4I): (1) review the CCA Compliance Table and IA Strategy; (2) make a determination of CCA compliance; (3) forward the CCA Compliance Table, IA Strategy, and determination of CCA compliance to the DoD CIO; and (4) provide a copy of the determination to the Milestone Decision Authority (MDA).

DoD Review and Certification. The DoD CIO determines whether the IA Strategy is appropriate and certifies CCA compliance.

ACAT IC, ID, or II Routing:

NAVSEA CIO Review. The PM sends the CCA Compliance Table, IA Strategy, and cover page to the NAVSEA CIO for concurrence and then forwards them to DON CIO and DASN(C4I).

DON CIO/DASN C4I Review. The DON CIO and DASN(C4I): (1) review the CCA Compliance Table and IA Strategy; (2) prepare a determination of CCA compliance; and (3) provide a copy of the determination to the DoD CIO and MDA. This determination will constitute CCA Compliance Confirmation. 

ACAT III and IV Routing:

NAVSEA CIO Review and CCA Confirmation. The PM forwards the CCA Compliance Table, IA Strategy, and cover page to the NAVSEA CIO for confirmation. The NAVSEA CIO: (1) reviews the CCA Compliance Table and IA Strategy; (2) prepares a determination of CCA Confirmation; and (3) sends the determination to the MDA with a copy to DON CIO and DASN(C4I). 

Contract award is authorized and/or MDA is authorized to render Milestone decisions.

After having accomplished the three key CCA objectives for the MC or ME IT program, i.e., (1) registration, (2) IA Strategy determination of appropriateness and (3) confirmation/certification of CCA compliance, two key events may now occur:

· The PM is now able to pursue contract awards.

· The MDA is now able to render Milestone decisions.

III. Frequently Asked Questions (FAQs)
1.  Q - What is the difference between certification and confirmation of Clinger-Cohen Act (CCA) compliance?

A – The same information is required for both CCA certification and confirmation. The difference is that the DoD CIO certifies compliance whereas the DON CIO or NAVSEA CIO confirms compliance. 

Major Automated Information System (MAIS) programs (ACAT IAM or IAC) require a certification of CCA compliance by the Department of Defense (DoD) Chief Information Officer (CIO). Non-MAIS programs require confirmation of CCA compliance by either the DON CIO or the NAVSEA CIO depending on ACAT level: ACAT ID, IC, and II programs that contain Mission Critical (MC) or Mission Essential (ME) Information Technology (IT) systems require a confirmation of CCA compliance by the DON CIO. ACAT III and IV programs that contain MC or ME IT require a confirmation of CCA compliance by the NAVSEA CIO.

2.  Q - What is the difference between Mission Critical and Mission Essential?

A - DoD INST 5000.2 Change 1 provides definitions for MC and ME information systems, and those definitions are reproduced in the Definitions section, page (12), of this guide.

3.  Q - How do I meet the requirement to provide an Information Assurance Strategy?

A - Two areas must be addressed. The policies, standards, and architectures content can be satisfied through the Command, Control, Communications, Computers and Intelligence Support Plan (C4ISP), and/or the Operational Requirements Document (ORD). The certification and accreditation content can be met through the DoD Information Technology Security Certification and Accreditation Process (DITSCAP), C4ISP, and/or the Test and Evaluation Master Plan (TEMP). Contact Mr. Tony Geddie (00I6) 202-781-3014 for additional guidance.

4.  Q - From a Program Manager’s perspective, what’s the difference in what I have to do for a program if designated a MAIS rather than a MDAP?
A - Here are the differences:

MAIS programs shall use either the table for submission or submit a report in accordance with the ASD(C3I) Memo, “DoD IT Systems Certification Requirement”, of 13 Jul 00. Some of the DoD CIO analysts are still requiring the Compliance Report described in the memo. Individual MAIS program managers should determine which format to use by contacting the appropriate OSD analyst via their DASN(C4I) or DON CIO point of contact. 

MAIS – DASN(C4I) and DON CIO review the CCA compliance certification submission/report and, if the necessary information is present, signs a cover memo for submission to the DoD CIO for certification of CCA compliance. A copy will also be submitted to the MDA. The DoD CIO is responsible for certifying to the congressional defense committees that the MAIS is being developed in accordance with the CCA.

MDAP – DASN(C4I) and DON CIO review the CCA compliance confirmation submission and, if the necessary information is present, approves it and provides a copy to the DoD CIO and the MDA. This approval constitutes CCA compliance confirmation.

5.  Q - Since my program is post-Milestone III, I don’t have any Clinger-Cohen Act “wickets” to go through, do I?
A - If there are any post-Milestone III contracts to be awarded, the PM must have either confirmation or certification (depending upon ACAT designation) of CCA compliance, the system must be registered, and the system must have an appropriate Information Assurance strategy, 

6.  Q - What is the difference between an “IT system” and an “IT program”?
A - Here are the definitions:

IT System/Information System – A discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of information. Source:  Title 44, US Code, Section 3502. DoD INST 5000.2 states that an IT system has the same meaning as information system.

IT Program – Fulfills definition of “program” but does not apply to a host platform combat system, subsystem(s), component(s), equipment(s), hardware, firmware, software, or item(s) that may not collectively or individually be a weapon system acquisition program.

7.  Q – Must my Analysis of Alternatives (AoA) be updated prior to my program going through the CCA confirmation/certification and Information Assurance (IA) Strategy process?

A - The answer depends upon whether the AoA was general enough to cover changes to the program occurring after the AoA was issued. If the AoA was general enough, the answer is “No”. If, however, the AoA identified, e.g. software ABC V.1.0 and the contemplated contract and/or Milestone decision brief intends to procure XYZ software V.5.0, then the PM should consider revising the AoA.
8.  Q – If I am exercising an option under an existing contract, or issuing a delivery/task order under an existing contract, am I required to go through the CCA confirmation/certification process prior to initiating either contract action?

A - No.

9.  Q - If I am increasing the scope of an existing contract to such an extent that a Justification and Authorization (J&A) must be executed prior to that contract being modified for those increased requirements, am I required to go through the CCA confirmation process prior to the modification being executed?

A - Yes. Under the Competition In Contracting Act, there is no difference between modifying an existing contract to add requirements outside the scope of that contract and awarding a contract for those new requirements.

10.  Q - Does the Clinger-Cohen Act apply to all IT?  

A - Yes. This is easier if you remember the three 'C's of Clinger-Cohen. All IT must be Clinger-Cohen Act compliant; Mission Critical and Mission Essential IT systems must be confirmed; and all MAIS (ACAT IAM and ACAT IAC) programs must be certified.

11.  Q - Does the Clinger-Cohen Act apply to National Security Systems (NSS)?  

A - Yes. NSS designations do not exempt IT systems from CCA compliance.

12.  Q - What is meant by the phrase, "Command and Control Systems that are not in themselves IT systems"?  (reference 8 March 02 memorandum)
A - Examples of Command and Control systems that are not IT systems could be a CVN or an FA-18.
13.  Q - Do Abbreviated Acquisition Programs need CCA Compliance Confirmation?

A - Yes. DoD INST 5000.2, Change 1, Para. 4.7.3.2.3.2.1 states that CCA confirmation applies for an acquisition program AT ANY LEVEL. The CCA compliance confirmation authority is the NAVSEA CIO.

14.  Q - The program sponsor is sending funding to another command to put on an existing contract to support my program. Is my program manager responsible for CCA compliance?

A - No. 

Definitions
Acquisition Program – A directed, funded effort designed to provide a new, improved, or continuing materiel, weapon, or information system or service capability in response to a validated operational or business need. Acquisition programs are divided into different categories that are established to facilitate decentralized decision-making, execution, and compliance with statutory requirements.

Information Assurance (IA) Strategy – The IA Strategy is the blueprint for protecting information technology (IT) resources. All federal IT systems have some level of sensitivity and require protection. The IA Strategy documents the plan for achieving adequate, cost-effective security protection for a system or network. It provides an overview of the security requirements and describes the controls planned for meeting those requirements. The IA Strategy also delineates user responsibilities and expected behavior.  

DoD INST 5000.2, Operation of the Defense Acquisition System, prohibits a contract award for the acquisition of a mission-critical or mission essential IT system, at any level, without an appropriate IA strategy. The IA Strategy is the responsibility of the Program Management Office. It will include:

a. The individual or organization responsible for overall security, in support of the program development/program manager (name, organization, and contact information).

b. Discussion of the when/how system risk assessments, based on system criticality, threat, and vulnerabilities, are to be performed. 

c. Review of the effectiveness of countermeasures developed (based on risk assessment).

d. Progress accomplished to date in accordance with DoD INST 5200.40 (DITSCAP):

· Phase (1, 2, 3, or 4) DITSCAP process completed to date.

· Status of the program System Security Authorization Agreement (SSAA) consistent with appropriate DITSCAP phase.

· Management structure in place (or planned) to review SSAA.

· Name and organization of Designated Approval Authority (DAA).

· Name and organization of Certification Authority (CA).

· Names and organizations of User Representatives.

e. Discussion of how security requirements are included and traceable in requirements documents, proposed system design, and proposed system operation. 

f. Discussion of how security requirements were considered in Analysis of Alternatives, Acquisition Program Baseline, and Life Cycle Cost Estimates.

g. Discussion of how IA will be tested in Developmental Test & Evaluation (DT&E) and Operational Test and Evaluation (OT&E). 

h. Discussion on the status of system interconnection agreements specified in the C4ISP will include the review and acceptance of information assurance features prior to direct connection to that system/network. 

i. Discussion of the concepts of how Computer Network Defense (CND) services will be provided for the system.

j. Strategy for incorporating new protection profiles into the system design to counter evolving threats over the life cycle of the program.
Care must be taken to ensure that the information provided in the IA strategy does not reveal any classified information.
Information Technology (IT) – Any equipment, or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information.


The term "IT" includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services), and related resources. The term "IT" also includes National Security Systems (NSSs). It does not include any equipment that is acquired by a Federal contractor incidental to a Federal contract.

IT Program – Fulfills definition of “program” but does not apply to a host platform combat system, subsystem(s), component(s), equipment(s), hardware, firmware, software, or item(s) that may not collectively or individually be a weapon system acquisition program.

IT System/Information System – A discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of information. Source:  Title 44, US Code, Section 3502. DoD INST 5000.2 states that an IT system has the same meaning as information system.

Major Automated Information System (MAIS) (ACAT IAM or IAC) – An AIS that is designated by ASD(C3I) as a MAIS, or estimated to require program costs in any single year in excess of $32 million in fiscal year (FY) 2000 constant dollars, total program costs in excess of $126 million in FY 2000 constant dollars, or total life-cycle costs in excess of $378 million in FY 2000 constant dollars.

MAISs do not include highly sensitive classified programs (as determined by the Secretary of Defense) or tactical communication systems.

For the purpose of determining whether an AIS is a MAIS, the following shall be aggregated and considered a single AIS:

· The separate AISs that constitute a multi-element program.

· The separate AISs that make up an evolutionary or incrementally developed program.

· The separate AISs that make up a multi-DoD Component AIS program.

Major Defense Acquisition Program (MDAP) (ACAT ID or IC) – An acquisition program that is not a highly sensitive classified program (as determined by the Secretary of Defense) and that is designated by the Under Secretary of Defense (Acquisition, Technology, and Logistics) (USD(AT&L)) as an MDAP, or estimated by the USD(AT&L) to require an eventual total expenditure for research, development, test and evaluation of more than $365 million in fiscal year (FY) 2000 constant dollars or, for procurement, of more than $2.190 billion in FY 2000 constant dollars.

This definition is from 10 U.S.C. 2430. The dollar requirements are established in statute in FY 1990 dollars. The dollar amounts have been updated in accordance with procedures identified in the statute.

Major System (ACAT II) – A combination of elements that shall function together to produce the capabilities required to fulfill a mission need, including hardware, equipment, software, or any combination thereof, but excluding construction or other improvements to real property.

A system shall be considered a major system if it is estimated by the DoD Component Head to require an eventual total expenditure for Research, Development, Test and Evaluation (RDT&E) of more than $140 million in FY 2000 constant dollars, or for procurement of more than $660 million in FY 2000 constant dollars, or if designated as major by the DoD Component Head (10 U.S.C. §2302d).

The estimate shall consider all blocks that will make up an evolutionary acquisition program (to the extent subsequent blocks can be defined).

Mission Critical (MC) Information System – A system that meets the definitions of “information system” and “national security system” in the Clinger-Cohen Act, the loss of which would cause the stoppage of warfighter operations or direct mission support of warfighter operations.  A Mission Critical Information Technology System has the same meaning as a Mission Critical Information System.

Mission Essential (ME) Information System – A system that meets the definition of “information system” in the Clinger-Cohen Act, that the acquiring Component Head or designee determines is basic and necessary for the accomplishment of the organizational mission.  A Mission Essential Information Technology System has the same meaning as a Mission Essential Information System.

National Security System (NSS) – Any telecommunications or information system operated by the U.S. Government, the function, operation, or use of which:

· Involves intelligence activities;

· Involves cryptologic activities related to national security;

· Involves command and control of military forces;

· Involves equipment that is an integral part of a weapon or weapons system; or,

· Is critical to the direct fulfillment of military or Intelligence missions. This does not include a system that is to be used for routine administrative and business applications (including payroll, finance, logistics, and personnel management applications).

Technology Project – A directed, incrementally funded effort designed to provide new capability in response to technological opportunities or an operational or business (e.g., accounting, inventory cataloging, etc.) need. Technology projects are "pre-systems acquisition," do not have an acquisition category, and precede program initiation. Technology is the output of the science and technology program that is used in systems acquisition. The decision authority and information necessary for decision-making on each project shall be specified by the appropriate Scientific and Technical (S&T) Executive (for projects not yet approved for Milestone A) or by the MDA (for projects past Milestone A).

Weapon System – An item or set of items that can be used directly by warfighters to carry out combat or combat support missions to include tactical communication systems.



NOTE: Definitions predominantly from DoD INST 5000.2 

IV. Help – NAVSEA POCs

If you need assistance with any area of CCA compliance, please contact the appropriate POC listed in the table below.

	POC


	Area of Responsibility
	Code
	Phone
	E-mail

	Frank Ficadenti
	CCA Compliance Oversight
	00I2
	202-781-0572
	ficadentifl@navsea.navy.mil

	Kendrick Newman
	General CCA Compliance
	00I21
	202-781-2757
	newmankr@navsea.navy.mil

	Tony Geddie


	Information Assurance Strategy
	00I4
	202-781-3014
	geddieja@navsea.navy.mil

	Mike Wingard
	IT Registration
	00I3
	202-781-3060
	wingardma@navsea.navy.mil



APPENDIX A:

Clinger-Cohen Act (CCA) Compliance Table for

____________________________________________________

(Name of IT System)

	CCA Requirement

(Paragraph 4.7.3.2.3.2 DoDI 5000.2)
	Compliance Source


	Latest/Pending Approval Date for compliance
	Page
	Paragraph or Figure /Table #
	Example of Source Documents

	*** Make determination that the acquisition supports core priority functions of the Department.
	
	
	
	
	MNS Approval

	*** Establish outcome-based performance measures linked to strategic goals.
	
	
	
	
	MNS, ORD and APB approval

	*** Redesign the processes to reduce costs, improve effectiveness and maximize the use of COTS technology.


	
	
	
	
	Approval of the MNS, Concept of Operations, AoA and ORD

	* No private sector or government source can better support the function.
	
	
	
	
	Acquisition Strategy page XX, & AoA page XX

	* An Analyses of Alternatives has been conducted.
	
	
	
	
	AOA

	* An economic analysis has been conducted that includes a calculation of the return on investment; or for non-AIS programs, an LCCE has been conducted.
	
	
	
	
	Program LCCE for MDAP;

**** Program Economic Analysis for MAIS

	There are clearly established measures and accountability for program progress.


	
	
	
	
	Acquisition Strategy page XX;

APB

	The acquisition is consistent with the Global Information Grid policies and architecture, to include relevant standards.


	
	
	
	
	APB (Interoperability KPP);

C4ISP (IERS)

	The program has an information assurance strategy that is consistent with DoD policies, standards, and architectures, to include relevant standards.
	
	
	
	
	Information Assurance Strategy 

	To the maximum extent practicable, (1) modular contracting has been used, and (2) the program is being implemented in phased, successive blocks, each of which meets part of the mission need and delivers a measurable benefit, independent of future blocks.
	
	
	
	
	Acquisition Strategy page XX

	
	DON or OSD
	Registration ID #
	Last Update Date
	

	The system being acquired is registered. 


	
	
	
	DON IT Registration database and OSD IT Registration database


* For weapons systems and command and control systems, these requirements apply to the extent practicable (40 U.S.C. §1451).

** The system documents/information cited are examples of the most likely but not the only references for the required information. If other references are more appropriate, they may be used in addition to or instead of those cited.

*** These requirements are presumed to be satisfied for Weapons Systems with embedded IT and for Command and Control Systems that are not themselves IT systems. 

**** This table was defined in OSD memo of 8 March 2002 except for the requirement to do an EA for a MAIS program. 

APPENDIX B:

Cover Page Format for ACAT IAM, IAC, & Special Interest
Clinger-Cohen Act (CCA) Confirmation and IA Strategy Approval

(Program Name)

___________________________________________________________ 

(ACAT)

CCA Confirmation for [  ] Milestone and/or [  ] Contract Award(s) List

contract id(s)________________________________________________________

We the undersigned agree that the information contained in this CCA Compliance Table and IA Strategy demonstrates compliance with Clinger-Cohen Act (CCA) of 1996 (40 U.S.C. 1401 et seq.).  
PREPARED BY:

____________________________________


__________

Program Manager






DATE

CONCURRENCE:

___________________________________



__________

SYSCOM COMMANDER or CIO/PEO/DRPM/CIO

DATE

___________________________________



__________

DASN (Space and C4I)






DATE

___________________________________



__________

DON CIO








DATE

Note:  After signatures, an information copy will be provided to the MDA & ASD (C3I).

APPENDIX C:

Cover Page Format for ACAT ID, IC, & II

Clinger-Cohen Act (CCA) Confirmation and IA Strategy Approval

(Program Name)

___________________________________________________________ 

(ACAT)

CCA Confirmation for [  ] Milestone and/or [  ] Contract Award(s) List

contract id(s)________________________________________________________

We the undersigned agree that the information contained in this CCA Compliance Table and IA Strategy demonstrates compliance with Clinger-Cohen Act (CCA) of 1996 (40 U.S.C. 1401 et seq.).  

PREPARED BY:

___________________________________



__________

Program Manager






DATE

CONCURRENCE:

___________________________________



__________

SYSCOM COMMANDER or CIO/PEO/DRPM


DATE

___________________________________



__________

DASN (Space and C4I)






DATE

___________________________________



__________

DON CIO








DATE

APPENDIX D:

Cover Page Format for ACAT III & IV
Clinger-Cohen Act (CCA) Confirmation and IA Strategy Approval

(Program Name)

___________________________________________________________ 

(ACAT)

CCA Confirmation for [  ] Milestone and/or [  ] Contract Award(s) List

contract id(s)________________________________________________________

We the undersigned agree that the information contained in this CCA Compliance Table and IA Strategy demonstrates compliance with Clinger-Cohen Act (CCA) of 1996 (40 U.S.C. 1401 et seq.).  

PREPARED BY:

___________________________________



__________

Program Manager






DATE

CONCURRENCE:

____________________________________


__________

SYSCOM COMMANDER or CIO/PEO/DRPM


DATE

CCA CHECKLIST

ACAT SPECIAL INTEREST, IAM, & IAC

___
NAVSEA CIO Concurrence (also IA DCIO)


___
DON CIO Concurrence


___
DOD CIO Approves IA Strategy & Certifies CCA Compliance


ACAT IC, ID, II

___
NAVSEA CIO Concurrence (also IA DCIO)


___
DON CIO Approves IA Strategy & Confirms CCA Compliance


ACAT III, IV

___
NAVSEA CIO Reviews and Confirms CCA Compliance (also IA DCIO)
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