NAVSEA IM/IT Strategic Plan – Final Draft 3.0




[image: image5.emf]
NAVSEA IM/IT Strategic Plan

IM/IT Strategies for Business Transformation: 
2004-2006

Final DRAFT 

Executive Summary

NAVSEA 00I is a strategic partner to the NAVSEA business units.  The NAVSEA Command IO establishes strategic direction, implements policy and provides the professional management and operational services needed to implement Information Technology capabilities in support of the Navy’s 21st century missions.  This document defines IM/IT (Information Management/Information Technology) strategies that support the business transformation goals of NAVSEA.  Following the direction set by the NAVSEA Commander’s Guidance 2004 and regulatory mandates to establish business-driven information architecture plans, the NAVSEA IM/IT Strategic Plan is the first product of an ongoing business planning process for IT under the office of the NAVSEA Command IO.  The Strategic Plan defines goals and actions for the NAVSEA Command IO that establish the fundamental attributes of an effective IT organization: business-driven IT services; business-driven management of the application portfolio; and effective IT governance.   

NAVSEA IM/IT Goals

NAVSEA efforts to improve the effectiveness core capabilities such as acquisition, logistics, engineering and maintenance are dependent on information management strategies for their success.  The NAVSEA IM/IT Strategic Plan defines goals and related IT services that aim to deliver IT capabilities needed for integrated business processes and organizational collaboration.  

In addition to the goals put forward in the DON CIO Strategic Plan, NAVSEA-specific goals include the following:  

Goal 1) Align IT services with business and mission needs. 
Goal 2) Consolidate application portfolio and hosting infrastructure. 
Goal 3) Enhance IM/IT Governance structures and processes. 

NAVSEA IM/IT Services

Following from these goals and those of the DON CIO IM/IT Strategic Plan are a set of services that describe the operational and longer-term strategic role of the NAVSEA Command IO in enabling the IT capabilities needed for business transformation.  These services include network operations, NMCI transition support, information assurance, portfolio management, systems integration, enterprise IT planning and governance.  

As IT goals are met and business needs change, there will be a corresponding change in IM/IT services.  In particular, those services that support complex programs involving process integration, such as Converged ERP, will become increasingly important.  These business integration services will help create the infrastructure for process integration and manage the changes in IT governance needed to support the integrated business environment.  

Next steps 

The following action items identify the short-term focus for IM/IT planning activities within the NAVSEA Command IO’s office: 

· Develop definition of IT services in relation to business unit requirements and NAVSEA transformational objectives. 

· Develop the IM/IT Business Plan and integrate with business unit execution plans.  

· Establish an ACIO Working Group to identify issues of common concern, opportunities for multi-business unit Lead Initiatives, and implementation of best practice across NAVSEA business units.  

· Revise IM/IT Instruction and develop an IT Governance Process for the NAVSEA enterprise. 

· Develop a Portfolio Management Plan to support IM/IT investment evaluation, investment decisions, and performance management.  

· Improve the frequency and quality of communications with NAVSEA customers via IM/IT policy development, business planning, and development of IM/IT web resources.  
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Introduction 

Role of the IM/IT Strategic Plan 

The Strategic Plan establishes the overall context for implementing IT policy, governance and business practices for IT investment decisions and program management.  This context is in part determined by established strategies and plans of lead agencies, particularly OSD, CNO, and DON CIO.  Complementing that high-level view is the perspective of the NAVSEA business units, which have ongoing operational requirements.  The Strategic Plan is an evolving document that aims to capture both perspectives in a way that can be implemented and measured in business plans and programs.  

Other documents will complement the Strategic Plan in capturing and guiding the implementation of IT business practices.  These include: 

· The NAVSEA Business Plan – defines directions for implementing the Strategic Plan in terms of a year long perspective on key IM/IT programs administered within the office of the NAVSEA Command IO and within the business units.     

· The NAVSEA Portfolio Management Plan – defines how IM/IT investments are to be evaluated and monitored in relation to business impact, program risk, and performance. 

· The Revised NAVSEA Instruction on Information Management Authority– defines core IM/IT policies, roles, responsibilities and best practice principles.  

Strategic Plan Purpose and Objectives 

The overall purpose of any strategic plan is to establish goals and objectives that guide management decisions and investment.  The Strategic Plan aims to extend the overall goals and objectives stated in the DON Information Management and Information Technology Strategic Plan to the NAVSEA operational environment.  More specifically the goals of the Strategic Plan can be summarized as follows: 

1. To set a direction that will help NAVSEA implement best practice for IT management.  

2. To integrate NAVSEA IT Planning with Navy, DoD and other federal information management initiatives 

3. To provide a foundation for IT business planning and portfolio management. 

4. To define the role of the Office of the CIO in providing services to PEOs and Directorates. 

5. To set a direction that will move NAVSEA toward a well-delineated enterprise architecture, as mandated by the Clinger-Cohen Act. 

IT Strategic Planning Principles and Context 

Role of the NAVSEA Command IO

In strategic partnership with the NAVSEA business units, the office of the NAVSEA Command IO exists to provide NAVSEA with a source of independent analysis of information alternatives, and technical computer skills to manage core IT processes, programs, and systems.  The office of the NAVSEA Command IO serves two complementary roles.  The office acts as the NAVSEA central point of coordination for IT policy and governance.  In this role, it sets strategy and policy that derive from DoD and Navy direction and mission objectives.  The office also offers a set of services that support the use of IT in the NAVSEA business units, both at headquarters and in the field.  

IT Service View

The services provided by SEA 00I enable NAVSEA to use IT to meet the Navy’s mission objectives.  These services derive from business and IT requirements which address such issues as: 

· IT infrastructure

· Information assurance 

· Application development management, standards and interoperability

· Information and knowledge management 

· IT investment management and contract management

· IT performance management

· Business process / service change 

· Workforce management 

The goals defined in the DON CIO IM/IT Strategic Plan present a synthesized view of these requirements and the general types of actions needed to meet them.  The services required of the NAVSEA Command IO are defined based on these goals as well as NAVSEA-specific business requirements.  The IT services satisfy policy objectives, such as those connected with infrastructure security, commercial rights, and protection of privacy.  They also aim to relieve administrative and technical burdens on the business units and enhance their ability to optimize the use of IT resources.  

IT Governance View 

IT governance is a critical function for enabling the implementation of IT policy, standards, and processes for making IT investment decisions and monitoring their results.  The NAVSEA Command IO is the central coordination point for governance.  Strategic and business planning processes are one part of IT governance.  IT governance also addresses the implementation of policy and standards for IT functions such as application development, systems integration, and information assurance.  The consistent implementation of these ways of doing business is critical to the achievement of basic IT capabilities such as interoperability, information assurance, and the integrity of the data that supports the warfighting mission. 

Strategic Implementation View 

A strategic view, without a viable plan of action, is of limited value.  While implementation details will be worked out in the NAVSEA Business Plan, the Strategic Plan will give a long-term perspective on the implementation strategy.  The implementation requirements of the strategic plan will be detailed in the NAVSEA IM/IT Business Plan.  It is nevertheless useful to provide a high-level picture of IT implementation strategies and short-term actions.  

Strategic Planning Process 

The strategic planning process (see Figure 1) is designed to build consensus and focus attention on IT management practices and investment decisions.  The process will involve NAVSEA business unit leadership at key stages in the development and implementation of the strategic plan.  In the current phase of strategic planning, a number of NAVSEA business units have been interviewed, with a view to identifying linkages between business objectives and IT programs.  The goal is to understand what IT services are needed to support key NAVSEA programs.  Some of these services are, or need to be, provided by the office of NAVSEA Command IO.  The IT services may include application development, information assurance, risk management, Clinger-Cohen Act compliance and other capabilities needed to manage IT investments.  These capabilities define the value of the services that that NAVSEA Command IO provides to the business units, the main customers of the NAVSEA Command IO.  
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Figure 1. Strategic Planning Process.

This strategic planning process will act as a basis for obtaining further input from the business units, which will be used for refining the Strategic Plan and developing the implementation strategies and plans to be expressed in the NAVSEA IM/IT Business Plan.  Additionally, the Strategic Plan will be a foundation for setting direction for the newly constituted ACIO Working Group.  As elaborated in the Implementation Strategy section, the ACIO Working Group will address issues of common concern to the business units, and establish and support plans of action that can be of benefit within and beyond individual business units.  

IT Mission and Business Context 
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Figure 2. Strategic Planning Context.

As shown in Figure 2, the NAVSEA IM/IT strategy is a product of a number of complementary forcing factors.  Some of these mandates derive from the Federal Enterprise Architecture (FEA) requirements that have been produced by OMB.  The enterprise architecture models are supported by a number of policies that specify how agencies should conform to legislative requirements embodied in the Clinger-Cohen Act and other laws and regulations.   

In addition to legislative mandates, the top down constraints and influences include knowledge of industry and government best practices, as well as information strategic business requirements specified by OSD and CNO.  Working within these upper-level requirements, the strategic plan must address the ongoing business needs of the NAVSEA business units.  The short-term actions must also reflect resource constraints as well as longer-term strategic and operational requirements that the plan aims to satisfy.  

NAVSEA Charter for Business and IT Transformation 

Achieving the strategic goals of Sea Power 21 will require fundamental changes in the business processes that support acquisition and operations.  It is widely recognized that changes in business processes involve a coordinated transformation in organization, business practices, as well as the use of IT to coordinate the changed business processes and achieve efficiencies in the use of human, physical, and systems resources.  

NAVSEA Commander’s Guidance 2004

All of the NAVSEA business units are involved in a profound transformation of business practices designed to reduced operational costs and enhance warfighting capabilities.  This business transformation is detailed in the NAVSEA Commander’s Guidance 2004.  In that guidance, which informs various sections of this plan, a number of initiatives are referenced that both improve existing processes and also establish new modes of integrating operations for the benefit all NAVSEA stakeholders.  In many of these initiatives, IT plays an important role.  

DON CIO IM/IT Strategic Plan 

The DON CIO IM/IT Strategic Plan establishes a framework for the Navy-wide use of information technology and management processes in the Navy.  The goals, objectives, and initiatives defined in that plan address immediate and ongoing needs for implementation of the required IM/IT capabilities within NAVSEA.  

Memorandum of Understanding between Commander, NAVSEA and DON Deputy CIO: Description of Taskings and Responsibilities for Echelon II CIOs 

This Memorandum of Understanding (MOU) establishes the roles and responsibilities of the DON Deputy Chief Information Officer and those of the NAVSEA Command Information Officer (CIO).  The MOU defines responsibilities for the management of the Navy’s Information Technology, Clinger-Cohen Act requirements, and other mandates.  The MOU affirms the dual reporting relationships for the Echelon II Command Information Officers with their established chains and the DON Deputy CIO (Navy). It also defines tasking for core IM/IT activities such as the FAM process and inventory tracking.  

Management Initiative Decision No. 905 (MID-905) – Net-Centric Business Transformation and eGovernment

MID-905 defines DoD-wide direction for implementing network and other technology infrastructure required for network intensive applications, networked business processes, and other requirements for implementing the vision of the Global Information Grid (GIG).  MID-905 also establishes business objectives including the elimination of redundant systems, streamlined IT acquisition processes, and e-government initiatives for lower-cost business processes and improved access to information and system functionality.   

Federal Information Security Management Act of 2002 (FISMA)

The act establishes the authority and mandate to implement and monitor security policy throughout the NAVSEA (and Federal) IT infrastructure and organization.  Within NAVSEA, that responsibility lies with the Deputy CIO for Information Assurance.  

IT Role in NAVSEA Business Transformation 

The NAVSEA Commander’s Guidance 2004 delineates a set of phased actions for business transformation that impacts all NAVSEA business organizations.  

As expressed in the Navy Transformation Roadmap, 

The top business priority is to identify and protect the required resources to sustain the core capabilities needed by our naval forces.  Improvement of business practices to achieve end-to-end capabilities in the most economical fashion possible will be central to effective transformation.

The execution plans that follow from the Commander’s Guidance will act to meet this objective.  

After the HQ/PEO organizational realignment carried out in Phase I, the transformation strategies in Phase II addressed functional realignment for the Shipyards and Warfare Centers.  In Phases III and IV larger transformation benefits are being realized in terms of process integration across business units and standardization of IT systems and networks across the extended enterprise.  Eventually, this transformation will enable consolidated management of processes and systems for enterprise functions like ERP.  The ultimate objective is to enhance efficiencies and reduce costs.  In turn, the standardized business platform will make possible the type of rapid response and surge capability envisioned by the ambitious strategic concept of Sea Power 21.  Examples of the use of IT to support the business transformation goals in the President’s Management Agenda and Sea Power 21 are provided below.  

Process Integration and Reusability

Organizational realignment and process improvement efforts establish a basis for deeper changes in business operations and use of human, financial, material and informational resources.   The reuse of business capabilities and IT resources across business units is where the opportunity and complexity of business process integration emerges.  A number of initiatives address these issues.  

Common Platform and Standards 

The Navy-wide NMCI program, which touches virtually every NAVSEA desktop, represents an important step in creating a standard platform for application deployment.  The parallel effort to simplify the approved set of conforming applications adds to the benefits of standardization in terms of reduced support and training costs, with enhanced reliability and security.  The common platform reduces the time needed to deploy new applications and modifications of old ones and offers the potential for the new capabilities required of the net-centric environment.  

Extending the Common Infrastructure 

A number of NAVSEA business units are extending the NMCI technical infrastructure to implement a common infrastructure for targeted business processes and extended enterprise relationships.  In addition to the Warfare Centers, Shipyards have implemented standard, consolidated systems among locations with a common business purpose.  NEMAIS and Converged ERP represent perhaps the most dramatic and encompassing example of a common infrastructure for collaborative business processes.  The challenge will be to coordinate complex migration paths for multiple information systems, existing datasets, and applications with business process changes that can take advantage of the integrated technical platform.  

Changes in Systems Engineering `

As the DoD implements modular and joint programs for weapon systems acquisition and operation, integration issues become more prominent.  The manner in which systems interoperate affects all processes involved in the weapons systems life cycle.  The importance of integration capabilities is one reason for the realignment that created the three new directorates SEA 03, SEA 05 and SEA 06, all of which address integration capabilities for human systems, ship design, and the weapons systems that operate on the sea-based platforms.  

A number of additional initiatives address integration challenges, each of which is an illustration of the role of IT governance the need for tool-based standards for systems engineering processes.  There are several examples among the engineering directorates and Warfare Centers.  

· SEA 06 – Warfare Systems Engineering –  has begun an effort to standardize systems engineering processes within the directorate and within contractor organizations.  The use of automated tools and systems engineering processes like the Rational Unified Process may play a role in reducing risks and enhancing interoperability among both organizations and systems.  

· SEA 04 – Naval Shipyards – has initiated a consistent process for IT governance.  The program addresses issues of platform standards, configuration management, and application maintenance.  

Business Unit Input 

Interviews with the NAVSEA business units have pointed to a number of needs and opportunities for improved management of IM/IT programs.  Some of these issues are already reflected in Navy strategic plans and policy documents.  MID-905, for example addresses the need for streamlined acquisition processes and opportunities for reuse of IT capabilities across business unit boundaries.  A number of additional needs and opportunities were identified by the ACIOs and others responsible for implementation of IM/IT strategies.  

The perspectives of the business units included the following points:

1) Successful deployment of complex systems requires IM/IT governance to standardize application development and systems integration practices.  

The new emphasis on joint systems development, deployment and operations puts new demands on systems integration.  Where previously integration and testing could be left to a single organization or prime contractor, complexity and breadth of systems in the net-centric environment requires a more deliberate approach.  Integration efforts to support horizontal fusion goals require tools and governance processes designed to manage that complexity.  

2) There should be a balance between standardized requirements and business unit specific practices.  

Business units recognize the value of shared resources and elimination of redundant systems and business processes.  There is also a need to preserve capabilities that may be specific to the business units and which may be supported by existing systems built to meet local business requirements.  

3) ACIOs can profit from a joint working group to resolve common problems and solutions.  

A number of ACIOs have suggested the value of an ongoing working group to address issues of common interest, including implementation of standards, eliminating redundancies, sharing experience in process integration and IM/IT infrastructure implementation.  

4) IT policy and governance must address multiple channels for IT investment. 

IT budgets controlled by the NAVSEA Command IO represent only a fraction of actual IT spending.  The majority of IT is channeled through acquisition and other vehicles.  IT governance needs to be addressed through a dual focus on practices within the business units and on practices that can be best coordinated by the NAVSEA Command IO.  

5) There is an opportunity for implementing best practice across the NAVSEA business units.   

Each business unit has distinct areas of excellence in IM/IT management practices.  These areas of expertise include portfolio management, configuration management, and systems integration.  There is an opportunity for the NAVSEA Command IO to facilitate sharing of experience and best practice across the NAVSEA business units.  

6) IT management requirements, such as system and application data calls, should impose minimum disruption to ongoing activities.  

Management of IT resources and investments requires data to make appropriate decisions.  Ideally, much of that data gathering process should be automated or impose a minimal burden on the business units that supply the needed information.  

IM/IT Strategic Goals to Support Business Transformation

Target Environment for IM/IT Management 

IM/IT strategies are driven by two images of IT operations.  One is the understanding of the current environment.  The other is a concept of best practice for future IM/IT operations.  Key features of the future IM/IT environment are well accepted by both industry and government organizations.  On the federal side best practices have been defined by a number of standards and guides to IM/IT management.
  The target operating environment reflects best practice such as those captured in the Capability Maturity Model (CMM) for systems development and standards for investment evaluation in the Capital Planning and Investment Control (CPIC) process.  

Some operating principles that are characteristic of the target environment include: 

· Business needs drive IT strategy and services. 

· IT governance implements consistent IT policy and standards across business units.

· Reusable business and IT service capabilities reduce costs and enable rapid response to changing requirements.  

· A common infrastructure enables rapid, low-cost deployment of applications and services 

· IT investment is to be based on a formal process of investment evaluation and prioritization (portfolio management and capital planning). 

· System standards and data management enable leveraged use of critical data across systems and business units.  

· Visible governance structure, policy and performance measures enable tracking and correction of implementation strategies.  

NAVSEA IT Goals and Objectives 

The NAVSEA goals and objectives provide the overall framework for focusing effort on IT services delivery and business transformation.  One set of goals has already been defined and vetted by the DoD and DON CIO.  It is the responsibility of the NAVSEA Command IO to coordinate the implementation of these goals within the office of the CIO and within the NAVSEA business units.   

Complementing these goals of the DON IM/IT Strategic Plan are NAVSEA specific goals.  These address specific needs for changing information management practices in the NAVSEA environment.  

DON CIO / NAVSEA goals and objectives

The following summarizes the DON IM/IT Strategic Plan goals and some responses that are being implemented within NAVSEA.  

	DON CIO IM/IT Strategic Plan Goal
	NAVSEA Response

	Goal 1. Develop and maintain a secure, seamless, interoperable Naval IM/IT infrastructure.
	Complete NMCI infrastructure modernization program to implement enterprise-wide standard desktop and server infrastructure. 

Develop and implement strategy for enterprise server consolidation.  

	Goal 2. Transform applications and data into web-centric Naval capabilities.
	Ensure that applications conform to web-based information access and e-business capabilities. 

Apply rationalization process to simplify physical and logical data structures and applications. 

Eliminate legacy applications.  

Implement integration and configuration control management practices within business units.  

Support implementation of enterprise applications, and consolidation and modernization of legacy applications.

	Goal 3. Provide Full Dimensional Protection that ensures Naval warfighting effectiveness.
	Develop and implement plans and guidance for IA, Critical Infrastructure Protection, and privacy.  

Support IA awareness in NAVSEA business units 

Oversee implementation of data protection requirements across enterprise.  

Support programs for implementation of Smartcard PKI access.  




	Goal 4. Ensure Naval IM/IT investments are selected, resourced, and acquired to optimize Naval mission accomplishment.
	Support NAVSEA capital planning processes for evaluation of IT investments.  

Implement rationalization and portfolio management processes to select investments with high mission impact, and minimize costs of legacy application support.  

Review and consolidate applications to meet Navy ERP requirements (see NAVSEA Goal 2).  

Use portfolio management processes and tools to monitor performance measures of IM/IT investments.

Support implementation of total cost-of-ownership model for IM/IT investments.

	Goal 5. Create optimized processes and integrated systems that enable knowledge dominance and Naval transformation.
	Establish standards for tool-based systems integration processes.  

Support consolidation of applications (see NAVSEA Goal 2). 

Streamline IM/IT governance structures to align with other strategic goals and initiatives.   

	Goal 6. Shape the IM/IT workforce of the future
	Identify skills requirements to guide implementation of best practices in systems development and IM/IT management.  

Support implementation of eGovernment initiatives across NAVSEA business units.  


NAVSEA IM/IT goals 

In addition to the goals defined in the DON CIO IM/IT Strategic Plan, the NAVSEA Command IO recognizes that there are NAVSEA requirements that need to be captured in NAVSEA-specific goals and objectives.  The NAVSEA IM/IT goals are designed to satisfy three constraints:

· to complement DON CIO goals and objectives.

· to support objectives in NAVSEA Commander’s Guidance 2004.

· to enable core IT governance capabilities.  

In line with these requirements, NAVSEA IM/IT goals address three key opportunities for enhancing IM/IT capabilities and business impact.  These opportunities are alignment of IT services with the Navy mission, simplifying and unifying IT application portfolio, and implementing appropriate IT governance processes.  Associated with the goals described below are measurable objectives and actions to be executed according to the business plan. 

NAVSEA Goal 1: Align IT services with business and mission needs

Context 

One of the main thrusts of the NAVSEA Commander’s Guidance 2004 is the alignment of NAVSEA resources with the NAVSEA mission.  The alignment of IT services impacts the Navy mission in three ways: 

· Reduced cost for IT permits greater expenditure on mission activities. 

· Improved processes enhance responsiveness and performance to meet mission goals. 

· Reduced cost of business processes saves money that can be used support warfighter needs.  

Aligning IT services with NAVSEA mission needs complements the organizational realignment that has focused NAVSEA organizational structures on mission objectives.  A corresponding realignment of IT services within the office of the NAVSEA Command IO and within the business units will support process integration initiatives and improve efficiencies of services that manage and deliver information critical to Navy operational units.  

Objectives – measures

· Improve responsiveness and efficiency of IT service delivery.  

· Reduce non-program funded IT services with customer-sponsored services.

· Align business unit service requirements and NAVSEA Command IO services  

· Improve response to customer operational needs.  

Actions 

· Carry out business planning process to focus IT services on NAVSEA strategic and operational business requirements.  

· Implement customer-funded service delivery business model.

· Adapt operational support to changing needs of customers and Navy IT environment. 

NAVSEA Goal 2: Consolidate application portfolio and hosting infrastructure. 

Context 

The FAM Rationalization process has made great strides in simplifying the application portfolio that is permitted to reside on the NMCI infrastructure.  That process shall continue until the Navy meets is goal of having fewer than 2000 applications, down from 67,000 prior to NMCI.  It will act as a foundation for a more formal and comprehensive approach to IT portfolio management.  The aim is to implement a simplified application portfolio that is both more reliable, mission-focused and less demanding of IT resources.  

Objectives – measures

· Reduce number of legacy applications

· Reduce cost of hosted applications 

· Control initiation of new applications and upgrades

· Reduce complexity and enhance reliability of application infrastructure 

· Reduce time-to-market for application modification, migration and deployment

· Improve performance monitoring of application development processes 

Actions 

· Continue FAM Rationalization Process and implement approach to Portfolio Management 

· Support initiatives for enterprise application consolidation and unified application deployment 

· Implement policy for authorization of new and modified applications.  

· Support business unit implementation of standard system engineering practices and tools.

· Implement server consolidation of enterprise applications. 

NAVSEA Goal 3:  Enhance IM/IT Governance structures and processes 

Context 

Many of the Navy’s most important strategic initiatives – system interoperability, process integration, and reducing the cost of IT systems and support – depend on IM/IT Governance.  Governance processes implement standards, organizational structure for investment evaluation and performance monitoring, business planning practices, and other mechanisms for ensuring consistent procedures for IT management and system operations.  

Objectives – measures

· Improve communications of IM/IT policy, goals, strategy

· Increase scope of CCA compliance – Measure: number of CCAs supported and processes. 

· Improve conformance to IM/IT Governance requirements

· Achieve efficiencies through implementation of best practices in the business units

· Reduce administrative burden for responding to regulatory and other IT management requirements

· Ensure NAVSEA programs and system operations comply with statutory and regulatory requirements. 

Actions

· Implement standard business planning processes 

· Develop Strategic Plan and Business Plan 

· Develop Standard Operating Procedures

· Develop Enterprise Portfolio Plan 

· Develop revised IM/IT Instruction 

· Use the web to enhance visibility of existing policy and NAVSEA Command IO IT service capabilities 

·  Establish and support ACIO working group to accelerate adoption of best practices among business units.  

· Implement lead best practice initiatives / Eliminate IT functional redundancy across NAVSEA business units  

· Establish process for business unit input to policy development and support for implementation of policy and standards within business units. 

It should be noted that, in some cases, an action may support more than one goal.  For example, portfolio management impacts both NAVSEA Goal 2 – Simplify application portfolio and NAVSEA Goal 3 – IM/IT Governance.  Implementation of business planning processes supports NAVSEA Goal 1 – Align IT services and NAVSEA Goal 3.  A summary of proposed actions and relationships to the NAVSEA goals are shown in the following table.  More detailed tasking associated with the actions will be developed in the NAVSEA IM/IT Business Plan.  

	IM/IT ACTIONS
	NAVSEA IM/IT Goal
	1) Align IT services with business and mission needs
	2) Consolidate application portfolio and hosting infrastructure
	3) Enhance IM/IT Governance structures and processes

	Goal 1 actions
	
	
	

	Carry out business planning process to focus IT services 
	(
	
	(

	Implement customer-funded service delivery business model
	(
	
	

	Adapt operational support to changing needs of customers and Navy IT environment
	(
	
	

	Goal 2 actions
	
	
	

	Continue FAM Rationalization Process and implement approach to Portfolio Management 
	
	(
	(

	Support initiatives for enterprise application consolidation and unified application deployment 
	
	(
	

	Implement policy for authorization of new and modified applications.  
	
	(
	(

	Support business unit implementation of standard system engineering practices and tools.
	
	(
	(

	Implement server consolidation of enterprise applications. 
	
	(
	

	Goal 3 actions
	
	
	

	Implement standard business planning processes
	(
	
	(

	Develop revised IM/IT Instruction
	(
	
	(

	Use web to enhance visibility of existing policy and NAVSEA Command IO IT service capabilities  
	
	
	(

	Establish and support ACIO working group to accelerate adoption of best practice among business units
	(
	(
	(


Table 1. Impact of Actions on NAVSEA IM/IT Goals.

Implementation Strategy 

Just as NAVSEA is transforming the way it does business, the NAVSEA Command IO must continually recalibrate how it serves the warfighting and business objectives of the NAVSEA community.  From the near-term perspective of the business unit customers, the IM/IT services can be divided into two categories: 1) services that address existing management regulatory and IT support requirements, and 2) services that focus on enhancing business performance and results.  In the latter category are services, which, for example, address interoperability requirements and implementation.  The NAVSEA Command IO must address these dual responsibilities – responding to policy, legislation and other mandates on the one hand, and responding to the strategic IT requirements of the business units on the other.  
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Figure 3. IT Service Benefits

IT Evolution Strategy 

The service descriptions that were used to describe the capabilities for the NAVSEA Command IO office are a snapshot in time of how the office can serve its business unit customers.  As the needs of the business units change, so will the needed IT services.  Ongoing IT planning processes will, hopefully, permit required IT services to evolve as the business needs change.  

We can imagine three stages in the evolution of the IT and business environment.  

Stage 1 – Organizational realignment and business process improvement

The NAVSEA Transformation aims to produce a leaner organization that can address issues of systems integration and implement more efficient business processes to meet mission objectives at lower cost.  

IM/IT Focus: 
Planning processes and IT governance 

At this stage, a key focus for IT services is establishing a foundation for IT governance.  Part of that governance process is the business planning process that coordinates the interdependent business units and IT service organizations.  The Strategic Plan, Business Plan and Portfolio Management Plan are products of that effort.  

Stage 2 – Business process integration

The business transformation aims to integrate business processes across the NAVSEA business units, SYSCOMs, and into the extended enterprise of contractors, research facilities and coalition partners.  

IM/IT Focus: 
Infrastructure for extended enterprise – service-oriented integration initiatives 

IM/IT initiatives support implementation of technology intensive programs like Supply Chain integration (Converged ERP), autonomic systems integration, and web service / XML-based service architectures.  

Stage 3 – Rapid-response business services

The vision of delivering capability to the edge is realized though linked business services that can respond rapidly to altered conditions in the warfighting environment.  Business services and warfare systems become reconfigurable with support services changing in relation to new business requirements.  

IM/IT Focus: 
GIG / Net-Centric capabilities in the extended NAVSEA enterprise

IM/IT supports implementation of the GIG and the service delivery infrastructure that now is integrated into the extended enterprise.  

IT Services Evolve to Enable Business Transformation 

The evolution of IT services is a natural consequence of changes in business operations, such as those outlined in the NAVSEA Commander’s Guidance 2004.   Ideally, these changes in IM/IT capability and business capability will evolve to support of the business and mission values of the organization.  The impact of IT services can be expressed in terms of the value chain pictured in Figure 4.  In this view, IM/IT services supplied by the NAVSEA Command IO and the business units create capabilities which enable process improvement and process integration efforts such as unified financial management and Converged ERP.  These initiatives, in turn, affect measures of business efficiency and mission capability.  
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Figure 4. IT Service Value Chain

In the course of the next several years, operational services such as those that support the NMCI transition will decrease in importance.  Other services such as those that support complex process integration programs like Converged ERP, will become more prominent.  These services will help create the infrastructure for process integration and manage the transition of business process and IT infrastructure to support the integrated business environment.  The value chain with the future service environment is shown in the preceding figure.
Strategic Implementation Tools 

Many of the initiatives outlined in the Commander’s plan for NAVSEA business transformation depend on effective use of information technology and management practices.  This in turn depends on implementing a corresponding change in how information technology is managed in the NAVSEA environment and in the extended enterprise of the SYSCOMs, DoD components, and industry partners.  A number of tools that will help effect the change in IM/IT management to meet the needs of the NAVSEA Transformation.  These include: 

· Strategic plan – The Strategic Plan establishes the overall framework for IM/IT change in management practices and investments in core services and initiatives.   

· Business Plan – The Business Plan translates the imperatives of the Strategic Plan into specific actions, programs, milestones, and measures that aim to meet strategic objectives and operational requirements.  

· IT Governance and Best Practice – Through documents like the IM/IT Instruction and other vehicles for communicating best practice, IT governance processes implement best practice in IM/IT management across the business units. 

· ACIO Working Group – ACIOs are the managers responsible for implementing best practice within their respective business units.  The working group will address issues of common concern and enable centers to best practice and areas of expertise to be extended across the NAVSEA business units.  

· Lead IT Initiatives – The NAVSEA Commander’s Guidance 2004 points to a number of initiatives that act as models for NAVSEA wide business transformation.  This model has also shown success in federal e-Government programs.  Similarly, NAVSEA can benefit from IM/IT initiatives, such as collaborative project management, which can serve as models for NAVSEA-wide implementation.  

· Portfolio Management and Monitoring – Portfolio management is the process by which IT investments are evaluated and monitored in relation to business impact, implementation risk, and project performance.  It is a key tool for ensuring that IM/IT investments have maximum impact on business transformation objectives.  The Portfolio Management Plan and Enterprise Portfolio Plan will address portfolio management requirements for NAVSEA.  

· Performance Feedback and Adaptation – IM/IT strategies and programs must continually adjust to the business requirements of the NAVSEA business units.  Through the ACIO working group and going contact with the recipients of NAVSEA Command IO services, plans and services will adapt to changing business needs.  
Next steps 

The following action items identify the short-term focus for IM/IT planning activities within the NAVSEA Command IO’s office: 

· Develop definition of IT services in relation to business unit requirements and NAVSEA transformational objectives. 

· Develop the IM/IT Business Plan and integrate with business unit execution plans.  

· Establish an ACIO Working Group to identify issues of common concern, opportunities for multi-business unit Lead Initiatives, and implementation of best practice across NAVSEA business units.  

· Revise IM/IT Instruction and develop an IT Governance Process for the NAVSEA enterprise. 

· Develop a Portfolio Management Plan to support IM/IT investment evaluation, investment decisions, and performance management.  

· Improve the frequency and quality of communications with NAVSEA customers via IM/IT policy development, business planning, and development of IM/IT web resources. 

� See for example CIO Executive Guide, GAO-01-376G.   
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