Clinger Cohen Act Compliance Policy

The Clinger-Cohen Act (CCA) of 1996 required the Department to appoint a DoD Chief Information Officer (CIO) and a CIO for each Military Department.  The CIO’s primary responsibility is to oversee investments in information technology (IT) (including National Security Systems (NSS)) to ensure that the Department’s IT systems are interoperable, secure, properly justified and contribute to mission goals.  Additional legislative requirements for certification of Major Automated Information System (MAIS) compliance with the CCA and for registration of mission critical and mission essential IT systems have been imposed by recent DoD Authorization and Appropriation Acts.


Compliance with the CCA is required for all IT systems, including those in weapons and weapons systems programs.  The requirement for certification of compliance with the CCA, as required by DoD Appropriation Acts, is limited to MAIS programs as explained in DODI 5000.2.  Registration requirements in the DoD Appropriations Act are for mission critical and mission essential IT systems (including NSS).

CCA Requirement

(1) Make a determination that the acquisition supports core, priority functions of the Department.

(2) Establish outcome-based performance measures linked to strategic goals.

(3) Redesign the processes that the system supports to reduce costs, improve effectiveness and maximize the use of COTS technology.

(4) No private sector or government source can better support the function.

(5) An Analyses of Alternatives has been conducted.

(6) An economic analysis has been conducted that includes a calculation of the return on investment; or for non-AIS programs, an LCCE has been conducted. 

(7) There are clearly established measures and accountability for program progress.

(8) The acquisition is consistent with the Global Information Grid policies and architecture, to include relevant standards.

(9) The program has an information assurance strategy that is consistent with DoD policies, standards, and architectures, to include relevant standards.

(10) To the maximum extent practicable, (1) modular contracting has been used, and (2) the program is being implemented in phased, successive blocks, each of which meets part of the mission need and delivers a measurable benefit, independent of future blocks.

(11) The system being acquired is registered.

