NSWC Port Hueneme Division SCM 2/21/2001 

SITE CONCURRENCE MEMORANDUM (SCM)

FOR

PORT HUENEME DIVISION, NAVAL SURFACE WARFARE CENTER

UNDER THE NMCI CONTRACT (N00024-00-D-6000)

1. INTRODUCTION
In accordance with the terms of the Navy/Marine Corps Intranet (NMCI) contract, Electronic Data Systems Corporation and its partners, known collectively as the Information Strike Force (ISF), will assume responsibility for the operations, maintenance, and support of the existing information technology (IT) infrastructure at the Port Hueneme Division, Naval Surface Warfare Center (PHD NSWC).  Acceptance of these tasks will be known as Assumption of Responsibility (AOR).  AOR and the roles of PHD NSWC and ISF are defined in enclosure (1).

2. PURPOSE

The purpose of this Site Concurrence Memorandum (SCM) is to set forth the roles, responsibilities, and expectations of the ISF and PHD NSWC prior to transition to the Navy Marine Corps Intranet.  It will outline agreements and understandings between this command and the ISF on how operations will be sustained in order that there will be no adverse mission impact to the site or its customers.  Acceptance of this SCM by both parties will grant permission for the ISF to take control of the as-is IT infrastructure as identified in NMCI delivery orders and to begin planning for full conversion to the reengineered NMCI architecture.  In addition, upon acceptance of this agreement the ISF may begin being paid in accordance with the performance terms of the NMCI contract.    The SCM is intended to assist site and transition management personnel to prepare for transition activities.  The SCM does not override the language in the NMCI contract, but is considered a living document that details the working arrangement between the ISF and the site.

3. SCOPE

The terms of this SCM are applicable to all PHD NSWC personnel, government and military, at all sites.  On-site contractors, whether part of the ISF or not, will also be bound by the terms of this agreement as a requirement for doing business at this command.  This SCM will define the roles, responsibilities, and schedule for engineering development, installation, security, access requirements, cutover, and operation of the IT infrastructure to support Navy requirements at PHD NSWC, for both local and remote users (enclosure (2)) as identified in NMCI delivery orders.  Specific location issues will be addressed in appendices to this document.  

Due diligence has been exercised in development of this agreement, which will be subject to revision upon validation of network and desktop installations.  Additionally, this SCM will be reviewed and modified in accordance with a complete review and validation prior to proceeding to cutover.  Roles and responsibilities for transportation, storage, positioning, program support, physical access, work environment, IT support, quality of life, and installation of NMCI desktops at PHD NSWC locations as identified in all delivery orders are also defined.  

4. ROLES AND RESPONSIBILITIES

The SCM will verify and validate elements germane to AOR, as outlined in enclosure (1).  ISF assumes responsibility for the operation of the existing infrastructure, and will fund or provide long haul data services in accordance with the seat/services order for the site and as identified in enclosure (3).  PHD NSWC will continue to provide operation and maintain support to the identified legacy systems and hardware and those elements of the infrastructure that are excluded from NMCI transition.  These exclusions are defined in paragraph 4. 

To facilitate transition to NMCI, the PHD NSWC has designated the following Site Transition Team:
Government Representative
Position

Jamie Smith
PHD NSWC NMCI Transition Manager

David Alton
PHD NSWC NMCI Implementation Manager

Carroll V. Wheatley
Deputy Customer Transition Representative (DCTR)

Carol A. Davis
Activity Customer Transition Representative (ACTR)

Brian D. Kearns
Activity Customer Transition Representative (ACTR)

Alva I. Casteel
Activity Customer Transition Representative (ACTR)

Glenn H. Levay
Activity Customer Transition Representative (ACTR)

Dave Highfield
Information Assurance

David Haugland
PHD NSWC Security Manager

The ISF has designated the following site support representatives.  These persons shall be responsible for performance of obligations relating to due diligence activities, and shall be authorized to act on behalf of and make decisions for his or her party with respect to such due diligence activities.  

ISF Representative
Position

Brian Hammond
Southwest Regional Manager, ISF

Parker Benton
Site Transition Manager, ISF

Dan Morones
Site Delivery Manager, ISF

Lou Nick
Systems Engineering Technical Advisor

It is understood that all designed key personnel and support staff are assigned to these roles through cutover.  Individuals may be substituted for other permanent staff based on mutual agreement.  The identified personnel must be in place and capable to support the NMCI transition prior to AOR.  The ISF Site Transition Manager, Site Delivery Manager, and Systems Engineering Technical Advisor, and the PHD NSWC Implementation Manager and Activity Customer Transition Representatives will work together on a daily basis to support NMCI transition through cutover.

Enclosure (4) lists higher echelon support representatives for PHD NSWC operations, ISF contact information, and AOR operations personnel. 

The SCM is intended to assist site and transition management to prepare for upcoming transition activities.  The SCM addresses the following areas and issues including, but not limited to:
A. Pre-AOR Activities

(1) Government provides to ISF all existing Certification and Accreditation (C & A) documentation and/or grants Interim Authority To Operate (IATO/ATO) for the site.
(2) Government provides preliminary listing of mission critical legacy applications in use at the site.
(3) The Government will provide the ISF copies of site-wide software licenses and existing individual licenses and/or procurement documentation to substantiate the software being transitioned to the ISF under the NMCI as-is IT infrastructure as identified in NMCI delivery orders.
B. Post AOR Activities

(1) Program Support

(a) Access to senior management and decision-makers.
(b) The Site Delivery Manager (SDM) will communicate network status, plans, issues, and concerns to the Commanding Officer or his designated representative, and designated PHD NSWC IT POC as requested.
(c) The government and ISF will participate in weekly site transition meetings.
(d) Network changes and configuration are the responsibility of the Information Strike Force (ISF).
(e) Any changes that may potentially affect operations or alter systems capabilities will be coordinated through the CTR(s) at NAVSEA headquarters.  
(f) Detailed information will be provided on contracts, including maintenance, personnel, and transportation.
(g) Demarcation between government and ISF roles and responsibilities will be clarified
(2) Schedule Coordination

The transition schedule is the responsibility of the ISF.  The ISF will coordinate transition schedule activities on a not to interfere basis with operational commitments to ensure there is no adverse impact on the command’s mission.  Major transition schedule activities will be communicated to the CTR, who will inform and consult with the PHD NSWC Commanding Officer as necessary.  Both the command representatives and the ISF Managers must agree to any changes. 

C. Security

(1) Physical Security

(a) Each ISF member will be cleared to at least the Confidential level and to Secret where required.  If higher level of clearance is required, ISF will process the request through its corporate security office.

(b) Access to PHD NSWC is controlled.  ISF will develop a list of all personnel who require access to the command, including name, date of birth, place of birth and social security number, and submit the list to the STM, who will coordinate access with PHD NSWC and the cognizant base security office.  All personnel must have a valid pass prior to entering the base.  ISF will insure that all personnel requiring multiple visits to PHD NSWC will have a picture identification badge that clearly identifies them as an ISF contractor.  
(c) In order to support NMCI Service Level Agreements, the ISF staff will require 24/7 access to the base.
(d) Specific Building/Room Access 

Access may be required to specific facilities (server farms, wiring closets, etc) in support of NMCI.  When required, the site will provide access to specific buildings.  If access is needed on a regular basis, the site will take the appropriate actions to obtain unescorted access for the ISF individual(s).  The Government will provide the necessary documentation and support in order to obtain access. 

(e) Escorts

While in the process of obtaining building and/or facility badge/access, the ISF individual may require escort into these areas.  Government or ISF individuals, with the proper accesses, will provide this escort.

(2) Data Security

During the As-Is operations phase of the NMCI transition, PHD NSWC will continue to operate its network-monitoring intrusion detection systems.  In addition to the normal intrusion reporting process, the ISF security representative will be provided copies of the reports.

D. Facilities

Server farm space, administrative space, and warehouse space will be provided by PHD NSWC as shown in enclosure (5), or through agreements with Naval Base Ventura County.  

E. Desktop Implementation

This SCM will be reviewed and updated prior to cutover to ensure that desktop rollout causes minimal impact on users.

F. Quality of Life 

(1) Emergency Medical Services.  In case of medical emergencies, Government will provide or arrange for medical services for ISF members equivalent to DOD employees.  

(2) Privileges for ISF teams in such base facilities as the commissary, dining, Navy Exchange services, and post office, parking, and transportation will be the same as those accorded other contractor personnel.

G. Coordination

PHD NSWC and ISF agree that AOR and transition to NMCI is an interactive process and that, as events occur, either party may require additional information to achieve the transition.  ISF and PHD NSWC agree to work cooperatively together in good faith to ensure an orderly transition of services without interruption to ongoing operations during transition.

Where Government personnel are currently performing NMCI-like functions, the ISF requests access to these personnel for 30-90 days to transfer technical knowledge and to handle configuration and interface change support.  ISF and PHD NSWC will enter into a Navy Capital Fund (Work For Private Parties) agreement to ensure the availability of the current government IT experts during the transition period.  The purpose of this agreement is to assist ISF in its effort to provide continued uninterrupted service, not to provide technical training for ISF personnel.  Additionally, PHD NSWC employees will not perform NMCI-functions once AOR has occurred unless and until the Navy Capital Fund (Work For Private Parties) agreement has been concluded.  

H. Exclusions

Mission-related RDT&E, software development efforts, and legacy applications (enclosure (6)) are excluded from NMCI, and PHD NSWC will continue to provide necessary support.  Each application will be re-evaluated as technical solutions and operational risks are identified and mitigated, and remaining issues will be described in detail if solutions are not evident prior to IOC.

I. Special Interest Items.  The following areas of special interest outline how operations will be conducted in light of these agreements:

(1) Shared IT Cable Infrastructure – ISF will provide first response to fixing physical cable problems.  Repair will be coordinated with Naval Base Venture County for shared hardware and services.  These services will be provided at no additional cost to the Government.

(2) Site Support 

(a) Remote Sites.  PHD NSWC has a number of locations where there are fewer than ten people in a single organic unit in the geographic area.  These personnel currently connect to PHD via the PHD Shiva Remote Access Server (RAS), a local Internet Service Provider (ISP), or encrypted web browser.  They normally get hardware or software support on an as needed basis from local non-governmental resources, or by calling their departmental Information Systems Point of Contact (ISPOC).  At AOR, there will be no change in the method used to connect to PHD IT information and resources.  Remote users may elect to continue to use local non-government support if they wish, but if they contact the command for support they will be directed to the PHD IT Help Desk instead of their departmental IS POCs.  The IT Help Desk will 
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Assumption of Responsibility (AOR) Roles and Responsibilities

Assumption of Responsibility (AOR) is the date on which responsibility for operating the “as-is” environment and for work defined by ordered NMCI CLINs shifts from Government and its local contractors to the Information Strike Force.  AOR is a function of the NMCI Contract Execution Plan, but the date is not bound by the contract.  Actions listed herein have been accomplished to ensure a smooth and effective transition to NMCI AOR 

1. Activities that should be completed prior to AOR  

A. Strike Force activities prior to AOR:

(1) Detail displaced Government employees to the Information Strike Force Site Delivery Team (SDT) using the AOR date as the effective date, if any. 

(2) Recommend lease/license/contract transition logistics.

(3) Develop the change management communications plan.

(4) Establish the client advocacy program and incorporate into the SDT.

(5) Conduct initial site surveys.

(6) Develop site concurrence memorandum (SCM).  The SCM recommends Government and Strike Force responsibilities regarding modification of facilities and other NMCI support infrastructures.

(7) Provide concurrence as necessary to determine an AOR date.

(8) Survey, design, and order long haul circuits to support NMCI requirements with an installation date no earlier than AOR and no later than required to support NMCI service set rollouts.

(9) Identify preliminary GFF/GFE crypto equipment listing.

(10) Initiate designs for facilities and environmental support.

(11) Initiate designs for NMCI service sets.

(12) Initiate technical cutover planning.

(13) Address other significant issues as they arise.

B. Government activities at each user site prior to AOR:

(1) Assist in development of site transition plans.  Government activities include identification of “as-is” operational procedures, processes, people, hardware and software that will be affected by the NMCI task order and co-development of the transitional details affecting people, process and services following AOR.

(2) Identify Government employees who will be eligible for NMCI employment. 

(3) Prior to AOR, provide ISF a list of contractors and relevant contracts by site.

(4) Provide available license rights to use all NMCI software.

(5) Provide either existing C&A documentation or grant IATO/ATO for each site.

(6) Initiate termination/cancellation/modification actions, as appropriate, according to Information Strike Force – recommended lease/license/contract transition logistics, using AOR as the effective date of termination/cancellation/modification.

(7) Develop site concurrence memorandum (SCM).  The SCM recommends Government and Strike Force responsibilities with regards to modification of facilities and other NMCI support infrastructures.  Provide concurrence as necessary to determine an AOR date.

(8) Prior to AOR, provide copies of all leases by site that affect NMCI.

(9) Establish a site transition team.

(10) Provide preliminary listing of mission critical legacy applications.

2. After AOR, the Information Strike Force will be performing NMCI CLINs using “as-is” equipment, people, and processes, augmented as needed to insure continuity of operations.  The key is that the Strike Force is now in the position from a people, process and control perspective to affect the required architectural and infrastructure changes needed to achieve NMCI service levels.  

PORT HUENMENE DIVISION, NAVAL SURFACE WARFARE CENTER

SITE LISTING, DESIGNATION, AND SUPPORT

PURPOSE
The purpose of this enclosure is to list PHD NSWC remote sites, designate by means of connectivity, and promulgate contractor support that will commence at Assumption of Responsibility by the NMCI Information Strike Force.   

SITE
NUMBER OF SEATS
SITE DESIGNATION
HOW CONNECTED TO PHD
Contractor Name
Number
Augmented Work Force

Arlington, VA
13
Detachment
Direct
None
0


Baltimore, MD
1
Remote
Dial-up
None



Bremerton, WA
1
Remote
Dial-up
None



Bristol, TN 
1
Remote
Dial-up
None



Camden, AR
1
Remote
Dial-up
None



Louisville, KY
248
Detachment
Direct
SYS 
2


Mayport, FL
4
Remote
Dial-up
None



Mechanicsburg, PA
2
Remote
Dial-up
None



NAS North Island, CA 
1
Remote
Dial-up
None



New Orleans, LA 
1
Remote
Dial-up
None



Norfolk, VA
10
Remote
Dial-up
None
0


Pascagoula, MS
9
Detachment
Direct
None
0


Patuxent River, MD
1
Remote
Dial-up
None



Pearl Harbor, HI 
2
Remote
Dial-up
None



Port Hueneme CA
2780
Main Campus
Direct
SYS 

6

 



Verizon/GD
21






CST
2






SBAR
2






Anteon
2






INTRATEK











Portsmouth, VA
1
Remote
Dial-up




San Diego, CA 
60
Detachment
Direct
SYS

2

Scottsdale, AZ 
1
Remote
Dial-up




Seal Beach, CA
2
Remote
Dial-up




Sudbury, MA

Remote
Dial-up




Tucson, AZ 
11
Detachment
Direct
Logicon
 1 (partial)


Virginia Beach, VA 
48
Detachment
Direct
Logicon
1


Wallops Island, VA
1
Remote
Dial-up




Washington, DC
2
Remote
Dial-up




White Sands, NM, including one at White Sands Missile Range
3
Remote
Dial-up
NAVAIR



Yokosuka, Japan
2
Remote
Dial-up
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Task Name

Duration

1

NAVSTA Port Hueneme Site Operations

243 days

2

Pre-Phase 1 Activities

102 days

16

Network AOR

151 days

29

Cross Phase Activities

133 days

30
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133 days

52

Phase I

47 days

99

Phase IIA - Build Out

129 days

307

Phase IIB - Rollout/SLA Buildup
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330

Phase III - SLA Monitor
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335
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9/11

Sep

Oct

Nov

Dec

Jan

Feb

Mar

Apr

May

Jun

Jul

Aug

Sep

Oct

Nov

Dec

Jan

Qtr 3, 2000

Qtr 4, 2000

Qtr 1, 2001

Qtr 2, 2001

Qtr 3, 2001

Qtr 4, 2001

Qtr 1, 2002

[image: image8.wmf]

Echelon Representatives For PHD NSWC, ISF Contact Information, and AOR Operations Personnel

Program Support  Representatives
Position
Telephone

Gary Graupmann
Program Manager – Navy
(858) 577-2897

Bob Dofner
NAVSEA
(703) 602-9925

Doug Whalen
EDS
(703) 742-3245

Operations Reps
Position
Telephone

Joanne Mosig
Director Base Operations
(703)-742-2790

Rex Barfuss
Director of Transition
(703) 742-2135

Jamie Smith
NSWC PHD NMCI Transition Manager
(805) 228-7843 

David Alton
NSWC PHD NMCI Implementation Manager
(805) 228-0493 

Carroll V. Wheatley 
Deputy Customer Transition Representative (DCTR)
(812) 854-3661

Carol A. Davis
Activity Customer Transition Representative (ACTR)
(805) 228-7699

Brian D. Kearns
Activity Customer Transition Representative (ACTR)
(805) 228-7854

Alva I. Casteel
Activity Customer Transition Representative (ACTR)
(805) 228-7246

Glenn H. Levay
Activity Customer Transition Representative (ACTR)
(502) 364-5236

Dave Highfield
Information Assurance
(805) 228-7858

David Haugland
NSWC Security
(805) 228-6163 

Brian Hammond
Southwest Regional Manager, ISF
(858) 577-2882

Parker Benton
Site Transition Manager, ISF
(805) 228-8029

Dan Morones
Site Delivery Manager, ISF
(805) 228-0272

Lou Nick
Systems Engineering Technical Advisor
(805) 228-8031
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provide support to the greatest extent possible, including repairs and replacement of
in-scope equipment.

(b) Detachments. PHD has detachments in various geographic areas that are under a
consolidated organizational unit. Such sites connect to PHD using TCP/IP protocol
over a connection funded by the Navy. Additionally, these sites have some type of
local government-provided support for hardware and software. At AOR, there will be
no change required in the method used to connect to PHD’s IT resources. Hardware
and software support for in scope service will be provided by personnel who report to
ISF. ISF may meet this obligation either by contracting with the incumbent IT
services contractor, replacing the contractor with ISF personnel, or entering into a
Navy Capital Fund (Work For Private Parties) agreement with the government to
provide short-term support until another option is available.

(3) Cryptographic material and secure networks.

(a) Cryptographic material. PHD NSWC currently has CMS custodians at all sites.
These custodians will retain custody and responsibility for keying materials until such
time as the ISF provides alternate personnel.

(b) Secure Networks. PHD NSWC currently operates a locally distributed SIPRNET
LAN at the Port Hueneme site, which extends to other activities located on the Port
Hueneme portion of Naval Base Ventura County. This LAN will continue to be
operated and maintained by NSA-certified Government personnel until ISF can
provide on-site NSA-certified personnel. ISF will contract with the Government to
provide the necessary personnel.

J. Schedule

A key milestone POA&M is provided in enclosure (7). This POA&M lists all major
events associated with AOR through IOC and its status will be reviewed weekly.

K. SCM Management

The SDM will be responsible for updating the SCM and submitting it for review and
approval by PHD NSWC and ISF management.

Accepted and agreed as of /) ZX, FEA Ol

e n, Naval Surface NMCI - Informatign Strike Force
/A . .
W

Captain, United States Navy Site Transition Manager
Commanding Officer EDS Corporation
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PHD NSWC LEGACY APPLICATIONS

Application Name
Application Acronym
Function Area

NAI Gauntlet Firewall
Gauntlet V5.5 UNIX
Security

Backup Exec 7.X
Backup 
Backup/Restore

IIS
Internet server
Internet/Intranet

Site Server
Internet
Internet/Intranet

pcAnywhere
Remote connection
Administration

SQL 7.0
Database
Data storage

SMS 2.0
Asset inventory
Data storage

FormFlow
Electronic Forms
Electronic forms

BS Wipe
Disk Utility
Administration

MS Visual Studio
HTML Authoring
Internet/Intranet

MS Script Debugger
HTML Authoring
Internet/Intranet

Easy-Pro CD
CDR Creation
Administration

Proxy Server
Stronhold Web Server
Internet/Intranet

Norton Anti-Virus
Anti-Virus
Security

DMS
Defense Messaging
Messaging

Scan_Mail
Anti-Virus
Security 

Trend Micro
Virus Wall
Security

Brio
Query Engine
Data Query Tool

JetForms
Electronic Forms
Electronic forms

LiveLink
Database
Data storage

Oracle
Database
Data storage

Remedy
Help desk
Administration

Cognos
Database
Data storage

Citrix
ASP
Application Service Provider

CIS
ASP
Data storage

RIMS
ASP
Data storage

Training Warehouse
Database
Data Storage

Shiva
Remote connection
User Access

SPS
Sybase V11
Contracts

PROCUREMENT DESKTOP DEFENSE
Ver. 4.1e
Acquisition

SACONS-FEDERAL
Ver. 3.1.L
Acquisition

FEDLOG
Ver. 4.2.0
Acquisition

NAVSUP 2002
Ver. 1.1.0
Acquisition

Select Phone 2001
Ver. 2001.1.7.1003
Acquisition

Technical Documentation Outfitting System (TDOS)
Power Builder
TM Outfitting

Tactrac
Tactrac
Parts Obsolescence

TSC Financial Application
Visual Basic
Bugetary tracking

Backup Exec 7.3
X
Backup

HP 9100C Client
X
Scanner

Quota Adviser
X
Disk Quota

Rational Rose
X
System modeling

Access 2.0
X
Database

Acrobat4.X
X
PDF 

3COMNIC DIAG
X
NIC Diagnostics

Acrobat3.x
X
PDF 

HP 9100C Admin
X
Scanner

HP 2500C Printer
X
Printer system

HP 9100C JetAdmin
X
Printer system

HP LJC4500-PS,HP
X
Printer system

HP Enterprise
X
Scanner Admin

Macafee NetShield
X
Antivirus

Netscape Communicator
X
Browser

PowerChute Network Shutdown
X
Power Management

PowerChute Plus
X
Power Management

RealPlayer
X
Media Player

Backup Exec 7.3 Agent
X
Backup

MS Exchange Client
X
Mail

Varitas Backup Exec 7.3
X
Backup

Doors Database Server
X
Database

Doors License Server
X
License server

Globetrotter FLEXLM License Server
X
License server

StorageCentral 4.0
X
Storage management

MS OFFICE 97
x
Office Suite

MS Office 95
x
Office Suite

24X7 SCHED
x
Tsk Sched

Active Perl 519,522
X
Script Lang

adept 8.0
X
SGML Editor

Astoria NT Server 4.0
X
SGML Database

Ctrix ICA Client
X
TermSRV Client

intercap graphics author
X
Graphic editor

metaframe
X
Ctrix Server

MS IE 5
X
Browser

MS OFFICE Resource kit
X
Resource Kit

MS outlook 98
X
Mail

OmniMark C/VM
X
Transforms SGML

SecureICA
X
Citrx Encryption

Splitvision
X
IETM READER

Splitvision Builder
X
IETM Builder

WinZip
X
Unzip/Zip Files

Compaq Integration Maint Utility
X
Maint Utility

VDOLive Player
X
Media Player

MS NT Option Pack
X
MS WEB SERVER Addons

APC Man Card Wiz
X
APC MAN Card Manager

Mcafee Man Console
X
Antivirus Man Console

MS FrontPage 98
X
Web PAGE Manager

MS FrontPage 98 Extensions
X
Web Server Addon

MS FrontPage 2000
X
Web PAGE Manager

MS FrontPage 2000 Extensions
X
Web Server Addon

MS Universal Subscription
X
Developer Software

MS Office 2000 Pro
X
Office Suite

MS SQL Server 7.0
X
Database

Fed Log
X
Fed Supply System

PMS
X
Preventive Maintenance system

MS IIS 3.0
X
Web Server   

NC FTP 3.0
X
Ftp Client

Tcl/Tk 8.3.2 for windows
X
Talking Software

MS Technet
X
Knowledge Base

SmartStor Access
X
CDLIB Manager

StorageView 2.3 for windows
X
Raid Manager

HAZ MAT
X
Hazard Material Manager

MS IIS Exception Analysis Tool 6.1
X
IIS MAN Tool

ISUE Prototype Source
X
Test Software

Lernout/Hauspie Truvoice
X
Voice Software

American English TTS engine
X
Voice Software

MS Visual Studio 6.0
X
Developer Software

DMAPS
X
DOC MAN System

Express Meter
X
License server

MS Project 98
X
Project Manager

NEATO CD Label Maker
X
CD Label Maker

PGP 5.X
X
Encryption Software

PGP 6.X
X
Encryption Software

PGP 4.X
X
Encryption Software

Apache Web server
X
Web Server

Solaris 2.X
X
UNIX Network Operating System

Cadre Dev Software
X
Developer Software

TeamWork
X
Developer Software

Mcafee Unix Virus Scan
X
AntiVirus Software

GNU Dev Tools
X
Developer Software

Unix FlexLM
X
License server

Star Office
X
Office Suite

APC Clients
X
Power Management

Gzip (Unix)
X
Unzip/Zip Files

Gcc (Unix)
X
Developer Software

NT351SP5
X
MS Service Pack

Citrx Netscape Plugins
X
Ctrix Client

Clicker
X
Mouse Mangement Software

Exceed
X
Unix Xwindows Client

Gpp
X
Developer Software

Keaterm
X
Vax Terminal Software 

Milestones 
X
Project Manager

ManagePro
X
Project Manager

MS Outlook 2000
X
Email Client

MS Project 95
X
Project Manager

MTF Editor
X
Naval Message Editor

NT4SP5
X
MS Service Pack

NT4SP6A
X
MS Service Pack

Norton Antivirus
X
Antivirus Client

PVP150
X
Developer Software

Reflections 1.X
X
Vax Terminal Software 

Reflections 2.X
X
Vax Terminal Software 

SharePro
X
Project Manager

Smart Board
X
White board Software

STARS
X
Vax Terminal Software 

UPedit
X
Developer Software

WinFTP
X
Ftp Client

Visio 3.X
X
Drawing Software

Visio 4.X
X
Drawing Software

Visio 5.x
X
Drawing Software

MS Project 4.x
X
Project Manager

WordPerfect 5.x
X
Word Processor

WordPerfect 6.x
X
Word Processor

MS Word Anitvirus Macro
X
AntiVirus Software

Y2K
X
Y2K Checker

Pkzip/unzip
X
Zip/Unzip Software

remark
X
Developer Software

ATIS
X
Developer Software

Authorware
X
Developer Software

CARTS
X
Developer Software

CBRExpress
X
Developer Software

HP Printer Drivers
X
Printer system

Epson Printer Drivers
X
Printer system

MS Exchange Server
X
Email Server

forehelp
X
Developer Software

MS Fortran
X
Developer Software

Guide
X
Developer Software

Interleaf Client
X
Developer Software

Adobe Illustrator
X
Developer Software

KeyView
X
Developer Software

Kcommerce
X
Developer Software

Micrograficx
X
Developer Software

Multiedit
X
Editor

Near and Far
X
Developer Software

Oracle Client
X
Developer Software

Oracle Server (Unix)
X
Developer Software

PowerBuilder
X
Developer Software

PVCS
X
Project Manager

Cabletron Spectrum
X
Hub Monitor Software

toolbook
X
Developer Software

Photoshop
X
Developer Software

Cosmo Player
X
Media Player

CuteFTP
X
Ftp Client

DAO 3.0
X
Developer Software

Extensis Phototools
X
Developer Software

HomeSite 2.5b
X
Developer Software

html pro
X
Developer Software

intel rsx
X
Developer Software

Internet Mail and News
X
Email Client

jamba
X
Developer Software

Liveupdate
X
antivirus Update

MGA NT Powerdesk
X
Developer Software

MS ActiveServer Pages
X
Developer Software

ms intellipoint
X
Mouse Mangement Software

MS IE 4
X
Browser

MS IE 4 Setup Files
X
Developer Software

MS Netmeeting
X
Developer Software

MS Netmeeting SDK
X
Developer Software

MS Netshow on demand server
X
Developer Software

MS Netshow on demand Tools
X
Developer Software

MS Netshow Player
X
Media Player

Netobjects Fusion
X
Developer Software

Paintshop Pro
X
Developer Software

Photo Impact server
X
Developer Software

Quicktime Browser
X
Browser Plugin

symantic pcanywhere
X
 Terminal Software 

ulead photo impact
X
Developer Software

ulead photo impact animator
X
Developer Software

Website Pro
X
Web Server

Ms Media ON Demand Producer
X
Developer Software

EPIC
X
Developer Software

RDD 100
X
Developer Software

MDS

MessageTraffic

MTF

"          "

DPVS



Hqinvtdemo



RIMS



PPI



SLCADA



Brioqry



CIS Planning



Livelink



FEDLOG

Parts Database

AFPS_FY1990

Financial Database

AIMSS

IETM Viewer

Circuit Maker

Circuit Design

Credit Card RIMS

Financial Tracking

Difference Report Engine

Software Reporting

HAZMAT User Guide

Reference

IPS Pay Demo

H/R

PCRIMS

Financial Database

PMS CD's

Planned Maintenance System

PPI

Financial

SCPlan

Financial Planning

Ship Tides

E-TMDER

Shore Tides

E-TMDER

Visio 5

Engineering drawings

TDMIS

Tech Manual Database

Reflections

Telnet

Reflections for IBM

Telnet for AS400

SplitVision

ETM Viewer (SGML)

CorelDraw8

Graphics

AutoCAD 14

Engineering drawings

Crystal Reports

Report Utility

CSOSS

Documentation Database

MTF

Naval Message Utility

NavyFitRep

Navy H/R

SPMIG

see PMS

OrCAD P-Spice

Circuit Design

Pro Engineer

CAD

DAHLGREN ACCES/CP Management

AEGIS Configuration Mngmt.

ATIS

Drawing Repository

IDMS



JCALS (full 32-bit client)

Access to JEDMICS

JCALS Thin Browser Client

Access to JEDMICS

JetForms

Forms Utility

DPVS

see MTF

PPS

Financial

GVWin

Test Procedures

Brio Query

Financial Reporting

GDAPL



CDM-DOA



FMPMIS

Ship Availabilities

HayStack

Parts Database

DIMMS

Ship Deficiencies Database

OARS



PCJEDMICS

Drawing Repository

TACTRAC/Health Model

Parts Obsolecense

TEAMISS

Test Data Repository

Weapons Systems File (WSF)

Parts Database

Designer CAD Viewer

Grpahics Viewer

C2P

Data Analysis Tool

PVAT 2.3

Visit Assist Tool

NPE/Arbortext Adept

PMS Editor

DAHLGREN ACCESS Equip/Admin

AEGIS Configuration Mngmt.

DAHLGREN ACCESS Training CBT

Training Module

Business Objects

Report Utility

TSCFMIS

Financial 

PPM

Financial

Adobe Acrobat Reader 4.0

PDF Viewer

Citrix Metaframe Browser Client Plug-in

Thin Client 

Pkzip for Windows

Compression

Quicktime plugin for IE

Viewer

Macromedia plugins for IE

Viewer

MS Office 97 Pro

Office Suite

MS Project 98

Project Management

VB6SP4 Runtime files

support files

Mcafee VirusScan

Virus Prevention

Remedy 4.05 Client

Client to database

Funding Summary (Network Accessible)

Financial

Classified Message Log (Stand Alone Machine)

Naval Messages

Message Log  (Network Accessible)

Naval Messages

Casrep Trend Analysis (Stand Alone Machine)

Trend Analysis

Correspondence Log (Network Accessible)

Log

Aegis Lifeline (Network Accessible)

Newsletters

Mk 92 NewsFlash(Network Accessible)

Newsletters

OnePager Engineering Summaries (Network Accessible)

Activity Summary

Remedy Action Request System 4.05

Database

ARWeb 4.0

Web Client

Department Property Database

Property Database

Naval Message Web Based Index

Naval Messages

Lab Request
Delphi / MS Access
Database

STARS
VB / C++ / MS Access
Database

Network Backup of Servers
Legato Network Backup
Backup

Webserver, Secure
Netscape Enterprise 3.6, HPUX
webserver

Web Server, non-secure #1
Netscape Enterprise 3.6, HPUX
webserver

Web Server, non-secure #2
Netscape Enterprise 3.6, NT
webserver

Web Server, secure, #2
Netscape Enterprise 3.6, NT
webserver

LDAP server
Netscape LDAP Server 3.x, HPUX
webserver

Calendar Server
Netscape Calendar Server 3.51, HPUX
webserver

Crystal Reports Server
Seagate Crystal Reports Web Access
webserver / database

Adaptec CD Writer
Adaptec CD Writer
CD Writer

HP Scanjet Scanner Software
HP Scanjet Scanner Software
Scanning

HP Scanjet Scanner Software
HP Scanjet Scanner Software
Scanning

FTS 2000
VB / C++ / MS Access
Database

WinZip
WinZip 8.0
Zip/Unzip

MK86DAS
PVWave


Green House ADA Compiler
Green House ADA Compiler
compiler

Green House C++ Compiler
Green House C++ Compiler
compiler

VAX Open VMS-7.1
VAX Open VMS-7.1


VAX MTASS-4 Compiler
VAX MTASS-4 Compiler
compiler

VAX DEC C++
VAX DEC C++
compiler

VAX Fortran Compiler
VAX Fortran Compiler
compiler

VAX MASS 11 Editor
VAX MASS 11 Editor


VAX SCSI Library Manager
VAX SCSI Library Manager


VAX CCC Configuration Tool
VAX CCC Configuration Tool


VAX DBASE IV
VAX DBASE IV
Database

TACTRAC Health Model



Metasoft
Metasoft


ATIS



IETM
Arbortext/Texcel










Web Apps:



PMS
Silverstream


INCO
IIS


OLSG
IIS


TSCLOG
IIS


SEAPORT
IIS


ILS
IIS


NSFS
IIS


TMTS
IIS


AUR
IIS


GoldRoom
IIS


TCED
IIS


Harpoon
IIS


TMDE
IIS


TLMS



CILS
Power Builder


ICP
Power Builder


CDRLS
Power Builder


TDPI
Power Builder


CM STAT



TEMIS
VB


SHEIS
iis


PHD IETM
APACHE


IETM REVIEW
APACHE


TEXEL 
Data Base


ARBOR TEXT
Editor


JCALS
PC Client 3.18.3.3


JCALS
Pubs 3.1.7
Publishing

JCALS
ADOCS 3.2.0
Publishing

JCALS
DLA 3.2.0
Navy application

JCALS
E61 1.1.1
Navy application

JCALS
ECP 3.2.2
Navy application

JCALS
EDM 3.3.2
Navy application

JCALS
EDS 3.15.0
Navy application

JCALS
EOSS 1.1.0
Navy application

JCALS
ESA 3.2.1
Navy application

JCALS
JEF 2.4.1.6.
Navy application

JCALS
NRPT 3.2.0


JCALS
SOM 3.3.2
Navy application

JCALS
SSR 3.2.0


JCALS
TPT .1.0


JCALS
Exceed 6.2


JCALS
Nutcracker 4.2


JCALS
Web Client 3.18.3.4


JCALS
DLA 3.15.0
Navy application

JCALS
E61 1.0.0
Navy application

JCALS
EDS 3.15.0
Navy application

JCALS
EOSS 1.1.3
Navy application

JCALS
ESA 3.15.1
Navy application

JCALS
SOM 3.15.2
Navy application

JCALS
NAVSEATM 1.0.3
Publishing

JCALS



JCALS
JTM 2.4.0.14


JCALS
TxP ALP 2.4.0.2


JCALS
Pubs 2.4.0.14


JCALS
AISM 2.4.0.12


JCALS
NETWEAVE 1.7.1.2


JCALS
CMS 2.4.0.12


JCALS
DISC 2.4.0.12


JCALS
ECF 2.4.0.12


JCALS
EDMICS 2.4.0.12


JCALS
EOSS 2.4.0.12


JCALS
FASTRAK 2.4.0.12


JCALS
JEF 2.4.1.7


JCALS
JEDMICS 2.4.1.7


JCALS
NAVSEATM 2.4.0.12


JCALS
NAVYPROV 2.4.1.7


JCALS
SOM 2.4.0.12


JCALS
SQLSERVER 2.4.0.12


JCALS
SSR 2.4.0.12


JCALS
SYBASE 2.4.0.12


JCALS
System Integration Tools 2.3.3.1


JCALS
SOSC Tools 3.5


JCALS
Vfind 2.53


JCALS
Etrust 5.0


AUTOCAD
AUTOCAD


EMCS software
ALCS
Util.Mgm

EMCS software
ALCS
Switch

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

ATM Network Software 
Ver. 7.0.x
Network

Electronic Workbench

Training

RIMS

Financial

Reflections 2
7.00.228
Financial

SLDCADA
20.5.02
Payroll

DCPS
DynaComm
Payroll

Procurement Tracking System (PTS)
NT
Track Requisitions in RIMS

RIMS Requisition Generator (RRG)
NT
Create RIMS Requisitions electronically

Engineering Change Proposal (ECP)
NT
Create and track Standard Missile ECPs electronically

VLA Pre-Flight Database (PFDB)
NT
VLA Missile Pre-Flight Analysis

Trouble Calls (TCALL)
NT
Create and track Computer Support Trouble Calls

Trouble Reports (TR)
NT
Create and track Standard Missile Trouble Reports electronically

SMEPS
NT


SMRTS
NT
Create and track Missile Requisitions

FAST/FEWG - Classified, so N/A here?
NT
Missile Firing Analysis support tools

FEWG Report Generator - Classified, so N/A here?
Win95/NT
Report Writer/Data Analysis Tools using FAST/FEWG Data

LiveLink Development - not over LAN, so N/A here?
NT
Develop NAVSEA Applications within LiveLink

SMSMDS
NT/UNIX


CAMTAS
HP-UX
Material Transfer and Accountability System

GMTS
NT


GOM (subsystem of SMSMDS)
NT


WinOD31460
NT
Standard Missile & ESSM Configuration

Finance
NT


SPI
NT


NAVSEA FMS Database
NT
FMS Missile Repair/Maintenance Cycle Tracking

TechMate (formerly FIESTA)
NT
Expert System for Teaching Missile Repair?

VLS Workload Model
NT


SM Workload Model
NT


SM Workload Simulation Model
NT
Project long range Fleet requirements: Loads, Offloads, Maintenance

SMS - Classified, so N/A here?
NT


FED LOG
NT
Federal Logistics Information

UNIX/PC Scripting and software development
MKS Toolkit
UNIX, PC Scripting and software development in support of test systems

CAD Systems
HPUX & NT
Maintain Drawing packages for Mk 612 Standard Missile Test Systems

CAD Systems
HPUX
Maintain Drawing packages for Mk 612 Standard Missile Test Systems

WINDOWS 98



NORTON ANTIVIRUS V5 or 2000



NETSCAPE NAVIGATOR



MS INTERNET EXPLORER



MS OFFICE 97



MS PROJECT 98



WORD PERFECT V 6.1



WORD PERFECT V 5.1



LOTUS 1-2-3 R5



SIDEKICK 97



ARBORTEXT ADEPT EDITOR  8.0



AUTOCAD 13



AUTOCAD 14



AUTOCAD 2000



ATUODAC LT 97



AUTOCAD LT 98



MY BUSINESS CARDS PRO



ADOBE PAGEMAKER 6.5 PLUS



ADOBE STREAMLINE 4.0



ADOBE PHOTOSHOP 5.0



ADOBE ACROBAT 4.0



ADOBE ILUUSTRATOR 8.0



ADOBE PAGEMILL



OMNI PAGE PRO 10



DESKSCAN II



COREL PHOTO PAINT 9 



COREL DRAW 9



IOMEGA TOOLS FOR NT



WINZIP 8.0



CYBERMEDIA UNINSTALLER



KINKOS FILE PREP TOOL



ADAPTEC EASY CD CREATOR



WINNOV VIDEUM NT



WINDOWS NT 4.0



OUTLOOK 2000



NORTON CORPORATE EDITION



NORTON ANTIVIRUS V5



MCAFEE 4.5



DISKEEPER



ADOBE ACROBAT READER



QUICKTIME PLAYER



ORACLE FOR WINDOWS



REFELCITONS 2



CDMDOA



HAYSTACK



PC RIMS



RIMS/STAFFS



JETFORMS, FILERPRO



PPI



DPVS



READBOARD



DMS/MDS



TURBOPREP



MTF EDITOR



LIVELINK



BRIO



PROJECT PLANNING



IPS



EPSQ 2.0



NAV FIT 98



SARGEN



JCALS PC CLIENT



PC-JEDMICS



INDEX-R



IMAGER



TDMIS



IDMS



PMS OSS



NPE EDITOR



SAMM



32-BIT ATIS



MS OFFICE 97/Pro



WINZIP 7.0



POWERCHUTE



ARC SERVE FRO WINDOWS nt



DR. SOLOMAN ANTIVIRUS TOOL KIT



NORTON 2000



WINDOWS 95



WINDOWS 3.11



NETSCAPE NAVIGATOR V1.22



NETSCAPE NAVIGATOR PERSONAL EDITION



NETSCAPE NAVIGATOR GOLD



NORTON ANTIVISUR V3



NORTON UTILITIES



DISKEEPER 2.0



DISKEEPER LT



MS OFFICE PRO 



MS PROJECT 4.0 



ADOBE PAGEMAKER 6.0



ADOBE PAGEMAKER 6.5



ADOBE ILLUSTRATOR 4.1



ADOBE PHOTOSHOP 4.05



OMNI PAGE PRO



OMNI PAGE PRO 8



COREL PHOTO PAINT 7 PLUS



Mk 34 DevNet

MK 34 Gun Weapon System Development and Test System

Pro/E CAD System

Detachment CAD System

FLCSIS

FLCSIS Database Server

Monitoring

Montior content of inbound and outbound network traffic

Intranet Server

Intranet Web Hosting

DAPS

Defense Printing Service

DD-21

DD-21 Data

FileMaker Servers

Database Server

Matlab/Labview

Weapon System Support

CommCtr

Comm Center/Autodin

Digital Sender

Document Digitizing

Project Central

Microsoft Project Server

AUTOCAD
AUTOCAD


EMCS software
ALCS
Util.Mgm

EMCS software
ALCS
Switch

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

Vbrick software

Video

ATM Network Software 
Ver. 7.0.x
Network

Electronic Workbench

Training

INFORMATION STRIKE FORCE PLAN OF ACTION AND MILESTONES
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