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NAVSEA PHD

1.0 Introduction

1.1 Executive Summary

The Port Hueneme Division of the Naval Sea Systems Command (NAVSEA PHD) will be one of the first Navy activities to transition to the Navy/Marine Corps Intranet (NMCI).   The command is doing so because it believes strongly in NMCI’s vision of Information Technology (IT) and in its ability to enhance PHD’s mission of providing outstanding engineering and logistical support to the fleet    

NMCI will provide core IT services, including hardware and software and will own and operating the desktops and servers used by military, civilian, and onsite contractor personnel for business IT functions.  Applications support, Help Desk functions, and network operations will be the responsibility of the contractor.  The government will maintain legacy and mission related hardware and software which is outside the current scope of NMCI, and will continue to perform the inherently governmental functions of contract oversight, capacity planning, and strategic alignment of the contract with command goals.  With the contractor providing an infrastructure that is reliable, robust, and secure, and the government providing oversight and guidance, the result will be an IT infrastructure that recedes into the background until it becomes like the current telecommunications architecture:  always there, always on, always ready to serve as a building block to communicate information and support to the fleet. 

This document provides the information necessary for NAVSEA PHD to transition to NMCI.  It includes both technical data and command policy and process information.  It includes information to orient the contractor about who we are and what we do; technical information on the current status of the information technology infrastructure; planning data for  keeping IT up to data and aligned with fleet needs; financial and schedule information; a discussion of risk and contingency plans;  security information; points of contact; and key details from the contract.  The document was prepared under the supervision of the command’s Business Information Manager, Mr. Jamie Smith, who is the primary point of contact for questions concerning content or applicability.

1.2 Background

NMCI  is designed to improve Navy (IT) management and execution by enhancing performance, increasing reliability, streamlining procurement, standardizing security policies, and realizing Navy-wide economies of scale.  It will provide the Navy a secure, efficient infrastructure allowing seamless worldwide information transfer that gets the right information to the right person, at the right time every time.

The current process for procuring and managing Navy IT involves separate computer departments at every level of the Navy command hierarchy, each trying to manage the entire range of IT services, from networks to Internet access to office automation applications support to antivirus and security implementation.  This process is costly and inefficient, and with the drawdown of Navy budgets it has become increasingly difficult both to keep government employees trained in the latest procedures and to hire contractors who will work for what Navy IT can afford to pay.  In addition, as Navy budgets have declined over the past dozen years, inefficiencies in most other areas have been squeezed out.  If the Navy intends to recapitalize the fleet based on its current budget, the last remaining source of significant funds is information technology, but continuing the current system of IT procurement and administration will not provide the money required.

NMCI changes the way IT services are procured by the Navy.  In place of users specifying the exact hardware and software they think they need to do their jobs, they will state what jobs they need to have done, what special criteria for support they need, and what interfaces into the NMCI architecture are necessary.  NMCI will examine the users’ needs, identify the most efficient and cost effective solution, and provide the complete setup, including network connectivity, security, and access to the rest of the NMCI spectrum of equipment and services.  By centralizing IT activities where it makes sense to do so, such as network management and e-mail, many more users can be supported by a smaller support base.  By providing standardized hardware CLINs and equipment procurement on a Navy-wide scale, costs can be lowered both in procurement and in support, since standardized workstations reduce the cost and complexity of configuration management.

The Navy does not exist to perform IT: Navy IT exists to support the missions of the Service.  NMCI will provide a reliable, standardized infrastructure that pushes the complexities of information technology into the background, so that it becomes, an always-on, indispensable tool for accomplishing the tasks at hand.

1.3 Purpose

Moving to NMCI from the current IT management system will be a complex process.  Personnel will be displaced, funds redirected, long term plans re-evaluated, and contractors changed.  Users will need to be educated about the new system, and a local NMCI management office will need to be set up.  This document will set out the steps to be taken, who will be responsible for each, the timeline required to meet the schedule, and metrics to evaluate the success or failure of the change process.  The as-is  situation will be described, as will the to-be to which the command is moving.  As new information becomes available, this document will be modified to reflect the changes and lessons learned.

1.4 Scope

This transition plan applies to NAVSEA PHD UICs 63394 and 30766.  UIC 63394 refers to the PHD sites in Port Hueneme and San Diego, California, and Virginia Beach, Virginia.  UIC 30766 refers to the PHD site in Louisville, Kentucky.  

All personnel using PHD to access internal or external data networks will use NMCI services, including military, civilians, and on-site contractors.  Government personnel and Reservists who use government or personal computers from home to access PHD systems will also use NMCI.  Off-site contractors who dial in to access PHD systems will either deal directly with NMCI to purchase seats, or will have their requirements subsumed under the department managing their contract.

PHD UIC 62373, in Dam Neck, Virginia, is not included in the scope of this document.  It is anticipated that UIC 62373 will become a Division of NAVSEA Dahlgren, and is currently scheduled to transition to NMCI in the third implementation quarter.

1.5 Strategy

Strategy

Early Handoff – NAVSEA PHD intends to transition to NMCI as early as possible, and to turn over the full range of within-scope functions as soon as possible.  PHD cannot afford to continue to provide duplicate services after the NMCI contractor arrives, and the funding structure in use does not lend itself to partial funding for partial services.

Complete Conversion – The command intends to move to NMCI once, and all together.  Other than the exceptions mentioned next, all site and detachments will convert to NMCI during the first quarter of contract availability.  The main exception is Code 6000 in Dam Neck, Virginia, for the reasons mentioned above.  In addition, PHD has a number of people in ones and twos at a variety of sites (see Appendix H).  Although it is the command’s preference that these small sites transition along with the rest of the command, it may not be possible because of the support they receive from their host activities.  The issue of how to handle these personnel will be resolved in consultation with the NMCI contractor.

Seamless Transition –  At no time will PHD’s level of support to the fleet be compromised.  Whether users keep their existing equipment for the time being, or whether there is a wholesale changeout of hardware and software, the day to day business of In-Service Engineering and Logistics Support must not be adversely affected.  To achieve this, PHD’s NMCI Management Office will work closely with the contractor to ensure that whatever information they need is made available.  Users will be kept informed of anticipated changes, and any potential conflicts or disruptions will be identified early and mitigated to the greatest extent possible.  Last minute changes to agreed-up plans will be kept to a minimum.

Metrics and Feedback Loop – Before the first changes are made to the existing system, the contractor and the NMCI Management Office will meet to establish a Plan of Action & Milestones for turning over services and support.  The command’s Business Information Manager will review the POA&M weekly to ensure it is being followed.  Users will be encouraged to provide feedback on the transition status and to immediately flag any problems.  The NMCI Management Office will be the central point of contact for transition issues and will match contractors’ and users’ needs and requirements.

Forward Focus – NMCI is a forward-looking proposal that addresses the Navy’s 21st century requirements.  PHD’s approach will be similarly focused.  To that end, this command is not interested in a simple like-for-like replacement of contractors and capabilities.  The goal is enhanced capabilities, enhanced reliability, enhanced connectivity, enhanced security, and users that are as happy as pig in a poke.

1.6 Transition Planning

As the date for NMCI has approached, NAVSEA PHD has evaluated each new milestone and adjusted transition planning as necessary.  The key transition events have been the following:

· Personnel  The Business Information Manager convenes regular ISPOC meetings, where representatives from each department, the two unions,  and remote sites discuss current IT plans and strategies.  At each ISPOC meeting the members were briefed on the current state of NMCI progress, and its potential impact on themselves and their departments.

· Executive Briefings  At the weekly Executive Board meetings and at the monthly Executive Steering Group meetings the Business Information Manager provided NMCI status and financial projections.

· Financial   As part of the regular IT budgeting process, the Business Information Manager worked closely with the Comptroller department to plan funding strategies that would meet operational requirements while staying within affordable limits

· POA&M  Although the milestone dates for NMCI have slipped several times, NAVSEA PHD’s commitment to be an early adopter of the contract has not, and each time there  has been a schedule adjustment, the necessary POA&M changes have been incorporated to keep the command on track for a first quarter implementation.

· Capital Planning  NAVSEA PHD has traditionally used the Capital Planning Process (CPP) to make command-wide investments in IT architecture.  During FY99 and FY00 these investments were curtailed or scaled to meet expected NMCI infrastructure plans

· End User Awareness  As news of NMCI was released, the information would be emailed to managers and ISPOCs for further transmission to the end-users.  The Business Information Manager has made himself available to any NAVSEA PHD user who has questions concerning the projected impact of NMCI.

2.0 NMCI Transition Plan 

2.1 Introduction

This section of the Transition Plan will discuss the organization of NAVSEA PHD, its transition activities, points of contact, and special requirements.  On 1 October 2000, the command completed a reorganization around warfare areas.  Existing departments were split or merged to create the new structure, and thus minor changes to the following may be in order.   However, the larger PHD mission of fleet support has not changed.  Any questions concerning organization changes and the effects they might have should be addressed to the command’s Transition Team.

2.2 Organization
Who we are and what we do --  Port Hueneme Division is a knowledge-based organization.  We provide systems engineering, logistics, test and evaluation, software engineering and acquisition support to ensure that Navy surface warfighting systems are capable, ready, safe, and affordable.  These services are referred to as in-service engineering and logistics.  The major focus of in-service engineering is primarily during deployment, but substantial effort is applied earlier in the acquisition process to prevent problems downstream. By effectively supporting fielded Weapon, Combat and Battle Force Systems and feeding technical and customer needs information into system acquisition, we have earned a reputation as the advocate for and bridge to the fleet.  We are also recognized as a trusted agent to the acquisition and technical communities.

Why we exist -- PHD was established over thirty-five years ago when the Navy, transitioning from guns to missiles, encountered intractable technical problems.  An independent, technically proficient institution was needed to act as honest broker to solve those problems.  Since then PHD’s leadership has been called upon repeatedly in addressing similar technology transition issues and unforeseen and emergent technical problems.  We support Air and Surface Surveillance and Detection Systems, Combat Control Systems, Engagement Systems, Electronic and Electro-Optic Warfare Systems, Theater Air Defense Systems and Underway Replenishment Systems.  We also support other Navies, including consortium efforts and FMS.  Today’s major challenge is Battle Group System interoperability as the Navy evolves to more complex higher level systems.

Our workforce -- PHD’s workforce is comprised of four elements: 125 military officers and enlisted personnel; 2,300 civilian scientists, engineers, technicians, logisticians, computer scientists and administrative personnel; from 400 to 600 support contractors and up to 175 Naval reservists.  We are highly mobile, visiting ships and shore installations to address and resolve complex, challenging technical problems and ensure that systems are properly configured and supported.  On any given day, more than 150 PHD employees are aboard ships around the world.

Partnerships -- Our support contractors are integral to the workforce.  We align their focus to our customer needs and our goals.  The PHD Government/Industry Partnership Council, established in 1987, creates a collaborative environment and working relationship.  We team with other organizations, particularly sister divisions within the Warfare Center.

How we are organized -- PHD is organized into four directorates: Engineering, Logistics, Business Operations and East Coast Operations.  Our main campus is in Port Hueneme, CA, and we have major sites in Dam Neck, VA, Louisville, KY and San Diego, CA.  The directorates are organized into departments aligned to major program and product areas, with the exception of the East Coast Operations Directorate, which operates as a program/functional matrix. 

Our facilities -- Our facilities include the Surface Warfare Engineering Facility, where we troubleshoot, train, and test currently configured Weapon Systems’ design corrections and upgrades.  We also operate the Navy’s Self Defense Test Ship for remote testing of defensive systems against live threats and threat realistic scenarios. We have computer programming and testing labs at Dam Neck and San Diego.  Additionally, we operate the Navy’s only Underway Replenishment Test site.  Our office space and labs include modern, WWII vintage, and prefabricated buildings.  Recent construction and upgrades are significantly improving the quality of work life.

Our vision – The statement,  “We are committed to safe, effective and affordable warfare systems that enable ships and Sailors to fight and win” is the centerpiece of everything we do.  If it doesn’t contribute to safe, effective and affordable systems, either directly or indirectly, short or long term, then it is not the right thing to do.  Our leaders address our values and objectives through a variety of communication mechanisms.  Our highest values include understanding  and responding-to the fleet’s needs.  

Our customers and how we focus on their needs -- Our customers include virtually all of the U.S. Navy’s ships and Sailors, acquisition program sponsors, fleet staffs, other technical organizations, original equipment manufacturers and foreign navies.  We are constantly available and easily accessible.  Virtually all of our line employees are regularly or occasionally in direct customer contact.  We have technical personnel on the decks of ships, in the offices of acquisition program managers and in technical and fleet support offices. Our employees are expected to travel to work face-to-face with customers.  This contact provides feedback on our customers’ needs, expectations and satisfaction.  We “never say ‘no’ to the fleet.”  We also use various formal customer feedback mechanisms.

How we manage by using information -- We collect, store, retrieve and use a vast array of information for decision making.  Financial information is routinely provided to all levels for programmatic and operational analysis.  A corporate planning system is being developed to capture work task elements for resource planning and program execution.  Quality indicators are being collected from across the command.  We regularly conduct surveys on customer satisfaction, employee motivation and satisfaction, and supervisory performance. The safety, effectiveness and affordability of warfighting systems is presented at monthly Command-level Safety, Effectiveness and Affordability Reviews (SEA-SRs). 

2.3 Activity IT Architecture

2.3.1 Introduction

The NAVSEA PHD IT architecture currently available to users at this command is equal to or better than most military or civilian sites.  End user satisfaction surveys conducted in the fall of 1999 by NAVSEA showed PHD users were more satisfied with the IT services they received than most commercial users are with the quality of service they get.   Key components on that architecture include:

· In the past five years, this command has invested over $14 million to develop and enhance a robust IT infrastructure, providing greater than 98% reliability to users worldwide.  

· Working with General Dynamics, our current IT contractor, the command developed the Secure External Access System (SEAS), a double-proxied Internet access monitoring and control system so advanced it is being considered for a joint government/contractor patent and was the security system presented by GD in their NMCI bid.

· Every packet of information which passes over the data circuits inbound or outbound is automatically scanned to ensure security requirements are met by all hands.  

· Over 8000 email messages a day are sent by PHD users, and almost as many arrive from outside sources.  

· 100mbps network access is available to 80% of the onsite users, as well as  two multiplexed 1.5mbps T-1 connections to the Internet.  OC-3 (155.52mbps) fiber optic connections terminate at the gate, available to provide a quantum leap in additional capacity when required.

This command’s users have come to depend on a high level of availability and support in IT, and have leveraged that quality into providing enhanced services to the fleet.

2.3.2 Future Architecture Plans

Regardless of the outcome of the NMCI contract, the Navy will make ever greater use of information technology as a force multiplier for the foreseeable future.  The DD-21 program envisions ships with 100-man crews, which will require levels of shore support far greater than can be provided today.  In five years a sailor anywhere in the world who has a problem with a tactical system should be able to click on a button on his or her computer screen, and in seconds be holding a live video conference with the shore-based engineer who is a the world’s leading expert on that system.  In order for this to become a reality, bandwidth availability must be increased both on the ship and ashore, security must be improved, and technical standards must be in place on both ends.

The current PHD architecture of 10/100mbps shared is moving quickly toward 100mbps switched, and from there will move to gigabit and higher speeds as technology, price, and mission requirements come into alignment.

Although there are benefits to be gained from redundancy in server farms, the trend is toward a smaller number of higher capacity servers.  Within five years the number of physical boxes performing file, print, database, and video servers is expected to decrease by 70%.

In compliance with PKI requirements, PHD foresees a need for biometric security devices within five years, using voice, fingerprint, or retinal scanning.

2.3.3 Mission Support Role of IT

In addition to standard business functions, information technology plays a pivotal role in the performance of this command’s mission.  Even today the dividing line between mission-related IT and business IT can be difficult to define, but in the near future, as the Navy moves more and more toward commercial off-the-shelf components for tactical systems, the distinction may become meaningless.

Direct mission support functions include hardware and software bought with sponsor funds and directed to be used to perform specific tasks in furtherance of the agreed-upon Work Breakdown Structure.  Examples of this include servers, databases, and PC-mounted test equipment configured to support specific projects and not used for general business functions such as email or office automation applications.  Although most of the equipment procured in this manner continues to be used solely for the purposes for which it was acquired, some of it, over time, has accreted additional functions that fall within the scope of business IT.  In these cases, the NMCI contractor, in consultation with the department owning the equipment, the PHD Business Information Manager, and the NMCI Transition Team, will make the decision whether to remove the non-mission functions or coordinate joint management of the equipment with the NMCI contractor.

Indirect mission support equipment is hardware and software procured with Direct funds from a sponsor, but performing business IT functions that are clearly within the scope of NMCI.  Examples of this include computers, printers, and office automation software.  The NMCI contractor will capitalize this equipment in the same manner as corporate IT equipment is capitalized.  Questions concerning whether or not a piece of hardware or software should be included in the capitalization plan will be resolved by the command; the contractor should bring disputed items to the attention of the Transition Team, but should not dispute ownership with the current owners.

2.3.4 Asset Disposition

All business IT assets will transition to the NMCI contractor in accordance with the guidelines established during contract negotiation.  PEO(IT), NAVSEA, and the NMCI Project Management Office will be the source of guidance in the event that questions arise.  All standard desktop equipment, and the non-legacy software running on it, will transition, whether it was originally procured with Direct or Indirect funding.   Items which the contractor chooses not to take custody of will be disposed of by PHD.  It is possible that some departments will choose to retain specific pieces of equipment not capitalized by the contractor; in such cases the interface to the NMCI network will follow the connectivity guidelines set for in the contract for attaching optional equipment.

The current mix of hardware in use at this command includes both very new and very old computers.  Servers, similarly, change their primary functions several times during their useful life as they age and move from frontline service to second tier, then to low-load support functions, and finally to backup status before being excessed.  It will be the contractor’s right and responsibility to configure the PHD networks in compliance with NMCI standards, and any server performing within-scope functions may be reused or discarded at the contractor’s discretion.  At this time there is no equipment which is specifically identified as obsolete and not to be retained, although the contractor may make that determination of any of the equipment which is scheduled to be capitalized.

This command will retain ownership and maintenance of servers which perform out-of-scope functions.  Approximately 50% of the total spending on information technology at PHD is considered out of scope initially, mostly for communications, mission support, or legacy systems, so a considerable amount of IT will remain under local control.  In accordance with the provisions of the Applications Server Connectivity CLIN, PHD will price out the cost of having the NMCI contractor take over these systems and will then decide whether to have the contractor do that work.

In determining whether or not a system transfers to the contractor, the following guidelines will be used:

· Standard desktop and laptop computers used for general business IT functions, such as word processing, email, and the like, will transfer.  This does not include computers classified as test equipment and used to monitor mission systems 

· Peripheral devices such as printers transfer with the computers they serve

· Servers hosting business applications such as email, or performing business functions, such as file or print serving, will transfer

· Servers hosting legacy applications or used solely for mission functions will not transfer

As in all such endeavors, there will be gray areas that need to be worked out between the government and the contractor.  Examples include the aforementioned servers that have accreted business functions, as well as standard desktop computers that are occasionally used for things such as email but are primarily used for tactical software development.  Issues such as these will be handled on a case by case basis.

2.3.5 Network Details

This command owns the 137.24.X.X Class B IP address space, used for Internet and NIPRNET traffic.  A Class C address space is also under PHD’s control and used for SIPRNET.  Details about the Class C address space will be provided to the NMCI contractors when they arrive onsite.

NAVSEA PHD takes pride in the degree to which our networks are closely monitored, maintained, and fixed before problems become apparent to the end users.  To accomplish this, a full set of monitoring tools is employed.  For example, anyone attempting to add a device anywhere along the network without prior approval would generate a instantaneous alert to Corporate IT.  Every server and device can be queried and identified; every port and MAC address in use can be called up; information on every user can be instantly retrieved; bandwidth utilization monitored in real-time, and the status of every firewall, router, hub, and switch displayed for IT personnel at a moment’s notice.

Since PHD’s mission is dynamic, changing in response to the needs of the fleet, this data is also dynamic.  At the contractor’s request, any and all available IT infrastructure data relevant to NMCI will be provided within twenty-four hours.

Network diagrams detailing the specific configuration of the infrastructure are available.  These will be provided as Appendix I to printed versions of this document, and as a file attachment to electronic versions.

2.3.6 Asset Identification

Assets are identified in several ways:  through command inventory control tags, through asset records in the RIMS accounting system, and through local departmental inventories.  All items capitalized by the contractor must be identified before they are moved or replaced so that the appropriate entries can be made in the inventory control systems.

Each department has an inventory of desktop and laptop computers, servers, peripheral devices, and software, identified down to the individual user level.  This information will be provided to the contractor upon arrival at PHD.

Since most software is purchased with funds provided by Program Sponsor for specific program related tasks, software licenses are retained with the department holding them.  The only exception is that the Corporate IT department maintains the licenses for Business Operations Directorate departments.  The licenses will be turned over to the NMCI contractor along with the equipment they support.  It is possible that some licenses may be held for legitimate non-NMCI functions, bus such situations will be handled case by case when they come up.

2.3.7 Communications Plan

2.3.7.1 Voice

Voice and data communications were included as part of the command-wide IT services contract let to General Dynamics Corporation  (GD) in 1998.  The voice communications portion of the contract was subcontracted to GTE.  At present the command leases from GTE its desktop phones and a Lucent 2000 phone switch which is located on base.  Mobile phones and pagers are available through GTE, but are also procured through other Navy contracts with different communications services providers.

During NMCI transition planning, the costs of procuring the Lucent switch were investigated.  Since the switch was new when installed in 1998, in 1999 it would have cost the command $1.5 million to buy it.  By the time the NMCI contract starts to cover voice communications in 2003, it will have further depreciated, and its disposition will be resolved at that time.

NAVEA PHD will continue to provide its own voice communications through GTE until NMCI is ready to do so in 2003.  Once NMCI offers this services, it is anticipated that the command will move to it within the first year of its availability.

2.3.7.2 Data

In addition to the voice communications, the command leases a commercial T-1 data circuit from GTE to supplement the existing government SmartLink connection.  All internet .mil and .gov traffic is passed through the government line, with .com and everything else going through the commercial line.  Data communications will transition to NMCI during the initial takeover period.

2.4 Transition Management

As an early adopter of NMCI, NAVSEA PHD recognizes both the benefits and risks of its course of action.  NMCI is a significant change from the way Navy IT has been performed in the past, and will have a large impact on personnel and procurement actions.  It cannot, however, be allowed to have an impact on the fleet support functions which are NAVSEA PHD’s reason for being.

Recognizing the importance of a smooth transition, NAVSEA PHD has set up a transition team under the leadership of the Business Information Manager, Mr. Jamie Smith.  Mr. Smith will steer NMCI through its planning and initial implementation phases.  Once it is stable and is performing the services required, day to day management of the contract will become a function managed by the Corporate IT department.  

The transition management team consists of the following personnel:

	Function
	Name

	NMCI Project Manager
	Jamie Smith

	NMCI Implementation Lead
	Dave Alton

	PHD ACTR
	Vacant

	PHD ACTR
	Vacant

	PHD ACTR 
	Vacant

	PHD ACTR (Louisville site)
	Vacant

	Personnel Impact Team Lead
	Tim Rosemeyer

	User Education Team Lead
	Reggie Comstock

	Financial Management Team Lead
	Wayne Boyce

	Contracts Team Lead
	Robert Boyd

	Security Team Lead
	Dave  Haugland

	PHD Policies Team Lead
	Chuck Hogle

	CLIN Ordering Process Team Lead
	Roger Carter

	Materials Management Team Lead
	Val Morata

	NAGE Union Representative
	Rosanne Moss

	FUSE Union Representative
	Cleon Melton

	


2.5 Schedule
As one of the Navy’s early adopters of NMCI, PHD looks forward to having services available to users as soon as possible.  PHD’s plan is as follows:

FY00
Complete NMCI preparations and provide NMCI funding

FY01
Transition to NMCI


Q101
Transition while maintaining existing IT contractors


Q201
Transition complete, terminate existing IT contractors



Resolve transition issues


Q301
Enter steady-state on NMCI contract

Q401
Evaluate optional areas, such as Application Service Provider, for additional NMCI

FY02
First full year of NMCI services




Transition optional service to NMCI

FY 03
Add communications to NMCI

The current command-wide IT contract is held by General Dynamics, Inc (GD).  Their contract will be fully funded for the first quarter of FY01.  This will allow an adequate transition period between them and the NMCI contractor.  After the transition to NMCI, GD will continue to perform functions that are out of scope for NMCI, but will not be funded to duplicate and in-scope functions.

2.6 Planned Major Investments

2.6.1 IT Investments

Major IT investments have traditionally been made through the CPP.  The following table lists the planned CPP investments for NAVSEA PHD in the even that NMCI is delayed.  Should NMCI proceed as  planned, the list shows the areas which the command believes are important enough to make significant investments.  Note that some of the investments were submitted by Code 6000, which is not going to transition to NMCI in the first quarter with the rest of the command.

	 
	 
	 
	 
	 
	 
	 

	DESCRIPTION
	Dir
	2000
	2001
	2002
	2003
	Totals

	Computer Security/Intrusion Protection
	1000
	
	
	
	 
	#REF!

	Server Architecture
	1000
	
	
	
	 
	#REF!

	Switched Network Infrastructure (+remote sites)
	1000
	800
	800
	800
	300
	2700

	Secure Networking
	1000
	700
	500
	300
	 
	1500

	Classified Organizational DMS (Defense Messaging)
	1000
	500
	200
	
	 
	700

	Network Operations Center
	6000
	420
	420
	420
	 
	1260

	JCALS Server Upgrade
	5000
	350
	150
	
	 
	500

	Integrated Data Environment (IDE) Server Upgrade
	5000
	0
	0
	
	 
	0

	Intranet/Internet/WEB Technologies
	1000
	200
	150
	125
	 
	475

	JEDMICS Upgrade
	5000
	
	400
	350
	200
	950

	Battle Force Information Center Connectivity
	4000
	
	485
	
	 
	485

	Concurrent Engineering Database
	5000
	
	0
	150
	 
	150

	Interior Architecture Outfitting of MILCON P-016
	1000
	
	
	2000
	 
	2000

	Collaborative Engineering Environment
	1000
	
	
	700
	700
	1400

	Distance ISEA Support Capability
	1000
	
	
	150
	800
	950

	Vax System Re-hosting
	6000
	
	
	105
	105
	210

	Video/Data Collaboration System
	6000
	
	
	
	225
	225

	VLAN Infrastructure
	6000
	
	
	
	102
	102

	FY 2001 President's Budget Grand Totals
	 
	2970
	3105
	 
	 
	 

	Preliminary FY 2000 Submission Grand Totals
	 
	 
	 
	5100
	2432
	 


2.6.2 MILCON

$10 million in funding has been approved for an FY01 start on building P-16, a mixed use facility with laboratories and office space. Final designs have not yet been approved but the building is expected to house between 300 and 400 workers when it is completed.  The building is designed to house open SECRET material, and will need to have network wiring installed.  Current plans are for construction to start in the summer of 2001 and to be completed by the fall of 2002.

2.7 Risk Management

Regardless of the success or failure of NMCI, the mission of PHD will go on.  As such, a contingency must be ready in case the contract is delayed or if the contractor fails to perform as required.

Prior to the award of the contract, PHD will complete its annual Zero Base budget review.  In previous years the outcome of this review has been to completely account for and authorize all Indirect (G&A  and Production) spending, including corporate IT.  As part of the FY 01 Zero Base process, an IT budget has been devised that will allow corporate functions to continue in the event that NMCI is delayed or cancelled.  If NMCI begins providing services as scheduled, this money will be used to fund the contract.

The total amount of money available to PHD to fund IT of any kind is limited.  Should PHD be required to maintain both its current IT infrastructure for an extended time plus fund NMCI whether or not services are available, it will cause considerable difficulty for the command.

PHD has made a commitment to its personnel that no one will involuntarily lose their job as a result of NMCI.  Therefore, the government personnel currently doing IT work will still be available should the contract be terminated.  In this event, these people would be drawn back from their new jobs on the Direct side and returned to their previous work.  However, since much of PHD’s IT work in currently contracted out, this would not replace the current contractors who are displaced by NMCI.  To fill these positions, PHD would offer contract mods and extensions to existing engineering services contracts to have them provide IT personnel, while moving quickly to prepare and award a new command-wide IT contract.

Should the NMCI contract proceed as planned and the contractor perform the services required, PHD will still need to closely manage the performance to ensure the government is getting its money’s worth.  This command intends to make intensive use of the available monitoring tools, including the Network Monitoring CLIN and user feedback reports, to track timeliness of service, overall infrastructure performance, and end users satisfaction.

2.7.1 Mission Disruption Contingencies

During the preparations for Y2K, the command conducted a series to tabletop exercises to ensure that the fleet support mission could be supported even in the event of partial loss of IT infrastructure.  Should there be a serious malfunction in the services provided by NMCI, these contingencies would be put into place in a graduated fashion.  For example, if email is out, try phone, then fax, then courier.  If the network is down, work offline, then from paper files.  One way or another, PHD would continue to meet the requirements of the fleet, but any serious disruption in services would have a strong negative impact on this command’s assessment of the NMCI experiment.

2.7.2 Financial Risk and Alternatives

The key to meeting requirements is an affordability matrix.  This is developed by first ascertaining the as-is status of the command.  Next, users are encouraged to ask for what they would like to have in the way of services and support.  Once the full demand spectrum has been established, the costs of satisfying 100% of the users’ requests is determined with the aid of the final CLIN costs.  Under any conceivable circumstances, there will be a delta between what everyone wants and what the command can afford.  This delta serves as the starting point for prioritization of requirements, and finally the available funding is placed against the prioritized requirements set to produce the affordability matrix.  It is this matrix that determines the maximum affordable services and support which the command can afford to buy, as well as the CLIN on which to spend the next marginal dollar available for NMCI.

The most significant risk the command runs in this model is unanticipated budget marks.  A significant mark against the overhead budget would force reprioritization of all budget categories, and funding for NMCI would be decreased along with everything else.  Another risk is a sudden reduction in funds caused by a program being cancelled or scaled back.  Should this happen the Direct funds for that project would be reduced, but so would the Indirect funds, which are generated as a percentage of Direct.  This would also lower the set point of availability.  Repeated budget marks, along with cancellation of programs, could cause serious difficulties in the command’s ability to afford the NMCI services it requires.

2.7.3 Contingency Plans

For financial risks, contingencies plans are always a fact of life, and for each budget mark and each program reduction, a budget drill is conducted to determine the impact and scope of the change.

For mission risks, each department knows the current fleet expectations.  In the event of NMCI’s failure to deliver the agreed-upon services, the departments would consult the command staff and the Business Information Manager, and the Corporate IT department to determine the best short-term solution to their problem.

2.8   Security Requirements

2.8.1 Physical Security

NAVSEA PHD’s primary function is to be the Navy’s lead In-Service Engineering Agent, and as such is the primary point of contact for a wide variety of tactical weapons and support systems.  Much of the information about these systems is sensitive, and this command places great emphasis on handling both Classified and Sensitive But Unclassified (SBU) data in strict compliance with Navy and NAVSEA directives.

Physical and information security is provided by code 1C40, under the management of Mr. David  Haugland (228-6163) in building 444.  His division manages and tracks classified material reproduction and handling.  He is the immediate and, other than the Commanding Officer, the ultimate source for questions concerning classified information.

NAVSEA PHD has fourteen SIPRNET enclaves, each cleared to handle up to SECRET information.  The SIPRNET accreditation plan has been approved by NSA.  This command has a long term strategy to build out from the enclaves so that within five years every engineer or logistician who requires access to classified information on his or her desktop will be able to get it.  In the short term, the transition to NMCI must not interrupt the daily workings of the SIPRNET enclaves, as they have become an indispensable source of communications with the fleet.

NAVSEA PHD is a tenant of the Navy Construction Battalion Center Port Hueneme, which is itself part of the Naval Base Ventura County (NBVC), which provides gate and roving security services.  All personnel on the base, including NMCI contract personnel, are expected to comply fully with base traffic, safety, access, and other requirements.  Badging and base access is provided by NBVC in Bldg 11.  

2.8.2 Information Assurance

The fulltime position of Information Systems Security Manager at this command is currently held by a General Dynamics contractor.  This person works with the Security Officer and the Business Information Manager to coordinate policy, monitor information assurance compliance, conduct investigations, and assist in certifying systems.

In addition, each department has a person with IA duties.  In the larger department these are fulltime personnel, but in the smaller departments this is a one or two tenths of a workyear function performed by an otherwise fully dedicated engineer or logistician.

2.9 Environmental Issues

The base is located along the environmentally sensitive Pacific Coast, and strictly adheres to state and federal environmental regulations.  In the normal course of operations, this should not be an issue, but many of the buildings are old and contain asbestos, which must be taken into account during wiring operations.  Also, permission from NBVC must be granted before trenching, and for any wiring that affects the base phone or power poles.  

2.10 Host/Tenant/On-site Contractors and Reciprocal Agreements

As part of the CINCPACFLT claimancy, all NAVSEA PHD buildings are owned by CINCPACFLT, and any planned major renovations or changes must be approved by them.  Similarly, the land on which this command sits is part of NBVC, which must approve trenching and cable stringing on utility poles.

Although NAVSEA PHD works closely with the NBVC Chief Information Officer to ensure users are provided the services they require, in day to day operations this command functions as a wholly separate organization under its own Commanding Officer, and has little functional interactivity with the larger base.

There are, however, two areas where NAVSEA PHD’s concerns do extend beyond the fences.  As part of Regionalization efforts, the command’s HRO personnel were moved under the administrative supervision of HRO Region Southwest, in San Diego, and were moved physically to the NBVC base.  They still handle NAVSEA PHD personnel actions, however, and still access this base’s LAN, so an agreement was reached that NBVC would provide their physical hardware, and NAVSEA PHD would provide their software and support.

In addition, the Navy Facilities Engineering Systems Command (NFESC), which is likewise a tenant of NBVC, has a formal MOU with NAVSEA PHD to maintain and support their SIPRNET enclave.

3.0 Minimum Transition Data

3.1  Networks
The network is the heart of NAVSEA PHD’s IT infrastructure, and an indispensable part of the day to day functioning of the command.  During the run-up to Y2K, it was discovered that in many areas, going back to the pre-computer way of doing things is not even an option.  Every person on this command has access to a computer account, from the Commanding Officer to the warehouse personnel.  The network is the primary means of dissemination of information internally, and the primary means of providing fleet support externally.  Its reliability and security are of paramount concern.  The NMCI contract is fully expected to meet at least the minimum levels of service in the contract; nothing else is acceptable.

3.1.1 Unclassified

All users have unclassified accounts on the NIPRNET system, including access to corporate and departmental servers.  This account is the primary means of performing work at PHD, and is used every day by every  person.  Every user has an account on Microsoft Exchange, which is the only authorized email system.

3.1.2 Classified

The command has fourteen SIPRNET enclaves, supporting several hundred users.  Users must apply specifically for a SIRPNET account and must have their account access approved by their department head.  In addition, NAVSEA PHD manages and maintains the SIRPNET accounts for NFESC (see section 2.11) and a small number of guest accounts for NBVC personnel.

3.2 Long Haul Connections

· 1 SmartLink T-1 terminating in San Diego, CA

· 1 Commercial T-1 terminating in Santa Monica, CA

· 1 DISN T-1, maintained by DISA and kept in backup status by PHD

· Multiple ISDN connections, available through the phone contract, and used mostly for VTC

3.3 Equipment

3.3.1 Personal Computers/Workstations/Standalone PCs

With the exception of warehouse personnel, all PHD users have individual computers at their desks.  For the most part, these are desktop computers, but approximately two hundred users who travel frequently use laptop computers hooked to docking stations.  Approximately six hundred laptops are also in use.  Most of these are signed out to individuals, although 130 are in pools issued to travelers by their respective departments.

The age and quality of existing computers varies widely.  Well funded departments update their users’ computers every two to three years.  Poorly funded departments, and those funded by G&A, tend to use theirs considerably longer.  As a result, the NMCI contractor will find large numbers of both 133Mhz Pentium computers and 800Mhz and greater PIII computers.  17” monitors are standard in most places, with 19” starting to appear in larger numbers.  All computers  have 10/100 network cards, with fifty percent on the command in buildings where the conversion to 100Mhz switched has replaced the 10Mhz shared network access.

3.3.2 Peripheral Equipment

The command owns a large number of printers; the current ratio is one printer to every six users.  Many of these are inkjet or older Laserjet III and 4 printers.  In the past two years the move has been to high speed networked color laser printers, and thus many of the older black and white laser printers have been moving from networks to individual users’ desks.  Using them in this way is allowed but not expected to continue under NMCI.

Most computers include sound cards and speakers.  Zip drives are common and CD burners are becoming more and more common.  Individual modems are not allowed in desktop computers without formal approval due to their security risk.  

In addition to the standard PC peripheral equipment found widely throughout the command, many computers are dual-use, and contain equipment used to support tactical systems and mission-related objectives.  These include special cards for equipment testing and troubleshooting, and special systems  used to develop, test, and maintain software.

3.3.3 CMS Custodian

FC1 Michael Edgar

Bldg 1220

805-228-7674

EdgarMD@phdnswc.navy.mil
The CMS custodian will provide a full list of current cryptographic equipment used by this command.

3.4 Help Desk Information

As part of the GD contract, a Help Desk is maintained to support NAVSEA PHD personnel.  The Help Desk (228-8191) provides command-wide support in the following areas:

· Phone number adds, changes, deletions to the NAVSEA Global Address Listing

· Corporate network monitoring and support

· Central POC for antivirus status and information

· Support for problems with legacy applications, such as RIMS, SLDCATA, and ILSMIS

· Notification and status of command-wide outages and interruptions for maintenance

The Help Desk is manned from 0630 to 1730 on normal workdays.  Outside of those hours, the Computer Room Operator monitors the phones and forwards critical problem notifications and emergency service requests to the on-call Help Desk personnel.  In addition, for those departments procuring desktop support services off the GD contract, the Help Desk provides call logging and dispatch services for desktop support, upgrade, and repair.

In the current NAVSEA PHD IT environment, some departments also maintain their own Help Desk functions.  These range from formal Help Desks with full support and monitoring functions to ISPOCs diverted from their normal jobs to help individuals.

Those Help Desk functions which are within the scope of NMCI, whether they are provided by the command Help Desk or by the departments, will transition to NMCI immediately.  However, for those functions out of scope, such as tactical IT or legacy applications, or those not yet within scope, such as communications NAVSEA PHD will continue to provide Help Desk services.  The command will work with the NMCI contractor to find the most efficient, cost effective solution to providing these services.

3.5 Legacy Applications

In support of NAVSEA PHD’s business functions, a wide variety of software is used, including both Commercial Off the Shelf (COTS) and custom-designed applications.  All of this software must be interfaced and managed under NMCI.

Which office automation package is chose is the NMCI contractor’s decision.  However, as part of PHD’s normal mission this command communicates regularly with the fleet, other Navy commands, other governmental organizations, contractors and commercial entities, and local and state governments.  Whatever applications suite is chose must have the ability to send and receive standard business documents to all the people with whom PHD does business.

Although the primary source of tactical software development is Code 6000, which is not going to transition with the rest of the command, some software is written and maintained in other codes.  Not only must this software continue to work, but the developers using it must have adequate administrative rights on their computers to do so.  In many cases this requires Administrator privileges at the local level.

NAVSEA PHD also uses a number of NAVSEA and Navy standard systems, including ILSMIS, SLDCATA, and DCPDS.  However, the primary accounting system at this command is RIMS.  NAVSEA PHD is the only large Navy command using RIMS; and transition to DIFMS is currently scheduled for October 2003, although parallel Navy efforts in the direction of Enterprise Resource Planning (ERP) systems may impact that schedule.

A complete list of the current legacy applications is available in Appendix G.

3.6 Maintenance & Development Tools

It has been a command objective over the past three years to move to web-based development tools, and many of the older development systems were retired during the Y2K preparations.  Similarly, the command has moved to standardize on database products to provide economies of scale and service.  For web site development, the standard is Microsoft FrontPage 2000, linked to SQL Server 7 databases.  Specialized scripting is performed in CGI, Java, or Visual Basic.

The NAVSEA PHD data warehouse uses Brio to extract data, although a recent purchase of Cognos PowerPlay has been made to work with the Corporate Information System currently in development.  Depending on the results, PowerPlay may replace Brio in by 2002.

In addition to the corporate standards, there are departmental tools in use.  These occur because NAVSEA PHD is only one of many recipients of funding by Program Sponsors, who in many cases have their own standards for hardware and software.  As a result, on the mission side a considerable amount of development work is done in ColdFusion and with Oracle databases.  This kind of work is generally out of scope for NMCI purposes, but the contractor is responsible for ensuring the existing systems interface seamlessly with the existing development tools.

3.7  Offsite Services Provided

The command has two primary means of offsite communications for personnel:  Outlook Web Access (OWA), and a Shiva dialin pool.  To ensure appropriate security, all browsers accessing internal information are required to use 128-bit encryption services.  The Shiva pool has an 800-number for users on travel, and has fifty lines available for simultaneous connections.

The command also provides services to the local community.  These mainly consist of  hosting low volume web sites outside the firewall.  Sites currently hosted included the PHD Alumni Association web page, the  Ventura County business development roundtable page, the Thousand Oaks TeleCommuting Web, and the Thousand Oaks Community Network.  The command has been approached by the newly established California State University Channel Islands about providing some community support, but no formal agreements have been signed yet.  These web sites have MOUs establishing their maximum bandwidth and usage limitations, and restricting the type and amount of information which can be hosted.  They are reviewed annually for renewal.

NAVSEA PHD currently has a Livelink server hosting several hundred accounts.  This will be subsumed by the NAVSEA corporate Common Document Management System once it is available.

Several contractors, including GD, SAIC, SYS, and CDC have access to internal systems for the mission support engineering services contracts.  This access is provided by specific firewall ports admitting specific locations, and the contractors can reach only those departmental and corporate servers previously approved for use.  More complicated is the relationship between the NAVSEA PHD detachment in Louisville, KY, and United Defense Limited Partnership (UDLP), which was created from the Naval Ordnance Center Louisville during the last round of BRAC.  The Louisville detachment and UDLP are still very closely linked, and will required special efforts to fence off government-only information.

NAVSEA PHD has large detachments in Dam Neck, VA; Louisville, KY; and San Diego, CA, but has personnel in many sites across the country and around the world.  All PHD personnel will need the same level of access to this command’s servers and information as they have today.

Appendix H has complete list of NAVSEA PHD personnel by location.

3.8  VTC Sites

Fixed VTC sites:

	Name
	Location
	Capacity
	Classified Capable?

	Main VTC
	Bldg 445
	30
	Yes

	New MIC
	Bldg 445
	35
	Yes

	Old MIC
	Bldg 445
	22
	No

	Aegis VTC
	Bldg 1387
	40
	No

	Command Conf.
	Bldg 1388
	120
	No


In addition, PHD has six roll-around VTC units using PictureTel equipment.

3.9 Personnel

3.9.1 Total Personnel

The total count of personnel for PHD is 2361 as of 31 August 2000.  This includes 2246 government civilians and 115 military, in the following locations:

	Location
	Government Civilians
	Military
	Total

	Port Hueneme & San Diego
	1774
	76
	1850

	Louisville
	177
	5
	182

	Dam Neck (not transitioning Q1)
	295
	34
	329

	Total
	2246
	115
	2032


In addition, at any time PHD has approximately 350 on-site contractors.  Minus the Dam Neck personnel, the total count transitioning in the first quarter is 1951 government civilians, 81 military, and an estimated 320 contractors.

3.9.2 IT Personnel

During the NMCI planning process, it was determined that PHD had approximately 28 Full-Time Equivalent (FTE) personnel working in IT functions, both within-scope and out-of-scope for NMCI purposes.  An FTE does not represent a person, but is a measure of workyears expended.  For example, five people, each spending 2 tenths of a workyear on IT, would be one FTE.  The 28 FTE’s identified by PHD actually represent all or part of the workload of 42 individuals.

Of the 28 FTE’s 13.8 were identified as doing within-scope functions.  These personnel will be retrained and reassigned to perform other functions.

The remaining FTEs perform mission related work that is not currently planned for duplication by NMCI.  They will interface with the NMCI contractor but will continue their functions otherwise.  As time and funding permit, these positions will be considered for possible inclusion in NMCI as optional items.

3.9.3 Personnel Issues

Every effort will be made to minimize the impact of NMCI on existing PHD personnel, but since this contract make fundamental changes in the way IT is managed in the Navy, some problems are almost certain to occur.  Should issues arise regarding work rules and federal workforce laws, the following personnel are available, although the Business Information Manager and Transition Team must be notified before the contractor negotiates any issues with the unions.

Command Labor Relations Specialist:


Mr. Mark Thomas


Bldg 1219


805-228-0709


ThomasMN@phdnswc.navy.mil
Federal Union of Scientists and Engineers Representative


Mr. Cleon


Bldg 444


805-228-0709


FUSE@phdnswc.navy.mil
National Association of Government Employees


Ms. Roseann Moss


Bldg 444


805-228-0935


NAGE@phdnswc.navy.mil
3.10 Contractor Work Space

Building 1217-1 is available for IT contractors.  It currently houses the GD contractor personnel and provides approximately 5568 square feet of furnished office space, with a seating capacity of 48.  It is connected to all PHD data services and is within walking distance of all NAVSEA PHD personnel located on the Port Hueneme facility except for the Procurement Department, which is in Building 5 on the NBVC, a five minute drive from the main compound.

Additional space is being vacated by the contractors whose positions are being subsumed within the NMCI contract.  This space may be available as well.  The contractor will discuss the need for any additional space with the NAVSEA PHD Transition Team leader, who will contact the appropriate department manages the desired space.

3.11 Current Contracts

The total business base of NAVSEA PHD in FY00 was approximately $500 million.  Of this, 55% is contracted out.  Although there are some personal services type contracts involved, primarily form command support efforts, the vast majority of contracts are for engineering support services.  Over time, some of these have let delivery orders for services which might be construed as IT support, but they represent small efforts.

Only the Surface Combatants Department has a formal IT contract, with PRC, and it is for only 2WY of effort.  The department  understands that this contract will terminate upon the arrival of NMCI.

Although the number changes weekly, at any given time there are approximately 350 on-site contracts working at NAVSEA PHD.  If they are going to continue to provide the services they currently do, each of them must have an NMCI seat of some kind.  How they will be paid for depends of who is funding them, but it will be one of three methods:

· Contractors providing services to G&A departments (Comptroller, Security, Corporate Planning, and Corporate IT not within NMCI scope) will be paid for by the command corporately just as regular military and civilian employees will be

· Contractor seats for personnel providing mission support may be paid for by the department they support, and will charge back the costs via their individual contract provisions

· Contractors may enter into agreements individually with the NMCI contractor to provide the appropriate level of support desired

In addition, there are a number of contractors who do not sit on-site, but who require access to some mission-related data.  Once the NMCI contract has been let and more details are available, these requirements will be evaluated and a pricing mechanism established.

During preparations for NMCI a check was made of existing contracts performing IT or IT-like functions and it was determined that the contract termination liability to PHD was very low.  Total termination costs are expected to be in the $30,000-$50,000 range.

3.12 Procurement/Lease Efforts

Most IT equipment at this command is purchased outright.  The only large system being leased is the computers hosting the SLDCATA Time and Attendance system, and these are not within scope of NMCI.

3.13 Continuity of Operations Plan (COOP)/Disaster Recovery

A Continuity of Operations Plan was developed and signed as part of this command’s Y2K preparations.  It includes procedures for dealing with computer, communications, utilities, and security incidents.  The plan  has been reviewed and, since it is less than a year old, determined to be still applicable.  Phone numbers and POCs have been updated as necessary, but the plan is still acceptable in its present format.  It is available for review upon request.

4.0 NMCI CLIN Definitions 

4.1
Fixed Workstation Seat

Item 0001 (and 0101 if option is exercised)

The fixed workstation seat services provided by the NMCI Contractor (including network services which are included with the desktop) shall be composed of a set of IT characteristics (for example, hardware and software, file share services, maintenance, refreshment, administration, network access, customer support, relocation, training). The unit of purchase for these service categories shall be referred to as a “seat.” The Contractor shall provide two non-classified user accounts for each fixed workstation seat procured.

4.2
Portable Seat


Item 0002 (and 0102 if option is exercised)

A portable seat meets all the requirements for a fixed workstation seat and also provides the capability for portable computing. A portable seat supports the user who (1) needs full desktop capabilities from various locations (with ease of mobility) with seat functionality intact, (2) needs access to resources (e.g., e-mail, files) while away from the office, and (3) makes high quality presentations while on travel (e.g., connection to projection system). The unit of purchase for these service categories shall be referred to as a “seat.” The Contractor shall provide two non-classified user accounts for each portable seat procured.

4.3
Full Service Embarkable Workstation Seat


Item 0003AA (and 0103AA if option is exercised)

The Full Service Embarkable Workstation Seat receives the same basic services and is eligible for the same optional services as Item 0001.  Embarkable means that the workstation will be periodically deployed and used in an expeditionary or field environment where the workstation will be subjected to rough handling and climatic extremes. Embarkable workstation seats shall be capable of interfacing with and being reconfigured for compatibility with IT-21 shipboard networks and the Marine Corps Tactical Network (MCTN).  Reconfiguration to interface with IT-21 or other non-NMCI (e.g. Disembarked) network is not the responsibility of the Contractor.  Worldwide support for deployed equipment and software to meet the service level is provided by DoN. Reconfiguration for return and interface with NMCI is the responsibility of the Contractor.  The unit of purchase for these service categories shall be referred to as a “seat”. The Contractor shall provide two non-classified user accounts for each embarkable workstation seat procured.  The NMCI Contractor shall supply spares to facilitate deployed operations.

4.4
Limited Service Embarkable Workstation Seat

Item 0003AB (and 0103AB if option is exercised)

This service allows a workstation not provided by the Contractor to have direct, local connectivity to NMCI in accordance with the security requirements and policy of this contract and receive all basic data services.  The workstation hardware (desktop or portable) associated with this seat type is acquired, maintained, and refreshed by the Government and is intended for operating forces and transient users only.  The Contractor shall provide the full range of help desk support for this seat with this exception: if the Contractor determines that the cause of a reported problem is the result of workstation hardware or non-standard software failure, the help desk will close this trouble ticket and refer the user to the appropriate Government representative for resolution.  The appropriate Government representative is determined as follows. For Navy hardware, the equipment data plate or the equipment users manual will identify the In Service Engineering Agent (ISEA) for that specific devise.  For USMC hardware, the equipment data plate, equipment users manual or Users Logistic Support Summary 003099 -15 Jan 2000 (PCN 132-106240-00) will identify the hardware support activity for that specific devise.  For software problems, the software application opening screen, Help information or software documentation will identify the Service designated Software Support Activity (SSA) for that specific software application.  The Contractor shall provide two non-classified accounts for each seat procured.

4.5
Full Service Embarkable Portable Seat

Item 0004AA (and 0104AA if option is exercised)

This seat meets all the requirements for a portable seat. Embarkable means that the workstation will be periodically deployed and used in an expeditionary or field environment where the workstation will be subjected to rough handling and climatic extremes. Embarkable portable seats shall be capable of interfacing with and being reconfigured for compatibility with IT-21 shipboard networks and MCTN.  Reconfiguration to interface with IT-21 or other non-NMCI (e.g. Disembarked) network is not the responsibility of the Contractor.  Reconfiguration for return and interface with NMCI is the responsibility of the offeror. NMCI services are provided to this SDP only when workstation is in garrison environment. The unit of purchase for these service categories shall referred to as a “seat.” The Contractor shall provide two non-classified accounts for each Embarkable Portable seat procured. 

4.6
Limited Service Embarkable Portable Seat

Item 0004AB (and 0004AB if option is exercised)

This seat allows a workstation not provided by the Contractor to have direct, local connectivity to NMCI in accordance with the security requirements and policy of this contract and receive all basic data services.  The workstation hardware (desktop or portable) associated with this seat type is acquired, maintained, and refreshed by the Government and is intended for operating forces and transient users only.  The Contractor shall provide the full range of help desk support for this seat with this exception: if the Contractor determines that the cause of a reported problem is the result of workstation hardware or non-standard software failure, the help desk will close this trouble ticket and refer the user to the appropriate government representative for resolution. The appropriate Government representative is determined as follows. For Navy hardware, the equipment data plate or the equipment users manual will identify the In Service Engineering Agent (ISEA) for that specific devise.  For USMC hardware, the equipment data plate, equipment users manual or Users Logistic Support Summary 003099 -15 Jan 2000 (PCN 132-106240-00) will identify the hardware support activity for that specific devise.  For software problems, the software application opening screen, Help information or software documentation will identify the Service designated Software Support Activity (SSA) for that specific software application.  The Contractor shall provide two non-classified accounts for each seat procured.

4.7
Hybrid Seat

Item 0005 (and 0105 if option is exercised)

A hybrid seat provides access to NMCI with proper authentication and access control for remote users with workstations not provided by the Contractor.  The services provided will enable the user to receive and process information on the NMCI with varying levels of information portability.  The basic hybrid seat provides information services that can be accessed in an on-line session and the enhanced hybrid seat provides information services that can be accessed both on and off-line as described below.  The security requirements for both are identical and the contractor is only responsible for SLA performance inside the NCMI infrastructure Point of Presence (POP).  The unit of purchase for these service categories shall be referred to as a “seat.”   The Contractor shall provide one non-classified account with each hybrid seat procured.

4.7.1
Basic Hybrid Seat

Item 0005AA (and 0105AA if option is exercised) 

A basic hybrid seat provides access to NMCI with proper authentication and access control for remote users with workstations not provided by the Contractor.  This provides on-line terminal emulation of the following basic services: email services, directory services, NMCI access, PKI integration, non-classified remote access services, and help desk services restricted to the basic services listed above.  The contractor is only responsible for SLA performance inside the NCMI infrastructure Point of Presence (POP).  The unit of purchase for these service categories shall be referred to as a “seat.”   The Contractor shall provide one non-classified account with each hybrid seat procured. .  If the Contractor determines that the cause of a reported problem is the result of workstation hardware incompatibility, hardware failure, or non-standard software failure, the help desk will close this trouble ticket and refer the user to the appropriate government representative for resolution.  Basic hybrid seats shall access the NMCI via dial-up, Digital Subscriber Line (DSL), cable modem, etc.  Basic hybrid seats will be configured based upon the following security parameters, which constitute the minimum security load.  Basic hybrid seats will be configured with the latest operating system security patches, anti-virus software with the most current virus signature profiles and smart card reader (provided as GFE).  Basic hybrid seats shall be considered untrusted entities and shall connect to the NMCI at boundary 1.  Strong Identification and Authentication (I&A) and access control mechanisms shall be implemented for basic hybrid users. 

4.7.2
Enhanced Hybrid Seat

Item 0005AB (and 0105AB if option is exercised)

An enhanced hybrid seat provides access to NMCI with proper authentication and access control for remote users with workstations not provided by the Contractor.  This seat gets full access to NMCI services.  The contractor is only responsible for SLA performance inside the NMCI infrastructure Point of Presence (POP).  The unit of purchase for these service categories shall be referred to as a "seat." The Contractor shall provide one non-classified account with each hybrid seat procured.  For the enhanced hybrid seat, the contractor shall provide for an original configuration load and test of the NMCI standard software load.  To be considered a trusted NMCI user and connect within boundary 1, enhanced hybrid seats shall be configured with the standard NMCI software load.  A smart card reader (in accordance with attachment 8) will be provided as GFE. The workstation hardware (desktop or portable) associated with this seat type is acquired, maintained, and refreshed by the Government.  The Contractor shall provide help desk support for the accessed services provided from the NMCI and the NMCI infrastructure except for the government furnished and maintained client device.  If the Contractor determines that the cause of a reported problem is the result of workstation hardware incompatibility, hardware failure, or non-standard software failure, the help desk will close this trouble ticket and refer the user to the appropriate government representative for resolution. The appropriate Government representative is determined as follows.  For Navy hardware, the equipment data plate or the equipment users manual will identify the In Service Engineering Agent (ISEA) for that specific devise.  For USMC hardware, the equipment data plate, equipment users manual or Users Logistic Support Summary 003099 -15 Jan 2000(PCN 132-106240-00) will identify the hardware support activity for that specific devise.  For software problems, the software application opening screen, Help information or software documentation will identify the Service designated Software Support Activity (SSA) for that specific software application.

4.8
Wall Plug Service

Item 0006 (and 0106 if option is exercised)

This service provides access to the NMCI in the form of a wall plug. This service allows an NMCI data seat user to have direct, local connectivity to NMCI in accordance with the security requirements and policy of this contract.  This service is an additional Local Area Network (LAN) drop beyond those provided with data seat orders. This service is an extension of the NMCI infrastructure.  This service from the wall plug can be used by all NMCI ordered seats except a basic hybrid seat.

4.9
High-End Seat Upgrade Package

Item 0007 (and 0107 if option is exercised)

A high-end seat upgrade package adds enhanced performance (i.e.; high bandwidth and CPU-intensive processing) beyond the requirements of a base seat. This package is not available for hybrid seats or wall plug services. Optional for Item 0001-0004 (and 0101 through 0104, if option is exercised).

4.10
Mission-Critical Seat Upgrade Package

Item 0008 (and 0108 if option is exercised)

A mission-critical seat upgrade package adds enhanced availability, reduced network loading, greater maintenance responsiveness, as well as a greater level of real-time operations for a significant number of information producing and collecting systems beyond the requirements of a base seat. This package is not available for hybrid seats or wall plug services.  The level of service required for the Mission-Critical Seat Upgrade Package is specified in Attachment 2.  Optional for Items 0001-0004(and 0101 through 0104, if option is exercised).

4.11
Classified Connectivity Upgrade Package

Item 0009 (and 0109 if option is exercised) 

This service provides classified connectivity and shall include any necessary security upgrades (including SIPRNET, if applicable) to support a secure workstation environment.  The Contractor shall provide five classified accounts for each classified upgrade packages procured. Optional for Items 0001-0004 (and 0101 through 0104, if option is exercised).

4.12 Voice Services

Voice Services are currently outside the NMCI IOC and will be considered at a later time after Contract award.

4.12.1
Basic Voice Seat

Item 0010AA (and 0110AA if option is exercised)

Non-secured voice communications provides the user access to voice communications with basic services.  A fixed voice service seat includes instruments, infrastructure, and other services to provide non-secured telephone-related connectivity within and external to NMCI. ).  The basic capabilities/services are call forwarding, call transfer, call hold, call waiting, call pickup, and hunt group. The contractor shall provide for connecting users to voice communication service.  The basic voice seat price includes unlimited local PSTN access and unlimited calls to NMCI voice seats.  The contractor shall prepare billing statements for tolls associated with use of FTS-2001 or commercial long distance charges for calls to non-NMCI users.  The government shall be responsible for certifying bills, resolving billing disputes and collection of payments.  Basic voice seat capabilities include interoperability with Defense Switched Network (DSN), Federal Telecommunications System (FTS) 2001, Government Emergency Telecommunications System (GETS) and unlimited usage of local Public Switched Telephone Network (PSTN). The DSN interoperability of the Basic Voice Seat shall also support Multi Level Precedence and Preemption (MLPP) capability, and end user MLPP interactions shall be provided in accordance with DISA JIEO technical report 8249 (GSCR) paragraph 2.2.1 and subparagraphs. The contractor shall provide operator services to include directory assistance (i.e., 411), enhanced 911 capabilities, and 24-hour operator-assisted calling including DISN OCONUS calls.

4.12.2
Business Voice Upgrade Package

Item 0010AB (and 0110AB if option is exercised)

A business voice seat upgrade adds a premium voice terminal with the following additional features beyond the requirements of a basic voice seat: voice mail, caller-id, and conference calling (minimum 3 party conference). Optional for Item 0010AA. 

4.12.3
Mission Critical Voice Seat Upgrade Package

Item 0010AC (and 0110AC if option is exercised)

A mission critical voice seat upgrade package increases availability of service. Optional for Item 0010AA.

4.12.4
Pier Voice Line

Item 0010AD (and 0110AD if option is exercised)

A pier voice line provides voice connectivity for ships pier side at designated Navy and Marine Corps facilities.  The contractor provided connectivity shall interface with government provided ship’s telephones or telephone equipment.  The pier voice line provides the same NMCI capabilities/services that are associated with the Basic Voice Seat, and the pier voice line price includes unlimited local PSTN access and unlimited calls to NMCI voice seats. The contractor shall provide the capability to provision pier voice lines within 24 hours (normal) or 1 hour (emergency).  The contractor shall prepare billing statements for tolls associated with use of FTS-2001 or commercial long distance charges for calls to non-NMCI users.  The government shall be responsible for certifying bills, resolving billing disputes and collection of payments. 

4.12.5
Pier Voice Trunk

Item 0010AE (and 0110AE if option is exercised)

A pier voice trunk (DS0s bundled into DS1s) provides voice connectivity for PBX-equipped ships pier side at designated Navy and Marine Corps facilities.  The contractor provided connectivity shall interface with government provided ship’s telephone equipment.  The pier voice trunk provides the same NMCI capabilities/services that are associated with the Basic Voice Seat, and the pier voice trunk price includes unlimited local PSTN access and unlimited calls to NMCI voice seats. The contractor shall provide the capability to provision pier voice trunks within 24 hours (normal) or 1 hour (emergency).  The contractor shall prepare billing statements for tolls associated with use of FTS-2001 or commercial long distance charges for calls to non-NMCI users.  The government shall be responsible for certifying bills, resolving billing disputes and collection of payments.   

4.12.6
Commercial Voice Seat

Item 0010AF (and 0110AF if option is exercised)

Commercial voice seat provides voice services to commercial entities, family housing and unofficial users located on Navy and Marine Corps installations where ready connection to the Public Switched Telecommunications Network (PSTN) is not available. The provision and cost of this service shall be in accordance with DoD policy for class B service defined in DoD Directive 7220.9-M.  The NMCI Commercial Voice seat only provides unlimited calls within the local calling area.  The contractor shall also provide the Commercial voice seat with access to commercial long distance carriers.  

4.12.7
Commercial Voice Connectivity

Item 0010AG (and 0110AG if option is exercised)

Commercial Voice connectivity provides the physical cable plant between the local telephone company's demarcation point on a naval base and the telephone jack located in on-base commercial entities, family housing and unofficial users premises.  At facilities equipped with a new infrastructure, sufficient external cable plant shall be provided from the local telephone company's demarcation point on a naval base to each individual entity to cover its voice service requirements. 

4.12.8
Secure Voice Seat

Item 0011 (and 0111 if option is exercised)

A secure voice seat provides user access to voice communications services which includes National Security Agency (NSA) approved instruments (STU, STE, etc.), infrastructure, and other services to provide secure telephone-related connectivity within and external to NMCI.  

4.12.9
Mobile Phone Seat

Item 0012 (and 0112 if option is exercised)

A mobile phone seat provides the user mobile (analog/digital) non-secured voice communications within the NMCI service area. 

4.12.10  Personal Paging Service Seat

Item 0013 (and 0113 if option is exercised)

This service provides non-secured voice and text messages throughout the NMCI service area.

4.13
Fixed Video Teleconference (VTC) Seat

Item 0014 (and 0114 if option is exercised)

In accordance with issued orders, a fixed VTC seat provides audio-visual services in existing dedicated facilities where users can initiate and participate in live video teleconferences. Fixed VTC seats include infrastructure and required services to provide fixed video teleconference connectivity within and external to NMCI. These services consist of high bandwidth communications, point-to-point, point-to-multipoint and continuous transmission that allows participants to conduct visually interactive electronic meetings between one or more distant locations using video cameras, monitors, and audio and video communications, thus enabling participants to see and hear each other as if they were in the same room.  This service provides interoperability with other VTC systems using H.320 and H.323 standards. Some of the features of this service include, but are not limited to: room cameras with full area coverage, large monitors, on-screen menus, dynamic speaker technology, far end camera control, collaborative tools, VTC scheduling set up and operations, and multi-session bridging to enable VTC connectivity throughout the NMCI and with external participants, and remote diagnostics. This item will be separately priced in individual orders.

4.14
Moveable VTC Seat

Item 0015 (and 0115 if option is exercised):

A moveable VTC seat provides audio-visual equipment that allows user access to selected VTC services, offering mobility and easy relocation. Users can initiate and participate in live video teleconferences. Moveable VTC seats include telecommunications infrastructure and required services to provide movable video teleconference connectivity within and external to NMCI.  These services consist of high bandwidth communications, point-to-point and point-to-multipoint that allows participants to see and hear each other as if they were in the same room.  Multi-point VTC includes audio-based switching, chair/director control, and continuous presence.  Service provides interoperability with other VTC systems using H.320 and H.323 standards and speed matching.  Some of the features of this service include, but are not limited to: room cameras with full area coverage, large monitors, on-screen menus, dynamic speaker technology, far end camera control, remote diagnostics, T.120 compliant collaborative tools, VTC scheduling, set-up, and operations, and multi-session bridging to enable VTC connectivity throughout NMCI and with external participants.

4.14.1
Basic Moveable VTC Service

Item 0015AA (and 0115AA if option is exercised)

Provides 128 Kbps/15 fps quality video, supporting bandwidth, and standard features to include VTC scheduling set up and operations, multi-point bridging, and reliability of service.

4.14.2
High End Moveable VTC Service

Item 0015AB (and 0115AB if option is exercised)

Provides 384 Kbps/30 fps quality video, supporting bandwidth, and standard features to include VTC scheduling set up and operations, multi-point bridging, and reliability of service.

4.14.3
Mission Critical Moveable VTC Service

Item 0015AC (and 0115AC if option is exercised)

Provides video, supporting bandwidth, and enhanced features to include VTC scheduling set up and operations, and increased reliability of multi-point bridging and service. May be ordered as high availability upgrade to Items 0015, 0015AA, 0015AB, or 0015AD.

4.14.4
Premium Moveable VTC Service

Item 0015AD (and 0115AD if option is exercised)

Provides 768 Kbps/30 fps quality video, supporting bandwidth, and standard features to include VTC scheduling set up and operations, multi-point bridging, and reliability of service.

4.15
Additional File Share Services

Item 0016 (and 0116 if option is exercised)

File share services, in excess of the amount provided as a part of the basic NMCI services, allow the user to store and retrieve files on shared, controlled access storage media (unit = 10 gigabytes of file storage).  This includes but is not limited to access controls, back up, and recovery. Not available for hybrid seats or wall plug services.  Unit price=10 GB/month. Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.16
Internet Access for Mobile Phone Seat

Item 0017 (and 0117 if option is exercised)

Internet access for a mobile phone provides a point of entry for the Internet, with interoperability with other DoN and DoD Service Delivery Points (SDPs). In some instances, this point of entry may be a wall plate. Optional for Item 0012 (and Item 0112, if option is exercised)

4.17
Classified Remote Access Service (CRAS)

Item 0018 (and 0118 if option is exercised)

Classified remote access service allows users to access the NMCI data network from remote locations using a secure dial-up capability, including NSA-approved hardware required to connect user NMCI data networks via RAS. User shall have also ordered Item 0009. Optional for Items 0002 and 0004 (and 0101 through 0104, if option is exercised).

4.18
Classified/Non-classified Selectable Connectivity

Item 0019 (and 0119 if option is exercised)

Classified/non-classified selectable connectivity allows the user to move between classified and non-classified networks and configurations while on the same workstation, provided that Item 0009 has been ordered and Government approved components/system configurations have been used for that workstation. Government approved components/system configurations are those that have been developed in accordance with the requirements established by ASD/C3I memorandum on Secret and Below Interoperability (SABI) dated 20 March 1997. This item will be separately priced in individual orders.  Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.19
Data Seat Voice Communications Upgrade

Item 0020 (and 0120 if option is exercised)

Voice communication provides for non-secured voice calls to other users inside NMCI domain and users external to the domain, using the data seat. Optional for Items 0001 and 0004 (and 0101 through 0104, if option is exercised).

4.20
Defense Messaging System Data Seat Upgrade

Item 0021 (and 0121 if option is exercised)

This is an upgrade to the basic data seats to support Defense Messaging System requirements.  Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.21
Desktop VTC (HW/SW)

Item 0022 (and 0122 if option is exercised)

This service allows users to participate in live video teleconferences from the desktop. This service is interoperable with other VTC systems using H.320 and H.323 standards. Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.21.1
Basic Desktop VTC

Item 0022AA (and 0122AA if option is exercised)

Provides 15 frames per second quality video, interface to other teleconferencing services, and standard features including multipoint bridging.

4.21.2
High End Desktop VTC

Item 0022AB (and 0122AB if option is exercised)

Provides 30 frames per second enhanced quality video, interface to other teleconferencing services, and standard features including multipoint bridging.

4.22
Optional User Capabilities (commercial off the shelf (COTS) Catalog)

Item 0023 (and 0123 if option is exercised).

These capabilities provide COTS software or hardware peripherals associated with data, voice, and video seats, to support requirements beyond the basic services.  These options are available through a catalog. The Contractor shall provide a catalog of hardware and software for specialized tasks.  Software options shall be pre-integrated and available for immediate access when ordered.  All items in the catalog shall be integrated and interoperate with all basic and optional services.  Integrated services shall include maintenance, upgrades, initial training and access to the help desk.  The Help Desk shall support these optional services and hardware.  Addition and removal of items from the catalog shall be upon the approval of the Contracting Officer.  Items to be included in this catalog shall include but is not limited to:  docking stations/port replicators, personal desktop computers, laptops, printers, project management software, copiers, scanners, facsimile machines, Personal Digital Assistants (PDAs), automated control sensors, collaborative services and planning, workflow management, multi line telephones, printer toner cartridges, and portable workstation wireless dial-in.   Additionally, COTS software not provided as standard office automation may be available through the catalog. Consumable items are not included in the scope of this contract (except for printer toner cartridges, if ordered under this item). Optional for Items 0001 through 0004, 0010 through 0015 (and 0101 through 0104, 0110 through 0115, if option is exercised).

4.23  Additional Non-classified Account

Item 0024 (and 0124 if option is exercised)

Additional non-classified account provides a user account in addition to those provided with the data seat(s).  This service is not available for hybrid seats or wall plug services.  Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.24
Additional Classified Account

Item 0025 (and 0125 if option is exercised)

An additional classified account provides a user account in addition to those provided with the data seat(s).  This service is not available for hybrid seats or wall plug services.  Optional for Items 0001 through 0004 (and 0101 through 0104, if option is exercised).

4.25
Additional Moves, Adds, and Changes (MAC)

Item 0026 (and 0126 if option is exercised)

Services to perform user requested system hardware and software de-installation, move and re-installation, and change at a level over and above that provided under basic seat services.  However, changes effected pursuant to section 6.16, entitled “Technology Improvements and Refresh” shall not be considered MACs under this item. The unit of order is a lot of 1000 transactions. This service is not available for hybrid seats or wall plug services.  This price is based on the assumption that moves are within NMCI infrastructure aggregated at the NMCI enterprise level. Optional for Items 0001 through 0004, 0010 through 0015 (and 0101 through 0104, 0110 through 0115, if option is exercised

4.26
Application Server Connectivity

Item 0027 (and 0127 if option is exercised)

Application server connectivity is a service that provides NMCI connectivity to legacy application servers for Navy and Marine Corps organizational, operational, and functional applications to meet mission requirements. This service shall meet peak network loading requirements of users for replication, but does not include server and database maintenance, and administration.  

This item covers connectivity for application servers above and beyond the legacy server applications included as a part of the NMCI basic services and provides NMCI connectivity to applications servers that are added to the network after baseline services are established.

4.26.1
Standard Application Server Connectivity Service 

Provides a standard level of availability, network loading, and maintenance responsiveness.

4.26.1.1  Standard Low Bandwidth Application

Item 0027AA (and 0127AA if option is exercised)

Low Bandwidth - Contractor Defined

4.26.1.2  Standard Medium Bandwidth Application

Item 0027AB (and 0127AB if option is exercised)

Medium Bandwidth - Contractor Defined

4.26.1.3  Standard High Bandwidth Application

Item 0027AC (and 0127AC if option is exercised)

High Bandwidth - Contractor Defined

4.26.2
Mission Critical Application Server Connectivity Service

Provides connectivity between an application server and the network backbone of the local supporting backbone.  Provides an increased level of availability, reduced network loading and greater maintenance responsiveness.

4.26.2.1  Mission Critical Low Bandwidth Application

Item 0027AD (and 0127AD if option is exercised)

Low Bandwidth - Contractor Defined

4.26.2.2  Mission Critical Medium Bandwidth Application

Item 0027AE (and 0127AE if option is exercised)

Medium Bandwidth - Contractor Defined

4.26.2.3  Mission Critical High Bandwidth Application

Item 0027AF (and 0127AF if option is exercised)

High Bandwidth - Contractor Defined

4.27
Data Warehousing

Item 0028 (and 0128 if option is exercised)

Data warehousing services shall be in accordance with DoN and DoD policy, standards, and architecture regarding data, data storage, and data retrieval, including use of COTS tools. This item will be separately priced in individual orders.

4.28
Legacy Systems Support

Item 0029 (and 0129 if option is exercised) 

Legacy systems support provides initial integration services for emerging operational and functional systems to enable them to run on NMCI. Legacy system support can also provide additional services beyond basic integration.  These additional services provide a range of options that include, but are not limited to, contractor hosting of applications, operations and maintenance support, database management, and training, if ordered.  This service may include participation of the contractor in business process re-engineering activities.  Actions shall maintain all security procedures as provided in Attachment 4. This item will be separately priced in individual orders, and can be applied to legacy systems that have been integrated to run on NMCI as part of basic service during initial NMCI implementation.

4.29
Network Operations Display

Item 0030 (and 0130 if option is exercised)

Network operations display provides authorized mission critical users real-time status of the network assets allocated to them for mission support.  This service includes status of both classified and non-classified networks, as required.

4.30
Military Personnel Core Competency Development

Item 0031 (and 0131 if option is exercised).

Military Personnel Core Competency Development is a service opportunity provided at major fleet concentration areas assigning contractor workload to trained, experienced military IT professionals.  It is estimated that between 50 and 3000 service members may be available at any given time, and the Government will order this option in lots of 50.  One lot of 50 will be used for evaluation purposes only.  The contractor shall provide training and tasking, the object of which is to develop core competencies in accordance with the Requirements for NMCI, Military Personnel Core Competency Development Sea Shore Rotation and Operating Forces/Supporting Establishment Rotations, Attachment 3.  Any travel costs associated with contractor-sponsored training will be included in the total price of this Item.  (Training requested by the Government over and above that provided in this Item will be paid for by the Government.)

4.31
External Network Interface

Item 0032 (and 0132 if option is exercised)

The external network interface provides for the interface of networks to the NMCI including required security and access controls. This item will be separately priced in individual orders. 

4.32
Information Technology/ Knowledge Management Retraining Program

Item 0033 (and 0133 if option is exercised)

The Knowledge Management Retraining Program provides training for those Government employees/service members who are displaced and wish to transition to other available Information Technology positions. This item will be separately priced in individual orders.

4.33
Satellite Terminal Support

Item 0034 (and 0134 if option is exercised)

Satellite terminal support is a service provided by the Contractor for the extension of NMCI via commercial satellite communications, terminating with either Contractor-provided mobile earth stations or USMC mobile earth stations.  The service shall be separately priced in individual orders

4.34
Incentives

Item 0035 (and 0135 if option is exercised)

Priced as determined by Incentive Review Board

4.35
Additional NAVSEA Definitions

4.35.1
NMCI Enclaves

NMCI will support a Community of Interest (COI) which is defined as a logical grouping of users who have a requirement to access information that should not be made available to the general NMCI user population.  This requirement can be based on specific security requirements, geographical location, unique functional requirements, or unique command relationships.  To meet this requirement, a logical perimeter is established around the COI, using Defense in Depth IA mechanisms.   Some examples of COIs are personnel systems (for handling Privacy Act Data), geographically dispersed major claimants, and commands and shipyards handling nuclear propulsion data.  COIs will be established under the authority of the NMCI Governance and Operations Organization.

4.35.2  Legacy Applications 

Each Activity will have a variety of Legacy applications and Application computing platforms that may or may not be adopted by NMCI.  For NMCI  “Legacy Applications” mean any application used by an Activity that is either operational or in development at the time the Activity transitions to NMCI.    

5.0 Seat Order Examples

5.1  Basic Seat

· Civilian or Military Basic Seat

· Needs e-mail and phone

· Needs access to online materials on DOD, commercial and .edu websites

· Needs access to online technical manuals on DOD websites

· Needs to read organizational messaging capability

· Needs access to C3M to order repair parts

Order:

	CLIN 0001
	Fixed Workstations Seat
	$3600


	Total:
	
	$3600



5.2  Basic Seat with Naval Messaging

· Civilian or Military Basic Seat

· Needs e-mail and phone

· Needs access to online materials on DOD, commercial and .edu websites

· Needs access to online technical manuals on DOD websites

· Needs to read organizational messaging capability

· Releases organizational messages for all maintenance personnel within the unit

· Needs access to C3M to order repair parts

Order:

	CLIN 0001
	Fixed Workstations Seat
	$3600


	CLIN 0021
	DMS Data Seat Upgrade
	$200

	Total
	
	$3800



5.3  Command Duty Desk

· Duty officers rotate and share desk

· Duty Officer will log-in with Job Position "Duty Officer"

· Share Mobile Phone with other Duty Officers

· Releases organization messages

· Users shared Fortezza Card

Order:

	CLIN 0001
	Fixed Workstations Seat
	$3600

	CLIN 0008
	Mission Critical Seat Upgrade
	$  300



	CLIN 0009
	Classified Connectivity Upgrade
	$1608

	CLIN 0021
	DMS Data Seat Upgrade
	$  200

	Total: 

	
	$5708



5.4  Project Manager/Contractor

· Project Manager - responsible for administrative functions of his project.

· Needs access to records from home

· Needs to communicate from home

· Needs to communicate w/Executive Officer and staff

· Has desktop at home but requires full NMCI functionality

· Has no personal Internet Service Provider

Order:

	CLIN 05AB
	Enhanced Hybrid Seat
	$500



	Total
	
	$500


5.5  Reservist or Visiting Contractor

· User has Basic Workstation Seat

· Travels once in a while

Order:

Nothing - User works on a shared workstation using his/her own account to access NMCI


5.6  Visitors’ Desk

· Work Area set up for visitors

· Visitors may or may not have a portable workstation

Order:

	CLIN 0001
	Fixed Workstations Seat
	$3600


	CLIN 0006
	Wall Plug Service
	$1800

	Total:
	
	$5400


5.7  Senior Executive Service Member

· Has two offices (East Coast/West Coast)

· Primary Office - East Coast

· Needs highly reliable access with excellent graphics capability

· Processes classified information

· Needs to communicate w/staff, Higher HQ OSD Personnel

· Needs to release organizational messages

· Travels extensively 

Order:

	CLIN 0001
	Fixed Workstation Seat
	$3600

	CLIN 0007
	Mission Critical Seat Upgrade
	$  300

	CLIN 0009
	Classified Connectivity Upgrade
	$1608

	CLIN 0021
	DMS Data Seat Upgrade
	$  200

	CLIN 0022AB
	High End Desktop VTC
	$  400

	Total
	
	$6108


-or-  Order:

	CLIN 0002
	Portable Seat
	$4354

	CLIN 0023xx
	Docking station, Monitor, 

Keyboard, Mouse

	N/A

	CLIN 0008
	Mission Critical Seat 

Upgrade

	$  300

	CLIN 0009
	Classified Connectivity

Upgrade

	$1608

	CLIN 0021
	DMS Data Seat Upgrade
	$  200

	CLIN 0022AB
	High End Desktop VTC
	$  400

	Total
	
	$6862


5.8  Command/Claimant

· Requires large group conference VTC facilities

· Requires VTC capability that can be scheduled by small groups on an as-needed basis

· Requires Senior Leadership access to highly reliable VTC services on a scheduled daily bases

· Requires Senior Leadership access to highly reliable VTC services on demand

· Has developed several command/organization unique applications on dedicated servers.  One application requires near immediate maintenance responsiveness w/several thousand/minute.

Order:

	CLIN 0014
	Fixed Video Teleconference
	$12804

	CLIN 0015AA
	Basic Moveable VTC Service  (QTY 2)
	$6792

	CLIN 0015AB
	High End Moveable VTC Service
	

	CLIN 0015AC
	Mission Critical Moveable Service
	

	CLIN 0015AD
	Premium Moveable VTC Service
	

	CLIN 0027AA
	Standard Low Bandwidth Application
	

	CLIN 0027AF
	Mission Critical High Bandwidth Application
	

	Total
	
	$19596



6.0 NAVSEA Site NMCI Cost Worksheet

Preliminary Demand Model quantities:

	Sum of Count
	 
	Dir
	 
	 
	 

	Type
	Item
	1000
	4000
	5000
	Grand Total

	Seat
	Basic Wksta
	294
	1,152
	333
	1,779

	 
	Portable
	24
	464
	87
	575

	 
	Hybrid -- Basic
	21
	117
	63
	201

	 
	Hybrid -- Enhanced
	102
	370
	2
	474

	Seat Total
	 
	441
	2,103
	485
	3,029

	Service
	Additional Shared Files Services
	0
	240
	7
	247

	 
	Add'l Classified accounts
	200
	217
	0
	417

	 
	Add'l Non-classified accounts
	70
	235
	0
	305

	 
	Classified Remote Access Services
	6
	2
	0
	8

	 
	Classified/Non-class. Selectable Connectivity
	0
	14
	2
	16

	 
	Data Seat Voice Comms
	0
	72
	0
	72

	 
	Desktop VTC
	0
	16
	0
	16

	 
	DMS Seat Upgrade
	16
	53
	5
	74

	 
	Internet Access for Mobile Phones
	0
	16
	0
	16

	 
	Mobile Phone (0012)
	34
	195
	0
	229

	 
	OCONUS Services
	0
	2
	0
	2

	 
	Pager
	72
	248
	0
	320

	 
	Wall Plug Service
	0
	271
	0
	271

	Service Total
	 
	398
	1,581
	14
	1,993

	Seat_Upg
	Basic Wksta Classified Upg
	24
	29
	16
	69

	 
	Basic Wksta High End Upg
	31
	456
	238
	725

	 
	Basic Wksta Mission Crit. Upg
	60
	85
	47
	192

	 
	Portable High End Upg
	0
	17
	69
	86

	 
	Portable Mission Crit. Upg
	8
	3
	6
	17

	 
	Portable Class. Upg
	0
	3
	4
	7

	Seat_Upg Total
	 
	123
	593
	380
	1,096

	Grand Total
	 
	962
	4,277
	879
	6,118


Notes:  Code 6000 quantities removed from total

Preliminary CLIN cost breakout:

	 
	 
	Data
	 

	Type
	Item
	Sum of Count
	Sum of Ext. Cost

	Seat
	Basic Wksta
	1,779
	6,404,400

	 
	Portable
	575
	2,530,000

	 
	Hybrid -- Basic
	201
	309,800

	 
	Hybrid -- Enhanced
	474
	426,600

	Seat Total
	 
	3,029
	9,670,800

	Service
	Additional Shared Files Services
	247
	14,820

	 
	Add'l Classified accounts
	417
	166,800

	 
	Add'l Non-classified accounts
	305
	122,000

	 
	Classified Remote Access Services
	8
	2,400

	 
	Classified/Non-class. Selectable Connectivity
	16
	0

	 
	Data Seat Voice Comms
	72
	43,200

	 
	Desktop VTC
	16
	6,400

	 
	DMS Seat Upgrade
	74
	14,800

	 
	Internet Access for Mobile Phones
	16
	0

	 
	Mobile Phone (0012)
	229
	572,500

	 
	OCONUS Services
	2
	0

	 
	Pager
	320
	96,000

	 
	Wall Plug Service
	271
	135,500

	Service Total
	 
	1,993
	1,174,420

	Seat_Upg
	Basic Wksta Classified Upg
	69
	110,400

	 
	Basic Wksta High End Upg
	725
	217,500

	 
	Basic Wksta Mission Crit. Upg
	192
	57,600

	 
	Portable High End Upg
	86
	25,800

	 
	Portable Mission Crit. Upg
	17
	5,100

	 
	Portable Class. Upg
	7
	11,200

	Seat_Upg Total
	 
	1,096
	427,600

	Grand Total
	 
	6,118
	11,272,820


Notes:  Additional required, but as yet unpriced, items such as docking stations not included.

7.0 Appendices

7.1 Appendix A:
List of Acronyms

	ACO
	Administrative Contracting Officer

	ACS
	Assistant Chief of Staff

	ACT
	Action Collaboration Team

	ADMN
	Administrative (Change Order Reason Code)

	AoA
	Analysis of Alternatives 

	ASD
	Assistant Secretary of Defense

	ASN
	Assistant Secretary of the Navy

	ATM
	Asynchronous Transfer Mode

	BAN
	Base Area Network

	BFM
	Business & Financial Manager

	BIE
	Business Information Expert

	BIM
	Business Information Manager

	BLII
	Base Level Information Infrastructure

	C&A
	Certification and Accreditation

	C2
	Command and Control

	C3I
	Command, Control, Communications, & Intelligence

	C4I
	Command, Control, Communications, Computers, & Intelligence

	CA
	Customer Advocate

	CA
	Customer Advocate

	CBT
	Computer Based Training

	CCA
	Claimant/Command Agreement 

	CCA
	Clinger-Cohen Act

	CEP
	Command Execution Plan

	CINCLANT
	Commander in Chief Atlantic

	CINCPAC
	Commander in Chief Pacific

	CIO
	Chief Information Officer

	CLIN
	Contract Line Item Number

	CLMA
	Appeal of Contracting Officers Decision (Change Order Reason Code)

	CLMD
	Claim Forwarded for Resolution (Change Order Reason Code)

	CLMP
	Pending Claim (Change Order Reason Code)

	CLMR
	Final Decision Rendered and Claim Upheld (Change Order Reason Code)

	CM
	Contract Management

	CM
	Configuration Management

	CMC
	Commandant of the Marine Corps

	CME
	Command Mission Equipment

	CMS
	Communications Security Material Systems Material System

	CMTP
	Contract Management Training Plan

	COOP
	Continuity of Operations

	COMPUSEC
	Computer Security

	CONOPS
	Concept of Operations

	CONUS
	Continental United States

	CONV
	Termination for Convenience (Change Order Reason Code)

	COR
	Contracting Officer Representative

	COR
	Contract Officer Representative

	COTR
	Contracting Officer's Technical Representative

	CPARS
	Contract Performance Assessment Reports

	CR
	Completion Report

	CRA
	Continuing Resolution Authority

	CREQ
	Customer Request (Change Order Reason Code)

	CRIT
	Overall Criteria Change (Change Order Reason Code)

	CRYPTO
	Cryptographic Related

	CS
	Customer Satisfaction

	CTF
	Commander Task Force

	CTFD
	CTF Directed (Change Order Reason Code)

	CTR
	Customer Technical Representative

	DAA
	Designated Approving Authority

	DASN
	Deputy Assistant Secretary of the Navy

	DCMS
	Director, COMSEC Material System

	DFAS
	Defense Finance Accounting Service

	DFLT
	Contractor Defaults (Change Order Reason Code)

	DIHRS
	Defense Integrated Military Human Resource System

	DIMHRS
	Defense Integrated Military Human Resources System

	DISA
	Defense Information Systems Agency

	DISN
	Defense Information Systems Network

	DITCO
	Defense Information Technology Contracting Organization

	DITSCAP
	TOD Information Technology Security Certification and Accreditation Process

	DITSCAP
	DoD Information Technology Security C&A Process

	DMS
	Defense Message System 

	DoD
	Department of Defense

	DoN
	Department of the Navy

	DPM
	Deputy Program Manager

	DRM
	Design Reference Manual

	DSC
	DISN Service Center

	DSGN
	Architectural Design Deficiency (Change Order Reason Code)

	DSL
	Digital Subscriber Line

	DSN
	Defense Switched Network

	DVS
	DISN Video Services

	EIWG
	Enterprise IT Strategy and Coordination Working Group

	ERON
	Error Or Emission (Change Order Reason Code)

	ESHL
	Environment/Safety/Health (Change Order Reason Code)

	FAD
	Financial Accounting Data

	FAR
	Federal Acquisition Regulations

	FFP
	Firm-Fixed-Price

	FIMS
	Financial Information Management System

	FISC
	Fleet Industrial Supply Center

	FIWC
	Fleet Information Warfare Center

	FMB
	Financial Management Board

	FOC
	Full Operational Capability

	FTS
	Federal Telecommunications Service

	FY
	Fiscal Year

	FYDP
	Five-Year Defense Plan

	GETS
	Government Emergency Telecommunications Service

	GFE
	Government Furnished Equipment

	GFI
	Government Furnished Information

	GFI
	Government Furnished Inventory

	GIG
	Global Information Grid

	GMO
	Government Management Office

	GNDL
	Government Caused Delay (Change Order Reason Code)(Change Order Reason Code)

	HAC S&I
	House Appropriations Committee Survey and Inspection Team

	HASC
	House Armed Services Committee

	HCI
	Human Computer Interface

	HQMC 
	Deputy Chief of Staff Marine Corps 

	I&A
	Information and Authentication

	IA
	Information Assurance

	IAVA
	Information Assurance Vulnerability Alert

	IAW
	

	ICD
	Interface Control Document

	ID/IQ
	Indefinite Delivery/Indefinite Quantity

	IDEA
	Contractor Suggested Enhancement (Change Order Reason Code)

	IDO
	Incentive Determining Official

	ILS
	Integrated Logistic Support

	IM/IT
	Information Management/Information Technology 

	IOC
	Initial Operational Capability

	IPR
	In-Progress Review

	IPT
	Integrated Process Team

	IRB
	Incentive Review Board Members

	IRB
	Incentive Review Board

	ISEA
	In Service Engineering Agent

	ISMO
	Information Systems Management Office

	ISO
	International Standards Organization

	ISSO
	Information Systems Security Officer

	IT
	Information Technology

	IT21
	Information Technology for the 21st Century

	ITIA
	Information Technology Infrastructure Architecture

	JFCOM
	Joint Forces Command

	JTA
	Joint Technical Architecture

	JV 2010
	Joint Vision 2010

	LAN
	Local Area Network

	LE
	Lead Engineer

	LIQD
	Liquidated Damages (Change Order Reason Code)

	LOA
	Line of Accounting

	LSA
	Logistic Support Analysis

	MAC
	Moves, Adds, and Changes

	MARCORSYSCOM
	Marine Corps Systems Command

	MAW
	Marine Aircraft Wing

	MCEN
	Marine Corps Enterprise Network

	MCTN
	Marine Corps Tactical Network

	MLPP
	Multi Level Precedence and Preemption

	MOA
	Memorandum of Agreement

	MTA
	Master Transition Agreement

	NMCI
	Navy/Marine Corp Intranet

	NASCAMP
	Navy Switch and Cable Modernization Program

	NAVICP
	Navy Inventory Control Point

	NAVRESFOR
	Commander, Naval Reserve Force

	NAVSEA
	Naval Sea Systems Command

	NAVSUP
	Naval Supply Systems Command

	NIPRNET
	Non-secure Internet Protocol Router Network

	NMC
	Network Management Center

	NMCI
	Navy Marine Corps Intranet

	NNIOC
	Naval Network and Information Operations Command

	NOC
	Network Operations Center

	NSA
	National Security Agency

	NSIPS
	Navy Standard Integrated Personnel System

	NTPG
	NMCI Transition Planning Guide

	OACT
	Overarching Action Collaboration Team

	OCONUS
	Outside the Continental United States

	OIC
	Officer In Charge

	OLA
	Office of Legislative Affairs

	OPCON
	Operational Control

	OPM
	Office of Personnel Management

	OPNAV N6
	Chief of Naval Operations

	OPTP
	Option Period (Change Order Reason Code)

	OR
	Order Request

	ORN
	Order Request Number

	ORN/SOW
	Order Request Number/Statement of Work

	OSD
	President’s, Office of the Secretary of Defense

	OWAN
	Okinawa Wide Area Network

	PACOM
	Pacific Command

	PCO
	Procuring Contracting Officer (IRB-Incentive Review Board- Chairman)

	PD
	Program Directorate

	PDA
	Personal Digital Assistant

	PEO-IT
	Program Executive Office for Information Technology

	PKI
	Public Key Infrastructure

	PLAN
	Planned (Change Order Reason Code)

	PM
	Program Manager

	PMO
	Program Management Office

	PMW
	Program Management Warfare

	PO
	Purchase Order

	POAM
	Plan of Action and Milestones 

	POC
	Point of Contact

	POM
	Program Objective Memorandum

	POP
	Point of Presence

	PPI
	Past Performance Information

	PPP
	Priority Placement Program

	PR
	Purchase Request

	PTSN
	Public Switched Telephone Network

	RCP
	Request for Contractual Procurement

	RD&A
	Research Development and Acquisition

	RDSN
	Redesign (Change Order Reason Code)

	REA
	Request for Equitable Adjustment

	RESFOR
	Naval Reserve Force

	RFP
	Request For Proposal

	RFS
	Request for Service

	RFS/TR
	Request for Service/Telecommunications Request

	RII
	Reinvestment In Infrastructure 

	SABI
	Secret and Below Interoperability

	SAM
	Status of Acquisition Report

	SAMP
	Single Acquisition Management Plan

	SAMS
	Status of Acquisition Reports

	SCI
	Sensitive Compartmental Information

	SCON
	Special Consultant (Change Order Reason Code)

	SCPE
	Scope (Change Order Reason Code)

	SDP
	Service Delivery Point

	SECD
	Security Deficiency (Change Order Reason Code)

	SIPRNET
	Secret Internet Protocol Router Network

	SLA
	Service Level Agreement

	SME
	Subject Matter Expert

	SOW
	Statement of Work

	SPAWARSYSCOM
	Space and Naval Warfare Systems Command

	SSA
	Software Support Activity

	SSAA 
	System Security Authorization Agreement 

	SSC-SD
	SPAWAR Systems Center - San Diego

	ST&E
	Security Test and Evaluation

	Staff
	PMO/GMO Administrative & Clerical Support

	STARS-HCM
	

	STAT
	Systems Transition Analysis Team

	T&E
	Test & Evaluation

	TO
	Task Order

	TOD
	Technical Objective Document

	TR
	Telecommunications Request

	TS
	Top Secret

	TSO
	Telecommunications Service Order

	UIC
	Unit Identification Code

	USMC
	United States Marine Corps

	USN
	United States Navy

	VERA 
	Voluntary Early Retirement Authority 

	VPN
	Virtual Private Network

	VTC
	Video Tele-Conference

	WAN
	Wide Area Network

	WIPT
	Working Integrated Product Team

	WR
	Work Request

	
	


Appendix B:
Points of Contact

All points of contact are physically located in Port Hueneme, California, unless otherwise noted.

The organizational structure referred to in this appendix is based on that in place prior to PHD’s reorganization, which became effective 1 October 2000.  All of the functions listed in this appendix continue to be performed by this command, but the departments have been consolidated into four key warfare areas.

7.1.1 Command and Staff:

Commanding Officer

CAPT James W. Phillips

Bldg 445

805-228-8238

PhillipsJW@phdnswc.navy.mil
Executive Director

Mr. Charles Giacchi

Bldg 445

805-228-8242

GiacchiCA@phdnswc.navy.mil
Executive Officer

CDR Kevin M. Carey

Bldg 445

805-228-8240

CareyKM@phdnswc.navy.mil
Command Master Chief

GMCM John Becker

Bldg 445

805-228-0442

BeckerJG@phdnswc.navy.mil
Command Duty Officer

Bldg 445

805-340-1330

CommandDutyOffice@phdnswc.navy.mil
7.1.2 Contract Management

Business Information Manager

Mr. Jamie L. Smith

Bldg 445

805-228-7843

SmithJL@phdnswc.navy.mil
DCTR

Mr. Carroll Wheatley

NAVSEA Crane

Bldg 3173

812-854-3661

WheatleyCV@crane.navy.mil
ACTR

Ms. Gloria Uehlein

Bldg 1388

805-228-6129

UehleinGL@phdnswc.navy.mil
ACTR

Mr. James Rieder

Bldg 1388

805-228-0897

RiederJA@phdnswc.navy.mil
ACTR (Louisville)

Mr. Glen Levay

Bldg W

502-364-5236

LevayGH@nswcl.navy.mil
ACTR

Vacant

7.1.3 Security

PHD Security Officer

Mr. David Haugland

Bldg 444

805-228-6163

HauglandDH@phdnswc.navy.mil
CMS Custodian

FC1 Michael Edgar

Bldg 1220

805-228-7674

EdgarMD@phdnswc.navy.mil
CB Base Public Security Officer

Mr. James Robenolt

Bldg 1000

1000 23rd St.

CBC Port Hueneme

805-982-2025

RobenoltJE@cbcph.navy.mil
7.1.4 Corporate Business (1000) Directorate

1A00
Deputy Commander for Corporate Business


CAPT Michael Erno


Bldg 445

805-228-8270

ErnoML@phdnswc.navy.mil

1A01
Director of Corporate Business

Mr. Michael Franklin

Bldg 445

805-228-8260

FranklinMD@phdnswc.navy.mil

1B00
Comptroller Department

Department Head

Mr. William Schlesinger

Bldg 445

805-228-6148

SchlesingerWT@phdnswc.navy.mil
1C00
Corporate Operations Department


Department Head

Dr. Kitt C. Carleton-Wippern

Bldg 445

805-228-8050

Carlton-WippernKC@phdnswc.navy.mil
1D00
Information Technology Department


Department Head

Mr. Dave Alton

Bldg 1388

805-228-0493

AltonDW@phdnswc.navy.mil
1E00
Acquisition Department


Department Head


Mr. Lester Journet


Bldg 5


805-228-0647


JournetLL@phdnswc.navy.mil
1000 Directorate NMCI Technical Points of Contact:  For all Code 1000 departments, the following personnel will provide technical assistance regarding hardware, software, infrastructure, and policy:

Ms Gloria Uehlein

Bldg 1388

805-228-6129

UehleinGL@phdnswc.navy.mil
Mr. James Rieder

Bldg 1388

805-228-0897

RiederJA@phdnswc.navy.mil
7.1.5 Engineering (4000) Directorate

4A00
Chief Engineer

CAPT Bernard J. Cramp

Bldg 445

805-228-8216

CrampBJ@phdnswc.navy.mil
4A01
Director of Engineering

Mr. James J. Vallas

Bldg 445

805-228-8220

VallasJJ@phdnswc.navy.mil
4A NMCI POC:

Ms Kristine Gillespie

Bldg 445

805-228-8227

GillespieKK@phdnswc.navy.mil
Mr. Charles Hogle

Bldg 445

805-228-8225

HogleCL@phdnswc.navy.mil
4C00
Surface Combatant Department


Department Head

Mr. Michael DeVriend

Bldg 1387

805-228-7323

DeVriendMJ@phdnswc.navy.mil
4C NMCI POC:

Mr. Kent Kilmer

Bldg 1387

805-228-8793

KilmerKE@phdnswc.navy.mil
Mr. Michael Troxel (contractor)

Bldg 1387

805-228-6871

TroxelMC@phdnswc.navy.mil
4D00
Launching Systems Department


Department Head

Dr. Robert Bland

Bldg 1388

805-228-0396

BlandRA@phdnswc.navy.mil
4D NMCI POC:

Mr. Larry Chamberlin

Bldg 1388

805-228-7615

ChamberlinLM@phdnswc.navy.mil
Mr. John Hui

Bldg 1388

805-228-0355

HuiJK@phdnswc.navy.mil
4G00
Strike Weapons Department


Department Head

Vacant

Bldg 1219

805-228-8091

4G NMCI POC:

Ms. Candace Bernardy

Bldg 1387

805-228-6004

BernardyCE@phdnswc.navy.mil
Mr. Jay Hansen

Bldg 1387

805-228-7303

HansenJW@phdnswc.navy.mil
4K00
Gun Weapon Systems Department


Location:  Louisville, KY

Department Head

Mr. Russ Bentley

Bldg W

502-364-5052

BentleyRI@nswcl.navy.mil
4K00 NMCI POC:

Mr. Glen Levay

Bldg W

502-364-5236

LevayGH@nswcl.navy.mil
4K60
Mk 86 FCS Division

Location:  Port Hueneme, CA
Division Head:  Mr. John Wilson

Bldg 1388

805-228-7629

WilsonJE@phdnswc.navy.mil
4K60 NMCI POC:

Mr. Alfred Kreil

Bldg 1388

805-228-7688

KreilAA@phdnswc.navy.mil
Mr. Michael Richards

Bldg 1388

805-228-0460

RichardsML@phdnswc.navy.mil
4L00
Battleforce Engineering Department


Department Head

Mr. Tavy Cain

Bldg 1212

805-228-6433

CainTL@phdnswc.navy.mil
4L NMCI POC:

Mr. Clark Figueroa

Bldg 1380

805-228-7067

FigueroaCE@phdnswc.navy.mil
Mr. Ho Tevong

Bldg 1380

805-228-7076

HoTD@phdnswc.navy.mil
4L40
Integrated Combat Systems Test Division

Location:  San Diego, CA
Branch Head

Ms. Donna Bedford

Bldg 609

619-553-3153

BedfordD@icstf.navy.mil
4L40 NMCI POC:

Ms. Suzi Ellison

Bldg 609

619-553-6414

EllisonSM@icstf.navy.mil
Ms. Annette Jones

Bldg 609

619-553-4887

JonesAD@icstf.navy.mil
4M00
UNREP Department


Department Head

Mr. Marvin Miller

Bldg 442

805-228-7999

MillerMO@phdnswc.navy.mil
4M NMCI POC:

Ms. Lindsey Roy

Bldg 442

805-228-

RoyLS@phdnswc.navy.mil
4R00
Missile Systems Department


Department Head

Mr. James Frick

Bldg 1387

805-228-7512

FrickJW@phdnswc.navy.mil
4R NMCI POC:

Mr. Rodger Morris

Bldg 1387

805-228-8476

MorrisRL@phdnswc.navy.mil
Mr. Steve Grimes

Bldg 1387

805-228-8514

GrimesSM@phdnswc.navy.mil
4Y00
Ship Defense Department


Department Head

Mr. Timothy Rosemeyer

Bldg 1153

805-228-7698

RosemeyerTJ@phdnswc.navy.mil
4Y NMCI POC:

Mr. Jesse Neighbors

Bldg 1218

805-228-0678

NeighborsJC@phdnswc.navy.mil
Mr. Charles Citera (contractor)

Bldg 1218

805-228-5598

CiteraCM@phdnswc.navy.mil
4Y30
Sensor Systems Division

Location:  Virginia Beach, VA
Division Head:  Mr. Chris Heier

Bldg 502

757-492-8500

HeierCN@nswcphdn.navy.mil
4Y30 NMCI POC:

Mr. Michael Pittman

Bldg 502

757-492-8500

PittmanME@nswcphdn.navy.mil
Mr. Craig Taylor (contractor)

Bldg 502

757-492-8500

TaylorCS@nswcphdn.navy.mil
7.1.6 Logistics (5000) Directorate

5A00
Deputy Commander for Logistics

CAPT Michael Erno

Bldg 445

805-228-8270

ErnoML@phdnswc.navy.mil
5A01
Director of Logistics

Department Head

Vacant

Bldg 445

805-228-8277

5A NMCI POC:

Code 1D00 manages the IT equipment and requirements of Codes 5A00 and 5A01 and their staffs.  NMCI POCs are the same as those for the 1000 Directorate

5A10
Surface Combat Logistics Team


Department Head

Ms. Kathleen Diermier

Bldg 1220

805-228-0744

DiermierKP@phdnswc.navy.mil
5A10 NMCI POC:

Mr. Frank Solorzano

Bldg 1220

805-228-0637

SolorzanoFR@phdnswc.navy.mil
5A20
Cruise Missile Logistics Team


Department Head

Mr. Scott Phelan

Bldg 452

805-228-8503

PhelanSG@phdnswc.navy.mil
5A20 NMCI POC:

Mr. Hai Tran

Bldg 452

805-228-8092

TranHH@phdnswc.navy.mil
Mr. Alan Ganzman

Bldg 1387

805-228-0776

GanzmanAL@phdnswc.navy.mil
5A30
Theater Air Defense Logistics Team


Department Head

Mr. Warren Felger

Bldg 452

805-228-6237

FelgerWH@phdnswc.navy.mil
5A30 NMCI POC:

Mr. Jerry Fountain

Bldg452

805-228-6238

FountainJL@phdnswc.navy.mil
Mr. Ken MacGregor

Bldg 452

805-228-0859

MacGregorKH@phdnswc.navy.mil
5A40
Area AAW Logistics Team


Department Head

Mr. Walter Terry

Bldg 1221

805-228-8370

TerryWW@phdnswc.navy.mil
5A40 NMCI POC:

Mr. Tom Collins

Bldg 1221

805-228-6609

CollinsTL@phdnswc.navy.mil
Mr.  Floyd Johns

Bldg 1221

805-228-7869

JohnsFC@phdnswc.navy.mil
5E00
Logistics Technology and Data Department


Department Head

Mr. Charles O’Rourke

Bldg 1388

805-228-8371

OrourkeMR@phdnswc.navy.mil
5E00 NMCI POC:

Ms. Nora Jones

Bldg 1388

805-228-0439

JonesNL@phdnswc.navy.mil
Ms. Arlene Benson

Bldg 1388

805-228-7709

BensonAE@phdnswc.navy.mil
7.1.7 Combat Systems Software (6000) Directorate

The 6000 Directorate is scheduled to transition to NAVSEA Dahlgren in October 2000 and to begin its NMCI transition in the third quarter.  6000 is not included in this transition plan, but they do provide some services, such as email and firewall, to Code 4Y30, which resides adjacent to them in Dam Neck.  Their NMCI POC is:

Ernest Kerekes

Bldg 200

757-492-5000

KerekesEF@nswcphdn.navy.mil
7.2 Appendix C:
1000 Directorate

Direct, manage, and execute all business‑related functions in support of the Division mission.  Develop, formulate, and implement corporate planning, analysis, identification and allocation of business and technical policies and procedures and related resources to improve diverse support services performed throughout the Division.  This directorate will:


a.
Provide primary interface with the Navy laboratory community, other Governmental activities and industry in matters related to business operations, including development and establishment of mission and function statements, leadership areas, core technical capabilities, management information systems, facilitization, capitalization, strategic plans, and technical and support resource requirements.


b.
Participate in the decision making processes associated with assumption of new tasking, program/tasking expansion or reduction, and workload/resource planning in order to assure all technical requirements are given thorough consideration and supported in the best possible manner within available resources.


c.
Provide legal/regulatory advice and guidance to all levels of management and to employees of the command.


d.
Direct protocol activities for the command.


e.
Provide support in various areas of corporate operations including:  Advice/guidance with respect to managerial aspects of specified projects/programs; studies of organization, management policies, resource application, and administration procedures; analysis of workload information system; management of corporate assets such as the Data Information Library and Video Teleconferencing Center (VTC); and management of a comprehensive Career Development Program.


f.
Conduct reviews, investigations, and analyses of operational, financial, and organizational areas to detect deficiencies, improprieties, and inefficiencies.  Evaluate system controls and investigate Hotline issues for Fraud, Waste, and Abuse Program.


g.
Provide primary means of internal and external communication through a Public Affairs Program which promotes the command and its people through enhancement of public image and media relations.


h.
Plan, coordinate, and administer the Command Security Program.


i.
Plan, direct, and administer the Command Occupational Safety and Health (OSH) and Environmental Programs.  Maintain and execute the command's Disaster Preparedness Plan.


j.
Manage the Directives System and Paperwork Management Programs for the command, including office equipment control and recycling program administration.


k.
Provide mail room services, including management of Secret documents, naval message receipt and distribution, and incoming and outgoing mail processing.


l.
Provide transport services for the command, including messenger and courier services, special deliveries of material and equipment to remote locations, and supply delivery services.  Provide for the proper destruction of classified and technical sensitive material.


m.
Provide engineering and operational services required to carry out the command's shore facilities inspection, facility repair and maintenance, minor construction, alterations, MILCON, equipment installation, and telecommunications functions.  Provide for relocation of personnel in support of the command's space management program.


n.
Provide service directed toward efficiency and economy in the financial operations of the command, including management and oversight of financial accounting operations, preparation of financial statements, and budget formulation and execution.  Administer laws, policies, regulations, and directives pertaining to financial management.  Administer the automated financial system for the command.


o.
Administer and maintain an integrated personnel management program, striving for a thoroughly integrated workforce of qualified employees working in a discrimination‑free environment. Provide services to the command in the areas of position management, labor relations, employee recruitment and retention, pay administration, employee benefits, performance appraisal, and health/fitness programs.


p.
Provide support in supply functions such as material receipt, material control including inventory services, material management and distribution.  Provide printing and reproduction services through administration and management of a service cost center.


q.
Operate and maintain Automated Information Systems (AIS) database and application programs, local and wide area data communications, and data processing systems for the command.  Manage information technology resources to support command‑wide business processes.

Appendix C-1:
Code 1B00

Provide all levels of command with a staff service directed toward efficiency and economy in the financial and business operations of the command.  Administer all laws, policies, and regulations and directives pertaining to financial management.  Provide command management with technical advice and guidance in the areas of budget formulation and execution, managerial accounting, financial review and management analysis, program analysis, internal control systems, and automated business systems.  Design, establish, and maintain an integrated financial management program to provide budgeting, managerial accounting, funds control, payroll, travel, and automated business system support.  Administer the reporting, analysis, and interpretive processes to provide command with program, budget, and financial information useful in the decision making process for the management of the command mission and its Navy Working Capital Fund (NWCF) operations.

Appendix C-2:
Code 1C00

Provide command and corporate staff services relating to the administrative management of PHD Business Operations.  Provide support to command in the areas of planning, coordination, and evaluation of command programs; contract management and other special studies; analysis assessments; directs image enhancement; protocol and public affairs efforts; administers a training and employee development program; provides financial and administrative support services for all G&A functions; plans, coordinates and administers the command Security Program and Occupational Safety Health and Environment programs; manages facilities engineering efforts and planning and operation of buildings, grounds, utilities and equipment; and coordinates the full range of material management services.

Appendix C-3:
Code 1D00

Provide service to the command in the development, implementation, operation, and maintenance of information systems to support its mission.


a.  Manage and maintain the command’s network infrastructure and coordinate wide-area networking capability for the command.


b.  Provide assistance to the command’s AIS Security Officer and administer the command’s firewall.


c.  Manage the command’s Central Computing Facility.


d.  Manage the command’s Voice Video and Data Capabilities.


e.  Serve as the command’s alternate member on the NSWC Information Technology Board (ITB).  Coordinate development of the command’s Infrastructure Plan (IP) that integrates objectives of the command and the requirements of NAVSEA and NSWC; obtain higher-level approval of the IP.  Interpret and implement policies, specifications, and standards imposed by higher authority and expand as necessary to improve the command’s overall effectiveness of information technology.  Provide support to the Command Chief Information Officer (CIO) to ensure that 1D00 efforts are in line with the command’s strategic goals.


f.  Provide service to the command in the analysis, development, testing, implementation, operation, and maintenance of command-wide information systems and applications.  These systems include electronic mail, defense messaging, bulletin boards, calendaring/scheduling, and electronic forms.  Manage and maintain the command’s web environment including the Internet, Extranet, and Intranet.


g.  Coordinate deployment and life-cycle management and support of Standard Business Systems under command cognizance and assure integration with applicable in-house systems.  Develop and manage client/server interfaces to command information systems including the Corporate Planning Systems and Command Data Warehouse.


h.  Manage and maintain the command’s network infrastructure, which includes dial-in/dial-out access and the local/wide-area networks.  Provide engineering designs and configuration maintenance of the network infrastructure.  Monitor the command’s network performance to ensure adequate bandwidth is available for mission critical communications.  Evaluate and test new and emergent networking technology in support of the command’s infrastructure.  Act as technical consultant to the command and other activities for the development and integration of networks and telecommunications systems.  Coordinate with wide-area networking entities such as the NAVSEA Enterprise Wide Network (NEWNET) and Defense Information Systems Network (DISN) systems to provide connectivity.


j.  Manage and maintain the command’s Networking Operating System (NOS) including such items as the Windows Internet Name Services, (WINSs), Primary Domain Controller (PDC), Backup Domain Controller (BDC), domain name server.  Maintain coordination with the NAVSEA and NSWC master domains.  Manage and maintain the command’s security infrastructure to ensure that communications and data are protected to the appropriate level.  This includes operation of firewall equipment.


k.  Operate and maintain a seven-day per week, 24-hour per day fully environmentally compliant, central computing facility.  Within this facility, operate and maintain Information Technology help desk.  The help desk will provide support for the infrastructure, NOS and command-wide common applications.


l.  Operate and maintain the command’s Naval Message System and message distribution.  Maintain coordination with the Navy Message Center.


m.  Provide operation, maintenance, oversight and coordination of the command’s video teleconferencing and phone capabilities.


n.  Maintain the voice cable plant and coordinate all moves adds/changes with the contractor providing POC phone services.


o.  Provide a help desk to support voice services.

Appendix C-4:
Code 1E00

Note:  Code 1E00 was formerly known as Code 5F00.  This section uses the old nomenclature.  The functions performed are the same, but the code names have changed.

Manage all procurement programs for the command and provide a central point for all contractual and procurement matters.  This department will:

     a.  Analyze, plan, establish and review procurement programs, policies, procedures, directives and statutes.  Advise and assist command management regarding these procurement disciplines.  Provide similar support to Headquarters managers as tasked by them.

    b.  Support command program functions including development and analysis of advance acquisition planning and forecasting information to effectively develop realistic, achievable small business goals and objectives.

    c.  Perform the full range of contracting functions including planning analysis, solicitation, negotiation, administration, and termination in support of command requirements.

    d.  Represent the command with procuring, administering and terminating contracting offices.

    e.  Provide procurement and contract management services including follow-up to obtain high level engineering services, hardware, supplies and test equipment, training, weapons systems and refurbishment programs, ORDALTs and supporting data, contractor field service engineering and integrated logistics support, combat system software development and integration testing and other command requirements.

    f.  Develop and manage execution against approved G&A and direct budgets.

5F00 - SPECIAL ASSISTANTS

5F02 - Administrative Office

Accountable for all phases of financial, administrative, management and training functions.  Analyze requirements to meet command goals and mission objectives.

5F10 – PORT HUENEME MANAGEMENT CONTRACTING OFFICE


Ensure performance of all contracting and acquisition functions to acquire materials and services needed to support the mission responsibilities of the assigned departments of PHDNSWC or other customers.  Direct the activities of subordinate teams.  Ensure performance is in compliance with procurement laws, regulations, and policies based on department implementing procedures.  

Provide level above the Contracting Officer approval authority, as applicable.

5F11 - Team A 


5F12 - Team B 

Perform full range of procurement services, from purchase card and simplified acquisitions through large major program contracting, for the Port Hueneme Contracting Office.  Provide planning, analytical, advisory, consultative, contract management, administration and negotiation services to perform a wide range of pre-award and post-award contracting functions in support of the assigned NSWC systems and other command programs.  Perform all of the functions of a Contracting Officer within the contracting authority limitations imposed by the Naval Sea Systems Command and higher level authority.  Team leaders are responsible for monitoring progress against established contract milestones for major weapons systems supplies and services requirements and coordinating inputs from technical, legal, and financial personnel.


5F20 - POLICY, PROCUREMENT PROCESS SUPPORT OFFICE

Perform or develop contracting policies and procedures based on interpretation of higher-authority procurement regulations and policy.  Evaluate and recommend disposition on requested waivers to statutory requirements.  Provide advice and guidance on contracting matters to project managers and contracting officers. Serve as command focal point for Contractor Performance Appraisal System (CPARS).  Provide reports relative to Quality Assurance Reviews. Manage oversight by the Agency Program Coordinator (APC) of the Government-wide Commercial Purchase Card Program including responsibility for timely payment of monthly bank invoices.  Provide file room maintenance and quality assurance review of completed contract/procurement files and assure completed contracts are closed out expeditiously.  Process all incoming requisitions and determine the correct procurement path for each.  Provide proper cataloguing and technical screening and act as the Competition Advocate for procurements under $25K.  Process all purchases made through the supply system, and inquire about status until material is received.  Provide feedback information to customers on vendor deliveries.  Track all correspondence and modifications to purchase orders to update payment status information.  Maintain completed purchase order jackets after the Simplified Acquisition buyer has placed the order; follow-up on late deliveries; and furnish information to Comptroller on unmatched vouchers and invoices.  Verify vendor invoices covering receipts of supplies delivered.  Forward certified vendor invoices to the paying office.  Maintain bid board and Bidder's Lists.  Resolve DD Form 350 reporting difficulties.  Support answering Freedom of Information Act (FOIA) requests.  Ensure all completed contract and purchase order files are closed out.

5F30 - EAST COAST CONTRACTING MANAGER

Provide management advice and assistance to the Acquisition  Department Manager and Deputy regarding East Coast and Louisville contracting matters.  Ensure performance of all contracting and acquisition functions to acquire materials and services needed to support the mission responsibilities of the assigned departments of PHD NSWC or other customers.  Direct-the activities of East

Coast and Louisville Contracting Office personnel.  Ensure performance is in compliance with procurement laws, regulations, and policies based on department implementing procedures.  Provide level above the Contracting Officer approval authority, as applicable.

5F31 ‑ EAST COAST CONTRACTING OFFICE

5F32 ‑ LOUISVILLE CONTRACTING OFFICE

Perform full range of procurement services, from purchase card and simplified acquisitions through large major program contracting, for the East Coast or Louisville Contracting Office.  Provide planning, analytical, advisory, consultative, contract management, administration and negotiation services to perform a wide range of pre-award and post-award contracting functions in support of the assigned Naval surface warfare systems and other command programs.  Perform all of the functions of a Contracting Officer within the contracting authority limitations imposed by the Naval Sea Systems Command and higher level authority.  Supervisory Contracting Officers are responsible for monitoring progress against established contract milestones for major weapons systems supplies and services requirements and coordinating inputs from technical, legal, and financial personnel

Appendix D:
4000 Directorate

Manage command combat and weapon systems engineering departments in providing research and development, test and evaluation support, fleet introduction, In‑Service Engineering (ISE), performance evaluation, production and quality assurance application, and procurement support for assigned combat/weapon systems, elements thereof, and support systems and equipment.  For specifically assigned systems, this directorate will:

    a.  Provide technical criteria for research and development, the study of advanced systems, and the establishment of technical capability to meet fleet requirements for operational and developmental systems.

    b.  Develop and prepare Test and Evaluation (T&E) Master Plans, project requests/details, procurement package T&E specifications and requirements, Defense Systems Acquisition Review Council inputs and other top level T&E documentation.

    c.  Direct the performance of fleet introduction ISE and configuration control activities for service accepted systems/equipments.

    d.  Manage the field support organizations and command elements that provide engineering and services concerning installation, test, service deficiencies, repair, modification, maintenance and verification of assigned systems and equipment.

    e.  Provide management, technical planning, documentation, and conduct of ship, combat system, and equipment T&E (including Developmental, production acceptance, and operational testing).  develop and coordinate requirements for fleet and test range services, and other support.  Define logistics support, Reliability and Maintainability (R&M) planning, data collection, and configuration/problem accounting.  Conduct projects aboard ship and at land-based test sites via assigned project officers, test conductors, analysts and engineers.

    f.  Provide, operate, and maintain special test instrumentation, simulators, and other devices in support of T&E projects, fleet readiness evaluations and training exercises.

    g.  Perform test data reduction, analysis, and evaluation for command T&E projects, prepare related reports containing results, conclusions, and recommendations.

    h.  Coordinate command technical efforts in the Total Ship Test Program for both new ship acquisition and active fleet ships. Manage and direct on and off-site efforts in development of system/ship Integrated Test Packages.

    i.  Provide engineering, technical coordination, support and documentation for shipboard tests, trials, inspections and engineering reviews on new construction and conversion surface ships.

    j.  Manage and direct engineering efforts for changes/ improvements to existing systems including design control, test, documentation, and configuration control requirements.

    k.  Specify technical documentation development and updates.  Certify engineering adequacy and accuracy of technical data products.

    l.  Direct system integration responsibilities to ensure interface compatibility between all elements of ship, combat, and weapon systems.

    m.  Provide system design, installation and test, equipment hardware procurements, and data management services.

Appendix D-1:
Code 4A00

4A10 - Operations Support

Manage the administrative and organizational activities of the Engineering Directorate.  


7.2.1.1.1 4A10A - Business Operations Team

Develop contract strategies in support of directorate programs.  Review criteria, contract definition and contractor performance monitoring, reliability and quality assurance.


4A10B - Administrative Office Team

Compile, evaluate, execute and assess financial, administrative, and management functions.  Develop and establish administrative policy and provide guidance to the Directorate.  Analyze criteria to meet command goals and mission objectives.


4A10C - Engineering Facilities Team

Provide facilities management services to support the Directorate laboratories.


4A20 - Technical Operations

Plan, coordinate, and schedule tests, trials, and evaluations to accomplish operational projects.  Focal point of contact with fleet units, Type and Fleet Commanders, and other organizations in planning, scheduling, and carrying out operational tests, trials and investigations.

7.2.1.1.2 4A30 - Assistant for Test and Evaluation


Provide test and evaluation (T&E) policy and direction for the Engineering Directorate in order to maintain at PHD a structured, disciplined approach to T&E with strict adherence to the PHD T&E Directive which provides policy regarding test team formation; test document preparation from T&E Master Plans, Integrated T&E Plans, and test plans through final test reports; test phase readiness status presentations to formal review panels; and test conduct for both land-based and shipboard events.

Provide second-level supervision for performance evaluation purposes for personnel in each Engineering Directorate T&E Division.


4A40 - DD 21 Program Office

Serve as the central program management office and program advocate for DD 21 efforts assigned to PHD NSWC.  Establish policy and guidance for DD 21 total ship systems engineering efforts and provide integration and implementation guidance for equipment and systems within PHD NSWC and with other Tech Team 21 Divisions.

Review, evaluate and validate contractor deliverables and assess contractor ability to meet Key Performance parameters and the Operational Requirements Document.  Validate contractor concepts and total ship design for feasibility and effect on life cycle cost and performance.  Identify and assess risk areas.

Provide functional task execution for PHD NSWC Program Management, Total Ship System Engineering, Test and Evaluation, and Integrated Logistics Support.  Provide central tasking, budgeting, financial management and reporting to the Program Executive Office.

Plan and execute DD 21 tasking and funding for PHD NSWC Directorates.  Coordinate with Logistics Directorate to obtain system integrated logistics support.


4A50 - Advanced Programs Office

Manage technical and engineering efforts for Advanced Programs Office.

7.2.1.1.3 4A50A - Scientific Technical Intelligence Liaison Office (STILO) Team

Compile, analyze, and assess available scientific and technical intelligence information pertaining to foreign weapon system technology, tactics, and development as related to ongoing command programs.  Maintain a threat and tactics library for command-wide use.  Conduct special threat studies and research

required in support of command tasks.  Administer the command's responsibility for the operation and administration of Sensitive Compartmented Information (SCI) programs and facilities.

A50B - Advanced Development Team

Identify new programs which will advance ISE.  Distinguish areas requiring additional technical training for developing technical capabilities to effectively utilize future technologies.

Appendix D-2:
Code 4C00

Provide engineering and technical services for the development, integration, at‑sea testing, fleet introduction, ISE, and logistics support of the Combat Systems (CS) in Surface Combatant ships.  This department will:


a.
Continuously review and evaluate the capabilities and limitations of Combat Systems in terms of availability and readiness to carry out the assigned mission through operational data collection and analysis, on board inspection and test, including Combat System Ship Qualification Trials (CSSQTs), and performance evaluation and assessment.


b.
Directly support on board and shore-based routine maintenance organizations in coping with problems beyond their capability to solve, including quick-reaction problem solution to restore ship readiness, deficiency/enhancement requirements identification, and definition and equipment alignment/ calibration.


c.
Coordinate change installation, check, and audit; ensure documentation of the change, and provide crew orientation and on board training.


d.
Implement the Lifetime Support Engineering Program in conjunction with other naval activities as designated.


e.
Exercise technical direction authority for Surface Combatant ships.


f.
Provide engineering support for research and development effort as directed.


g.
Provide engineering consultant services, support, and assistance to the naval systems commands, the fleet, naval activities, and contractors for related technical requirements of AEGIS fleet.


h.
Propose/review Engineering Change Proposals (ECPs) for their affect on subsystems interaction, overall system performance, and operational and combat environment compatibility. Determine the cost effectiveness of ECPs.


i.
Grant final technical approval to production specifications for acquisition of equipment ORDALT kits or equipment, technically monitor contractor's efforts during production and provide assistance as necessary.  Coordinate Engineering Team efforts to install and integrate change kits into Surface Combatant ships.


j.
Serve as coordinating agency for a comprehensive surveillance program for the total combat systems; establish maintenance and overhaul criteria and ensure that established procedures and standards are followed.


k.
Control the technical documentation program and assure the engineering accuracy and currency of technical data for the combat system.


l.
Direct or assist in tests, trials, and evaluations of in‑service weapon systems.


m.
Provide engineering inputs for procurement specifications and associated data in support of the weapon systems.


n.
Verify ship combat system configuration and recommend modifications; ensure the achievement of the established configuration.  Provide input for updating configuration data files.


o.
Manage the ORDALT prove‑in program for assigned systems and equipments.


p.
Perform technical administration of delivery order contracts for technical services through the use of a full time dedicated professional COR for most general requirements and where necessary, assignment (or assistance as appropriate) of other department individuals as CORs for special requirement.

Appendix D-3:
Code 4D00

Provide In-Service Engineering (ISE) support for the Vertical Launching System (VLS) MK 41, and the Guided Missile Launching Systems (GMLS) MK 13 and MK 26, for all ship classes (both USN and foreign) in which they are installed.  Provide technical support for Launching Systems development and testing phases at contractor facilities and land based test sites such as White Sands Missile Range and Naval Air Warfare Center.  This department will:


a.
Provide design, development, test and evaluation, and ISE/management capability for procurement problems involving assigned equipments and computer programs.


b.
Provide engineering support to investigate and resolve existing and/or potential design, maintenance, operational, compatibility, or procurement problems involving assigned equipments.


c.
Conduct review of ORDALTs, SHIPALTs, and change proposals for adequacy, accuracy, compatibility, quality assurance, and cost effectiveness.


d.
Perform engineering analysis and test on new computer programs, diagnostic routines, and hardware modifications intended to correct design deficiencies or improve equipment reliability, or capability for system compatibility.


e.
Ensure technical accuracy and adequacy of pertinent support documentation for design, production, maintenance, and logistic purposes.


f.
Maintain liaison with other government activities, laboratories, and contractors during the development, evaluation, and initial production of assigned equipments to advise on how the system may meet the utmost in simplicity, reliability, and ease of maintenance.


g.
Provide organizational support for the preparation, procurement, and installation of Launching Systems and related ORDALTs and SHIPALTs.


h.
Monitor Launching Systems problems encountered or reported by the fleet or other activities and provide technical review and/or resolution.  Originate and disseminate appropriate technical documentation necessary to correct reported deficiencies.


i.
Audit and review training course material for conformance with latest equipment and computer programs configuration.  Make recommendations for improvement of fleet training.


j.
Provide necessary planning and coordination with the fleet, other government activities, and contractors to provide the fleet with realistic training scenarios that can assess readiness of Combat Systems personnel.


k.
Provide indoctrination to ship personnel following installations of ORDALTs computer program modifications or other modifications to assigned systems.


l.
Review and recommend course of action for deviations and waivers to equipment specifications.


m.
Review all proposed changes for compliance with existing data base.  Identify incompatibilities and report to appropriate organizations.


n.
Provide team leaders and team members for shipyard ROH test and checkout periods, Ship Qualification Trials (SQTs), and Special Assistance Teams (SATs).


o.
Provide ISE support and computer program maintenance for tactical, utility support and simulation digital computer programs developed for assigned Launching Systems.


p.
Manage and implement plans and programs to ensure the role of In‑Service Engineering Agent (ISEA) functions for assigned Launching Systems are carried out.


q.
Provide on‑site government management and technical leadership of the MK 41 VLS Government Leased Contractor Operated (GLCO) Life Cycle Support Facility (LCSF) in Ventura, California.


r.
Provide management, instructor, administrative, and support services for command conducted technical training courses.

Appendix D-4:
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Provide systems engineering and technical services for the design, development, integration, fleet introduction, In‑Service Engineering (ISE), documentation, and fleet support for strike weapons systems in various classes and types of surface ships.  This department will:

    a.  Function as System Integration Agent (SIA) to ensure compatibility of shipboard system design and integration concepts with performance requirements, support requirements, specifications, interface requirements, and documentation.

    b.  Function in support of the Program Manager for supervision of production or improvement and modernization activities to ensure compatibility and operability of equipment and their integration into various surface ship classes.

    c.  Function as shipboard In‑Service Engineering Agent (ISEA), Acquisition Engineering Agent (AEA), Technical Direction Agent and assigned Design Agent (DA), and as such perform investigations, studies, and analyses of engineering problems to determine necessary corrective action and provide solutions.

    d.  Provide engineering guidance and technical consultation to the Government (U.S. and Foreign) and contractors engaged in development work pertaining to design, specifications, integration of ship cruise weapon combat systems, safety, and human factors engineering.

    e.  Function as the Software Support Activity (SSA) for the shipboard Software Life Cycle Management Plan per NAVSEA Computer Resources Life Cycle Management Plan procedures.  This is to assure compatibility and effectiveness of data processor computer program modification.

    f.  Assure that configuration and change control management is maintained for optimum system effectiveness, reliability, and maintainability.

    g.  Establish and maintain the HARPOON/TOMAHAWK Engineering Site.

    h.  Generate or review engineering change proposals for their effect on subsystem and system interaction, overall system performance, and operational and combat environment compatibility. Manage the ORDALT, SHIPALT program for shipboard surface‑to‑surface systems.

    i.  Develop subsystem test procedures for integration into combat system total ship testing in support of Test Development Activity (TDA) functions for the strike weapon systems.

    j.  Provide program support, engineering and technical assistance, as directed for foreign acquisition programs of the HARPOON weapon systems.


    k.  Provide matrix management in the areas of HARPOON and TOMAHAWK Integrated Logistics Support, Test and Evaluation, Quality Assurance and Reliability, Maintainability and Availability.

    l.  Perform technical administration of delivery order contracts for technical services through the assignment of individual CORs (generally the originators of the requirement) to monitor each discreet delivery order.

Appendix D-5:
Code 4K00

Provide core leadership in the acquisition, production, and operational support of in-service and emerging naval gun weapon systems, (for example:  Vertical Gun Advanced Ship (VGAS), Close In Gun System (CIGS)), integrated gun defense systems, Naval Surface Fire Support Systems, equipments; to maintain the Navy’s corporate technology base for gun weapon systems; to maintain rapid response capability for reconstitution of our Naval forces if mobilization is needed; to ensure that current and future fleet operational readiness requirements are achieved and maintained; to strengthen the private sector’s technology base by on site support of Louisville privatization and through defense conversion and technological transfer.  Evaluate and assist in program integration with other combat system programs at NSWC, Naval Sea Systems Command (NAVSEA), Special Operation Command (SOCOM), and Program Executive Office (PEO).  Provide technical engineering support to the on-site Defense Contract Management Office (DCMO).  Provide system/program management for selected systems.

Appendix D-6:
Code 4L00

Provide engineering and scientific analysis relative to the Battle Force interoperability of new and/or modified systems comprising present and proposed ship combat systems including sensors, command and control, weapons, communications, computer programs and tactical procedures.  Provide acquisition support and sustain engineering of specific unique Battle‑Force level systems such as Battle Force Tactical Trainer and the Cooperative Engagement Capability System.  Provide technical documentation and support for assigned ISEA functions, including tech manual, PMS, tech bulletins, fleet feedback reports. Provide Configuration Management.  This department will:

    a.  Assist sponsors in the preparation of program level documentation containing Battle Group systems development and support, engineering requirements and Battle Group/Ship Combat System/Major Subsystem level T&E requirements and plans such as Test and Evaluation Master Plans (TEMP), Cost and Operational Effectiveness Analysis (COEA) and acquisition strategy and program plans.

    b.  Provide technical planning documentation for In‑Service Engineering of assigned Battle Group level systems and Battle Group common systems.

    c.  Provide management coordination of all related support functions for the planning and execution of Battle Group ISEA and combat system T& E Projects including system installation/checkout, logistics, instrumentation, test equipment and training.

    d.  Develop special and unique data collection systems and equipment as well as provide and integrate conventional instrumentation into systems to collect, record, display and transmit test data for designated T&E Projects, fleet exercises and other test operations.  Develop and maintain a library of special computer programs for reduction and analysis of the collected test data.

    e.  Design, develop and provide life cycle maintenance of standardized simulation programs for combat system integrated tests and provide special or unique one‑of‑a‑kind test devices, such as Radio Frequency (RF) emitters, Electronic Warfare (EW) evaluation systems, remote control systems, Infra‑Red (IR) black bodies and others to support designated test operations.

    f.  Provide for the installation, checkout, validation and operation of land‑based test beds, simulation programs, data collection systems, special test devices and other unique assets in support of designated test projects and fleet exercises.

    g.  Analyze collected data and evaluate results of assigned projects; provide evaluation reports to sponsors with results, conclusions and recommended actions.

    h.  Conduct operational, systems and intelligence evaluation in areas of offensive and defensive warfare.

Appendix D-7:
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Provide engineering design, development, and control of all actions which affect the operability, reliability, maintainability, and supportability of Underway Replenishment (UNREP) and related systems.  This department will:


a.
Conceive and develop new UNREP concepts.


b.
Assist in determining CLF levels and ship configuration.


c.
Develop UNREP system equipment performance requirements.


d.
Develop/maintain UNREP system intra/inter ship interface parameters.


e.
Design Navy standard UNREP equipment and develop production packages.


f.
Test, evaluate and prove out new UNREP systems/ modifications.


g.
Direct development/maintenance of UNREP logistics support.


h.
Monitor UNREP systems in new ship construction, conversion and in service ship overhauls.


i.
Provide full spectrum UNREP ISE support to all PACFLT CLF ships.


j.
Provide full spectrum UNREP ISE support to PACFLT combatants and amphibians.


k.
Manage depot level UNREP equipment overhaul for SURFPAC, NAVSEA, MSC.


l.
Evaluate UNREP manning and training requirements.


m.
Provide technical leadership to develop/update NWP14.


n.
Consult with TYCOM/Shipforce regarding UNREP organizational readiness issues.


o.
Provide full system support to merchant ship mobilization for UNREP.

Appendix D-8:
Code 4R00

The department is a center of excellence for in-service engineering, fleet introduction, systems engineering and life cycle support for Navy surface launched tactical missiles, support and ancillary equipments, automated test systems, processing facilities and telemetry systems.  Expert technical and logistic services provided throughout the missile life cycle include:

    a.  Engineering for missile development programs from the ISE perspective, with focus on system engineering and requirements, test and evaluation, logistics, and production transition.

    b.  Production engineering support including acceptance criteria, test parameters and processes, technical data package and configuration management and design of product improvements.

    c.  ISEA for assigned missiles with regard to system performance, reliability, configuration and inventory management.  With a goal of constant improvement, identify, evaluate and resolve missile hardware and system problems, performance deficiencies and operational anomalies.

    d.  Field support for contractor All-Up-Round (AUR) Facilities and Naval Weapons Stations including testing and test equipment, procedure development and maintenance, training and certification, system safety and logistics support.  Perform Technical Direction Agent duties for automated test systems.

The formal organization is aligned into divisions; however, important tasks and elements of the work are accomplished by program managers with support provided from divisions in a matrix fashion, and by self-directed teams.  Some of those teams are of indefinite duration since the work is on-going, while others have a limited life according to task requirements.  The teams shown

in this document are those which exist as the date of issue.  It is expected that changes will occur as program needs evolve.

Appendix D-9:
Code 4Y00

Provide Life Cycle In‑Service Engineering (ISE) support and program management during design, development, production, installation, and operation of Integrated Ship Defense (ISD) Systems and associated weapon system elements.  Act as System Integration Agent, Design Agent, AEA, ISEA for designated system and elements and equipments.

Appendix E:
5000 Directorate
Manage the activities of the command's Logistics Departments and Teams in providing logistics support for assigned systems and equipments, and systems for the efficient and economical support of the systems and equipments.  Act as Naval Sea Data Support Activity for the Commander, Naval Sea Systems Command.  Ensure participation in command quality programs.  This directorate will:


a.
Develop and coordinate the implementation of comprehensive integrated Logistics Support Programs for major new systems and major modifications.


b.
Develop and implement a program to provide configuration identification and accounting information reflecting the approved base lines for equipments under technical cognizance of the command for Navywide use.


c.
Direct a program for the acquisition, standardization, reposit and distribution of technical data required to support command programs.


d.
Direct the planning and management of a program for the development, publishing and distribution of technical publications supporting systems and equipment under command cognizance.


e.
Provide liaison, consultant services and assistance to the fleet and naval shore establishment to ensure that effective material support systems are maintained and that material is provided in accordance with program requirements.


f.
Provide for the development of plans, resources, and facilities for Navy in-house maintenance support programs to designated activities.


g.
Direct a program to assure that requirement for Test, Measurement and Diagnostic Equipment (TM&DE) is planned, defined and satisfied.


h.
Provide centralized management services for the identification, planning, implementation and subsequent evaluation of a comprehensive ship system equipment training program.


i.
Direct a program to plan, acquire and implement the installation, checkout and documentation for new equipments and/or equipment alterations at the SMS Training School.


j.
Provide supply support to command organizations in the areas of contracts management, purchasing, requisitioning, inventory management, and technical services.


k.
Direct a program for centralized acquisition of ORDALTs.


l.
Direct the development and implementation of an integrated logistics Data Base Management Information System.


m.
Serve as the Naval Sea Data Support Activity providing primary support to NAVSEA in the Technical Manual Management Program.


n.
Provide support and services in the development, implementation, operation, and maintenance of Automatic Data Processing, data communications, source data collection, and teleprocessing systems.


o.
Provide a quality assurance program for command and NAVSEA acquisition.  This includes development, coordination, and continuous management of weapon system quality assurance project plans

Appendix E-1:
Code 5A10

Plan, manage, implement, and certify logistics support for Surface Combatant combat systems, weapon systems, subsystems, and equipments assigned.  Ensure all logistics resources are in place for fleet introductions and to enhance fleet readiness.  Coordinate the preparation of logistics budgets and near/long term SEATASK requirements to support life cycle logistics.  Provide program and budget/financial management/oversight for team tasks.  Accountable for all phases of Surface Combatant Team financial, administrative and management functions.  Provide general administrative services for Surface Combatant Team.

5A11 - Planning and Integration Team

Perform program sponsor interface, advance planning, and integration for Surface Combatant Weapon/Combat Systems and new program introduction including embedded systems as appropriate.  Manage and implement Surface Combatant Weapon/Combat System availability planning, execution and status for all alterations.  In performance of this effort, participate/attend and coordinate ROH Integrated Logistics Management Team Meetings (ILSMTs), and Availability Readiness Reviews (ARR).  Provide NAVICP/PHD NSWC interface.  Provide Configuration Management/Configuration Status Accounting for Fleet Modernization Program/SCN availabilities.  Perform Modernization Planning efforts for Weapon/Combat Systems.  Provide program and budget/financial input/management for divisional tasks.  Maintain ILS milestones, action log, and POA&M in support of logistics and logistics alteration planning.  Develop ship/class specific logistics guidance.  Conduct logistics certification and waiver status analysis/tracking for assigned systems for Surface Combatant platform installations.  Conduct logistics Mission Readiness Review (MRR) and Logistics Readiness Review (LRR) for operational ships.  Manage FMS, manage and integrate Joint Computer Aided Acquisition and Life Cycle Support (JCALS).  Provide Quality Assurance services across all divisions.  Ensure viable quality assurance processes are in place including participation in ICP referrals, Quality Deficiency Reporting (QDR), ORDALT validation, and First Article Testing.

5A12 - Technical Data and Services Team

Provide for the development, execution and maintenance of lifetime support including maintenance planning, provisioning requirements, technical documentation, supply support, technical data, diagnostics and support equipment, Depot Planning and Facilities Management validation, and Contract Data Requirements List (CDRL).  These actions include embedded equipment as required.  Provide program and budget/financial input/management for divisional tasks.  Maintain ILS milestones, action log and POA&Ms in support of logistics alteration planning.  Provide for the development, production and distribution of weapons systems technical manuals for assigned systems.  Provide Advanced Technical Information System (ATIS) coordination services including identification of data requiring digital conversion, and development of technical data to support CD-ROM production and distribution.  Provide post-production, Diminishing Manufacturing Sources (DMS) and obsolescence production, analysis and resolution for combat systems.  Perform total ship Readiness Based Sparing (RS) using the AEGIS Optimization Model (ADM) for all AEGIS class ships.

5A13 - Fleet Service Team

Provide on-site LOGREPs at various locations to assist Project Engineers with execution of the FMP and SCN availabilities, Post Delivery Test and Trials (PDT&T), Post Repair Test and Trials, (PRT&T) and other support evolutions as required.  Interface with FLTILO, TYCOM, NAVICP, and Naval Support Activity (NSA) on ILS issues, performing ILS research and analysis as required.  Participate in Mission Readiness Reviews (MRR).  Provide program and budget/financial input/management for division tasks.  Maintain ILS milestones, action log and POA&Ms in support of logistics and logistics alteration planning.

Appendix E-2:
Code 5A20

Plan, manage, implement, and certify logistics support for Cruise 

missile, combat system, subsystems, and equipments assigned.  

Ensure all logistics resources are in place for fleet introduction 

in order to enhance fleet readiness.  Coordinate the preparation 

of logistics budgets and near/long term SEATASK requirements to 

support life cycle logistics.  Perform logistics support functions 

for Cruise combat/weapon systems, coordinate the development of 

required logistics documentation and availabilities of logistics 

resources to achieve overall programmatic milestones and 

requirements.  Evaluate logistics support for operational 

systems/equipment to assess impacts on readiness and 

self-sustainability.  Represent the Logistics Directorate as the 

Cruise Weapons logistics single point of contact.

5A21 – Harpoon Team
Manage all logistics operations assigned to PHD NSWC related to 

the Harpoon Missile and related launching system, subsystems and 

equipment.  Represent the Logistics Directorate as the Harpoon 

logistics single point of contact for all Harpoon logistics 

matters.  Manage the logistics POA&M and action log for the 

implementation and support of the Harpoon Program.  Perform all 

Integrated Logistics Support (ILS) functions as assigned.  

Develop, maintain and monitor the Harpoon logistics budget.

5A22 – Tomahawk Team
Manage all logistics operations assigned to PHD NSWC related to 

the Tomahawk Weapon System, subsystems and equipment.  Represent 

the Logistics Directorate as the Tomahawk logistics single point 

of contact for all Tomahawk logistics matters.  Manage the 

logistics POA&M and related action log in order to accomplish 

assigned tasks.  Perform all Integrated Logistics Support (ILS) 

functions assigned.  Develop, maintain and monitor the Tomahawk 

logistics budget.

Appendix E-3:
Code 5A30

Plan, manage, implement, and certify logistics support for Theater Air Defense (TAD) assigned combat systems, weapon systems, subsystems, and equipment.  Ensure all logistics resources are in place for fleet introduction in order to enhance fleet readiness.  Coordinate the preparation of logistics budgets and near/long term TASKING requirements to support life cycle logistics. Perform logistics support functions for Theater Air Defense systems, coordinate the development of required logistics documentation and availabilities of logistics resources to achieve overall programmatic milestones and requirements.  Evaluate logistics support for operational systems/equipment to assess impacts on readiness and self-sustainability.  Represent the Logistics Directorate as the TAD single point of contact for logistics matters.

5A31 - VLS/VLA/Standard Missile Team

Manage all logistics operations assigned to PHD NSWC related to the Vertical Launch System (VLS), VIA, and Standard Missile equipments/systems and subsystems.  Represent the Logistics Directorate as the single logistics point. of contact for VLS/VLA/Standard Missile.  Develop and Manage the logistics POA&Ms and action logs related to assigned equipments.  Perform all Integrated Logistics Support (ILS) functions assigned. Develop, maintain and monitor the VLS/VLA/Standard Missile logistics budget.

5A32 - CEC/Self Defense Team
Manage all logistics operations assigned to PHD NSWC related to the NATO Seasparrow Surface Missile System (NSSMS), Rapid

Anti-ship Missile Integrated Defense System (RAIDS), Self Defense Test Ship (SDTS), Target Acquisition System (TAS), Thermal Imaging Sensor System (TISS), Rolling Airframe Missile (RAM) and GMWS, weapon systems, combat systems, subsystems and equipment.  Represent the command as the Logistics Directorate point of contact for assigned programs.  Manage the logistics POA&M and related action logs required in order to accomplish assigned tasks.  Perform all Integrated Logistics Support (ILS) functions assigned.  Develop, maintain and monitor the logistics budget related to assigned programs.

5A33 - Passive Counter Measures Team
Manage the Passive Counter Measures (PCM) Program.  This includes the acquisition and repositioning of material, ship assist visits, technical, financial management and logistics lead for the command.  Manage assigned tasks, maintain project POA&M and action log. Represent the command as the PCM single point of contact.
5A34 - Integrated Systems Acquisition Team

Manage all logistics operations assigned to PHD NSWC related to the Thermal Imaging Sensor System (TISS), Cooperative Engagement Capability (CEC), Infrared Search and Track Systems (IRST), and Self Defense System, combat systems, subsystems, and equipment.  Represent the command as the Logistics Directorate point of contact for assigned programs.  Manage the logistics POA&M and related action logs required in order to accomplish assigned tasks, Perform all Integrated Logistics Support (ILS) functions assigned.  Develop, maintain and monitor the logistics budget for assigned programs.


5A35 - Phalanx Close In Weapons System

Manage all logistics operations assigned to PHD NSWC related to Phalanx CIWS weapon systems, combat systems, subsystems and equipment.  Represent the Command as the Logistics Directorate point of contact for assigned programs.  Manage the logistics POA&M and related action logs required in order to accomplish assigned tasks.  Perform all Integrated Logistics Support (ILS) functions assigned.  Develop, maintain and monitor the logistics budget related to assigned programs

Appendix E-4:
Code 5A40

Plan, manage, implement, and certify logistics support for Area AAW assigned combat systems, weapon systems, subsystems, and equipment.  Ensure all logistics resources are in place for fleet introduction in order to enhance fleet readiness.  Coordinate the preparation of logistics budgets and near/long term tasking requirements to support life cycle logistics.  Perform logistics support functions for Area AAW projects, coordinate the development of required logistics documentation and ensure the availability of logistics resources to achieve overall programmatic milestones and requirements.  Evaluate logistics support for operational systems/equipment to assess impacts on readiness and self-sustainability.  Perform as the Area AAW logistics single point of contact for the Logistics Directorate.

5A41 - Combat Systems Technical Team
Manage all logistics operations assigned to PHD NSWC related to the Combat System Test Set (CSTS), Advanced Display Systems (ADS), Battle Force Tactical Trainer (BFTT), Underway Replenishment (UNREP), Switchboards (SWBD), and Gun Fire Control point of contact for assigned programs.  Manage the logistics POA&Ms and related action logs in order to accomplish assigned tasks.  Perform all Integrated Logistics Support (ILS) functions assigned.  Develop, maintain and monitor the assigned programs logistics budgets and resource allocations.

5A42 - AAWDET Engagement Team

Manage all logistics operations assigned to PHD NSWC related to the Guided Missile Launching System MK 13, Guided Missile Launching System MK 26, Missile Fire Control System MK 74, Fire Control System MK 92, and Search Radars.  Represent the Logistics Directorate as the single point of contact for assigned programs.  Manage the logistics POA&M and related action logs in order to accomplish assigned tasks.  Perform all Integrated Logistics Support (ILS) functions assigned.  Develop, maintain and monitor the assigned programs, logistics budgets and resource allocations.

5A43 - Gun Weapons Systems Logistics Team
Manage all operations assigned to PHD NSWC related to Gun Weapons Systems MK 34, Gun Fire Control MK 160, and MK 45 Gun Mount and MK 75 Gun Mount.  Represent the Logistics Directorate as the single point of contact for assigned programs.  Manage the logistics POA&M and related action logs in order to accomplish assigned tasks.  Perform all ILS functions assigned.  Develop, maintain and monitor assigned programs, logistics budgets and resource allocations.

7.2.2 Appendix E-5:
Code 5E00

Provide data management, technical publications management, supply support management, maintenance planning, manpower and training, and Logistics plans and policy guidance/expertise in support of Combat Weapons and systems for which this command is the In-Service Engineering Agent.  As the Naval Sea Data Support Activity, provide technical management program support for ship systems and equipment during the ship life cycle.  Maintain combat weapons and system configuration management; provide Information System expertise and data base support for the Logistics Directorate.

5E00 - SPECIAL ASSISTANTS
5E02 - Administrative Office
Provide a variety of financial, administrative and personnel management services to the department.  Develop and formulate the Navy Working Capital Fund (NWCF) operating budget, funding requirements and spending plans.  Coordinate and maintain an integrated system of financial staff services including reporting.  Monitor the use and rate of expenditure of department funds, and advise management as necessary.

5E03 - Logistics Process Team
Serve as process advocates for technical manuals, including Interactive Electronic Technical Manual (IETM), data management, supply, inventory and training and logistics elements.  Provide expertise and consultation for the aforementioned processes.  Perform environmental scans to maintain knowledge base on policy and methodology and coordinate within the directorate to review and establish operational boundaries for assigned processes.

5E04 - Information Technology Advocates
Act as activity point of contact (POC) for assigned programs planned by NAVSEA for the exchange of technical information.  Serve as command coordinator for new development and existing projects such as Computer Aided Acquisition Logistics Support (CALS).  Analyze requirements, design solutions, develop standards and instructions, and provide technical support and assistance as required.

5E10 - Advanced Logistics Systems Division
Act as activity POC for all programs planned by NAVSEA for the exchange of technical information.  Serve as Logistics Directorate Coordinator/expert for new and existing projects such 

as Expert Systems, Integrated Data Management Systems (IDMS), Joint Computer Aided Acquisition Logistics Support (JCALS) and Logistics Support (JCALS) and LSA.  Analyze requirements, design solutions, develop standards and instructions, and provide technical support.

Analyze, interpret and implement regulations and directives pertaining to technical requirements for engineering drawings and associated lists, weapon specifications, standards and related technical data.  Implement and promote electronic data transfer throughout the command.

Maintain files and indexes of engineering drawings in traditional aperture card format to depict command equipment/systems and provide output products per customer requests: Analyze requirements, design solutions, develop standards and instructions, and provide technical support and assistance as required.

5E20 - CONFIGURATION MANAGEMENT (CM)/PREVENTATIVE MAINTENANCE SYSTEM (PMS) DIVISION

Provide technical publication management services to plan and manage programs for the development, production, evaluation and distribution of technical publications and Preventative Maintenance System (PMS) documentation. Provide guidance, advice and support to accomplish timely development, evaluation and distribution of publications and Planned Maintenance System (PMS) material.

Develop and maintain procedures and programs for the exchange of configuration data; serve as point of contact for the interpretation of all standards governing configuration change control and status accounting; and receive and process requirements for the preparations and acquisition of ORDALTs.

Perform configuration status accounting, change control coordination, and ORDALT acquisition and development using various data systems for designated ships, sites, systems and equipments.

5E30 ‑ NAVAL SEA DATA SUPPORT ACTIVITY DIVISION I

Provide for automated technical manual acquisition, distribution and printing as well as customer service and outfitting data support.  Act as NAVSEA’s Department of Defense (DOD) specification and standards agent.  Act as the NAVSEA and SPAWAR Technical Manual Management Program (TMMP) agent.  Provide guidance to field activities on all issues relating to the technical management of all technical manuals, both digital and paper form.  Provide assistance on all matters relating to all phases of the technical manual life cycle.  Provide for quality 

assessments of Management Information Systems (MIS) data/output products as well as field activity technical manuals. Provide for NAVSEA, SPAWAR and NAVAIR air traffic control/landing system (ATCALS) technical manual asset management.  Act as Technical Manual Management Agent (TMMA) for NAVSEA and SPAWAR as directed.

Serve as single point of contact for NAVSEA, SPAWAR and NAVAIR ATCILS stock management in both digital and paper form.  Provide information and technical support to customers requiring copies of technical manuals.  Monitor uniformity of data between the  Technical Data Management Information Systems (TDMIS), the Navy Supply System, and JCALS.  Take corrective action as needed to ensure uniformity of data.  Manage the NAVSEA and SPAWAR Technical Manual Deficiency/Evaluation Report (MMER)

process - Report TMDEFL progress and status to all affected TNIMAs. Provide management support of NAVSEA, SPAWAR, and NAVAIFL ATCALS TM printing and publishing projects.  Maintain the data resident in TDMIS.

Develop, implement, operate, and maintain Automated Information System (AIS) in support of NAVSEA and SPAWAR TMMP.  Act as the activity‑point of contact for all programs implemented by NAVSEA and SPAWAR for the exchange of technical information.  Provide principal interface, guidance, and required training for activities involved in technical manual acquisition/maintenance.  Manage NAVSEA and SPAWAR technical manual quality assurance and TDMIS.  Manage NAVSEA’s Naval Ships Technical Manual (NSTM) suite of manuals.  Manage the NAVSEA and SPAWAR Rapid Action Change to resolve deficiencies.  Assign technical manuals to specific Technical Manual Management Activities (TNEAM).  Validate ship's library data electronically against TDMIS. Act as SPAWAR logistics data agent.

Manage the Governments' obligations in shipbuilding contracts to provide documentation.  Develop processes and procedures to ensure Government Furnished information (GFI) provisioning and effectiveness.  Provide GFI and act as the sponsor on‑site representative for GFI. Manage the total ship technical manual outfitting program in support of new ship construction, major ship overhaul, and foreign country sales transfer.

Appendix F:
 6000 Directorate

8.0 Appendix G:
Legacy Applications

See section 3.5 for details on legacy applications integration.

	
NAVSEA PHD Legacy Applications


	POC First
	POC Last
	Phone
	Bldg
	Room
	Application Name
	Vendor Name
	Qty

	Stephanie
	Solorzano
	8052287866
	1388
	1T00
	FrontPage Web Design/Editor
	Microsoft
	15

	Taunya
	Sauthoff
	8052287294
	444
	1J50
	Building Systems (Environmental)
	Multiple Vendors
	35

	Bill
	Schlesinger
	8052287850
	445
	1L00
	Travel Application
	Unknown
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	MLT Program Written by Jay Peterson, in Dbase3+, compiled with Clipper (Used by Message Center to separate classified messages by keyword by Code and to archive classified messages by date-time-group) - Expect replacement of this program and all related a
	Local
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	Clipper 5 by Aston/Tate (COTS) - required by MLT Program
	Aston/Tate
	8

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	XTree Gold by Symantec (COTS)
	Symantec
	22

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	MDDS Version 4.0 - NCTS, Washington DC progam (used for sorting classified and unclassified Gateguard messages)
	USN
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	MDS Version 2.5 - CNCTC, Washington DC progam (used to electronically distribute unclassified Naval messages)
	USN
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	MDU Versions 2.02 and 2.4 - CNCTC, Washington DC progam (stand alone application used to view unclassified Naval messages)
	USN
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	Gateguard Versions 4.0 and 6.0 - CNCTC, Washington DC progam (used to send/receive AUTODIN Naval messages)
	USN
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	TRACKMSG Version 1.2 - NCTS, Washington DC progam (stand alone application used to view Naval Messages)
	Unknown
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	DPVS Version 4.0 - CNCTC, Washington DC progam (used to validate PLADs prior to sending Naval Message via AUTODIN [Gateguard])
	Unknown
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	MTF Editor Version 3.4 (and possibly Version 5.0) - NCTS, Washington DC progam (used to create Naval message and prepare for transmission via AUTODIN [Gateguard])
	USMC
	55

	Jamie
	Smith
	8052287843
	445
	02C
	Intel Based PCs
	Multiple Vendors
	0

	Jamie
	Smith
	8052287843
	445
	02C
	Intel Based PCs (Certified)
	Multiple Vendors
	3099

	Dave
	Highfield
	8052287858
	1388
	1T00
	cc:Mail Software
	Lotus
	38

	Dave
	Highfield
	8052287858
	1388
	1T00
	Microsoft Exchange Software
	Microsoft
	20

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cisco Works Monitoring Software
	Cisco
	6

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cabletron Spectrum Element Manager
	Cabletron
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Xylan Management Software
	Xylan
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Network Health Software
	Unknown
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Global Watcher Software
	Unknown
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	What's Up Gold Software
	Unknown
	1

	Stephanie
	Solorzano
	8052287866
	1388
	1T00
	PhotoShop (Picture Editor)
	Adobe
	10

	Cary
	Martinez
	8052287228
	1387
	4G52
	UNIX Workstation - Mercury/SOLARIS 2.5
	Unix
	12

	Jim
	Nuhfer
	8052287007
	
	4G52
	TEDES
	Unknown
	1

	Cary
	Martinez
	8052287228
	1387
	4G52
	Interleaf license manager ver.5.4
	Interleaf
	1

	Cary
	Martinez
	8052287228
	1387
	4G52
	Navy DTD Production System (NDPS), s/w
	USN
	1

	Mike
	Wiseman
	6195535059
	609
	4L42
	RSDS, I2T2 (PCportion), 1553 DX/DX, EtherNet/FDDI DX/DR, LLS DX/DR
	Unknown
	1

	Mike
	Wiseman
	6195535059
	609
	4L42
	IMS
	Unknown
	1

	Jeff
	Roach
	8052287915
	1387
	4R20
	PTS (Visual Fox Pro)
	Local
	1

	Ed
	Trotter
	8052280802
	1220
	5A13
	Information Handling Services (HAYSTACK)
	Unknown
	1

	Reggie
	Comstock
	8052287849
	1388
	5B10
	ORACLE SERVER 7.X
	Oracle
	11

	Reggie
	Comstock
	8052287849
	1388
	5B10
	POWERBUILDER
	Powerbuilder
	14

	Karen
	Dawley
	8052280921
	5
	5F13
	Standard Procurement System (PD2)
	USN
	1

	Karen
	Dawley
	8052280921
	5
	5F13
	SACONS
	Unknown
	1

	Karen
	Dawley
	8052280921
	5
	5F13
	PMRS
	USN
	1

	Dave
	Haugland
	8052286163
	444
	1F00
	Access Control
	Multiple Vendors
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cambio LAN Map software
	Cambio
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	MailCheck Monitoring Software
	MailCheck
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	32-bit LAN Analyzer & RMONster/e Monitoring Software
	Unknown
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	TIS Gauntlet Software
	Network Assoc.
	1

	Carol
	Davis
	8052287699
	1388
	1T00
	JetForm Electronic Forms Software
	Jetform
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Heat (Help Desk) Software
	Heat
	6

	Dee
	Angeles
	8052286881
	1215
	4L02
	Financial Tracking System (FTS)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Workload Plan System (Replaced w/new Planning System)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Budget System  (Replaced w/new Planning System)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	AFPS  (Replaced w/new Planning System)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Planning System (Uses MS SQL Server and PowerBuilder)
	Local
	1

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	Dbase 3+ by Aston/Tate (COTS) - required by MLT Program
	Aston/Tate
	2

	Cindi
	Lynsky
	8052287855
	1388
	1T00
	DOS 5.0  by Microsoft (COTS) - required by MLT Program
	Microsoft
	15

	Dave
	Alton
	8052280493
	1388
	1T00
	Windows NT 3.51 or 4.0 O/S
	Microsoft
	2100

	Dave
	Alton
	8052280493
	1388
	1T00
	Dos 6.x O/S
	Microsoft
	55

	Dave
	Alton
	8052280493
	1388
	1T00
	HP 9000 Computers
	Hewlett Packard
	1

	Dave
	Alton
	8052280493
	1388
	1T00
	HP Unix O/S
	Hewlett Packard
	32

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Position Management
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Payroll Reporting System  (COBOL - VAX)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Tri-ennial Inventory  (MS-Access)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Personnel Adhoc Reporting  (MS-Access)
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Telephone Calling Card Application
	Local
	1

	BILL
	ECKENROTH
	8052287850
	1388
	1T00
	Document Control System  (MS-Access, uses 2 digit year)
	Local
	1

	Frank
	Solorzano
	8052280637
	1388
	5B10
	OP Cycle Planning Desktop
	Local
	1

	Frank
	Solorzano
	8052280637
	1388
	5B10
	Work Package Processor (WOPPr)
	Local
	1

	Frank
	Solorzano
	8052280637
	1388
	5B10
	Technical Manual Management Information System (TMMIS)
	Local
	1

	Kenneth
	Pearson
	8052288445
	1388
	5D04
	GPETE Category A
	Multiple Vendors
	3676

	Kenneth
	Pearson
	8052288445
	1388
	5D04
	GPETE Category B
	Multiple Vendors
	5

	Kenneth
	Pearson
	8052288445
	1388
	5D04
	GPETE Category C
	Multiple Vendors
	13

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cisco 4xxx Routers & OS
	Cisco
	6

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cisco 7000/7500 Routers & OS
	Cisco
	8

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Router Validation Srvr (Reliant/UNIX 5.0)
	Unknown
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Cabletron MMAC-8FNB Hubs
	Cabletron
	70

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Xylan Omni-5we Switch
	Xylan
	1

	JoAnne
	Urasaki
	8052287860
	1388
	1T00
	Xylan Omni-9we Switch
	Xylan
	4

	Henry
	Rittershofer
	6195533153
	609
	4L40
	High Speed Digital Switch
	HSDS
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Network Monitor 
	Unknown
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Novell Servers
	Novell
	4

	Henry
	Rittershofer
	6195533153
	609
	4L40
	DNS (Internal and External)
	Various
	3

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Firewall
	Network Assoc.
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Shiva LanRover E Plus
	Shiva
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Cisco 4700 Router
	Cisco
	2

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Cisco 2500 Router
	Cisco
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Super II Switch
	3Com
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	SuperStack II Portswitch
	3Com
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Transcend Wkgp Manager
	Transcend
	40

	Henry
	Rittershofer
	6195533153
	609
	4L40
	DAC960 Status Monitor
	DAC
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	APC Power Chute Plus
	APC
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Optimal App Insight Ver 1.5
	Optimal
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Hitman Ver. 7
	Hitman
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Vax VMS 5.4-3
	DEC
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	SnagIt Ver. 4.1
	Snagit
	1

	Henry
	Rittershofer
	6195533153
	609
	4L40
	DisKeeper
	Unknown
	6

	Henry
	Rittershofer
	6195533153
	609
	4L40
	McAfee Virus Scan
	Network Assoc.
	25

	Henry
	Rittershofer
	6195533153
	609
	4L40
	Norton AntiVirus
	Symantec
	40

	Dave
	Alton
	8052280493
	1388
	1T00
	Novell 3.x and 4.x NOS
	Novell
	32


9.0 Appendix H:
Remote Sites

In addition to the main sites at Port Hueneme, California; San Diego, California, Louisville, Kentucky, and Dam Neck, Virginia, PHD has personnel at other sites.  These include technical representatives, contractor plant monitors, and liaison personnel.  Two PHD employees are permanently stationed in Japan.

The following list includes only government personnel.  

	Site
	Civilian Count

	Arlington, VA
	14

	Baltimore, MD
	1

	Bath, ME
	4

	Bedford, MA
	1

	Bremerton, WA
	3

	Bristol, TN
	1

	Camden, AZ
	1

	Dahlgren, VA
	1

	Everett, WA
	1

	Mayport, FL
	4

	Mechanicsburg, PA
	2

	NAS North Island, CA
	1

	New Orleans, LA
	1

	Norfolk, VA
	10

	Pascagoula, MS
	9

	Patuxent River, MD
	1

	Pearl Harbor, HI
	2

	Portsmouth, VA
	1

	San Diego, CA
	61

	Scottsdale, AZ
	1

	Seal Beach, CA
	2

	Sudbury, MA
	1

	Tucson, AZ
	11

	Wallops Island, VA
	1

	Washington, DC
	2

	White Sands Missile Range, NM
	1

	White Sands, NM
	2

	Yokosuka, JP
	2

	Total
	142


10.0 Appendix I:
Network Diagram
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